AVAYA

Avaya Communication™ Manager Application Notes:
Emergency Calling

Abstract

Communication Manager 2.0 software has these emergency calling features:

* CrisisAlert to Attendant,

» CrisisAlert to Digital Station,

» CrisisAlert to Pager,

» Off-Hook Alert Class of Service,

» Emergency Priority Attendant Queue,

» List Emergency,

» Location Based Routing,

* ISDN Trunks,

CAMA Trunks,

* CPN for PSA Dissociated Sets,

* Remote Softphone Emergency Calls,

* Emergency Location Extension by Station,
* Subnet Based Device Location for |P Phones,
* Emergency Location Extension Forwarding.

Communication Manager 2.0 software also has some emergency call handling interactions
with other Communication Manager features.
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1. Introduction

This paper covers emergency (e.g. 911) calling features provided by Avaya Communication™
Manager 2.0 software, whether as part of the standard software or by special applications. It
does not provide details of features that are:
1. Currently being considered for future Communication Manager releases past
Communication Manager 2.0. For example, this paper does not cover 2.1.
2. Provided by adjuncts compatible with Communication Manager 2.0 software but not in
the Communication Manager 2.0 offer, whether sold by Avaya or by outside vendors.
The following section 1.1.1 on page 5 gives contact information for some of those
products.
3. Used by a Communication Manager server installed inside a Public Safety Answering
Point (PSAP) to distribute incoming 911 calls to PSAP agents.
4. Used to provide ordinary calling during power failures, even though the adjective
"emergency"” is sometimes used to describe such features.
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5. Used to provide ordinary calling during a no-license condition, even though the adjective
"emergency" is used on the "system-parameters features' form to describe the a no-
license condition.

6. Used to trace malicious calls, even though the adjective "emergency" is sometimes used
to describe such calls.

1.1.1. Development Connection Partners

These adjuncts are compatible with Communication Manager 2.0 software but are not in the
Communication Manager 2.0 offer. Thisisnot guaranteed to be a complete list of all possible
adjuncts compatible with Communication Manager 2.0 software.

« Dialogics Communication Corp. (DCC) sells the Communicator!*. Addressing the
communications needs of the mission-critical environment, this high-speed notification
system alertsindividuals, groups or teams by phone, pager, fax, email, etc.; delivers
incident-specific information and/or potentially life-saving instruction; confirms message
receipt; and prints, faxes and emails comprehensive reports detailing call-out results.
Contact: Lorin Bristow, (615) 790- 2822, |orin.bristow@dccusa.com,
http://www.dccusa.com/products.html.

+ RedSky Technologies, Inc. sells the Cielo E911 Manager®. The Cielo E-911 Manager is
aturnkey solution to E-911 optimization. This software solution automatically pinpoints
the exact station location of the emergency call, managing and reporting all E-911 station
information changes as they occur. The Cielo E-911 Manager requires little or no
additional staff to provide a nearly maintenance-free system". Contact Penny Schyler,
(312) 432- 5981, pschyler@redskytech.com, http://www.redskytech.com.

« XTEND Communications Corp. sells the Enterprise Alert®. X TEND Enterprise Alert
tranglates calling party identification information to ANI (Automatic Number
Identification), providing detailed location information or ALI (Automatic Location
Identification) about the 911 caller to the PSAP (Public Safety Answering Point).
Enterprise Alert also provides additional support for non-DID (Direct Inward Dial)
numbers, ANI/ALI update facility to the public ALI database, radio paging, LED display,
and private PSAP call monitoring and display capabilities for PBX environments.
Enterprise Alert integrates with industry-standard CAMA trunks". Contact: Donna
Messineo, (212) 951- 7674, dmessineo@xtend.com,
http://www.xtend.com/productset.htm.

The Business Development Manager for the above products is Matt Parker, (732) 852- 3664,
mparker@avaya.com.

! The Communicator! is a trademark of Dialogics Communication Corp.
2 Cielo is a trademark of RedSky Technologies, Inc
% Enterprise Alert is a trademark of XTEND Communications Corp.
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1.2. Notation, Terminology And Acronyms

There are severa sample administration formsin this document. The fields shown in bold in the
sample administration forms are the ones of interest to emergency call handling. Some forms
have been simplified by omitting several fields not used for emergency call handling.

The following table gives meanings for most of the terms and acronyms used in this document.

Term M eaning

AAR Automatic Alternate Routing

ACTR Automatic Customer Telephone Rearrangement, a feature alowing
DCP phones to move. Section 5.2 on page 45 describesiit.

ALl Automatic Location Information, the location data associated with a
gpecific ANI. Itisused by the PSAP for looking up street addresses
from the phone number sent by voice servers during 911 calls.

ALl database The database used by the PSAP to look up street addresses from the
phone number sent by voice servers during 911 calls. The database
contains other location, user and service type information as well.

ARS Automatic Route Selection, afeature for choosing which trunk will
carry acall.

AWOH Administered without hardware: an extension number lacking an
associated physical telephone.

DHCP Dynamic Host Configuration Protocol: a mechanism for signaling IP
addresses from a server to an endpoint. DHCP has other capabilities
not relevant to 911 call handling.

DID Direct Inward Dialing

CAMA Centralized Automatic Message Accounting. A type of trunk used
only for emergency callsin the USA.

CCMS Common Channel Message Set, an Avaya proprietary signaling
protocol.

CESID Caller's Emergency Service Identification, the calling party
information sent to USA emergency services network over CAMA
trunks. This consists of the 7 digit local number plus a one digit
equivalent to the area code.

CLAN Control-LAN, a Communication Manager IP interface circuit pack.

Close to, Nearby

This document uses these terms to mean the maximum desired
distance between an emergency caller and the corresponding
Emergency Location Extension. Thiswill depend on state legislation,
but will probably be between 7,000 and 40,000 square feet", i.e.,
roughly within acircle of radius between 15 and 35 meters.

Communication

The Avaya trademark for avoice server formerly called

Manager Multivantage™ Voice Server, formerly called DEFINITY® PBX.
CO Central Office

COR Class of Restriction, administration restrigtxtensions' callig
Author: GRB; Systems Engineering - Denver White Paper

Reviewed: GRB ©2004 Avaya Inc. All Rights Reserved.

Date (03/10/04)

6 of 97

911\paper\paperl2.doc

CID: 99554



Term Meaning
permissions.

COs Class of Service, administration restricting extensions' feature usage
permissions.

CPN Cadling Party Number. Other documents sometimes call this
Automatic Number Identification (ANI) or Caller Identification
(CID).

DCP proprietary Digital Communications Protocol for Avaya telephones.

DID Direct Inward Dialing

DND Do Not Disturb, afeature peventing calls from ringing at an
extension.

E911 Enhanced 911. It allows the emergency response system to
determine your street address from your phone number.

E911 Tandem The PSTN switch that accepts an E911 call from avoice server or

Office from alocal CO connected to the voice server, and routes the call to
the local PSAP. One E911 Tandem Office typically covers roughly
the geographic area of 4 adjacent area codes.

Emergency Emergency Transfer provides service to and from the local telephone

Transfer company CO during a power failure or when service isimpaired.
Emergency Transfer is aso called Power Failure Transfer; the terms
are synonymous. This document does not cover power failure
transfer.

FAC Feature Access Code, adigit sequence dialed in order to use afeature.

ICC Internal Call Controller, a processor on a Gateway.

ISDN Integrated Services Digital Network

P Internet Protocol

LAN Local Area Network

Location This refersto the area covered by all endpoints on a Communication
Manager voice server with the same Multiple Locations number
administered for them on the ip-network-map, media gateway, or
cabinet forms. When there might be confusion between this meaning
and the broader English language meaning of the word, this
document uses the phrase "Communication Manager location”.

MSAG Master Street Address Guide, a database used to validate ALI
information.

MST M essage Sequence Trace, an Avaya maintenance feature.

NPI ISDN Numbering Plan Identifier

PPP Point to Point Protocol, the IP protocol commonly used over
modems.

PSA Personal Station Access, afeature alowing circuit switched phones to
move. Section 5.2 on page 45 describesiit.

PSAP Public Safety Answering Point, the office that answers a public
network emergency call such asa 911 call inthe USA.

PSTN Public Switched Telephone Network.
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Term Meaning

Public number A number reachable from the public network, for example, aDID
extension or a Listed Directory Number. Such numbers can have
associated street addresses in the ALI database.

QSIG ISDN signaling using the Q (private network) signaling standard.

LSP Loca Spare Processor, a backup processor to control 1P devices when
they can not reach the main processor.

MCT Malicious Call Trace. A featureto trace and record calls.

SAC Send All Calls, afeature preventing calls from ringing at an
extension.

SIP Session Initiation Protocol. An IP call control signaling protocol.

SREPN Survivable Remote Expansion Port Network, a port network with its
own backup translations and processor.

Subnet A collection of IP addresses that can talk directly to each other
through a single local data switch.

TTI Terminal Trandation Initialization, afeature allowing circuit
switched phones to move. Section 5.2 on page 45 describesiit.

VLAN Virtual LAN. The VLAN ID tagislocated in the 802.1Q header. IP
subnets are frequently, but not always, configured with one VLAN
per subnet.

VOIP Voiceover IP

TON ISDN Type of numbering

WAN Wide Area Network

WSP WAN Spare Processor, a port network with its own backup
tranglations and processor.

2. Internal Emergency Notification

There are two main types of emergency notifications. those going to the enterprise’s staff, for
example to a building security office, and those going to public response personnel, i.e. the folks
who answer 911 calls. This section describes a Communication Manager server's treatment of
the enterprise notification; section 3 on page 22 and later sections describe a Communication
Manager server’s treatment of public emergency calls.

2.1. CrisisAlert

If one of your users calls an emergency service such as the police or ambulance, someone,
perhaps the receptionist, the security office or the front desk, needs to know who made the call.
When the public emergency personnel arrive, they can be directed to the right place. Y ou can set
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up Communication Manager software to alert an attendant or other extensions whenever a phone
user dials an emergency number.

Crisis Alert notifies an attendant, designated extensions, or a pager when an emergency call is
made, and shows the name and number of the person who placed the emergency cal. This
information allows an attendant or other user to direct an emergency service response to the
caller. The notified set makes an audible alerting sounding like an ambulance siren. The set also
flashes the crisis alert button lamp and displays the caller name and extension. The crisis alert
station users must acknowledge the crisisto turn off the alerting. Thiscrisis alert feature
provides only the visual and audible alerting to the designated stations; no talk path is provided
between those stations and the set that dialed the emergency call.

2.1.1. CrissAlert To Attendant

When crisis alerting is active at an attendant console, the console is in position-busy mode so no
other incoming calls interfere with the emergency call. The console can still originate calls. The
attendant must press the position-busy button to unbusy the console and then press the crss-alert
button to deactivate audible and visual alerting. Attendants cancel an aert by pressing the crisis
aert button three times. The first button push turns off the siren, the second stops the lamp from
flashing, and the third clears the display. If Centralized Attendant Serviceis enabled, the alert
still goesto the local attendant.

The Night Service/ Night Station Service feature has no impact on the Crisis Alert feature.
When in Night Service, the Crisis Alert notification is delivered to the attendant console, not the
night station, unless the night station also has a crss-alert button.

2.1.2. CrisisAlert To Digital Station

Digital phone users acknowledge the crisis alert alarm by pushing the crisis alert button. This

silences the siren sound. If you have set the system so only one user needs to respond, the first

user to do so stops the alerting at all phones. If all users must respond, each phone continues to

alert until each user presses the crisis aert button to acknowledge the alarm. The emergency

caller's name and extension remain on the display at this point. To completely cancel an alert
and clear their displays to be ready for the next crisis, users press the Exit button. This button
may be called a variety of names (i.e. Exit, Normal, disp-norm, etc.), depending on the set type.
The ringing signal associated with a Crisis Alert is silenced by pushing the crss-alert button.
Once the user has pushed the crss-alert button during an active Crisis Alert, no display related
button pushes will be allowed other than the Normal Display Mode (Exit) button, with the
exception of the timer button.
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Unlike the Attendant Crisis Alert feature, there is no attempt to block incoming calls to digital
stations with the Crisis Alert to digital station feature, although the digital station user may press
the Send All Calls (SAC) or Do Not Disturb (DND) button to provide this function.

2.1.3. CrisisAlert To a Digital Pager

CrisisAlert to aDigital Pager allows usersto receive crisis alert messages on a pager when a
crisisalert call isoriginated in an emergency situation. The pager displays a message of 7 to 22
digits: acrisis aert code, an extension number, and a main number if oneis entered, so the pager
knows the voice server from which the emergency call originated.

A crisisaert call will use from 2 to 4 trunks. Thisis because one trunk will be used for the actual
emergency call and 1 to 3 trunks will be used to notify the pager(s) depending on the how many
pagers are administered.

For CO type trunks, on the trunk group form, either:
» the trunk “Answer Supervision Timeout” field should be set to 0 (zero) and the “Receive
Answer Supervision” field set to “y” or
* avalue should be entered in the “Answer Supervision Timeout” field, with the “Receive
Answer Supervision” field set to “n”.
Communication Manager software uses answer supervision to determine whether attempts to
reach the digital paging service need to be re-tried. If a crisis alert to digital pager call might
route over analog trunks, then the system should contain a call classifier resource.

If you have a multiple voice server campus, you could use the Crisis Alert To a Digital Pager
feature to alert security officers on one voice server that a user on a different voice server has
dialed a crisis alert call. To do so, reserve one extension number on the security office's voice
server for every other voice server in the campus. Make those numbers the targets of the digital
page call. The security officer answering the resulting paging call could deduce from the ringing
call appearance which voice server originated the crisis alert to a pager call. The officer could
then look up the extension number of the station that dialed the emergency call from an
administration terminal for the appropriate voice server. You don't need to dedicate a phone for
this use, just an extension number. You could make the digital paging target an AWOH
extension and then put bridged appearances of that on the security office's phones.

2.1.4. Administration

You can administer crisis alert as follows.

2.14.1 ARS
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Assign the ARS call type "alrt" to the digit strings Communication Manager software should
launch alerts for when dialed.

change ars analysis 1 Page 1 of 2
ARS DIG T ANALYSI S TABLE
Locati on: 2 Percent Full: 6
Di al ed Tot al Rout e Cal | Node AN
String Mn Max Pattern Type Num  Reqd
11 2 2 2 al rt n
911 3 3 2 alrt n

2.1.4.2 System-Parameters Crisis-Alert

change system paraneters crisis-alert Page 1 of 1
CRI SI S ALERT SYSTEM PARAMETERS

ALERT STATI ON
Every User Responds? n

ALERT PAGER
Alert Pager? vy
Oiginating Extension: 84927
Crisis Alert Code: 123
Retries: 1
Retry Interval (sec): 30
Mai n Nunber: 3035380000

Pager Nunber Pi n Nunber

1: 1:
2: 2:
3: 3:

DTMF Duration - Tone (nmsec): 100 Pause (msec): 100

Thesefields are used as follows.

Key Word Usage

Every User Controls whether all users who have a crisis aert button must clear the
Responds alert for every crisisaert. If set to n, all users are notified, but only one
user needs to acknowledge an alert.

Alert Pager Turnson Crisis Alert to aDigital Pager.

Originating | When some other extension originates an emergency cal, thisisthe
Extension extension number Communication Manager uses to launch the outgoing
trunk call to the digital pager. Be sure this contains an assigned
extension, or the page may not be sent.

CrisisAlert | Thefirst 3 digitsin the message sent to the pager. Itistypically set to
Code "911".
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Key Word Usage

Retries The number of times the system triesto call a pager in case of an
unsuccessful attempt.

Retry The time period in seconds between retries to call a pager in case of an

Interval(sec) | unsuccessful attempt.

Main The last group of digitsin the message sent to the pager. Itistypically

Number set to the LDN of the voice server originating the crisis aert call.

Pager The number dialed to reach a pager.

Number

Pin Number | The personal identification number required by the pager service.

DTMF The length of tone and pause for each digit sent in the pager message.

Duration

2.1.4.3 CrisisAlert Button

Assign acrisis alert button (crss-alert) to stations such as those used in a security office, or to an
attendant. Use change station for stations, and change attendant for attendants. Y ou can assign a
maximum of 38 crss-alert buttons per system: 10 for digital sets, and 28 for attendant consoles.
The button to be assigned as the crss-aert button on the set must have alamp associated with it,
and may not be a soft key. To use crisis aert to adigital pager, you still need to administer a
crss-aert button on at least one attendant console or digital station. If you only use crisisaert to
pagers, not to attendants or stations, and do not have any users who want such a button, you can
administer the button to an AWOH extension. The extensions of all Crisis Alert stations may be
displayed by using the "list usage button-type crss-alert" command.

|ist usage button-type crss-alert

LI ST USAGE REPORT

Located on

St ati on Extension 22200 Button 7
St ati on Extension 22204 Button 7
St ati on Extension 22203 Button 8
At t endant Nunber 1 Feature Button 2

2.1.5. Multiple Emergency Calls

If acrisisaert cal is made while another crisisaert is still active, the newer call will be placed
in queue. If you have administered the system so all users must respond, then every user must
respond to every call. If you have administered the system so only one user must respond, the
first crisis alert remains active at the phone where it was acknowledged. Any subsequent calls are
gueued to all available other crisis alert stations in the order in which the calls were made.
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2.1.6. Phone Display

When an emergency call is made and a crisis alert station with a 27-character display is notified,

only 17 characters of the name field appear on the first display line, followed by the extension.

The second line contains the last 3 characters of the name field, followed by the word

“‘“EMERGENCY.” Characters 18 through 24 of the name field do not appear at all. Consider the
display for emergency notification when you complete the name field on the station form. Put the
most important identifying information at the beginning of the field.

2.1.7. Terminal Salf Administration

Those users who have the ability to administer their own phone buttons do not have the ability to
disable a crisis alert button.

2.1.8. All TrunksBusy

If a user attempts to make an emergency call, but all trunks in the selected route pattern are busy,
the call will not generate an alert. If Outgoing Trunk Queuing is enabled for a trunk group, the
call will queue to the trunk group, but will not generate an alert.

2.1.9. Breaking Into Or Recording A 911 Call

If you choose to give attendants or security personnel crisis alert buttons (crss-alert) as described
in section 2.1 on page 8, they would be notified of 911 calls in progress. If those support staff
also had intrusion buttons or service observing buttons (serv-obsrv), they could listen in on 911
calls in progress and offer assistance, for example giving better directions to a building on a
campus than a panicked user gives. There is a slight risk in using this strategy, though. If the
phone user has an IP phone and moved it before dialing 911, or if the phone user has a wireless
phone, the phone user is the only one who knows where it is. The security office may give good
directions to where the user's phone is supposed to be, not to where it actually is. For such
reasons, the general NENA membership does not usually recommend breaking into a 911 call.
In some jurisdictions it is illegal to do so. Every station you might wish to observe must be built
into a split. With large numbers of stations, the administration of this might get unwieldy.

In the same way, you could give attendants or security personnel the ability to start recordings of
911 calls once their crisis alert buttons had notified them that a 911 call was in progress. If you
wish to, you could do this by setting up Malicious Call Trace (MCT) call recording and

assigning to them MCT activation (mct-act) and MCT control (mct-contr) buttons, assigning
Access to MCT permissions on their COR, and administering their extension numbers on the
mct-group-extensions form.

Author: GRB; Systems Engineering - Denver White Paper 13 of 97
Reviewed: GRB ©2004 Avaya Inc. All Rights Reserved. 911\paper\paperl2.doc
Date (03/10/04) CID: 99554



Alternatively, if the support staff has the ability to intrude into 2911 call as mentioned above,

they could use an Audix™ recording button (audix-rec) to record the 911 call. You would have
to use this alternative if you have S8300 servers. MCT requires an Auxiliary trunk port, and
S8300 servers do not support Auxiliary trunks.

2.2. Emergency Access To The Attendant

Emergency Access to the Attendant enables a user to place an emergency call to an attendant.
Emergency access to attendant calls can be placed automatically by the system or dialed by
phone users. Such calls can receive priority handling by the attendant. You can place emergency
calls to the attendant in the following ways:

» Dial access by a phone user. A user can place an emergency call to the attendant by
dialing the Emergency Access to the Attendant feature-access code.

* Automatically by the system. To set this up, assign a telephone the Off-Hook Alert
option via its Class of Service (COS). If the terminal is left off-hook until intercept
timeout, the administrable off-hook alerting timer starts. If the terminal is still off-hook
when the timer expires, an emergency call is automatically placed to the attendant.

When an emergency access to attendant call is placed, one of the available attendants receives
visual and audible notification of the call. If all attendants are busy, the call enters a queue for
emergency access to attendant calls. Calls can be administered to redirect to another extension if
the queue is full.

An emergency access to attendant call causes the following to occur:

1. The system selects the first available attendant to receive the call.

2. The attendant hears the emergency tone and sees the lamp associated with the Emergency
button, if assigned, light. If the console does not have emergency-tone capability, the
attendant hears normal ringing and sees the display flash. The emergency tone cannot be
silenced except by answering the emergency access to attendant call.

3. The attendant display shows:

» Calling-party identification
» Calling-party extension
* How many emergency access to attendant calls remain in queue

The station user who activated an Emergency Call to the attendant is not allowed to hold the call
during the time the ringback tone is given to the station. The station user who dialed the
emergency call to the attendant is not allowed to transfer or conference the emergency call at any
time. It would not be a good idea for the attendant to answer the emergency call with "Please
hold." and then put the caller on hold.
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2.2.1. Centralized Attendant Service (CAS)

For abranch with CAS in effect, an emergency access to attendant call reroutes to the branch
attendant group. If the branch does not have an attendant or if the branch is not in CAS Backup
Service, the call is denied. If the branch voice server isin CAS Backup Service, an emergency
access to attendant call routes to the backup position and is handled as any other non-emergency
cal.

2.2.2. Inter-PBX Attendant Service

For branches with Inter-PBX Attendant Service in effect, an emergency access to attendant call
reroutes to the local attendant group. If the branch does not have an attendant or if the attendant
Is not on duty, the call is denied.

2.2.3. Class Of Restriction (COR)

An emergency access to attendant call overrides all COR restrictions, even controlled restriction.

2.2.4. Individual Attendant Access

An emergency access to attendant call cannot be placed to an individual attendant.

2.2.5. Night Service

When Night Serviceisin effect, emergency access to attendant calls route to the night
destination. Such calls are included on the Emergency Record, and the call is designated as
Emergency Night in the record.

To handle calls when an attendant isin night service, you should assign either anight station or a
redirect extension. Otherwise emergency calls to the night attendant would hear a busy tone. The
system should have at |east one day and one night attendant or night service station for this
feature to be useful at al times.

2.2.6. Remote Access

An emergency access to attendant call cannot be placed from a Remote Access extension.
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2.2.7. Administration

To enable this feature, either the "Hospitality (Basic)" or "Emergency Accessto Attendant” field
must be enabled in the licensefile. You can verify if either of those license file options are on by
reading the " System-Parameters Customer-Options' form.

Administer an Emergency Access to Attendant feature access code.

change feature-access-codes Page 2 of 7
FEATURE ACCESS CODE ( FAC)
Data Origination Access Code:
Data Privacy Access Code:
Directed Call Pickup Access Code:
Enmer gency Access to Attendant Access Code:

Emergency access to attendant calls have priority over other callsto the attendant only if they are
assigned a higher priority on the "Console Parameters" form.

di spl ay consol e- paraneters Page 3 of 4
CONSOLE PARANMETERS

QUEUE PRI ORI TI ES

Ener gency Access:

Assi st ance Call:

CO Cal | :

DID to Attendant:

Tie Call:

Redirected DI D Call:

Redi rected Call:

Return Call:

Serial Call:

I ndi vi dual Attendant Access:
I nterpositional:

VI P Wakeup Remi nder Call:
M scel | aneous Cal | :

[N Ne e NerNe el e NN e ierl

The "system-parameters features” form administers characteristics of the emergency access to
attendant feature.

di spl ay system paraneters features Page 3 of 12
FEATURE- RELATED SYSTEM PARAMETERS
Reserved Slots for Attendant Priority Queue: 5
Ti me before O f-hook Alert: 10
Ener gency Access Redirection Extension:
Number of Emergency Calls Allowed in Attendant Queue: 5

Reserved Slots for Attendant Priority Queue: The emergency access to attendant feature reserves
a certain number of slotsin the attendant queue for emergency access to attendant calls. Only
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emergency calls to the attendant can use these slots. Emergency callsto the attendant can also
use other dots, if those happen to be available and an Emergency Access Redirection Extension
has not been defined.

Emergency Access Redirection Extension: an extension number, which can be aVDN, where
emergency callswill redirect to if the Number of Emergency Calls Allowed in Attendant Queue
Is exceeded and additional emergency calls arrive to the attendant.

Number of Emergency Calls Allowed in Attendant Queue: the number of calls allowed in the
attendant queue before additional emergency calls are routed to the backup extension.

Assign an emergency access to attendant (em-acc-att) button on the attendant form:

change attendant 1 Page 3 of 4
ATTENDANT CONSOLE
FEATURE BUTTON ASSI GNMENTS
1. split 13: emacc-att

2.2.8. Off-Hook Alert

Off-hook aert is a service that makes an emergency call to the attendant on behalf of a user who
isunableto dial. You can assign atelephone the Off-Hook Alert option viathe extension’s class
of service (COS). If the terminal isleft off-hook for 10 seconds without dialing, intercept tone
plays and the administrable off-hook alerting timer starts. If the terminal is still off-hook when
the timer expires, an emergency call is automatically placed to the attendant.

2.2.8.1 Administration

change cos
CLASS OF SERVI CE
0 1 2 3 4 5 6 7 8 910 11 12 13 14 15
Aut o Cal | back n n n N nNn n n N N nNn n N n n n n
Call Fwd-All Calls n n n n n n n N nNnnNnnNnnNnnNnn n n
Data Privacy n n n n n n nNn N nNn nNnnNn nNn n n n n
Priority Calling n N n n n N nNnnNnnNnonNnononNnnNnn nn
Consol e Perni ssions n n n N nNn n n N N nNn n N n n n n
O f-hook Alert Y Y Y Y Y Y VY Y Y VY VY VY Y Yy Yy
Client Room n n n N nNn n n N N nNn n N n n n n
Restrict Call Pwd-Of Net n n n n n n n N nNnnNnnNnonNnnNnn n n
Off-hook Alert: enables off-hook alert for aclass of service.
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add station next Page 1 of 4

STATI ON
Ext ensi on: 2000 Lock Messages? n BCC. 0
Type: 6408D+ Security Code: TN: 18
Port: Coverage Path 1: COR 1
Nane: Coverage Path 2: ccs: 1

Hunt-to Station:

di spl ay system paraneters features Page 3 of 12
FEATURE- RELATED SYSTEM PARAMETERS
Reserved Slots for Attendant Priority Queue: 5
Tinme before O f-hook Alert: 10
Ermer gency Access Redirection Extension:
Nunmber of Emergency Calls Allowed in Attendant Queue: 5
Cal|l Pickup Alerting? n
Tenporary Bridged Appearance on Call Pickup? Y

Time before Off-hook Alert - The time in seconds atelephone with an Off-Hook Alert Class of

Service can remain off-hook after intercept tone has started before an emergency call is sent to
the attendant.

2.2.8.2 MASI Terminals

Multimedia Applications Server Interface (MASI) terminals have emergency access using the
attendant access code, if it isadministered in the MMCX dia plan. However, off-hook alerting is
not administrable.

2.2.8.3 Callmaster™ Terminals

The use of a handset with a Callmaster terminal is optional. It is plugged into the headset jack
and there is no switchhook. The set does not distinguish the difference between a headset and a
handset; it functions the same way regardless of which is used. The Callmaster goes to the off
hook state when a headset or handset is plugged into the headset jack. A single distinctive ring
aert signal isused for each new incoming call. If an extension used by a Callmaster terminal
were assigned to off-hook alert COS, the extension might inadvertently cause off-hook alert calls
to the attendant.

2.3. Emergency Call Reports

Communication Manager software creates a record for each emergency call. This record
includes:

+ Theextension that made the call
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* The attendant or attendant group that answered the call
* Thetime of the call
* Thefollowing call results:

— Call Completed: the call was answered at an attendant or listed directory
number (LDN) night extension.

— Queue Full: The emergency-access queue was full; the Communication
Manager server tried to redirect the call to an emergency-access redirection extension.

— No Attd: No active attendants were available to receive the call; the
Communication Manager server tried to redirect the call to an emergency-access
redirection extension.

— Redirected Answered: The call was answered by the emergency-access
redirection extension.

— No Redirection Ext: The Communication Manager server could not
redirect the call to the emergency-access redirection extension because none was
administered.

— Attd Night Service: The system was in night service. The Communication
Manager server tried to redirect the call to attendant night service.

— Failed: The caller dropped the call before it could be answered. The call
was either waiting in the attendant emergency queue, ringing at an attendant console,
or ringing at the LDN night extension.

— Redirected Abandoned: The caller dropped the call before it could be
answered. The call had been redirected to the emergency-access redirection
extension.

2.3.1. List Emergency

Y ou can monitor emergency-access calls by displaying them at the administration terminal. The
command for listing emergency call eventsis"list emergency”. You can usea"fromtime" and a
"to time" option with the command. For example, if you enter the command "list emergency
8:00am 12:00pm", the report shows emergency call events that occurred during the interval.
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list energency

EMERGENCY ACCESS CALLS

Ext ensi on Event Type of Call Ti me
3104 crisis alert ars alrt call type 11: 01 A
3104 crisis pagerl fail ars alrt call type 11: 02 A
3104 crisis pager2 fail ars alrt call type 11: 03 A
3104 crisis pager3 fail ars alrt call type 11: 04 A
3104 crisis alert feature access code 11:10 A
3104 crisis pagerl fail ars alrt call type 11: 11 A
3104 crisis pager2 fail ars alrt call type 11:12 A
3104 crisis pager3 fail ars alrt call type 11: 13 A
3104 crisis alert of f-hook al ert 11: 21 A
3104 crisis alert ack'd ars alrt call type  11:22 A

3104 crisis pagerl pass ars alrt call type  11:23 A

3104 crisis pager2 pass ars alrt call type  11:24 A

3104 crisis pager3 pass ars alrt call type  11:25 A

Events:

crisisaert; acrisisaert was sent

crisisalert ack’d: the crisis alert was acknowledged from a set with a crss-alert button
crisis pager pass: the crisis alert was sent to a pager
crisis pager fail: the Communication Manager server tried to send the crisis alert to a

pager but the page failed

Judging from the above example form, the user at extension 3104 is having a bad day.
Fortunately for him, he is fictitious.

2.3.2. Emergency Access Summary Report

You can generate an Emergency Access Summary Report of the emergency records. You can
schedule the report for printing once a day at a designated printer. If the Communication
Manager server has a journal printer, then Emergency Access to the Attendant audit records can
print as the calls occur.

To set up the journal printer to print a record of emergency calls to the attendant as they happen,
enable the printer on the hospitality form.
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di spl ay system paraneters hospitality Page 1 of 3
HOSPI TALI TY

Message Waiting Configuration: act-nopns
Controlled Restrictions Configuration: act-nopns
Housekeeper |nformation Configuration: act-nopmns

Nurmber of Housekeeper ID Digits: O
PM5 Log Endpoi nt:
Jour nal / Schedul e Endpoi nt:

Journal/Schedule Endpoint: Enter an extension number, PMS_LOG, or PMS_JOURNAL.

* Anextension number is assigned to the data module connected to the Journal/Schedule
printer. The extension number cannot be a VDN extension. This extension can be the
same as the PMS/Log printer and both sets of reports can be printed on the same printer.
This extension is dialed by the server to send journal information or schedul e reports to
the printer.

* UsePMS LOG if the printer is connected over a TCP/IP link, and thislink is defined as
PMS _LOG on theip-services form.

* UsePMS JOURNAL if the printer is connected over a TCP/IP link, and thislink is
defined as PMS_JOURNAL on the ip-services form.

» Leavethefield blank if you do not have ajournal printer.

To set up the journal printer to print arecord emergency calls to the attendant at afixed time of
day, enter the time on the hospitality form.

di spl ay system paraneters hospitality Page 2 of 3
HOSPI TALI TY

Dual Wakeups? n Dai |y Wakeup? n VI P Wakeup? n

Room Activated Wakeup Wth Tones? n
Ti me of Schedul ed Wakeup Activity Report:
Ti me of Schedul ed Wakeup Sunmary Report:
Ti me of Schedul ed Energency Access Summary Report:

Time of Scheduled Emergency Access Summary Report: This indicates the time of day when the
Emergency Access Summary Report will be printed on the Journal/Schedule printer. Enter
hh:mm:am/pm where hh=hour, mm=minute, am/pm=A.M. or P.M.

2.4. Multiple Emergency Access To Attendant Codes (SA8508)

Multiple Emergency Access to Attendant Codes is a special application; it requires an additional
license file entry be enabled. This feature allows you to define two unique feature access codes
for the Emergency Access to the Attendant feature. By defining two emergency access codes,
you can assign different meanings to each access code. For example, you could assign one access
code for medical emergencies, and the other code for all other emergencies. Since each of these
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emergencies need special handling by the attendant, the attendant’s emergency display
distinguishes between the two emergency types. In addition to the attendant display changes, this
feature expands the Emergency Access to the Attendant feature to allow emergency calls to be
routed to another switch node using Extended Trunk Access. The priority of each access code is
the same. Contact Avaya to have this special application turned on.

2.5. Enhanced Emergency Alert To A Station (SA7483)

Enhanced Emergency Alert to a Station is a special application; it requires an additional license
file entry be enabled. The feature is an extension of Emergency priority attendant queue. If an
attendant seeking emergency call redirects to a backup station, without this special feature the
call just shows as an attendant redirected call. With this feature it comes to the backup station as
a priority call with the word EMERGENCY on the display. Also when an Emergency access to
attendant call comes in to an extension with bridged appearances and is answered at one of the
bridged appearances, the other appearances will continue to ring until each of them is answered
or until the call ends. Contact Avaya to have this special application turned on.

3. 911 Calling Overview

The previous section 2 starting on page 8 described emergency notifications to extensions within
an enterprise. A caller needing more help than the enterprise can provide will dial a Universal
Emergency Number, for example 911 in the United Statéke call routes through the local

Central Office, through a E911 Tandem Office, to the appropriate Public Safety Answer Point
(PSAP), where the call is answered.

* The Universal Emergency Number is 000 in Australia, and 112 in the European Community.
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Central Office

Call Routing

Tandem Office Data Base

MSAG

ALl MUX

A typical 5ESS’ tandem office can route the call to a PSAP within at most 4 area codes. If the
PSAP receiving the call is not the correct one to handle the emergency, the PSAP may be able to
transfer the call to the correct PSAP, but such transfers typically can only occur between
geographically adjacent or nearby PSAPs. Each PSAP typically covers 1 city or 1 rural county.
At the PSAP, emergency operators determine the nature of the emergency and contact the
appropriate agency: police, fire, ambulance, etc. A single PSAP is usualy responsible for an
area covering several independent police and fire departments in the US.

With Enhanced 911 (E911), the voice server may send to the emergency services network the
Calling Party Number (CPN) with the call over Centralized Automatic Message Accounting
(CAMA) trunks or viathe Calling Number |E over ISDN trunks. Once the call is terminated to
the PSAP agent, the switch informs a host computer for look-up of ALI (Automatic Location
Identification) information relating to the calling number. The information is then transmitted to
an ALI Display Unit at the answering agent station. The ALI database is typically owned and
managed by the Local Exchange Carriers but the enterprise voice server owner or operator is
responsible for the updating of the ALI information for their ANI numbers. Some enterprises
choose to contract with a third party to perform these updates.

The Communication Manager enterprise voice server must correctly perform two tasks to make
it likely help arrives where needed:

* Routethe 911 call out atrunk which will reach the correct tandem office, and so in turn the
correct PSAP.
* Send acalling party number corresponding to the emergency caller’s physical location.

®5ESS is a trademark of Lucent Technologies, Inc.
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4. ARS, Locations, And Routing To The Correct PSAP

4.1. ARS

Communication Manager software uses Automatic Route Selection (ARS) to direct outgoing
public network calls such as 911 calls. ARS routing begins when a user dialsthe ARS feature
access code (FAC) followed by the number the user wantsto call. Communication Manager
software analyzes the digits dialed, selects the route for the call, and routes the call over the
trunks you specify in your routing tables.

The FAC for ARSisusualy the digit 9in the US. In theory, then one could administer aroute
for 911 calls by entering only the digit string "911" into the ARS digit analysistables. In
practice, a panicked phone user dialing 911 may forget to dial the ARS access code, soitisa
good ideato administer both "911" and "11" into the digit analysistables. Sections2.1.4.1 on
page 10 and section 4.3.2 on page 26 show examples of this.

4.2. Multiple Locations

Communication Manager software allows you to define alocation number for:

* Mediagateways

* R300 Remote offices

» Cabinets in DEFINITY® Server R

* |P phones and softphones according to IP network region

You can create routing plans, time zones and daylight savings plans specific for each of these
things. For 911 calls, the item of interest is the ability to set up one routing plan for each
location.

Before you start, be sure the "Multiple Locations" field on the "System-Parameters Customer-
Options" form is set to y. If this field is set to n, contact your Avaya representative for more
information.

When you set up multiple locations, you can define ARS call routing covering all locations as
well as call routing specific to each individual location. Use your routing tables to define local
routing for 911 and other local calls for each location. Leave long-distance and international

numbers that apply across all locations on the routing tables with the Location field set to all.

4.3. An Example Configuration Using M edia Gateways
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The following diagram illustrates a plausible Communication Manager configuration with two
G700 Media Gateways connected viaa WAN to a central controlling S8700 server. One G700 is
located in New York, New Y ork and the other is located in Denver, Colorado. The controlling
S8700 server islocated in Chicago, Illinois.

Avaya G700

Denver
*Media Gateway: 2
¢Location: 2

S8700
Server Avaya G700

«Chicago -NeW_York
*Media Gateway: 3
Location: 3

Consider this sequence of events’.

1. Anindividual in Denver dials 911 from a station connected to MG 2 in Denver, Colorado.

2. The digit string “911” is transmitted from MG 2 to the S8700 server located in Chicago.

3. The S8700 determines an emergency call has originated from MG 2, which is associated with
Location 2.

4. ARS digit analysis of the string “911” for Location 2 indicates the call should be routed to
route pattern 2.

5. Trunk Group 2 is the first, and only, preference in the list of trunk groups supported by Route
Pattern 2. This trunk group is assigned to MG 2.

6. Communication Manager software sets up the call to be transmitted on a trunk interface
connected to the Denver MG and terminate to the correct PSAP in Denver.

Here are sample administration forms showing this configuration.

® In this example sequence of events, all the media gateways, locations, trunk groups and route patterns are
numbered 2. That's just to keep the example simple to follow. Communication Manager does not require you to use
the same numbers for these things.
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4.3.1. Media-Gateway Form

add nedi a- gateway 2 Page 1 of 1
MEDI A- GATEVAY
Nunber: 2
Nane: Medi a Gateway 2 Identifier:
| P Address: MAC Addr ess:
Net work Region: Location: 2
Site Data: Regi st ered? _

4.3.2. ARS AnalysisForm

change ars analysis 1 Page 1 of 2
ARS DIG T ANALYSI S TABLE
Locati on: 2 Percent Full: 6
Di al ed Tot al Rout e Cal | Node AN
String Mn Mx Pattern Type Num  Reqd
11 2 2 2 enmer n
911 3 3 2 ener n

4.3.3. Route-Pattern Form

change route-pattern 2 Page 1 of 1
Pattern Nunber: 2
G p. FRL NPA Pfx Hop Toll No. Inserted DCS/ | XC
No. Mk Lmt List Del Digits &SI G
Dgt s I ntw
1. 2 0 303 1 1 1 0

n user

The same thing happens with a call placed from a non-IP station behind an R300 Remote Office
or an ATM or DS1 remoted cabinet. The locations for these things are administered on their
respective forms, as shown in the following sections 4.3.4 and 4.3.5 on page 27.

4.3.4. Remote-Office Form
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change renote-office 4 Page 1 of 1
REMOTE OFFI CE 4

Node Nane: far-end
Net wor kK Regi on: 4

Location: 4

Site Data:

4.3.5. Cabinet Form

Change cabi net page 1 of 1

CABI NET DESCRI PTI ON
Cabinet: 5
Cabi net Layout: single-carrier-stack
Cabi net Type: expansion-portnetwork
Nunmber of Port networks: 2

Survivabl e Renote EPN? n Survivabl e Renote Processor ID:
Location: 5
Room Fl oor: Building: __

4.3.6. | P Endpoints

The situation is similar for IP Telephones and 1P Softphones. They can obtain their location
number alittle more indirectly than do Media Gateways, Remote Offices, and Cabinets. IP
phones get their location number according to the following algorithm.

A. IP Phones get an IP Network Region number according to the following priority order:

1. Theregion number administered on the ip-network-map form which correspondsto
the IP Phone’s IP address.

change i p- net wor k- map Page 1 of X
| P ADDRESS MAPPI NG
Ener gency
Subnet 802.1Q Location
FROM | P Address (TO IP Address or Msk) Region VLAN Extension
135. 9. 2._ 0 135.__9._2.255 24 _ 2 o _
135._ 9. 3.__ 0 135.__9._ 3.255 24 _3 o

2. If the IP address of the phone does not fall into any of the IP address ranges administered
on the form, then Communication Manager software uses the region number of the
CLAN the phoneisregistering through. The CLAN getsitsip-network region number
from the ip-interfaces form.
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change ip-interfaces Page 1 of 4
| P | NTERFACES
Net
ON Type Slot Code Sfx Node Nane Subnet Mask Gat eway Address Rgn VLAN
y C LAN 01A08 TN799 C near-end 255.0 .0 .0 . . . 3 n

In either case, whether the phone getsits IP Network Region number from the ip-network-
map or from the CLAN it registered through, the phone now has an IP Network Region
number. The number can be used to assign a Location number on the ip-network-region
form.

change i p-network-region 2 Page 1 of 2
I P NETWORK REG ON

Region: 2 Nanme: Region 2
Location: 2

However, the system administrator may choose to leave the Location field on the ip-network-
region form blank. If they do so, IP phones can still get alocation number indirectly.

B. IP Phones can inherit their location number from the location number of the:
e cabinet containing the CLAN the endpoint registered through, or
* media gateway containing the ICC or LSP the endpoint registered through.

If you choose to use this latter method to assign locations to IP phones, an IP Phone could register with a distant
CLAN and end up having its 911 calls route to a distant PSAP. You may not want that.

Now to continue the Chicago, Denver, New Y ork example started earlier. Suppose an IP
Telephone in Denver obtained IP address 135.9.2.125 from a DHCP server in Denver.
According to the | P address range administered on the ip-network-map, this IP Telephone would
have an |P Network Region number of 2. According to the "ip-network-region 2" form, this
phone would have alocation of 2. If the phone dialed 911, the call would route out a trunk on
the Media Gateway in Denver, and reach a Denver PSAP.

4.4. 1P Network Region And L ocation

One might wonder how the concepts of IP network region and location fit together. A short and
accurate definition, but not a particularly useful one, is: "any way you want them to.” In
Communication Manager software, region and location are both administrable parameters. From
the software’s point of view, they are just numbers, much like a COR isjust a number.

4.4.1. |P Network Region
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Network region numbers are administered directly to IP circuit packs, and indirectly to IP phones
viaranges of IP addresses. Network region numbers can also be assigned to IP phones viathe
CLAN circuit pack the phone happens to register through. Section 4.3.6 on page 27 explainsthis
assignment in more detail.

Network region numbers control things that depend only on IP network topology: quality of
service parameters, whether IP connections are allowed, etc. There need not be any correlation
between IP network topology and concepts like "time zone" or "area code", but people tend to
like organization; they will frequently make such a correlation anyway, just to make it easier to
keep track of these numbers.

Platform CSl | S810 | Sl S8300 | S8500 | R S8700
0
Regions 80 80 80 50 250 250 250

4.4.1.1 Network Address Trandlation (NAT)

If an IP phone gets its IP Network Region number from the ip-network-map, and if the phone is behind a Network
Address Translation (NAT) device, the IP network region is based on the phone's NAT translated IP address, not the
native IP address.

4.4.2. Multiple Locations

Location numbers control several things that vary by state, for example time zone and ARS digit
analysis and dial plan. Could one then conclude a Communication Manager location must
always be within one state? No, but people tend to like organization; they will frequently make
such a correlation anyway, just to make it easier to keep track of these numbers.

L ocation numbers are administered directly to cabinets, remote offices, and media gateways.
Non-1P phones connected to these things inherit the location number of the hardware they are
connected to. Location numbers are administered indirectly to |P phones, from their network
regions. A location number is administered on each ip-network-region form; the number applies
to al IP phonesin theregion. Could one then conclude a network region must always be within
onelocation? No. Anadministrator could choose to leave the location field blank on the ip-
network-region form; then IP phones in the region would derive their location from the cabinet
holding the CLAN they are registered through. Even if all the IP phonesin a network region
have the same location number, the same thing is not necessarily true of the IP circuit packs in
theregion. However, perhaps system administrators will prefer consistency, and therefore
administer Communication Manager software so |P circuit packs and | P phonesin the same
region are also in the same location.

Section 4.2 on page 24 contains an example of administration of multiple locations.
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Patform | S810 |CSI | SI |R | S830 | S850 | S870

Location | 1 10 10 | 44 | 50 250 250
S

4.5. Multiple Locations And Moves Within A Campus

The example of section 4.3 on page 24 described routing a911 call in a static situation, where
the IP phone did not move. The phone need not have been stationary. The same ability to
identify an IP phone’s location applies whether the phone is stationary, or has been moved by a
phone user. Section 5.4 on page 52 describes a feature specifically designed to track users who
move phones within a campus, but the feature depends on the CO’s ability to receive acalling
party number. Typicaly, public service providers charge extrafor this ability. E-911 Service
charges are different for every E-911 Service Provider and generally include a one time
Installation cost and recurring monthly charges based on the number of ALI recordsin their
database.

If acampus has arelatively small number of buildings compared to the number of trunks
connecting the campus to the local public service provider’s network, the enterprise may be able
to save money by having trunks assigned different street addresses by the local service provider.
Each trunk’s street address will be a separate entry in the ALI database.

As phone users move their phones around a campus, the phones may change IP addresses. When
an |P phone moves within the same subnet, it continues using the same IP address it had before
the move. However, when an IP phone moves to a different subnet, it requests anew IP address
from the DHCP server. Thischangein IP addressis an indicator the user may have moved.

The administration required for thisis exactly the same as described in section 4.3 on page 24 for
cross-country networks. Just apply the example, substituting "building 1" for Chicago, "building
2" for Denver, and "building 3" for New Y ork.
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Avaya G700

«Building 2
*Media Gateway: 2
eLocation: 2

S8700
Server Avaya G700

*Building 3
*Media Gateway: 3
Location: 3

«Building 1

Suppose an IP Telephone in Building 2 obtained | P address 135.9.2.125 from a DHCP server.
According to the | P address range administered on the ip-network-map, this IP Telephone would
have an IP Network Region number of 2. According to the "IP Network Region 2" form, this
phone would have alocation of 2. If the phone dialed 911, the call would route out atrunk on
the Media Gateway in Building 2, and the CO would determine the 911 caller has building 2's
street address from the trunk number.

This method would be limited to no more buildings than the number of Location numbers
provided by Communication Manager software. See section 4.7 on page 35 for Communication
Manager software’s |ocation capacity.

4.5.1. Geographic Subnets

This method’s ability to physically locate an IP phone from its IP address depends upon the site’s
data network having subnets corresponding to geographic areas. The order of the geographic
areas covered by the subnets need not have any correlation to the numeric order of the IP address
ranges. The geographic areas do need to avoid overlapping each other, or at least not by very
much.

This requirement that subnets not overlap each other too much has been misunderstood. An
enterprise may actually have geographically separate subnets, but not know they do, because of
terminology.
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* Oneenterprise had a single corporate-wide DHCP server rather than individual DHCP
servers for each site, and therefore thought their |P addresses could not be geographically
oriented by site. However their servers actually assigned | P addresses as follows:

1) Anend point broadcasts, looking for a DHCP server.

2) Theloca data switch picks up the broadcast. The data switch does not forward it, but
instead changesit into a unicast aimed at a single corporate-wide DHCP server. It
also insertsinto the request a data switch identification number.

3) The DHCP server responds to the endpoint with an IP Address supported by the local
dataswitch. Those IP Addresses are arranged by geographically oriented subnets.

* Oneenterprise had VLANs with no geographic significance, and assumed their subnets
also had no geographic significance. They called subnets with asingle VLAN "subnets®
but called multiple subnets under asingle VLAN "secondary subnets'. Their "secondary
subnets® were geographically correlated. Communication Manager software would not
have cared about this terminology difference; the features that determine I P endpoint’s
locations from their 1P addresses would still have worked.

4.6. If TherelsNo Nearby Trunk

The example of section 4.3 on page 24, showed routing the 911 call of acaller whoisin Denver
out atrunk on the G700 Media Gateway in Denver. However, what would happen if the server
had no PSTN trunk in the same metropolitan area or even in the same state asthe 911 caller?
Thisisnot very likely, but could happen if the caller is connecting a phone into the server
remotely. That ismore likely with an IP Softphone on alaptop PC than with an IP Telephone,
but could happen with either one. There are two sub-cases of this. They are described in the
following subsections.

» thereisaPSTN trunk near the caller, or

» thereisno PSTN trunk anywhere near the caller.

4.6.1. Multiple Servers

In the first case: thereisaPSTN trunk near the caller. To continue the previous Chicago,
Denver, New Y ork example, suppose you have a private network. One server and its gateways
cover those three cities. A completely separate server isin Dallas, Tx. Tie trunks connect the
two servers.
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G700
CcM Gateway
*Denver
*Dallas *Media Gateway: 2
eLocation: 2
A 4
ggg G700
Gateway
oChicago *New York
*Media Gateway: 3
Location: 3

4.6.1.1 A Distributed Server And A Single Site Voice Server

Suppose a user with a Chicago extension flies to Dallas, and connects an | P Softphone on a
laptop back to the Chicago server. Suppose the user then dials 911 from the IP Softphone. The
Chicago server would need to have the Dallas IP Address range pre-administered into the
Chicago server’s ip-network map, with a corresponding IP Network Region, and a corresponding
Location. The Location would have corresponding ARS digit analysis tables that would route
the 911 viathe tie trunk connecting Chicago to Dallas. The Dallas server, receiving the
incoming tie trunk call to 911, would route the call out one of its PSTN trunks, to the local
Dallas PSAP.

4.6.1.2 Multiple Distributed Servers

Now, what happensiif the Dallas voice server is not just providing service to Dallas, but isitself a
distributed server, with its own gateways scattered throughout the South central USA? The
Chicago voice server can route the 911 call to the Dallas voice server, but there is not an easy
way for the Chicago voice server to let the Dallas voice server know how to route the incoming
911 tietrunk call to the correct Dallas gateway close to the calling party’s physical location. It
could be done by assigning a one-to-one correlation between tie trunks and gateways, but the
administration could be complex.
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4.6.2. Connection Via A Modem

Now for the second case, where there is no PSTN trunk anywhere near the caller. For example,
suppose that instead of connecting back to Chicago viathe corporate network from a city that at
least has a Communication Manager server, you make it harder. Suppose you dial back to
Chicago viamodem, from Truth or Consequences, New Mexico.

G700
L aptop Gateway
Softphone
& modem
*Denver
*Media Gateway: 2
*Truth or eLocation: 2
Consequences,
New Mexico
A 4
3(7\?2 G700
Gateway
«Chicago -New.York
*Media Gateway: 3
eLocation: 3

Suppose the corporate WAN does not directly connect to Truth or Consequences, New Mexico,
and the enterprise does not have a server or gateway anywhere near there. Inthe USA , PSAPs
very far away from each other currently have no good way to contact each other. Even if you are
able to speak, and you explain to a PSAP in one part of the country that you need help in another
part of the country, the 911 staff you are talking to have no fast way to relay what you say to a
PSAP near where you are located. Thisisaknown limitation in the current USA 911 system. If
you describe your location as out of state, you are likely to be told verbally to hang up and find a
local phone. Communication Manager software can save you valuable time by letting a distant
caller know this as soon as 911 is dialed, instead of the caller waiting for the PSAP officer to
understand the situation and give the same instructions.

If the phone user places a call with ARS call type "emer” or "adert”, and if
» the "Remote Softphone emergency calls' field on the station form is set to "block™ or,
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» the "Remote Softphone emergency calls' field on the station form is set to "option™ and
the IP softphone user has selected "no" to the option "Enable Emergency Call Handling
Feature":

change station 1001 Page 2 of 4
STATI ON
FEATURE OPTI ONS

Rernot e Sof t phone Energency Calls: option Direct IP-1P Audi o Connections?
Enmer gency Location Ext: 1000 I P Audi 0 Hai rpinning? n

the switch will play intercept tone to the calling set, and send to the IP softphone a message
indicating the call is an emergency call. The IP softphone will react to this message by dropping
the call and showing atext message instructing the caller to use a nearby fixed station instead of
aremote IP station for emergency calls. The "Remote Softphone emergency calls’ field has
other uses besides this block use. Section 5.6 on page 77 will talk about those other uses.

I P Softphone can advise the end user to save time by dialing from another phone, because it has
access to a PC screen with which to pop up awarning window. What if the user is accessing the
Chicago server from Truth or Consequences, New Mexico, using a modem connected to an IP
Telephone? That is unlikely; more people on atrip would prefer to carry alaptop PC with them
than carry a desktop telephone set. However, if it does happen, and if the Chicago administrator
knows in advance some people may do this, the administrator can reserve some inbound modem
ports for calls from those out of state areas. Those modem ports would be administered within
an IP Address range, with corresponding IP Network regions, and a corresponding Location.
That location would have corresponding ARS digit analysis tables to route the 911 call to a
recorded announcement instructing the user to use a nearby fixed station instead of aremote IP
station for emergency calls. Phone users would need to be trained to dial into those modem ports
when connecting an | P telephone from remote areas.

4.7. Capacity

The maximum location numbers supported by a Communication Manager server limit the
techniques described in these sections. Communication Manager servers supports these numbers
of locations:

Server Number of locations

S8700 250

S8500 250

S8300 50

R 44

Csl, Sl 10, and those are only usable by IP phones, not Media Gateways,
remote cabinets, nor R300s.

S8100, D1, 1P600 1
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4.7.1. Capacities And Routing For Large Systems

The previous section 4.7 on page 35 describes capacity limits on locations if phone users move
their own phones. If phone users do not move their own phones very far, Communication
Manager software provides a method for routing callsto the correct PSAP for more than 250
different physical locations. The method works as follows.

1. Ensure ARS/AAR Partitioning? isturned on in the license file, and Time of Day Routing?is
turned off in the licensefile. Also be sure Multiple Locationsisturned on in the licensefile,
but that is assumed throughout all of this section 4.

di spl ay system paraneters custoner-options Page 2 of 10
OPTI ONAL FEATURES

Abbrevi ated Dialing Enhanced List? y Audi bl e Message Waiting? y
Aut hori zati on Codes? y
Anal og Trunk Inconmng Call ID? vy CAS Branch? n
AD Gp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supervision by Call Cassifier? y Change COR by FAC? n
ARS? y Conputer Tel ephony Adjunct Links? y
ARS/ AAR Partitioning? y Cvg OF Calls Redirected Of-net? Y
di spl ay system paraneters custoner-options Page 4 of 10

OPTI ONAL FEATURES

Tenant Partitioning? n
Terminal Trans. Init. (TTI)? y
Processor and System MSP? y Time of Day Routing? N

2. For each extension, administer a Class of Restriction (COR) number on the COR form.

change station 1001 Page 1 of 4
STATI ON
Ext ensi on: 1001 Lock Messages? n BCC. 0
Type: 8410D Security Code: ™ 1
Port: 01A0301 Coverage Path 1: COR 1
Narme: Digital a0301 Coverage Path 2: ccs: 1
Hunt-to Station:

3. For each COR, administer a Partition Group Number.
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change cor 1 Page 1 of 4
CLASS OF RESTRI CTI ON

COR Nunber: 1
COR Description:

FRL:

Can Be Service CObserved?
Can Be A Service Cbserver?
Partitioned G oup Nunber:

APLT? y
Calling Party Restriction: outward
Called Party Restriction: none
Forced Entry of Account Codes? N

=3 350

4. Administer location numbers as described in section 4.3 on page 24, but fedl free to assign
the same location number to stations and media gateways even if those stations or gateways
911 calls need to route to up to 8 different PSAPs per location number.

5. Administer ARS analysis for each location number, as described in section 4.3.2 on page 26,
but when filling out the route-pattern column, put entries of the form p1, p2, p3, etc instead
of 1, 2, 3. Thisformat of route pattern entry is not aroute pattern in itself, but rather a
pointer to rows in the partition-route-table form.

change ars analysis 1 Page 1 of 2
ARS DIG T ANALYSI S TABLE
Locati on: 2 Percent Full: 6
Di al ed Tot al Rout e Cal | Node AN
String Mn Mx Pattern Type Num  Reqd
11 2 2 p20 ener n
911 3 3 p20 emer n

n

Administer the partition-route-table. Thisform correlates the Partitioned Group Numbers with
actual route patterns.

change partition-route-table 20 Page 1 of 1
PARTI TI ON ROUTI NG TABLE

Rout e patterns

Rout e

| ndex PGN1 PGN2 PGN3 PGN4 PGN5 PGN6 PGN7 PGN 8
20 21 22 23 24 25 26 27 28

21

In this example, if station 1001 wereto dial 911, the COR would be 1, the partition group
number (PGN) would be 1, the index into the partition route table would be 20, and the resulting
route pattern would be 21.

This method effectively increases the number of different ways to route 911 calls per location

number by afactor of 8. However, the PGN routing depends on the calling station’s COR, which
depends on the station’s extension number. Because extension numbers do not change when
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users move their phones, this method can only be used when users do not move their phones
further than the geographic area covered by one Communication Manager |ocation number.

5. Sending The Correct CPN

As described in the beginning of section 3 on page 22, there are two steps for a911 caller to
receive help.

1. Thecall must reach a PSAP serving the caller’s area.

2. Thecall must provide a CPN corresponding to the caller’s physical location or street address.
The previous section 4 beginning on page 24 described Communication Manager software’s
method for achieving the first of these goals. This section 5 describes Communication Manager
software’s method for achieving the second of these goals.

5.1. USA TrunksUsed For Emergency CallsTo The PSTN

Communication Manager software uses PSTN trunks to send to the PSAP the calling party

number information identifying the telephone number for an extension from which 911 was

diaed. If the extension number is not public, Communication Manager software can be

programmed to send another public number located nearby the calling extension. There are three

ways in which this information can be delivered to the public emergency services network. It can

be encoded:

* Over digital ISDN (Integrated Services Digital Network) trunks.

* Over analog CAMA (Centralized Automatic Message Accounting) trunks.

* When appropriate, as a location’s main telephone number associated at the CO with ordinary
analog Central Office trunks.

For non-emergency calls, Communication Manager software can use either administration or
feature access codes to control whether the calling party number is sent over an outgoing ISDN
trunk. However, for emergency calls, those do not matter. For emergency calls, the CPN is
always sent. This is true for both public and private ISDN trunks. This is true if the calling party
IS a station or an incoming trunk capable of providing a CPN.

5.1.1. PublicI SDN Trunks

Communication Manager software considers public ISDN trunks to be those for which the
"Numbering Format" field on the "ISDN Trunk Group" form is set to public or unknown.
Communication Manager software expects these trunks to be connected to a central office.
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di spl ay trunk-group 1004 Page 1 of 22

TRUNK GROUP
G oup Nunber: 1004 G oup Type: isdn CDR Reports: y
G oup Name: CAPACTIY PRI TRK COR 1 TN 1 TAC. 4004
Di rection: two-way Qut goi ng Display? n Carrier Medium PRI/BRI
Di al Access? y Busy Threshol d: 255 Ni ght Service:
Queue Length: O
Service Type: tie Auth Code? n TestCall ITC rest

Far End Test Line No:
TestCall BCC. 4
TRUNK PARANMETERS

Codeset to Send Display: 6 Codeset to Send National IEs: 6
Max Message Size to Send: 260 Charge Advice: none
Suppl enentary Service Protocol: a Digit Handling (in/out): enbloc/enbloc
Trunk Hunt: cyclical @S| G Val ue- Added? n
Digital Loss Goup: 13
Calling Nunber - Delete: Insert: Nurbering Format: public
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In? y Qut? n

Answer Supervision Timeout: 0

5.1.1.1 ISDN Numbering — Public/ Unknown

Thisform supports the ISDN Call Identification feature. The form allows you to specify how
Communication Manager software will convert an extension number into the Calling Number |E
format required by the CO, for an ISDN call to the public network. The form can also be used to
instruct Communication Manager software to send the CPN of a nearby extension if the calling
extension is not a public telephone number.

If the tableis not properly administered, the wrong CPN would be sent. If the table is not
administered, the CPN information element would be sent with “NULL” for the associated
digits. If a’NULL” CPN is sent, the local service provider may substitute a “general’” number
for the call. In fact, the local service provider may overwrite a CPN if they have the
configuration at the CO set that way.

change publ i c- unknown- nunmberi ng Page 1 of 8
| SDN NUMBERI NG - PUBLI C/ UNKNOAN FORVAT

Ext Ext Trk CPN Total CPN Ext Ext Trk CPN Total CPN
Len Code G p(s) Prefix Len Len Code G p(s) Prefix Len
5 12345 1234567 123456789012345 12 5 12345 123456789012345 12

Ext Len: Specifies the number of digits the extension can have; it corresponds to the extension
lengths allowed by the dial plan.
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Ext Code: Allows for groups of extensions to be administered. The Ext Code can be up to 7-
digitslong depending on the "Ext Len" field entry. The entry cannot be greater than the "Ext
Len" field entry. For example, in the case of a4-digit "Ext Len" field entry, an "Ext Code" field
entry of 12 isthe equivalent of all extensions of the form 12xx, excluding any explicitly listed
longer codes. If acode of 123 isalso listed, the 12 code is equivalent of all extensions of the
form 12xx except extensions of the form 123x. The coding precludes having to list all the
applicable 12xx extensions. Attd is used for the attendant. When O aloneis entered, the "Ext
Len" field must be 1 and the DDD number must be 10-digits.

Trk Grp(s): Specifiesthe trunk group numbers that the CPN entries apply to. If thefield isleft
blank, the CPN entries apply no matter which trunk group the call is carried over. If al of these
fields have an entry, and someone dials 911 from atrunk group not listed here, a blank CPN
would be sent.

CPN Prefix: Usethisfield to specify the number to be added to the beginning of the extension to

form a Calling or Connected Number.

» If thelength of the CPN Prefix matches the Total CPN Length, the extension number is not
used to formulate the CPN number.

» If the number of digitsin the CPN Prefix plus the extension length exceeds the administered
Total CPN Length, excess leading digits of the extension are deleted when formulating the
CPN number.

» If the number of CPN Prefix digits plus the extension length is less than the Total CPN
Length, the entry is not allowed.

» IftheTota CPN Lengthis O, no calling party number information is provided to the called
party and no connected party number information is provided to the calling party.

» If thisfield is blank, the extension is sent unchanged. Thisis useful if the public network is
ableto insert the appropriate CPN Prefix to form an external DID number.

Total CPN Len: the total number of digitsto send.

5.1.1.2 I1SDN Private Network Tie Trunks

Communication Manager software considers private ISDN trunks to be those for which the
"Numbering Format" field on the "ISDN Trunk Group” form is set to private or unk-pvt.
Communication Manager software expects these trunks to be connected to another voice server.

Suppose you have this network:

| Voice Server 1| | Voice Server 2 coO

The trunk between voice server 1 and voice server 2 would be carrying emergency calls, even
though it is a private network trunk.
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* The"isdn tandem-calling-party-number" form must be filled out.
*  Trunk group formsfor ISDN trunks need to have:
* the"Modify Tandem Calling Number?' field administeredto Y.
* Thelncoming Calling Number fields: "Delete", "Insert”, and "Format" administered.

Voice server 2's public-unknown-numbering fields do not need to contain entries for extensions

on voice server 1; the public-unknown-numbering fields are not used for CPN conversion on
tandem calls.

5.1.1.2.1 Trunk-Group

change trunk-group 1 Page 2 of 10

TRUNK FEATURES

ACA Assignnent? n Measur ed: none W deband Support? n
Internal Alert? n Mai nt enance Tests? y
Data Restriction? n NCA- TSC Trunk Menmber: 1
Send Name: y Send Cal ling Nunber: y
Used for DCS? n Hop Dgt? n
Suppress # Qutpul sing? n Nurbering Format: private
Qut goi ng Channel 1D Encoding: preferred UU | E Treatnent: service-provider

Charge Conversion: 1

Deci mal Poi nt: none Repl ace Restricted Nunbers? n
Currency Synbol : Repl ace Unavail abl e Nunmbers? n
Charge Type: units Send Connected Nunber: vy
Modi fy Tandem Cal | i ng Nunber? y
Send UU IE? y
Send UCI D? n
Send Codeset 6/7 LAl I1E? y Dsl1 Echo Cancellation? n

Pat h Repl acenent with Retention? n
Pat h Repl acenment Method: better-route
SBS? n Network (Japan) Needs Connect Before Disconnect? n

Modify Tandem Calling Number: Use thisfield to determine whether the calling party number
|E received by an incoming trunk of atandem call will be modified according to the format

specified on the ‘isdn numbering — tandem calling party number” form before being sent on an
outgoing ISDN trunk. This applies if the incoming ISDN trunk is either QSIG or DCS over

ISDN.

Send Calling Number: this field does not matter for 911 calls. The calling number is always sent
for ISDN calls with ARS call type emer or alrt.

Author: GRB; Systems Engineering - Denver White Paper 41 of 97
Reviewed: GRB ©2004 Avaya Inc. All Rights Reserved. 911\paper\paperl2.doc
Date (03/10/04) CID: 99554



change trunk-group 1 Page 1 of 10

TRUNK GROUP
G oup Number: 1 G oup Type: isdn CDR Reports: y
Group Nane: QS| G | oopback 2 c18 COR 1 ™ 1 TAC. 101
Di rection: two-way Qut goi ng Display? y Carrier Medium PRI/BRI
Di al Access? n Busy Threshold: 1 Ni ght Service:
Queue Length: O
Service Type: tie Auth Code? n TestCall ITC rest

Far End Test Line No:
TestCall BCC. 4
TRUNK PARANMETERS

Codeset to Send Display: 6 Codeset to Send National IEs: 6
Max Message Size to Send: 260 Charge Advice: none
Suppl enentary Service Protocol: b Digit Handling (in/out): enbloc/enbloc

Trunk Hunt: cyclical
Digital Loss Goup: 13

Calling Number - Delete:___ Insert: Format: __
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In? y Qut? n

Answer Supervision Tinmeout: 0

Calling Number - Delete: the number of digits, if any, to delete from the calling party number for
al incoming calls on this trunk group.

Calling Number - Insert: the specific digits, if any, to add to the beginning of the digit string of
incoming calls when the calling party is amember of this trunk group.

Calling Number - Format: Thisfield indicates the Type of numbering (TON) and Numbering

Plan Identifier (NPI) encoding applied to CPN information on the tandem call. This encoding

does not apply to calls originating locally. If thisfield is blank, Communication Manager

software passes on the encoding received in the incoming setup message. If the incoming setup
message did not contain CPN information and digits are added, the outgoing message will

contain these digits. If the "Numbering Format" field is blank in this case, the value defaults to

pub-unk. If the "Numbering Format" field on page 2 of the trunk-group form is also administered

as unknown, the trunk group is modified to “unk-unk” encoding of the TON/NPI. Therefore, this
field also must contain a value other than unknown.

Valid entries Type of numbering (TON) Numbering plan identifier (NP])
blank incoming TON unmodified incoming NPI unmodified

natl-pub national(2) E.164(1)

intl-pub international(1) E.164(1)

locl-pub local/subscriber(4) E.164(1)

pub-unk unknown(0) E.164(1)

levO-pvt local(4) Private Numbering Plan - PNP(9)
levl-pvt Regional Level 1(2) Private Numbering Plan - PNP/(9)
lev2-pvt Regional Level 2(1) Private Numbering Plan - PNB(9)
unk-unk unknown(0) unknown(0)
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5.1.1.2.2 ISDN Tandem-Calling-Party-Number

change i sdn tandem cal | i ng- party-nunber Page 1 of 8
| SDN NUMBERI NG - CALLI NG PARTY NUMBER CONVERSI ON
FOR TANDEM CALLS

CPN Trk Nunber

Len Prefix G p(s) Del ete I nsert For mat
5 22 12-99 1 732852 nat!| - pub
7 5381234 2 0 303 | evO- pvt

Len: Specifiesthe length of the incoming CPN.
CPN Prefix: Digits which match the beginning of the incoming CPN.

Trk Grp(s): Incoming trunk groups expected to provide a CPN. These are an administered ISDN
trunk-group number or arange of group numbers. For example, if trunk groups 10 through 24

use the same CPN Prefix, enter 10-24. A blank trunk group entry on the form means all trunk
groups are valid provided the “Modify Tandem Calling Party” on the trunk group form is “y”.

Delete: the number of digits to delete from the beginning of the outgoing CPN

Insert: Digits to insert at the beginning of the outgoing CPN. To generate a calling party number
for the outgoing trunk, the incoming calling party number is compared to the sets of calling party
lengths, calling party prefixes and trunk groups administered on this form. When a match is
found, the calling party number is constructed by deleting the initial, most significant digits
identified on the form and then inserting the “Insert” digits from the form.

Number Format: The numbering format specified on the new form will be used to determine the
encoding of the NPl and TON fields for the calling party number. The following table
summarized the encoding based on the numbering format specified.

Valid entries Type of numbering (TON) Numbering plan identifier (NP])
natl-pub national(2) E.164(1)

intl-pub i nternational(1) E.164(1)

locl-pub local/subscriber(4) E.164(1)

pub-unk unknown(0) E.164(1)

levO-pvt local(4) Private Numbering Plan - PNP(9)
levl-pvt Regional Level 1(2) Private Numbering Plan - PNP/(9)
lev2-pvt Regional Level 2(1) Private Numbering Plan - PNB(9)
unk-unk unknown(0) unknown(0)
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5.1.2. CAMA Trunks

CAMA trunks, like ISDN trunks, send the calling party’s number to the CO. When sent over
CAMA trunks, the calling party's number is called the Caller's Emergency Service ldentification
(CESID).

5.1.2.1 CAMA Numbering Format

This form administers Centralized Automatic Message Accounting (CAMA) trunk numbering.
The trunk provides Caller's Emergency Service Identification (CESID) information to the local
community’s Enhanced 911 system through the local tandem office. This form provides the
CESID format by extension number or number blocks. This allows for multiple CESID formats
to be sent over multiple CAMA trunk groups allowing for mixed station numbering plans and
some limited conversion from non-DID to DID numbers typically required by the Private
Switch/Automatic Location Interface (PS/ALI) database. The default CESID defines the CESID
for all extensions not defined in the "Ext Code" field. There are 446 CESID entries.

change cana- nunberi ng Page 1 of 15
CAMA NUMBERI NG - E911 FORNMAT

System CESI D Defaul t: 1234567890123456

Ext  Ext Tot al Ext  Ext Tot al
Len Code CESI D Lengt h Len Code CESI D Lengt h

System CESID Default: This number will be sent over the CAMA trunk if the "Ext Code" field
does not have an entry.

Ext Len: the number of digits in the extension.

Ext Code: the leading digits or all of the digits in the extension for the specified CESID. If the
extension length is greater than the number of digits in the extension code, the extension code
will be interpreted as a block of digits. For example, if the extension length is 4 and the extension
code is 11, the CESID will serve extensions 1100 through 1199. The Ext Code 11 is for a DID
block. An Ext Code of 126 might point a non-DID block to a nearby DID extension 5241666.

CESID: the number will be used to identify the calling terminal within an emergency service
system. This field may represent a prefix to an extension or the entire CESID.

Total Length: the total number of digits to send. Unlike the public/unknown tables explained in
section 5.1.1.1 on page 39, you can not set this value equal to the extension length in order to
substitute the initial extension digits. For example, if all you extensions are of the form 3xxxx,
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I.e., they start with the digit 3, but your DID range is of the form 8xxxx, i.e., they start with the
digit 8, you can't use the cama-numbering form to do that conversion. Attempting to do so

results in the error message: “Total length must equal [# CESID digits] or [# CESID digits +
extension length]”.

5.2. Users Moving Non-I P Phones Or Extension Numbers

There are several features in Communication Manager software that allow phone users to move
their own non-IP phones or move an extension number from one phone to another.

Terminal Translation Initialization(TTI). Communication Manager software provides

Terminal Translation Initialization (TTI). It works with Administration Without Hardware
(AWOH). TTI associates the terminal translation data with a specific port location through

the entry of a special feature-access code, a TTI security code, and an extension number from
a terminal connected to a wired but untranslated jack.

Customer Telephone Activation (CTA) enables you to install your own phones, eliminating
the need for a service technician to do the installation. This feature is based on the TTI
feature and allows you to associate a physical phone with an extension. CTA is a streamlined
version of TTI; it has a fixed feature-access code but does not require a security code. In
addition, CTA allows only for “merging” of phones with station translations, whereas TTI
allows for both “merging” and “unmerging” of phones with station translations. CTA applies
only to DCP and analog touch-tone, circuit-switched phones.

Personal Station Access (PSA). This feature allows you to transfer your telephone station
preferences and permissions to any other compatible telephone. This includes the definition
of telephone buttons, abbreviated dial lists, and class of service, and class of restrictions
permissions. It can be used on-site or off-site. PSA has several telecommuting applications.
For example, several telecommuting employees can share the same office on different days
of the week. The employees can easily and remotely make the shared telephone “theirs” for
the day. Remote use of PSA with DCP sets requires DEFINITY ® Extender. Avaya is no
longer selling the DEFINITY Extender.

* Automatic Customer Telephone Rearrangement (ACTR). Automatic Customer
Telephone Rearrangement (ACTR) allows a phone to be unplugged from one location
and moved to a different location without additional switch administration. The switch
automatically associates the extension to the new port. ACTR works with the 2420 DCP
telephone and the 6400 serialized telephones, and newer DCP telephones. The 6400
serialized phone is stamped with the word “serialized” on the faceplate for easy
identification. The 6400 serialized phone memory electronically stores its own part ID
(comcode) and serial number. ACTR uses the stored information and associates the
phone with a new port when the phone is moved. ACTR makes it easy to move phones.
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As mentioned in section 2.2.7 on page 16, if the attendant queue isfull, emergency callsto
the attendant will ring at the extension number administered in the "Emergency Access
Redirection Extension” field on the "Feature-Related System Parameters' form. An
Emergency Access Redirection Extension can be separated from its port only through
administration. If aphone user were to unplug the set whose extension number is
administered as the Emergency Access Redirection Extension, and plug in a serialized DCP
set with ACTR move permissions into the port, the switch will refuse to recognize the swap;
the serialized station set will have the extension number associated with the port the set was
plugged into, as long asit is plugged into the port. If CTA/PSA/TTI Transactions in History
Log isturned on, the history log shows this event as an ACTR denial with reason
EMERGENCY EXT, as shown in section 5.3.4 on page 49.

5.2.1. Planned Non-1P Phone M oves

The above features can only be used if the administrator grants permission, as described in the
Communication Manager Administrator's Guide; refer to item 96 on page 96. Typically,
permission to use these featuresis only turned on by an administrator when the administrator has
arranged for the move in advance. The administrator will update the ALI database accordingly
once the move is completed, and turn off permission to use the features.

5.2.2. Unplanned Non-IP Phone M oves

An administrator could grant unlimited use of the above features, to allow some phone users with
non-1P phones to move them whenever or where ever they wish. Communication Manager
software can be administered as described in section 4.5 on page 30 to ensure the PSAP would
receive the correct building’s street address if such users dialed 911 after moving an extension or
non-1P phone. As mentioned in that section, this method can only identify users in the same
number of physical locations as the number of trunks the enterprise has obtained from the public
service provider.

5.2.3. Dissociated Sets

If someone does have permission and uses one of these features to move an extension number
from one port to another, the port the extension number moved from has no extension number.
A non-1P phone plugged into such a port is called dissociated. By default only the attendant can
be called from such a dissociated phone.

Y ou can allow usersto place 911 emergency and other calls from non-IP dissociated phones. To
enable this, you must first assign a class of restriction (COR) for PSA-dissociated phones. Y ou
do thison the "COR for PSA Dissociated Sets' field on the "system-parameters features’ form.
In addition, you must give calling permissions for this COR on the "Class of Restriction” form. If
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you want users to be able to place emergency calls from dissociated phones, it is aso agood idea
to have the system send a calling party number for these calls. To do this, you must set the
"CPN, ANI for PSA Dissociated Sets' field to y on the "system-parameters features” form.

change system paraneters features Page 2 of 13
FEATURE- RELATED SYSTEM PARAMETERS
LEAVE WORD CALLI NG PARAMETERS
Maxi mum Nunber of Messages Per Station (when MSA not in service): 10
Maxi mum Nunber of External Calls Logged Per Station: 0
Message Waiting Indication for External Calls? y
Stations with Systemw de Retrieval Perm ssion (enter extension)
1: 3: 5: 7: 9:
2: 4. 6: 8. 10:
WARNI NG SEE USER DOCUMENTATI ON BEFORE CHANG NG TTl STATE
Terminal Translation Initialization (TTlI) Enabled? y
TTI State: voice TTI Security Code: 1111111
Record CTA/ PSA/ TTI Transactions in History Log? y
COR for PSA Dissociated Sets:
CPN, ANl for PSA Dissociated Sets:

5.3. Manually Tracking M oves

As mentioned at the beginning of section 3 on page 22, many enterprises choose to contract with
athird party to update the ALI database for them. Some enterprises purchase ALI database
updating products and pay an employee to make the changes. In any case making changesto the
AL database does incur some cost. As mentioned in section 4.5 on page 30, typically, public
service providers charge extrafor the CO’s ability to receive a calling party number during a911
call. Communication Manager software provides features to reduce these costs. There are two
methods an administrator could use to instruct Communication Manager software to change the
CPN Communication Manager software sends during 911 calls, instead of using the phones’
extension number:

* Usethe "public-unknown-numbering" and "cama-numbering” forms. The following
section 5.3.1 on page 47 describes this method.

» Usethe"Emergency Location Extension” field on station form. The following section
5.3.2 on page 48 describes this method.

5.3.1. ISDN Numbering And CAMA Numbering

The first manual method, mentioned in section 5.1 on page 38, isto use the "public-unknown-
numbering” and "cama-numbering” forms. Those forms control how Communication Manager
software converts an extension number into the format the public network expects for a CPN.
» If an extension number moves and the AL I database has not yet been updated, these
forms can be administered to convert the moved extension into another public number

located nearby the moved phone.
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* |If an extension number is not DID, these forms can be administered to convert the non-
DID extension into another public number located nearby the calling non-DID extension.

However, changing the isdn and camaformsis usually not the best way to accomplish this.

Those forms are limited in capacity: 240 and 448 entries, respectively. They typically hold
instructions for converting large blocks of extension numbers to the public network CPN format.

5.3.2. Station Form’s Emer gency L ocation Extension Field

The other manual method involves the "Emergency Location Extension™” field on the station
forms.

change station 1001 Page 2 of 4
STATI ON
FEATURE OPTI ONS
LWC Reception: nsa-spe Auto Sel ect Any Idl e Appearance? n
LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Aut o Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y I dl e Appearance Preference? n
Per Button Ring Control ? n
n
s

Bridged Call Alerting? Restrict Last Appearance? y

Active Station Ringing: single
H. 320 Conversion? n Per Station CPN - Send Calling Nunber?
Servi ce Link Mde: as-needed

Mul ti medi a Mbde: enhanced Audi bl e Message Waiting? n
MA  Served User Type: Display Cient Redirection? n
Sel ect Last Used Appearance? n
Coverage After Forwarding? s
Mul tinmedia Early Answer? n
Direct IP-1P Audi o Connections? y
Ener gency Location Ext: 1001 | P Audi 0 Hai rpinning? Y

Thisfield can be used in two different ways for 911 call handling. This section describes one of
those ways, a manual method. Section 5.4 on page 52 describes the other method, an automatic
method. It ispossible to use a mixture of the two methods on the same server, but only with
care. Section 5.4 on page 52 says more about that.

The "Emergency Location Extension” field alows for a manual method to correlate calling party
numbers with phone locations, even if the phone users move. The steps in this manual process
are asfollows.

5.3.3. Know WhereWall Jacks Are

1. Set up and maintain atable or spreadsheet of wall jack to Emergency Location Extension
correlations whenever you install awall jack. The database should contain both data
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ports and traditional circuit switched DCP and analog ports. One Emergency Location
Extension is associated with all the wall jacks close enough together to be covered by one
location record in the ALI database. Close enough varies according to your wishes and
according to state legislation. Each emergency location extension will probably cover
between 7,000 and 40,000 square feet, i.e., roughly within aradius of 15 to 35 meters, on
one floor of a building.

For example, suppose an enterprise has a site with two buildings, each with two floors. The enterprise wishes
for emergency personnel to be able to identify a user to within the correct building, floor, and east or west wing
of the larger building. The enterprise has pre-selected some phones in those areas, and arranged for their street
addresses to be entered into the ALI database.

» Extension 4000: Building A, 2nd floor, west wing.
» Extension 2000: Building A, 2nd floor, east wing.
» Extension 3000: Building A, 1st floor, west wing.

* Extension 5000: Building A, 1st floor, east wing.

* Extension 1000: Building B, 2nd floor.

» Extension 6000: Building B, 1st floor.

Foor 2 4000 2000
Building
A

Foor 1 3000 5000

Foor 2 1000
Building
B

Foor 1 6000

5.3.4. Move Transactions Are Recorded In The History L og

2. Set up aprocess for notifying the administrator if the phone user moves an extension
number or moves a phone. The system administrator can consult a previously made plan
if the move was planned. If the move was unplanned, at least not planned by the
administrator, Communication Manager software can notify the administrator the user
did move an extension number or aphone. To arrange this, set the "Record
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CTA/PSA/TTI Transactions in History Log" and "Record IP Registrations in History
Log" fields on the "system-parameters features” form to yes.

change system paraneters features page 2
FEATURE- RELATED SYSTEM PARAMETERS
LEAVE WORD CALLI NG PARAVETERS
Maxi mum Nunber of Messages Per Station: 10
Maxi mum Nunber of External Calls Logged Per Station: O
Message Waiting Indication for External Calls? n
Stations with Systemw de Retrieval Pernission (enter extension)
1. 34430 3: attd 5: 7: 9:
2: 34412 4. 6: 8: 10:
VARNI NG SEE USER DOCUMENTATI ON BEFORE CHANG NG TTI STATE
Terminal Translation Initialization (TTI) Enabled? _
TTl State: TTl Security Code:
Cust oner Tel ephone Activation (CTA) Enabl ed?
Record CTA/ PSA/ TTI Transactions in Hi story Log?
COR for PSA Dissociated Sets:
CPN, ANl for PSA Dissociated Sets:
Prohibit Bridging Onto Calls with Data Privacy?
Enhanced Abbreviated Dial Length (3 or 4)?
Record All Submission Failures in Hi story Log?
Record PMS/ AD Transactions in History Log?_
Record | P Registrations in Hi story Log?
Default Multinedia Qutgoing Trunk Paraneter Sel ection: 2x64

Then run the command "notify history" or "list history" to see when users have moved their phones or extension

numbers.
notify history
ADM NI STRATI ON CHANGES
Date Tine Login Actn nbject Qualifier
2/ 15 10:18 actr-u cha station 2005
2/ 15 10:18 actr-a cha station 2004
2/15 10:15 tti-m cha station 2004
2/15 10:15 tti-m cha station 2005
2/ 15 10:15 tti-s cha station 2005
2/ 15 10:12 actr-a cha station 2005
2/15 10:12 ip-a cha station 2006
2/ 15 10:12 ip-a cha station 2007
2/15 10:10 ip-u cha station 2008
2/ 15 10:10 ip-u cha station 2009
2/ 15 10:09 actr-d cha station 2005 EMERGENCY EXT

Entries under these logins mean a user has moved a phone or moved an extension:

Login M eaning

tti-m The user has used the Terminal Trandlation Initialization feature to
assign an extension number to a port.

tti-s The user has used the Terminal Trandlation Initialization feature to
remove an extension number from a port.
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Login Meaning

actr-u The user has used the Automatic Customer Telephone
Rearrangement feature to remove an extension number from a port.

actr-a The user has used the Automatic Customer Telephone
Rearrangement feature to assign an extension number to a port.

actr-d The user has attempted to use the Automatic Customer Telephone

Rearrangement feature to assign an extension number to a port, but
the attempt was denied.

psa-u The user has used the Personal Station Access feature to remove an
extension number from a port.

psa-a The user has used the Personal Station Access feature to assign an
extension number to a port.

ip-u The user has used registration of an IP phone to remove an extension
number from a port.

ip-a The user has used registration of an IP phone to move an extension

number to a port.

There is one difficulty with this notification technique: if an extension has one of these entries in the history log,
that does not necessarily mean the user has moved a phone. For example, it could mean an IP softphone user
rebooted his PC, or a LAN glitch caused an IP Telephone to temporarily loose connectivity to the server.

5.3.5. Determine The Wall Jack

3. Determine the wall jack the user moved the phone or extension number to. For DCP or
analog phones, the administrator can read the wall jack’s port from the station form.

change station 6001 Page 1 of 5
STATI ON
Ext ensi on: 63001 Lock Messages? n BCC. 0
Type: 6416D+ Security Code: ™ 1
Port: 001V201 Coverage Path 1: 99 COR 1
Name: MGl DCP 6001 Coverage Path 2: ccs: 1

Hunt-to Stati on:

STATI ON OPTI ONS

Loss Group: 2 Personal i zed Ringing Pattern: 1

Data Option: none Message Lanp Ext: 63001
Speaker phone: 2-way Mute Button Enabl ed? y
Di spl ay Language: english Expansi on Mbdul e? n

Medi a Conpl ex Ext:
| P Soft Phone? n
Renpote O fice Phone? n
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For 1P phones, the administrator will have to call the user and ask. If that seems tedious or
unreliable, do not use this manual method. Instead, use the automatic method of assigning
Emergency Location Extensions described in section 5.4 on page 52.

5.3.6. Update The Station’s Emergency L ocation Extension

4. Look up the corresponding Emergency Location Extension in the administrator’s table or
spreadsheet of wall jack to Emergency Location Extension correlations. Enter the
number into the "Emergency Location Extension” field on the user’s station form.

change station 6001 Page 2 of 5
STATI ON
FEATURE OPTI ONS
LWC Reception: spe Auto Sel ect Any Idl e Appearance? n
LWC Activation? y Coverage Msg Retrieval? vy
LWC Log External Calls? n Aut 0 Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y I dl e Appearance Preference? n
Per Button Ring Control? n
n
c

Bridged Call Alerting? Restrict Last Appearance? y

Active Station Ringing: continuous
H. 320 Conversion? n Per Station CPN -Send Cal ling Nunber?
Servi ce Link Mde: as-needed
Mul timedi a Mode: basic Audi bl e Message Waiting? n
MN  Served User Type: Display Client Redirection? n
AUDI X Nane: Sel ect Last Used Appearance? n
Coverage After Forwardi ng? s
Aut omati c Moves: al ways

Direct IP-1P Audi o Connections? y
Energency Location Ext: 1000 I P Audi 0o Hairpinning? Y

During acall with ARS call type "emer" or "alrt", Communication Manager software will use the
emergency location extension as the E911 CPN in place of the user’s extension number. When
the PSAP officer answersthe call, the ALI database street address entry seen on the PSAP
officer’s screen will be the Emergency Location Extension’s. That address is close to where the
newly moved user physicaly is.

After changing the "Emergency Location Extension" field for some extensions, it is a good idea to save translations.
Section 5.4.7.3.1 on page 62 goes into more detail about this.

5.4. Subnet Based Device Location For | P Telephones

The method of tracking user moves described in the previous section 5.3 beginning on page 47
works, but it requires manual effort. For IP phones, Communication Manager software provides
amethod for automating most of the effort. It allows administrators to use the ip-network-map
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form to assign an Emergency Location Extension to arange of IP addresses. Typically each
range of |P addresses correspondsto an |P subnet.

5.4.1. Example | P-networ k-map form

change i p- net wor k- map Page 1 of X
| P ADDRESS MAPPI NG
Emer gency
Subnet 802.1Q Location

FROM | P Address (TO IP Address or Msk) Region VLAN Extension
135._ 9. 1. 0 135.__9._ 1.255 24 1 _ 0 1000
135._9._2._ 0 135.__9.__2.255 24 1 ___0 2000
135._ 9. 3.0 135.__9._  3.255 24 1 ___0 3000
135.__9.__4._ 0 135.__9.__4.255 24 1 ___0 4000
135._ 9. 5. 0 135.__9._5.255 24 1 ___0 5000
135.__9._6.__0 135.__9.__6.255 24 _1 ___0 6000

This feature’s ability to physically locate an IP phone from its IP address depends upon the site's
data network having subnets corresponding to geographic areas. As described in section 4.5.1 on
page 31, this requirement can be misunderstood. The order of the geographic areas covered by
the subnets need not have any correlation to the numeric order of the IP address ranges. The
numeric correlations shown in the above figure, e.g. 135.9.1.* corresponding to extension 1000,

Is solely to make the correspondence easy to remember. The geographic areas covered by
individual subnets do need to avoid overlapping each other, or at least not very much.

5.4.2. Example subnets

For example, suppose a has site has two buildings, each with two floors. The subnets in those
buildings are arranged as follows.

Floor 2 to to

Building
A
135. 9. 3. 0| 135_9. 5 0
Floor 1 to to
135. 9. 3.255 | 135. 9. 51255
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135. 9. 1. O
Floor 2 to
135. 9. 1255
Building
B
135. 9. 6. 0
Floor 1 to
135. 9. 6.255

The administrator would make sure the physical phones corresponding to the extension numbers
administered into the Emergency Location Extension fields on the ip-network-map form were
placed as follows:

* Extension 4000: Building A, 2nd floor, west wing.

* Extension 2000: Building A, 2nd floor, east wing.

» Extension 3000: Building A, 1st floor, west wing.

» Extension 5000: Building A, 1st floor, east wing.

» Extension 1000: Building B, 2nd floor.

» Extension 6000: Building B, 1st floor.

5.4.3. Example station form

The administrator would then administer station formsfor all of the phonesin the building. On
each station form, the administrator would enter into the station form’s "Emergency Location
Extension” field the extension number corresponding to the station’s physical location.
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change station 6001

FEATURE OPTI ONS
LWC Recepti on:
LWC Activation?
LWC Log External Calls?
CDR Privacy?
Redi rect Notification?
Per Button Ring Control ?
Bridged Call Alerting?
Active Station Ringing:

H. 320 Conver si on?
Servi ce Link Mode:
Mul ti medi a Mbde:

MAN Served User Type:
AUDI X Nane:

Aut omati ¢ Moves:

Enmer gency Location Ext:

Page 2 of

STATI ON
spe Auto Sel ect Any |dl e Appearance?
y Coverage Msg Retrieval ?
n Aut o Answer :
n Data Restriction?
y I dl e Appearance Preference?
n
n Restrict Last Appearance?
conti nuous
n Per Station CPN -Send Calling Nunber?
as- needed
basi c Audi bl e Message Wi ting?
Di splay Cient Redirection?
Sel ect Last Used Appearance?
Coverage After Forwarding?
al ways
Direct |P-1P Audi o Connections?
6000 I P Audi 0o Hai r pi nni ng?

w S5 5 S

<<

5.4.4. Subnet algorithm

Here is how Communication Manager software uses the Emergency L ocation Extension to

determine when a phone user has moved the phone. When an IP phone moves within the same
subnet, it continues using the same IP address it had before the move. However, when an IP
phone moves to a different subnet, it requests a new 1P address from the DHCP server. This

changein IP addressis an indicator the user may have moved. Communication Manager
software does not use it directly, however. It ispossible an IP phone could change its IP

addresses without moving. If an IP phone were to loose connectivity to the network for along
enough period of time, the DHCP server could put the IP address the phone was using back into
the pool of available addresses, and then assign the address to another device. When the original

phone regained connectivity, it would have to be given a different IP address. To avoid

Interpreting this series of events as a phone move, Communication Manager software does not
compare the phone's old IP address with its new IP address. Instead, Communication Manager
software counts on an administrator having entered on the phone's station form an identifier, the

"Emergency Location Extension”, for the phone's original subnet.

Hereisan overview of how Communication Manager software tracks moving IP phones, and
what calling party number Communication Manager software uses for those phones. Whenever

an |IP station dials an emergency call, Communication Manager software compares the
"Emergency Location Extension” field administered on the ip-network-map form for the

station’s IP address with the "Emergency Location Ext" field administered on the station form.
1. If the two are the same, the IP station most likely has not moved, or at most moved within
the same subnet. Communication Manager software uses the extension as the calling

party number.
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2. If thetwo are different and the emergency location extension administered on the ip-
network-map form has an entry, then the IP station has moved from one subnet to
another. Communication Manager software uses the Emergency Location Extension
from the ip-network-map as the calling party number.

3. If the emergency location extension administered on the ip-network-map form is blank,
then the administrator expected the P station to be located outside the LAN. Most likely
that would be true for a softphone. Communication Manager software uses the
"Emergency Location Ext" field administered on the station form as the calling party
number.

Thiswas an overview of how Communication Manager software tracks moving |IP phones, and
what calling party number Communication Manager software uses for those phones. Thereis
one exception to the above general rules. The IP station could already be using a different
feature to assign calling party numbers for emergency calls from IP Softphones. Section 5.6 on
page 77 describes the other feature and its interaction with this feature.

5.4.5. ARS

Communication Manager software relieson ARS digit analysisto classify a call as an emergency
call. If auser dialsa911 call without using ARS, for example viaatrunk access code, personal
CO line button, facility test call, or AAR access code if AAR digit analysis does not overflow to
ARS, then Communication Manager software does not use the "Emergency L ocation Extension”
field to determine which CPN to send. Communication Manager software just sends the
extension.

5.4.6. Network Address Trandlation (NAT)

If aphone is behind aNetwork Address Translation (NAT) device, the CPN is based on the
phone's trandlated | P address, not the native IP address. If the data network isusing NAT, the
NAT devices will have to preserve IP subnets. Communication Manager software expects a
move from one geographic area to another to require achangein IP addresses. For example,
suppose a site had 2 subnets, 1.1.1.* and 2.2.2.*, mapped to two different Emergency Location
Extensions in the ip-network-map, and both of these were sitting behind aNAT device, as
follows.

NAT device IP netwdrk

If the NAT device mapped both of 1.1.1.* and 2.2.2.* into addresses in the range 3.3.3.*, Communication Manager
software would never detect a move of a phone from 1.1.1.* to 2.2.2.*,

5.4.7. Administrator Strategies
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Now for some guidelines on how Communication Manager software could be administered to
use the ip-network map’s Emergency Location Extension fields. The basic strategies available to
a system administrator are as follows.

» Pretend The Fields Do Not Exist (section 5.4.7.1 on page 57)

» Emergency Location Extensions Only For Areas (section 5.4.7.2 on page 57)

* CPN By Phone And Emergency Location Extension By Area (section 5.4.7.3 on page 60)

5.4.7.1 Pretend The Fields Do Not Exist

The first possible administrator strategy isto ignore the feature. Leave the Emergency Location
fieldsin the ip-network-map form blank.

In countries where emergency response personnel do not have the ability to ook up street

addresses viaan AL I database, this strategy causes Communication Manager software to send

the station form’s Emergency Location Extension number, which by default equals the extension
number.

In the USA, and in the future in other countries that plan to add an emergency location street
address system, assign a different street address in the ALI database to every extension number.
Advise phone users not to move their own phones without notifying the administrator. This
strategy allows precise location of phone user's locations, but requires administrator intervention
every time a user moves. If a phone user should move a phone or log into a different phone
without notifying the system administrator, this strategy risks having emergency personnel go to
the wrong location.

If a single voice server is spread across multiple countries, administrators will want to follow this
strategy in countries that do not have public network emergency location system, and follow
some other strategy in countries that do. Such enterprises should administer their DHCP servers
so each IP subnet is inside a single country.

5.4.7.2 Emergency Location Extensions Only For Areas

The next possible administrator strategy is to apply Emergency Location Extensions only by
areas. Choose a few extensions to cover for several nearby phones: one extension per IP subnet.
Make sure these extensions can not move. For example, make them non-IP phones. Administer
only those extensions into the ip-network-map form. Administer the station forms’ Emergency
Location Ext fields to anything other than these extensions; setting each station forms’
"Emergency Location Extension" field to equal its own extension number would do nicely. This

is the default value for the station forms’ Emergency Location Ext fields, after all.

For example, suppose that you have administered your ip-network-map form as shown in section
5.4.1 on page 53, and have IP subnets arranged as shown in section 5.4.2 on page 53. To carry
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out the strategy of Emergency Location Extensions Only For Areas, you could administer your
stations as follows.

change station 1001 Page 2 of 5
Emer gency Location Ext: 1001 I P Audi 0 Hai rpinning? Y
change station 1001 Page 3 of 5

SI TE DATA
Fl oor: 2 Cord Length: O
Building: B Set Col or:

Notice that in this example, none of the subnet-based Emergency Location extensions (1000,
2000, 3000, 4000, 5000, & 6000) are in the "Emergency Location Ext" field sample station form
shown above. The station form has administered its own extension number in the station form’s
"Emergency Location Ext" field. Now, suppose that station 1001 dials 911. Station 1001 isin
building B, floor 2's subnet. The "Emergency Location Ext" field entry on the station form is
1001. Theip-network-map’s "Emergency Location Extension” field entry for that subnet is
1000. Because these two numbers are not equal, Communication Manager software will assume
that user 1001 recently moved. Communication Manager software will send the subnet-based
calling party number, 1000, to the PSAP.

This strategy allows only a subnet based, imprecise location of phone users’ physical locations,
but requires no administrator intervention when a user moves. It continues to locate users even if
a phone user should move a phone or log into a different phone without notifying the system
administrator.

5.4.7.2.1 Non-DID Extensions And Pre-Determined Subnet Sizes

As mentioned in sections 5.1 on page 38 and 5.3 on page 47, a switch may have some non-DID
extension numbers. The strategy of assigning Emergency Location Extensions by areas works
nicely for such non-DID extensions. There is one potential problem, though. What if the
enterprise is already using some other strategy for handling these extensions before upgrading to
Communication Manager 2.0 software, for example either of the strategies mentioned in those
earlier sections 5.1 and 5.3? The conversion to the ip-network-map based strategy may take
some effort.

Consider a hypothetical site that has large numbers of non-DID extensions. Before upgrading to
Communication Manager 2.0 software, this voice server used one DID number for every 7,000
square feet for their non-DID phones that do not move, administered via the station forms’
Emergency Location Ext fields. This site has 40,000 square foot subnets. For those few phones
that do move, the enterprise would be content with 40,000 square foot accuracy. The enterprise
still wants to preserve 7,000 square foot accuracy for the non-DID phones that do not move.
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The enterprise does not want to rearrange its data network; it wants to keep the same subnet
structure. If aphone did not move, but did re-register, DHCP could give the phone a different IP
address in the same subnet. This means the site administrator can not usefully administer into
the ip-network-map |P address ranges with different Emergency Location Extensions for any
range smaller than 40,000 square feet.

This hypothetical administrator would face a difficult choice.

1. They could administer Emergency Location Extensions into the ip-network-map only for
those I P address ranges corresponding to the moving phones. Thiswould accomplish the
enterprise’s goals, but in practice would be risky. There would be nothing to stop a
phone user who was expected to move his phone from plugging the phone into an unused
jack in the area used by the non-moving phones. If such a phone user did that and then
called 911, the wrong CPN would be sent.

2. They could administer no Emergency Location Extensions into the ip-network-map. This
would accomplish the enterprise’s goal of keeping 7,000 square foot accuracy for the
non-moving phones, but would not achieve the enterprise’s goal of 40,000 square foot
accuracy for the movable phones.

3. They could administer Emergency Location Extensions into the ip-network-map for all
IP address ranges. This would accomplish the enterprise’s goal of 40,000 square foot
accuracy for the movable phones, but would not achieve the enterprise’s goal of 7,000
square foot accuracy for the non-moving phones.

5.4.7.2.2 Make Sure To Complete Administration

Suppose they chose option 3, accepting its limitations. They then have to be careful to complete
the required new administration of the Emergency Location Extension fields on both the station
forms and on the ip-network map. If they are not careful to complete both forms, problems

could result.

For example, suppose that prior to the upgrade to Communication Manager 2.0 software, 1111 is
a non-DID number, so 1111's station form is administered to use a different extension than 1111
as the emergency location extension, say 1000. Now, suppose the administrator decides to
upgrade to Communication Manager 2.0 software and add 1000 as an emergency location
extension on the ip-network-map, for an IP address range containing 1111's IP address. Suppose
the administrator forgets to update the Emergency Location Extension on 1111's station form.
When 1111 dials 911, Communication Manager software will compare the two emergency
location extensions, discover they are the same and therefore decide set 1111 did not move, and
send the digit string "1111" to the public network as the calling party number. This would be

bad because "1111" is not a DID number for that enterprise. At best the PSAP officer would not
any information about where to send the emergency response personnel. At worst, the PSAP
officer would direct the emergency response personnel to the wrong location. One company’s
non-DID number may be another company’s DID number.
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For example, suppose that prior to the upgrade to Communication Manager 2.0 software, 2222 is
aDID number, so 2222's station form is administered with Emergency Location Extension equal
to 2222. Now, suppose the administrator decides to upgrade to Communication Manager 2.0
software and add 2000 as an emergency location extension on the ip-network-map, for an IP
address range containing 2222's IP address. Suppose they forget to update the Emergency
Location Extension on 2222's station form. When 2222 dials 911, Communication Manager
software will compare the two emergency location extensions, discover they are different and
therefore decide set 2222 did move, and send the digit string *2000" to the public network as the
calling party number. Thiswould not beideal, because 2222's street address in the AL| database
more precisely identifies its physical location than does the street address for 2000 in the ALI
database.

The conclusion to draw from these two scenarios is: whenever an administrator adds an

extension as an Emergency Location Extension to the ip-network-map, the administrator should

check al of the station formsfor stations in the IP address range.

» If the station isa DID number, the administrator should make sure the station form has the
same Emergency Location Extension as does the ip-network-map form.

* If thestation isnot aDID number, the administrator should make sure the station form has a
different Emergency Location Extension than does the ip-network-map form.

5.4.7.3 CPN By Phone And Emergency L ocation Extension By Area

Going back to possible administrator strategies, the next possible administrator strategy isto use
ahybrid of the previous strategies. Assign adifferent street addressin the ALI database to every
extension number. Also choose afew extensions: one per |P subnet, to cover for several nearby
phones. Make sure these extensions can not move. For example, make them non-I1P phones.
Only administer those extensions into the Emergency Location Extension fields on the ip-
network-map form and station forms.

For example, suppose that you have administered your ip-network-map form as shown in section
5.4.1 on page 53, and have I P subnets arranged as shown in section 5.4.2 on page 53. To carry
out the strategy of Emergency Location Extensions Only For Areas, you could administer your
stations as follows.

change station 1001 Page 2 of 5
Enmer gency Location Ext: 1000 I P Audi 0 Hai rpinning? Y
change station 1001 Page 3 of 5

S| TE DATA
Fl oor: 2 Cord Length: O
Bui | ding: B Set Col or:

Notice that in this example, one of the subnet-based Emergency L ocation extensions (1000,
2000, 3000, 4000, 5000, & 6000) is entered in the sample station form’s "Emergency Location
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Ext" field shown above, namely 1000. Now, suppose that station 1001 dials911. Station 1001
isin building B, floor 2's subnet. The "Emergency Location Ext" field entry on the station form
1S1000. The ip-network-map’s "Emergency Location Extension” field entry for that subnet is
1000. Because these two numbers are equal, Communication Manager software will conclude
that user 1001 has not moved. Communication Manager software will send the station’s own
extension number, 1001, to the PSAP.

This strategy allows precise location of phone user’s locations for users who do not move, and
gives subnet based, imprecise locations for phone users who do move. It requires no
administrator intervention when a user moves. It continues to do so even if a phone user should
move a phone or log into a different phone without notifying the system administrator.

This strategy can provide precise location of phone users' locations for users who do move,
provided those users notify the administrator when they move. After auser moves, an
administrator can ensure emergency personnel will go to precisely the right physical location by
carrying out these steps:

» Update the ALI database with the extension’s new street address.

» Set the "Emergency Location Ext" field administered on the user’s station form equal to
the corresponding "Emergency Location Extension” field administered on the ip-
network-map form for the user’s new IP address range. For example, suppose station
6001 has recently moved. The administrator can run status station to learn station 6001’'s
new |P address.

status station 6001 Page 3 of 5
CALL CONTROL SI GNALI NG
Switch IP P
Port Switch-end | P Addr: Port Set-end | P Addr: Port
IP Signaling: 03C0617 135. 9. 3.120 21720 135. 9. 1.238:4739
H. 245:
Node Nane: mant a_cl an
Net wor k Regi on: 3 3
AUDI O CHANNEL
Switch IP P
Por t O her-end | P Addr : Port Set-end | P Addr: Port
Audi o:
Node Nane:

Net wor k Regi on:
Audi o Connection Type: ip-tdm
Product 1D | P_Phone
H. 245 Tunneled in Q 9317 does not apply
Regi stration Status: registered-authenticated
MAC Address: 00:04: 0d: 00: 26: 82

Since IP telephone 6001 is now in the 135.9.1.* subnet, the ip-network-map form in section 5.4 on page 52
shows 6001's new Emergency Location Extensions is 1000. That number should now be entered into the
"Emergency Location Ext" field on extension 6001's station form.
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change station 6001 Page 2 of 5
STATI ON
FEATURE OPTI ONS
LWC Recepti on:
LWC Acti vation?

spe Auto Sel ect Any |dl e Appearance? n
y Coverage Msg Retrieval? y
LWC Log External Calls? n Aut o Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y I dl e Appearance Preference? n
Per Button Ring Control ? n
n
c

Bridged Call Alerting? Restrict Last Appearance? y

Active Station Ringing: continuous
H. 320 Conversion? n Per Station CPN -Send Calling Nunber?
Servi ce Link Mde: as-needed
Mul ti medi a Mbde: basic Audi bl e Message Waiting? n
MA  Served User Type: Di splay Cdient Redirection? n
AUDI X Nane: Sel ect Last Used Appearance? n
Coverage After Forwardi ng? s
Aut omati c Moves: al ways

Direct |P-1P Audio Connections? y
Enmer gency Location Ext: 1000 I P Audi 0 Hai rpinning? Y

Remember, this manual intervention step is only required to provide precise location of phone user's locations
for users who do move. Without any manual intervention, Communication Manager software provides general,
subnet-based locations for phone users who do move.

5.4.7.3.1 Saving Tranglations

After you update the ALI database with the extension's physical location and then change the "Emergency Location
Extension" field to match the extension's new IP subnet, save translations. Otherwise, if the system resets, causing
translations to be reloaded, the "Emergency Location Extension" field in the loaded translations would still be set to
the old value. Should the user dial 911, emergency response personnel would go to the user's approximate instead
of exact location. To prevent this, system administrators should save translations after changing any "Emergency
Location Extension" fields.

A Local Spare Processor (LSP) copies administration translations from its primary server once a day. Translations
are never copied from the LSP to the primary server. After an IP extension moves, a system administrator may
update the ALI database with the extension's physical location and then change the "Emergency Location
Extension" field to match the extension's new IP subnet. If then the phone registers with the LSP before the next
copying of translations from the main to the LSP, the "Emergency Location Extension" field in the loaded
translations would still be set to the old value. If the user dials 911, emergency response personnel would go to the
user's approximate instead of exact location.

A Survivable Remote EPN (SREPN) and WAN Spare Processor (WSP) have their own
trandations. If someone changed the Emergency Location Extension fields on the SREPN or
WSP, but did not make the equivalent change on the primary server, or vice versa, they would
cause a problem. If aphone controlled by a SREPN or WSP calls 911 under these
circumstances, the reported CPN would be wrong. Emergency response personnel would go to
the wrong location. To prevent this, you should make all administration changes on both the
main server and on the SREPN or WSP.
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5.4.8. Cross-Country Moves And Multiple Servers

Section 4.6.1 on page 32 talks about routing calls to the correct PSAP across a private network consisting of
multiple servers. As noted in the section, to route calls to the correct PSAP after cross-country moves by IP phones,
each voice server in the enterprise's network would need to be administered with IP address ranges covering
locations throughout the enterprise's entire network. This takes care of routing the call to the correct PSAP. How
about sending the correct CPN after a move across the country? The principle is the same; only the granularity is
finer.

To route cross-country 911 calls to the correct PSAP, it sufficed to have IP Address range entries in the ip-network-
map corresponding to the area covered by each PSAP. That is roughly one entry in the ip-network-map per area
code or metropolitan area. To also send the correct CPN for a cross-country 911 call, one would expect to need
entries corresponding to the area covered by each subnet.

« If the voice servers are connected by tie trunks that can not signal the CPN of the calling party, there is not
much hope of sending a CPN corresponding to the physical location of the calling party. The only way this
could be done is the trivial case where the area covered by the receiving voice server has fewer street
addresses than there are tie trunks connecting the two voice servers. You would have to set up a one-to-one
correlation between tie trunks and the CPNs used by the voice server routing the 911 call into the public
network. That would only be practical for small branch offices.

« If the two voice servers are connected by tie trunks that can signal the CPN, it would be necessary to have
IP Address range entries in the ip-network-map corresponding to each subnet in the enterprise's network.
This is the most likely case. This would limit the enterprise's network to no more subnets than there are ip-
network-map entries, currently 500.

5.5. PSAP CallsForwarded To Caller’s Extension

If an emergency call should accidentally drop, the public safety personnel may call back. If the
sent CPN was not equivalent to the caller’s extension number, the return call would ring the
Emergency Location Extension rather than the one that dialed 911. To overcome this limitation,
Communication Manager software can be administered to automatically forward the return call
to the set that placed the emergency call. The call isforwarded asapriority call. Thismeansit
will be answered by a person, rather than proceeding down a coverage path and being answered
by voice mail.

5.5.1. All Incoming Trunk Calls Forwarded

Central offices do not signal to a Communication Manager server whether an incoming trunk call
isfrom a PSAP office, or from some other party. To ensure that after a911 calls drops the return
call from the PSAP does get forwarded, Communication Manager software must forward every
incoming trunk call. Thisincludesincoming tietrunk calls, not just public network calls, in case
the enterprise has a campus network like this:

| Voice Server 1| | Voice Server 2 coO
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and a user on voice server 1 dials 911.

5.5.2. What Kind Of Phone To Use As An Emergency L ocation Extension

This Emergency Location Extension forwarding feature does affect the types of extensions you
will want to use for Emergency Location Extensions. There are advantages and disadvantages to
each kind of extension.

5.5.2.1 Phone Types

55.2.1.1 AWOH Extensions

AWOH extensions do not require any physical set or any wiring. Their street addressin the ALI
database can be anywhere the administrator wants, and they stay there. Phone users can not
move them unexpectedly. On the other hand, if the emergency location extension forwarding
does not happen for some reason, AWOH extensions would not be able to answer the return call.
One could make this potential problem less likely by giving the AWOH extension a coverage
path including only extensions likely to be answered by a human. Ideally, that would be a
human whose phoneisin or relatively close to the area covered by the AWOH Emergency
Location extension.

5.5.2.1.2 Circuit Switched Phones

Circuit switched phones such as DCP or analog phones require a physical set. If the extensionis
fairly far away from the main server, additional wiring may be required. However, phone users
usually can not unexpectedly move these phones. Moving one of these phones requires use of
one of the features described in section 5.2 on page 45. Administrators would have to grant
permission before phone users can use those features. Circuit switched sets have the advantage
that someone can answer them if the emergency location extension forwarding does not happen
for some reason, and the person will be close to the emergency. DCP sets have an advantage
over analog sets because digital sets can be administered with call forwarding and crisis alert
buttons. Section 5.5.5.14.1 on page 76 explains how those buttons could be useful for an
Emergency Location Extension set.

5.5.2.1.3 IP Phones

IP phones such as IP Telephones or |P Softphone require a physical set. However, evenif the
extension isfairly far away from the main server, additional wiring probably would not be
required, as long as the phone can connect to the LAN. Phone users can easily and unexpectedly
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move these phones. If the emergency location extension forwarding does not happen for some
reason, and someone at the Emergency Location Extension does answer the returning PSAP call,
the person is not guaranteed to be close to the emergency. P phones can be administered with
call forwarding and crisis alert buttons. Section 5.5.5.14.1 on page 76 explains how those
buttons can be useful for an Emergency L ocation Extension set.

5.5.2.2 Extension Types

The Emergency Extension Forwarding feature could in theory forward incoming trunk calls
originally directed towards any kind of emergency location extension on the voice server. There
are many kinds of extensions not typically assigned to ordinary station users: Hunt groups,
Listed Directory Number, Terminating Extension Group, Expert Agent Login extensions, Vector
Directory Numbers, Multimedia Applications Server Interface, Attendant Common Shared Call
Park Extensions, MASI extensions, Xmobile extensions, XDID extensions, Recorded
announcement extensions, Attendant console persona numbers, Data modules, UDP extensions,
Access endpoints, Wideband access endpoints, Remote access extensions, PRI endpoints, Voice
mail extensions, Telecommuting Access Extension, CDR System Parameters Primary/Secondary
Output Endpoint, Administered connections, 9601 Wireless Terminals, etc.

The above is not a complete list of extensions not typically assigned to ordinary station users.
System administrators will probably want to avoid assigning of them to entriesin the emergency
location extension fields of the ip-network-map form. Some of them in particular would be bad
choices, as described below.

5.5.2.2.1 High Call Volume Sets

A wise system administrator will make sure the Emergency L ocation extensions typically receive
few cals. If an Emergency Location Extension had a high call volume, for example:
* ahunt group or
e anautomatic call distribution group, or
» avector directory number, or
» alisted directory number
then the activation of call forwarding from the Emergency Location Extension to the set which
placed the 911 call would result in the set being flooded with more calls than it can handle. This
would have two side effects:
» Large numbers of outside callers who are expecting to reach a business service would
instead reach busy tone.
» If the call to the 911 service should accidentally drop, the return call from the public
safety access point would also likely reach busy tone.

5.5.2.2.2 Forwarding From I mportant Extensions
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Similarly, awise system administrator will make sure the extensions administered into the ip-
network-map form would not cause problemsif forwarded. For example, if someone entered the
company’s security office extension as an emergency location extension into the ip-network-map
form, the most recent person to drop from a 911 from the emergency location extension’s subnet
would receive calls intended for the security office. This might prevent some other emergency
from being responded to.

5.5.2.2.3 Extensions That Can Not Be Forwarded

An Emergency Location Extension should not be one of the following extensions, because call
forwarding from these types of extensionsis not possible:
* A multimedia set,
e AnEASagent ID,
* A hunt group extension,
* A dataextension,
» A terminating extension group extension,
* An attendant
* An extension with "Call Coverage: All" administered for it. Call Coverage Criteria: “all”
is administered on the "call coverage"” form. It is typically used if someone goes on a
leave of absence, for example. It prevents any calls from terminating at an extension.
Call Forwarding is set up at the station calls are being forwarded from. If a call never
reaches the station, the call can not be forwarded on. If the Emergency Location
Extension has call coverage All enabled, a return call from the PSAP would never have a
chance to be forwarded to the station that dialed 911.

5.5.3. Non-Humans

If the public safety staff should happen to call back and forwarding is not possible for one of the
reasons mentioned in the following section 5.5.5 on page 67, the return call should have a
reasonable chance of being answered by a human. If the return call were to connect to, for
example, a VDN, the emergency personnel's return call might reach an announcement prompting
them for an account number or something similar. They could then think they had been given a
wrong number, and might then also begin to doubt whether the street address they received from
the ALI database was correct.

5.5.4. Media Gateways And Emergency L ocation Extensions

Suppose an IP phone and a nearby Media Gateway providing its connection to the PSTN are
both registered to a primary server. Suppose the gateway is backed up by an LSP, and the IP
Phone has some LSPs in its alternate gatekeeper list. Suppose the IP phone dials 911, and then
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the LAN crashes and partially recovers. If both the IP phone and the Media Gateway can re-
register to the primary server, everything isfine. If both the IP phone and the Media Gateway are
forced to register with the same LSP, everything isfine.

But if one of them re-registersto one LSP and the other re-registers to the primary server, or if
they re-register to different LSPs, thereisaminor problem. When the emergency response
personnel call back, the server the Media Gateway is registered with will think the IP phoneis
unregistered. The Media Gateway's server will not be able to forward the call to the IP phone.
Instead, the Media Gateway's server will attempt to ring the call at the Emergency Location
Extension.

Even with automatic emergency return call forwarding, it is still wise to pick the Emergency
Location Extensions to be on Media Gateways having incoming PSTN trunks, and on the same
Media Gateway as the phones they cover for.

5.5.5. Why Forwarding May Not Happen

The earlier section 5.5.2 on page 67 says that sometimes emergency location extension
forwarding may not happen when the PSAP officer calls back. Here are some reasons why it
may not happen, what would happen instead, and how to avoid it.

5.5.5.1 Different Voice Servers

Choosing where to place Emergency Location Extensions is more difficult for a campus network
than for a stand alone voice server. Thisis because the voice server dialing 911 is the one setting
up the call forwarding from the Emergency Location Extension to the set dialing 911. A voice
server can set up forwarding only for itself. If the Emergency Location Extension happens to be
on adifferent voice server than the set dialing 911, the call forwarding can not be set up.

For example, suppose the following.
1. An enterprise has a network as follows, with each voice server in its own building.
Voice Server 1| | Voice Server 2 coO
2. All the Emergency Location Extensions in building 1 are stations on voice server 1, and
all the Emergency Location Extensions in building 2 are stations on voice server 2.
3. User 1111, whose extension is on voice server 1, walks over to building 2 and registers
the extension 1111 to a phone in building 2.

4. User 1111 dials 911.

5. Voice Server 1 looks up the IP address of the calling phone in voice server 1's ip-
network-map, and finds the IP address maps to Emergency Location Extension 2000, an
extension on voice server 2.
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6. Voice Server 1 launches the call to 911, using 2000 as the calling party number.
However, voice server 2 can not set up call forwarding from extension 2000 to extension
1111, because extension 2000 is not an extension on voice server 2.

Thisisnot really abad situation. If the 911 call should accidentally drop, and the PSAP officer
were to call back, the return call would be answered by someone who is physically close to user
1111.

However, the situation could have been avoided. If desired, one could administer voice server
1'sip-network-map with Emergency Location Extensions on voice server 1, for each IP subnet in
building 2. Then the call forwarding could be set up, because both the 911 caller and the
Emergency Location Extension would be on the same voice server. At first glance, this might
seem to require alot of extra phones, and possibly some extrawiring, but it is not necessarily so.
As mentioned in section 5.5.2.1.1 on page 64, one could use AWOH extensions as Emergency
Location Extensions. For acampus, AWOH extensions would probably provide aworkable
solution. For a nation wide network, there is not an easy way to guarantee that Emergency
Location Extension forwarding will always happen.

55511LSP

A similar situation occursif a station is controlled by a S8700 but its corresponding Emergency
Location Extension station is controlled by a LSP. Suppose the station dials 911 and then the
call drops. When the emergency response personnel call back, the LSP will not be ableto
forward the call to the set that dialed 911. Instead, the LSP would ring the call at the Emergency
Location Extension station.

5.5.5.1.2 Accidental Removal Of An Emergency Location Extension

An administrator might inadvertently try to remove an extension being used as an Emergency
Location Extension by some other set. If an emergency location extension were removed and a
911 call using the extension as the source for the CPN were to drop, the return call from the
PSAP would fail. Worse, if after removing the extension from Communication Manager
software the administrator were to remove the extension from the ALI database, the 911 call
would not show a street address for any 911 caller from the extension’s former subnet.
Communication Manager software will not allow an extension being used as an Emergency
Location Extension on the same voice server to be removed. However, Communication
Manager software can not prevent an extension from being removed from a different voice
server. If you choose to use Emergency Location Extensions from multiple voice servers, be
careful when removing those extensions.
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5.5.5.2 System Capacity Limits On Forwarding

Forwarding has its capacity limits. It is possible the maximum number of call forwarding
requests would already be active on the switch when someone drops froma911 cal. The
current system limits are:

Platform CSl | S810 | Sl S8300 | S8500 | R S8700
0

Maximum 2,40 | 2,400 | 2,400 | 2,400 | 36,000 | 25,000 | 36,000

simultaneouscall |0

forwarding

requests.

The only way to avoid thisisto tell users not to do so much call forwarding. Fortunately, these
limits are high; exceeding them is not very likely.

5.5.5.3 Simultaneous Near by E911 Calls

Communication Manager software sets up forwarding from the Emergency Location Extension
to the set that dialed 911. If two setsdial 911 almost simultaneously, and they are physically
close enough together to use the same Emergency Location Extension, Communication Manager
software does not set up forwarding from the Emergency Location Extension to both of those
sets simultaneously. Communication Manager software sets up forwarding to the extension most
recently dropped from a 911 call.

The only way to avoid thisisto usefairly small subnets, so it isnot likely two people will
simultaneously call 911 from the same subnet. Fortunately, if this does happen and the PSAP
does call back, at least the person answering the call will either be the correct party, or will be
physically close to them.

5.5.5.4 Too Much Digit Manipulation

Emergency Location Extension forwarding applies to the extension number as administered on
the station forms or on the ip-network-map forms. That may not necessarily equal the CPN as
sent by the voice server, if the CAMA numbering or the public/unknown numbering tables
manipulate the Emergency Location Extension digits. For example, suppose phone 1111 has
moved from its own subnet to another subnet, and 1111's IP address now correspondsin the ip-
network-map to emergency location extension 3333. Suppose phone 1111 calls911. The
chosen emergency location extension is 3333. Communication Manager software sets up
Emergency Extension forwarding from 3333 to 1111. However, suppose the Public/unknown
numbering tables convert the digit string 3333 to "303-538-3000." When the PSAP officer calls
back, the call would go to extension 3000. Thereisno forwarding from 3000 to 1111.
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Y ou can avoid this situation by not using the CAMA numbering or public/unknown numbering
tables to manipulate digits so much the extension that the PSAP would call back to changes.

5.5.5.5 Trunks Dialing 911

Emergency Location Extension Call forwarding appliesto calls from extensions. It does not
apply if the party dialing 911 is something other than an extension, for example an incoming tie
trunk. However, there are certain circumstances under which atrunk can act like an extension.
Under those circumstances, Emergency Location Extension Call forwarding does apply. Section
6.5 on page 86 describes those circumstances.

5.5.5.6 Permissions can Block Forwarding

Communication Manager software will not set up forwarding from the Emergency Location
Extension to the set that dialed 911 if system permissions prohibit it. Set up COR, Tenant, and
IP Network Region permissions accordingly.

5.5.5.6.1 COR And Tenant

Emergency Location Extensions should be assigned to Classes of Restriction and Tenant
Partitions with permission to reach every other extension on the switch.

5.5.5.6.2 Change COR ViaFAC

It is probably best for station usersto avoid using the change COR via FAC feature while the
Emergency Extension Forwarding timer isrunning. Thereis a chance such users could do so to
change their COR to one blocking forwarding of calls between the Emergency Location
Extension and the extension that dialed 911.
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di spl ay feature-access-codes Page 1 of 7
FEATURE ACCESS CODE ( FAC)
Abbreviated Dialing Listl Access Code: *01
Abbreviated Dialing List2 Access Code: *02
Abbreviated Dialing List3 Access Code: *03
Abbreviated Dial - Prgm G oup List Access Code:
Announcenent Access Code:
Answer Back Access Code: #11
Att endant Access Code:
Auto Alternate Routing (AAR) Access Code:

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
Aut omatic Cal | back Activation: Deacti vati on:
Call Forwarding Activation Busy/DA: All: Deacti vati on:

Call Park Access Code: *11

Cal |l Pickup Access Code: *13
CAS Renot e Hol d/ Answer Hol d- Unhol d Access Code:
CDR Account Code Access Code:
Change COR Access Code:

Station users who have a need to change their COR to one specific value would be better off
using the Station Lock feature to change the COR than using the Change COR via FAC feature.
The Station Lock feature is more under the control of the system administrator. The system
administrator can pre-administer the one COR each user can change to. The administrator can
then make sure each COR reachable by each station user has permission to receive forwarded
calls from Emergency Location Extensions.

di splay cor 1 Page 2 of 4
CLASS OF RESTRI CTI ON

M- Incoming Call Trace?

Brazil Collect Call Bl ocking?

Bl ock Transfer Display?

Bl ock Enhanced Conference/ Transfer Displays?
Renmot e Logout of Agent?

S5S5< 335

Station Lock COR 1
Qut goi ng Trunk Di sconnect Timer (mnutes):
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di spl ay feature-access-codes Page 3 of 7
FEATURE ACCESS CCODE ( FAC)

PASTE (Di spl ay PBX data on Phone) Access Code:
Personal Station Access (PSA) Associ ate Code: Di ssoci ate Code:

Per Call CPN Bl ocki ng Code Access Code:

Per Call CPN Unbl ocki ng Code Access Code:

Priority Calling Access Code:

Program Access Code:

Ref resh Term nal Paraneters Access Code:
Remote Send All Calls Activation: Deacti vati on:

Sel f Station Display Activation:

Send Al Calls Activation: *12 Deactivation: #12

Station Firmvare Downl oad Access Code:
Station Lock Activation: Deacti vati on:

Station Security Code Change Access Code:

5.5.5.6.3 Network Region Permissions

If an Emergency Location Extension is an IP station, and someone has administered the ip-
network-region form so the IP station’s region is not interconnected with the region of the IP
station that dialed 911, the call forwarding would set up, but the return call from the PSAP might
fail. If there existed a TDM connection between CLANSs and Media Processors in both regions,
the return call would succeed, being carried in part viathe TDM bus. However, if there was no
circuit switched path between the two regions, then the return call would fail.

If you use IP phones as Emergency Location Extensions, you should administer IP network
regions so an Emergency Location Extension’s network region is always interconnected with the
IP network regions of the setsit supports. Typically thiswill not take any effort, because those
setswill be in the same subnet.
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di splay ip-netwrk-region 1 Page 3 of 19
Inter Network Regi on Connection Managenent
src dst
rgn rgn codec-set direct-WAN WAN-BWIlinits |[|ntervening-regions
1 1 1
1 2 1 y > NoLimt
1 3 2 y :NoLimt
1 4
1 5
1 6
1 7 3 y :NoLimt
1 8
1 9
1 10
1 11
1 12
1 13
1 14
1 15

5.5.5.7 Very Frequent Forwarding

Call forwarding istemporarily blocked if a previous call had been forwarded within the past 15
seconds from the same extension. Thistemporary blockage prevents an infinite loop, with a
single call bouncing back and forth between two destinations. There isno way to prevent this,
but it is unlikely the Emergency Location Extension user would have manually set up call
forwarding and a non-emergency call would have been forwarded 15 seconds before an
emergency call drops.

5.5.5.8 Set Not Working

Communication Manager software does set up call forwarding, but it may not appear to happen,
if the 911 call drops because the 911 caller’s set suddenly stops working. Here are some ways
that could happen, and what the results would be from the user’s perspective.

If the 911 caller's set isin out-of-service state when the PSAP calls back, the call goes down the
911 caller's coverage path. There are two common ways a set could get into out-of-service state.

* The911 caller isbusied out.

* If the 911 caller isa DCP set on a Media Gateway, and the media gateway providing
service to the DCP set is not able to set up an IP communication path to the main server,
and the incoming trunk carrying the return PSAP call is under the control of the main
server, the set is also out-of-service as seen from the incoming trunk’s point of view.

If the 911 caller’'s set isin disconnected state when the PSAP calls back, the call rings silently at
the 911 caller's set. There are two common ways a set could be put into disconnected state.
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* The911 caller unplugs the set. If user happens plug the set back in during the return call
from the PSAP, the call instantly starts to audibly ring at the 911 caller’s set.

* TheLAN crashesduring the 911 call. If the LAN happensto recover during the return
call from the PSAP, the call instantly starts to audibly ring at the 911 caller’s set.

5.5.5.9 Silent Ringing

There are severa featuresin Communication Manager software that can cause acall toring
silently or to ring with only one brief ping at the set: Abbreviated and Delayed Ringing, Active
Station Ringing, Ringer Cutoff, Station User Button Ring Control. Users and administrators
would be wise to avoid applying those features to a set shortly after the set dials 911, or applying
them to Emergency Location Extensions.

5.5.5.10 Bridged Call Appearances

To make sure the Emergency Location Extension can ring should forwarding not happen for one
of the reasons mentioned in this section 5.5.5, it is also wise to make sure the Emergency
Location Extension has at least one call appearance of itsown, i.e., it does not have only bridged
appearances of other extensions.

55,511 Call Forwarding Deactivation

Emergency Location Extension forwarding will not happen if the user at the emergency location
extension phone enters the Call Forwarding Deactivation FAC, or enters the activation FAC
directed at adifferent destination than the set most recently dropped from a 911 call. Usersat
the emergency location extension phone should use these features only if they are sure the
emergency response personnel have already arrived.

555.12 Conference & Transfer

It isnot likely, but it is possible someone could add a 911 call into a conference cal, or dial a
911 call and then transfer the call to someone else. If the extension that dialed 911 is still on the
call when the 911 call drops, Communication Manager software sets up forwarding from the
Emergency L ocation extension to the extension that dialed 911. However, if the extension that
dialed 911 is not on the call when the call drops, Communication Manager software does not set
up Emergency Location Extension forwarding.
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555.13 Send All Calls And Do Not Disturb

Send All Callsand Do Not Disturb, if active at the set that dialed 911, have no effect on
Emergency Location Extension forwarding. The forwarded call will override these features and
ring at the set that dialed 911. However, Send All Callsand Do Not Disturb, if active at the
Emergency Location Extension set, would prevent the return call from the PSAP from ever
reaching the extension in the first place in order to be forwarded on to the set that dialed 911. To
prevent this from happening, Communication Manager software turns SAC and DND off at the
Emergency L ocation Extension when the 911 call drops. Communication Manager software
turns SAC back on when the Emergency Location Extension forwarding timer expires. You
may not have heard of the timer. The following section 5.5.5.14 on page 75 talks about it.

55514 Forwarding Timer

The user at the Emergency Location Extension would not want to have his calls forever
forwarded to the set most recently dropped from a 911 call. True, forwarding can be turned off
manually after the emergency response personnel arrive, but what if the Emergency Location
Extension set user happened to be on vacation when the 911 call happened? When the user
returned from vacation, instead of finding important messages in his voice mail, he would find
an annoyed co-worker who had recovered from the emergency and is getting tired of answering
all those forwarded calls. To prevent this sort of situation, Communication Manager software
automatically turns off Emergency Extension forwarding after an administrable period of time.

change system paraneters features Page 4 of 12
FEATURE- RELATED SYSTEM PARAMETERS

SYSTEM PRI NTER PARAMVETERS
System Printer Endpoint: Li nes Per Page: 60
El A Device Bit Rate: 9600

Enmer gency Extension Forwarding (mn): 10

SYSTEM W DE PARAMETERS
Swi tch Nare:
Emer gency Nunbers - Internal: External : 911
No- Li cense I nconming Call Nunber:

MALI Cl QUS CALL TRACE PARANMETERS
Apply MCT Warning Tone? n MCT Voi ce Recorder Trunk G oup:

SEND ALL CALLS OPTI ONS
Send Al Calls Applies to: station Auto Inspect on Send All Calls? n

UNI VERSAL CALL ID
Create Universal Call ID (UCID? n UCI D Network Node ID:
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The "Emergency Extension Forwarding” field takes on values from 0 through 999 minutes. Its
default valueis 10 for both new installations and upgrades to Communication Manager software
from Multivantage™ software and from DEFINITY® software.

555.141 Recommended Duration

So, how long should the "Emergency Extension Forwarding” timer field be set to? Roughly as
long as you think it may take for emergency response personnel to arrive.

5.5.5.14.1.1 Call Forwarding Button

If Emergency Extension Forwarding timer is set to a too large value, the emergency response
personnel may have long since come and gone, and the person at the Emergency Location
Extension station is still having all his incoming trunk calls ring at the station that most recently
dialed 911. If he notices he is not receiving incoming trunk calls, he can manually turn off the
forwarding by using the Call Forwarding Deactivation feature access code.

However, he may not notice he is not receiving incoming trunk calls. This possibility could be
alleviated somewhat by giving the Emergency Location Extension station a call forwarding
button. He can tell by looking at the lamp adjacent to the button that his incoming trunk calls are
being forwarded. Otherwise, the only way he would know would be a brief ring-ping as each

call was forwarded. The lamp on the forwarding button also lets such users know why, on rare
occasions, they will not be able to use Send All Calls or Do Not Disturb, as described in section
5.5.5.13 on page 75. Emergency Location Extension users should also be trained not to use the
forwarding button to turn off call forwarding until they are sure the emergency response
personnel have arrived.

5.55.14.1.2 CrisisAlert Button

If Emergency Extension Forwarding timer is set to a too short value, the PSAP officer may call
back and reach someone other than the person who dialed 911, someone who is not aware of
exactly what happened or exactly where the emergency response personnel need to go. This
possibility could be alleviated somewhat by giving the Emergency Location Extension station a
crisis alert button. The crisis alert button will let the Emergency Location Extension station user
know when someone has dialed 911. When answering the return call after the timer expires, he
would at least know a 911 call had been dialed, and know the extension number of the person
who dialed it. The Emergency Location Extension user could manually transfer the return call
from the emergency personnel to the extension that made the emergency call.

Follow this advice only if you have fewer than 38 Emergency Location Extensions per voice
server. Communication Manager software has a system limit of 38 crisis alert buttons per voice
server: 10 for digital sets, and 28 for attendant consoles.
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555.14.2 Reset System 2

Timers are stopped by areset system 2, but call forwarding is not erased by areset system 2. If
the switch should do areset system 2 while the Emergency Extension Forwarding timer is
running, the Emergency Extension forwarding would stay in effect until the Emergency Location
Extension’s call forwarding was manually cancelled by auser. That is another reason to give
Emergency L ocation Extension sets a call forwarding button.

555.15 Unanswered Calls & Forwarding

Communication Manager software does not set up emergency location extension forwarding if
the emergency call fails. However, failure or success is determined at the time the
Communication Manager voice server does atrunk seizure. If someone dials 911 and then hangs
up before the PSAP officer answers, emergency location extension forwarding would still be set
up, even though the PSAP will probably never call back.

5.6. Remote Softphone Emergency Calls Field

The previous section 5.5, pages 63 through 77, describes how Communication Manager software
automatically assigns a CPN based on the phone's I P address. However, as pointed out in
section 4.6.2 on page 34, there may be times when a softphone running on alaptop PC is
connected from aremote location viaamodem. In such situations, the softphone’s IP address is
not really useful for determining where the phone actualy is. To handle these situations,
Communication Manager software provides afield on the station form, "Remote Softphone
Emergency Calls".
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change station 1001 Page 2 of 4
STATI ON
FEATURE OPTI ONS
LWC Reception: audix Auto Sel ect Any Idl e Appearance? n
LWC Activation? y Coverage Msg Retrieval ? y
LWC Log External Calls? n Aut o Answer: non
CDR Privacy? n Data Restriction? n
Redirect Notification? y I dl e Appearance Preference? n
Per Button Ring Control ? n
n
]

Bridged Call Alerting? Restrict Last Appearance? y

Active Station Ringing: single
H. 320 Conversion? n Per Station CPN - Send Calling Nunber?
Servi ce Link Mde: as-needed

Mul ti medi a Mbde: enhanced Audi bl e Message Waiting? n
MA  Served User Type: Display Cient Redirection? n
AUDI X Nane: guppy Sel ect Last Used Appearance? n
Coverage After Forwarding? s

Renot e Sof t phone Energency Calls: option Direct IP-1P Audi o Connections?
Enmer gency Location Ext: 1000 | P Audi 0 Hai rpinning? N

5.6.1. Block

Section 4.6.2 on page 34 described one use of the field, when the softphone is not anywhere near
the enterprise’s network.

5.6.2. CESID

Another use for the field occurs when the softphone is physically in the area covered by the
enterprise’s voice server, but the softphone isdialing in viamodem. There isno correlation
between the softphone’s I P address and the softphone’s current street address. In this case, the
911 call would reach the correct PSAP, but it is up to the user to supply the correct calling party
number at the time the softphone is configured. This featureis mainly useful if the user has two
phones: atelephone at the office, and a softphone mostly used at home.

If the phone user places a call with ARS call type "emer” or "alert”, and if:

» the"Remote Softphone Emergency Calls' field on the station formis set to "cesid” or,

» the "Remote Softphone Emergency Calls' field on the station form is set to "option” and the
I P softphone user has selected " Settings, Login Settings, Emergency, Enable Emergency Call
Handling, Telephone Number"”, the switch will send to the CO the tel ephone number
supplied by the IP Softphone user. If the media server or switch uses ISDN trunks for
emergency calls, the number should be alocal direct-dial number with the local area code, at
the physical location of the IP Softphone. If the media server or switch uses CAMA trunks
for emergency calls, the phone user should enter a specific digit string for the IP Softphone
location, based on advice from the local emergency response personnel.
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From Multivantage Release 9.5 through Communication Manager release 1.3, thisfield was
called "IP Emergency Calls'. It isonly used for softphones.

5.6.3. As-on-local

The third use for the "Remote Softphone Emergency Calls' field is when the user has a
softphone used mostly at the office. If users ever walk around the building with alaptop PC,
they would like for the automatic device location feature described in section 5.4 on page 52 to
apply to the softphone. Thefield’s key word "as-on-loca” tells Communication Manager
software to treat the softphone the same way it would treat any other IP phone on the Local Area
Network.

5.6.4. Option

Sometimes the system administrator will not know in advance what a Softphone user plansto do.
For example, a user may have an IP Telephone on his desk at the office, and an IP Softphone at
home. As stated earlier in section 5.6.2 on page 78, ordinarily this user’s "Remote Softphone
Emergency Calls" field would be set to "cesid". But what if this phone user occasionally brings
alaptop PC into the office, and runs Softphone on the PC, with the PC plugged into a LAN jack
in one of several conference rooms? If the phone user could be trusted to enter into the
softphone the correct telephone number for the conference room, everything would be fine.
However, the site may be using CAMA trunks and the correct number to enter for the conference
room may not be obvious. It may be safer to set the "Remote Softphone Emergency Calls" field
on the station form to "option" and have the phone user select:

. "Settings, Login Settings, Emergency, Enable Emergency Call Handling, Telephone
Number" when heis at home, and
. "Settings, Login Settings, Emergency, Enable Emergency Call Handling, Y our Extension

Number" when heis at the office. This setting on the softphone will apply the user’'s
extension number when the softphone isin the user’s office, and apply the automatic device
location feature described in section 5.4 on page 52 when the softphone is plugged into the
LAN away from the office, for example in one of those conference rooms.

5.6.5. A MixtureOf TheThree

Softphone users are sometimes unpredictable. For example, suppose a user says he will always
use his IP Softphone from his desk. The system administrator accordingly administers the
"Remote Softphone Emergency Calls' field to "as-on-local” instead of "option™. Suppose one
day the user enters a number into softphone’s menu: " Settings, Login Settings, Emergency,
Enable Emergency Call Handling, Telephone Number”, then dials the softphone into the LAN
remotely, viaamodem, and tries to register.
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These kinds of unanticipated behavior can happen. The following table shows what would
happen under all possible differences of settings between the endpoint’s settings and the

Communication Manager server's administration. In the following table, * means any value.

1. Thephoneis asoftphone
2. The phoneis not a softphone

A. "Remote Softphone Emergency Calls" = cesid, or option and the softphone requested the

cesid option.

B. "Remote Softphone Emergency Calls' = block, or option and the softphone requested the

block option,
C. "Remote Softphone Emergency Calls' = as-on-local, or option and the softphone
requested the extension option.

I. The Station form’s emergency location extension equals the ip-network-map form’s

emergency location extension, and the latter is not blank.

I1. The Station form’s emergency location extension does not equal the ip-network-map
form’s emergency location extension, and the latter is not blank.

[1l. Theip-network-map form’'s emergency location extension is blank.

Conditio | Communication Manager Circumstances under which thisislikely to
n software response happen.
1LA* Use the offered cesid. The user has both an IP telephone and a
Softphone. Usually the softphone dialsin
from an adjacent area code via ppp, but today
isin the same subnet as the IP Telephone.
1,B,* Block the emergency call. The user has both an IP telephone and a
Softphone. Usually the softphone dialsin
from across the country via ppp, and did so
today.
1,C I Use the extension. The user has an |P softphone on the LAN, and
has not moved it to a different subnet.
1,Cll Use the ip-network-map The user has an |P softphone, and has moved
form's Emergency Location | it to adifferent subnet on the LAN.
Extension.
1, C Il | Usethestation form’s The user has an |IP softphone. It usually
Emergency Location connectsto the LAN but today isdialed invia
Extension. PPP.
2,%,1 Use the extension. The user has an |P telephone on the LAN and
has not moved it to a different subnet.
2,%, 11 Use the ip-network-map The user has an IP telephone, and has moved
form’s Emergency Location | it to adifferent subnet on the LAN.
Extension.
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Conditio | Communication Manager Circumstances under which thisislikely to
n software response happen.
2,*, 11l | Usethe station form’s The user’'s extension is not known to the ALI

Emergency Location
Extension.

database. Usually the user dials in a softphone
via ppp, but today is using an IP telephone
dialed in via ppp.

5.7. Making Test Emergency Calls

Someone could accuse Communication Manager software of failing and causing a 911 problem.
If this happened, there would be no way to check on exactly what CPN digits were sent to the
emergency services network at the time of the emergency. However, a services person could
later place atest call and then check the entriesin list trace station or list mst commands to see
exactly what digits are sent as the calling party number under the same circumstances. One
could place atest call to 911, but only with agreement of the PSAP staff in advance. They are
there to handle emergencies, not to test telephone equipment.

5.7.1. Test Call To An Extension, Via Loop Around Trunks

A safer way to test the CPN to be sent isto administer into ARS digit analysis another digit
string, besides 911, as having call type ‘emer’. Any digit string not likely to be dialed by an end
user will do.

change ars analysis 1

811
911

Di al ed Tot al
String

Page 1 of 2
ARS DIG T ANALYSI S TABLE
Locati on: 2 Percent Full: 6
Rout e Cal | Node AN
Pattern Type Num  Reqd
2 enmer n
8 ener n
2 enmer n

Administer the test digit string’s route pattern to go to a different trunk group than the one used
for real emergency calls.

If you are using ISDN trunks to handle emergency calls, you can set up an outgoing ISDN trunk
that loops around, coming back into the Communication Manager server as an incoming ISDN
trunk. Then administer the “Number of Deleted Digits” field and the “Inserted Digits” field to
make the call terminate at a pre-determined extension. For example, the following route pattern
will cause a call to “811” to terminate at extension 88888.
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change route-pattern 8 Page 1 of 1
Pattern Nunber: 8

G p. FRL NPA Pfx Hop Toll No. Inserted DCS/ | XC
No. Mk Lmt List Del Digits &SI G
Dgt s I ntw

1. 8 1 303 1 1 1 3 88888 n user

Place atest call to the test emergency digit string you set up, and read the calling party number
on the called set’s display. That is the calling party number the PSAP would have received if a
real 911 call had been placed.

If you are using CAMA trunks to handle emergency calls, this technique can not apply, because
the Communication Manager server does not provide an inbound CAMA trunk interface. While
you could purchase inbound CAMA trunk handling equipment, the same as used by PSAPs, you
may not want that trouble or expense just to test your emergency call handling administration.
You can use a variant of it, however. Apply the above technique, but route the call out a non-
CAMA loop around trunk capable of signaling the calling party number. The following trunks

are capable of signaling calling party numbers, in addition to ISDN and CAMA already
mentioned: DCS, ATM CES, H.323, and SIP. Once you see the calling party number sent over
the other trunk type, compare it to the entries in the cama-numbering form to see what would
have been sent over a CAMA trunk.

5.7.2. Test Call, Monitoring Trunk Signaling

If you do have permission from the local PSAP to make real test calls to them, or if you have
learned from the local public network service provider of a test digit string that can be safely
dialed out an ISDN or CAMA trunk without causing the call to route to the PSAP, another
technique is to monitor the digits sent out the trunk. There are two methods of doing this: “list
trace station”, and “message sequence trace”. List trace station is easier, but it does not work for
CAMA trunks.

5.7.2.1 List Trace Station

The actual string of digits sent to the emergency services network as the ISDN CPN are
displayable via list trace station. Run the command immediately prior to placing the test
emergency call.
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List trace station 25112
LI ST TRACE
tine dat a
10: 58: 44 active station 25112 cid Oxlc3a
10: 58: 56 dial 9911
10: 58: 56 route-pattern 47 preference 1 cid Oxlc3a
10: 58: 56 termtrunk-group 12 cid Oxl1lc3a
10: 58: 56 dial 9911
10: 58: 56 seize trunk-group 12 menber 2 cid Oxlc3a
10: 58: 56 Setup digits 911
10: 58: 56 Calling party 3035385112
10: 59: 07 idle station 25112 cid Oxlc3a

The list trace station command does not require setup prior to running the command. The list
trace station command does not show digits sent to the emergency services network over CAMA
trunks.

5722 List MST

The actual string of digits sent to the emergency services network as the CAMA CESID or the
ISDN CPN are displayable via message sequence trace, although they are displayed in hex. To
do so requires some prerequisite administration.

For ISDN, set up filters to monitor only calls from a particular station UID, and only for dialed
digits 911. Monitor all D-channels with thisfilter, and read the CPN, which will be written in
hexadecimal number. However, it is probably better to avoid MST for thisand just use the "list
trace station" command, because the command requires no preliminary setup and displays the
result in decimal numbers.

For CAMA, set up the same filter, and monitor the CCM S downlinks to trunk boards. From the
SAT form:

"change MST" and set the field "CCMS"' to"Y".

"enable MST"

“clear MST"

The following downlink message "TND_UPD" shows the digits outpul sed over the CAMA
trunk; in this example they are 303 537 8020.
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list nst
VESSAGE SEQUENCE TRACE DATA
Nunmber Dat e/ Ti me Type Message
230 12:23:48.240 31 00001c00 <-- TND_UPD nfc tone dialing

| 00 00 1c 00 01 01 15 1c 09 20 cl1l 8f O0d 01 02 03 03 Oa 03 05 03
| 07 08 Oa 02 Oa Of

6. Other

6.1. Bridging

When a bridged appearance places an emergency call viaARS, and ARS digit analysis classifies
the call as call type "emer" or "art":

» Thelocation number used to route the call is the location of the physical phone placing
the call.

» The CPN sent to the CO belongs to the physical set containing the bridged appearance.
The Emergency Location Extension feature described in section 5 starting on page 38
does apply to the physical set’s extension.

* Theextension number displayed to the attendant and to digital setswith crisisalert
buttonsis the principal’s extension, i.e., the extension number of the bridged appearance
rather than the extension number of the physical set holding that appearance.

Suppose a softphone has a bridged appearance of another set, and a user places an emergency
call from the bridged appearance on the softphone. In this case the calling softphone’s Remote
Softphone Emergency Calls setting { as-on-local, nearby, cesid, block, or option} does apply. If
the selected emergency call handling option is "as-on-local" and the softphoneisin its own
subnet, the extension sent is the calling softphone’s extension, not the principal set’s extension.
Thisistrue even if the principal extension itself is another softphone.

6.2. EAS Agent

If alogged-in EAS agent dials an emergency call:

» Thelocation number used to route the call is the location of the physical phone placing
the call.

» The CPN sent to the CO depends on administration on the agent-loginlD form.
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add agent -1 ogi nl D next Page 1 of 2
AGENT LOG NI D

Login ID: 2000 AAS? n
Nane: AUDI X? n
™: 1 LWC Reception: spe
COR 1 LWC Log External Calls? n
Cover age Pat h: AUDI X Name for Messaging:

Security Code:
Loginl D for | SDN Display? n

LoginID for ISDN Display: Y means the "Agent LoginID CPN and Name" field is to be included in ISDN
messaging over ISDN trunks. N means the physical station extension CPN and Name is sent over ISDN
trunks.

* The extension number displayed to the attendant and to digital setswith crisisalert
buttonsisthe agent’s ID.

If alogged-in EAS agent dials an emergency call and the call drops, the return call from the
PSAP isforwarded to the physical station that dialed 911, not to the EAS agent ID. If an agent
EAS dials 911, hangs up, then walks to a nearby phone and logs in, the return call from the
PSAP would still ring the original phone that dialed 911.

6.3. Shared Control

If atelephone endpoint and an IP softphone are sharing control of an extension number, i.e. they
are both ssimultaneoudly in service on the same extension, Communication Manager software
will treat emergency calls from the softphone asif they were from the telephone endpoint.
* The multiple location number of a softphone in the Shared Control configuration isthe
location of the telephone endpoint.
» The Remote Softphone Emergency Calls feature described in section 4.6.2 on page 34
and in section 5.6 on page 77 does not apply.

6.4. Telecommuter Softphone

If atelephone endpoint is providing audio for an | P softphone in telecommuter mode,
Communication Manager software will treat emergency calls from the softphone asif they were
from the softphone, not from the telephone.
* The multiple location number of a softphone in the Telecommuter configuration isthe
location of the softphone endpoint.
* The Remote Softphone Emergency Calls feature described in section 4.6.2 on page 34
and in section 5.6 on page 77 does apply.
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If you are using a softphone in telecommuter configuration and you wish to dial 911, it is better
to dial 911 through the telephone’s keypad than through the softphone user interface. The
telephone is almost always going to route the call to the correct PSAP and send to the PSAP a
CPN corresponding to your precise street address. The only exception might be if the telephone
itself isremotely connected to the Communication Manager server, for example viaDEFINITY
Extender or viadialing through atrunk acting as an extension. The following section 6.5 on
page 86 discusses this.

6.5. TrunksActing As Extension

There are afew cases where atrunk can act asif it were an extension. If such an extension dials
911 and Communication Manager software sends a corresponding Emergency Location
Extension number as the CPN, there may not be a physical tel ephone set to forward callsto.
However, thereis an extension number corresponding to the person who dialed 911.

* A typical pre-OPTIM wireless user has both awireless phone (xmobileor 9601) and a
DCP station set. The DCP station set has no call appearances of its own, only bridged
appearances of the wireless extension number. When a user within the building served
by a Communication Manager server places aPSTN call using the wireless phone, the
call is picked up by an in-building wireless system. The system routes the call into the
Communication Manager server through an incoming tie trunk for xmobile or through the
TN789B Radio Controller for 9601. The Communication Manager server then routes the
call tothe PSTN, treating the call asif it had come from the wireless extension.

* Atypica line side DS1 user has an analog phone connected to a multiplexer connected to a
DS1 trunk connected to a Communication Manager server. When a user of such a phone
places a PSTN call, the call routes into the Communication Manager server through an
incoming DS1 tie trunk. The Communication Manager server then routes the call to the
PSTN, treating the call asif it had come from the line side extension. Theline side DS1
station types are { dslfd, dslsa, ops, vrufd, or vrus}.

* A typical OPTIM user has both awireless phone and a telephone station set. When a user
callsinto a Communication Manager server viaan incoming ISDN trunk or a SIP trunk,
Communication Manager software compares the calling party number provided by the
incoming trunk call with atable of OPTIM calling party numbers and associated OPTIM
extensions. If Communication Manager software finds a match, Communi cation Manager
software then routes the call to the PSTN, treating the call asif it had come from the
associated extension.

» A typical remote access user has a tel ephone set, but can dia into the remote access
extension from the PSTN, enter an extension number and security code, and then place
calsasif from the extension.
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6.5.1. Location

For Communication Manager 1.3 software, the location of atrunk acting as an extension isthe
location of the trunk circuit pack.

» For non-IP trunks, thisis the location of the cabinet containing the trunk circuit pack.

» For IPtrunks, thisisthe location of the cabinet containing the CLAN circuit pack
carrying the signaling for the trunk. If the signaling is being carried by a gateway instead
of by aCLAN circuit pack, the location of the gateway applies.

6.5.2. Calling Party Number

The CPN used for acall placed by atrunk acting as an extension is the associated extension
number.

6.5.3. Emergency L ocation Extension Forwarding

Emergency Location Extension forwarding does work for 911 calls placed from trunks acting as extensions. If an
emergency call was placed from a trunk acting as an extension, the return incoming trunk call from the PSAP will
ring at the extension that placed the emergency call. If that extension is a directly connected telephone, the return
call rings as a priority call. If that extension is a cellular phone, the return call is not a priority call because the
cellular network does not carry Communication Manager's priority call signaling.

6.6. Calling Permissions

6.6.1. Class Of Restriction (COR)

Class of Restriction (COR) defines many different classes of call origination and termination
privileges. Communication Manager software may have no restrictions, only asingle COR, or
may have as many classes of restrictions as necessary to effect the desired restrictions. Many
different types of classes of restriction can be assigned to many types of facilities on the switch.
Y our system may use only one COR or as many as necessary to control calling privileges. You
can assign up to 96 different CORs (0 — 95).

CORs are capable of blocking emergency calls. You should administer COR permissions so all
CORs can reach at least one public network trunk group.

Author: GRB; Systems Engineering - Denver White Paper 87 of 97
Reviewed: GRB ©2004 Avaya Inc. All Rights Reserved. 911\paper\paperl2.doc
Date (03/10/04) CID: 99554



change station 1001 Page 1 of 4
STATI ON
Ext ensi on: 1001 Lock Messages? n BCC. 0
Type: 8410D Security Code: ™ 1
Port: 01A0301 Coverage Path 1: COR 1
Narme: Digital a0301 Coverage Path 2: ccs: 1
add trunk-group next Page 1 of 20
TRUNK GROUP
Group Number: 3 Group Type: co CDR Reports: vy
G oup Nane: OUTSI DE CALL COR 1 ™ 1 TAC:
Direction: two-way Qut goi ng Display? N
di splay cor 1 Page 1 of 4
CLASS OF RESTRI CTI ON
COR Nunber: 1
COR Descri ption:
FRL: O APLT? y
Can Be Service Cbserved? n Calling Party Restriction: none
di splay cor 1 Page 3 of 4
CLASS OF RESTRI CTI ON
CALLI NG PERM SSI ON (Enter "y" to grant permnission to call specified COR)
0? vy 12?2 y 242 y 36?7 y 487 y 60? y 72?2y 847 y
1?7y 13?2 y 25?7 y 37?7y 49? y 61? vy 73?7 y 85?7 vy
2?2y 14? y 26? y 38?7 y 50? y 62? vy 74? y 86?7 y
3?2y 15? vy 27? y 39? vy 51? vy 63? vy 75? y 87? vy
4?7 y 16?7 vy 28? y 40? y 52?2 y 64? vy 76? y 88?7 vy
5?2 vy 17? y 29? y 41? y 53? vy 65? vy 77? y 89?7 vy
6? y 18?7 y 30? vy 42?2 y 54?2 y 66? vy 78? y 90? vy
7?y 19? y 31?7 vy 43?7 y 55? vy 67? vy 79? y 91? y
8?2 vy 20? y 32?2 y 44?2 y 56? y 68?7 vy 80?7 y 92? y
9? vy 21? y 33?7 y 45?7 y 57? vy 69? vy 81?7 vy 93? y
10? y 22?2y 34?7 y 467 y 58?7 y 70? y 82?7 y 94?7 y
11? y 23? y 35?7 vy 47? y 59? vy 71?7 y 83?7 vy 95? Y

If you wish to allow a station to dial 911 but not other destinations, you can administer alow

Facility Restriction Level (FRL) to the station's COR. The FRL determines the calling privileges

of the user. Facility restriction levels are ranked from 0—7, where 7 has the highest level of

privileges. You also assign an FRL to each route pattern preference in the "Route Pattern” form.
When a user makes a call, the system checks the user's COR. The call is allowed if the caller’s
FRL is higher than or equal to the route pattern preference’s FRL.
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So, to allow 911 calls but prevent all other PSTN calls, assign to the 911 route pattern a FLR of
0, and assign to all other route patterns an FRL of 1 or higher. Assign an FRL of 0 to the station
you wish to restrict, and assign to all other stations an FRL of 1 or higher.

change route-pattern 2 Page 1 of 1
Pattern Nunber: 2
G p. FRL NPA Pfx Hop Toll No. Inserted DCS/ | XC
No. Mk Lmt List Del Digits (0SINE]
Dgt s I ntw
1. 2 0 303 1 1 1 0 n user
6.6.2. Tenant

Tenant partitioning allows partitioning of the system in order to restrict the system’s services and
features to groups of endpoints called tenants. This provides attractive services and revenue for
virtual landlords. It provides the robust features of a large system at affordable rates to small
business tenants. Communication Manager software supports these numbers of tenants:

Platform CSl | S810 SI S8300| S8500| R S8700
0

Tenants 20 20 20 20 100 100 100

Multiple attendant groups can be assigned to each partition. Stations, hunt groups, and other
endpoints assigned to a Class of Service (COS) can be partitioned. Network route pattern
preferences also support the assigned tenant partitioning. Tenant partitioning also allows you to
assign a unique music source for each tenant partition for callers who are put on hold.

Tenant restrictions are capable of blocking emergency calls. You should administer tenant
permissions so that all tenant stations can reach at least one public network trunk group.

change station 1001 Page 1 of 4
STATI ON
Ext ensi on: 1001 Lock Messages? n BCC. 0
Type: 8410D Security Code: TN 18
Port: 01A0301 Coverage Path 1: COR 1
Name: Digital a0301 Coverage Path 2: cos: 1
Hunt-to Station:
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add trunk-group next Page 1 of 20
TRUNK GROUP
Group Number: 3 G oup Type: co CDR Reports: vy
G oup Nane: OUTSI DE CALL COR 1 ™ 1 TAC:
Di rection: two-way Qut goi ng Display? N
change tenant 18
Tenant 18

Tenant Description: New York
Attendant G oup: 2
Ext Alert Port (TAAS): X Ext Alert (TAAS) Extension: 2001
Ni ght Destination: 2000
Miusi ¢ Source: 2
Attendant Vectoring VDN
Ermer gency Number

change tenant 18
Tenant 18

CALLI NG PERM SSION (Enter y to grant permission to call specified Tenant)

1?7y 11?7 n 21? n 31?7 n 41? n 51? n 61?7 n 71?2 n 81? n 91? n
2?2 n 12? n 22? n 32?7 n 42? n 52?7 n 62?7 n 72?7 n 82? n 92? n
3?2 n 13? n 23?2 n 33?7 n 43?7 n 53? n 63?7 n 73?7 n 83?n 93? n
4?2 n 14?7 n 24?7 n 34? n 44? n 54? n 64? n 74? n 84? n 94? n
52 n 15?7 n 25?2 n 35?7 n 45? n 55?7 n 65?2 n 75?2 n 85?7 n 95? n
6? n 16?7 n 26?7 n 36?7 n 46?7 n 56?7 n 66?7 n 76?7 n 86?7 n 96? n
7?7 n 17?2 n 27? n 37?2 n 47? n 57? n 67? n 77? n 87? n 97? n
8?2 n 18?2y 28? n 38?2 n 48? n 58?2 n 68?2 n 78?2 n 88?7 n 98? n
9?7 n 19?7 n 29?7 n 39?7 n 49?2 n 59?7 n 69?2 n 79?2 n 89? n 99? n
10? n 20?7 n 30?7 n 40? n 50?n 60?7 n 70?2 n 80?7 n 90? n 100? n

6.6.3. Call Admission Control (CAC) Bandwidth Management

In order to ensure Quality of Service for Voice over IP cals, thereisaneed to limit overall VolP
traffic on WAN links. The Call Admission Control (CAC) Bandwidth Management feature of
Communication Manager software alows you to specify a Vol P bandwidth limit between any
pair of 1P network regions. The feature denies calls carried over the WAN link if they would
exceed the bandwidth limit.

Call Admission Control is capable of blocking emergency calls. Y ou should set up routes used
for emergency calls to alwaysinclude at least one non-1P route to a PSTN trunk. If the calling
party is an IP station this may not be possible, but if the calling party is a set behind an IP

remoted gateway, this can be accomplished by putting at least one PSTN trunk on the gateway.
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6.7. Automatic Callback

Y ou can administer your system to call users back if they try to place an outgoing call over a
trunk group while al trunks are busy. Thisis sometimes called Ringback Queuing. If a
multiappearance telephone user has an idle Automatic Callback button (auto-cback) and triesto
access an al-trunks-busy trunk group, the call is queued automatically. The lamp associated with
the Automatic Callback button (auto-cback) lights and confirmation tone is heard. Ringback
Queuing is automatic for a single-line telephone with the Auto Callback class of service.

change cos
CLASS OF SERVI CE
0 1 2 3 4 5 6 7 8 910 11 12 13 14 15
Auto Cal | back Y Y Y Y Y Y VY Y Y Y Y VY Y Yy VYY
Call Fwd-All Calls n n n N nNn n n N N n n N n n n n
Data Privacy n n n n n n n N nNnnNnnNnnNnnNnn n n
Priority Calling n n n n n nNnnNn N nNn n nnNnnNn n n n
Consol e Perm ssions n n n n n n n N nNnnNnnNnnNnNnnNnn n n
O f-hook Alert n n n N nNn n n N N nNn n N n n n n
Cient Room n n n n n n n N nNnnNnnNnnNnNnnNnn n n
Restrict Call Fwd-Of Net n n n N nNn n n N N nNn n N n n n n

After dialing is complete, the user hears confirmation tone if the queueis available. No action is
required. The system will queue as many calls as allowed based on the "Queue Length" field on
the each trunk-group form.

change trunk-group 1 Page 1 of 10
TRUNK GROUP
G oup Number: 1 G oup Type: isdn CDR Reports: y
Group Nane: QS| G | oopback 2 c18 COR 1 ™ 1 TAC. 101
Di rection: two-way Qut goi ng Display? y Carrier Medium PRI/BRI
Di al Access? n Busy Threshold: 1 Ni ght Service:
Queue Length: 9
Service Type: tie Auth Code? n TestCall ITC rest

Far End Test Line No:
TestCall BCC. 4
TRUNK PARANMETERS

Codeset to Send Display: 6 Codeset to Send National IEs: 6
Max Message Size to Send: 260 Charge Advice: none
Suppl enentary Service Protocol: b Digit Handling (in/out): enbloc/enbloc

Trunk Hunt: cyclical
Digital Loss Goup: 13

Calling Number - Delete:___ Insert: For mat : -
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In? y Qut? n

Answer Supervision Tinmeout: 0

If you have remote offices with relatively few public network trunks available for 911 calls, you
may want to administer those trunk groups to use automatic callback (ringback queuing), and
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administer the stations to use automatic callback. If someoneistrying to place a911 call and all
trunks are in use, the caller will get through as soon as possible. However, for really small
remote offices, this feature may not provide much additional value. If someonein arealy small
office could not get an available trunk for an emergency call, all they would haveto dois
scream. Everyone elsein the office would hear the scream, hang up, and come running. This
would free the busy trunks.

6.8. NI-BRI Sets Can Not Hold 911 Calls

Section 3.6 of the National BRI standard, GR-858-CORE, says 911 calls should not be held,
conferenced, or transferred if the calling set is an NI-BRI set. Communication Manager software
follows this standard for these NI-BRI sets, but allows these features if the calling party is any
other type of set. Reasonable arguments could be made for both types of operation.

» If the phone user happens to have the call on hold when the PSAP officer answers, the PSAP
officer would hear silence or music on hold. The officer may misinterpret those to mean the
caller can not speak, or is playing a practical joke.

» If the phone user makes a mistake while trying to use the transfer or conference features, the
user may accidentally drop the call.

* A phone user has an emergency, and calls the building security. Building security listensto
the user’s story, and decides it is amore severe emergency than building security can handle.
Building security conferencesin 911 or transfersthe call to 911.

* Phoneuser A ison acall with user B when user A suffersastroke. User A can no longer
dial, but can till talk. User A tellsB to call 911. B conferencesin 911, or transfers the call
to 911.

Communication Manager software determines whether to apply this hold, conference, and
transfer restriction to al callswith ARS call type emer or art based on the station set type, NI-
BRI, administered on the station form.

6.9. Changing Extension Numbers

The change extension-station command allows an administrator to change extensions on the
switch from one extension to another all at once. When the screen isfilled out and submitted, all
administration that was associated with the current extension will now be associated with the
new extension. Any administration references of the extension being changed, such as references
used in avector, coverage, etc., will now reference the new extension. Once the extension has
been changed, al references to the previous extension will be removed from the switch.
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change extension-station 65016 Page 1 of 1

CHANGE STATI ON EXTENSI ON

Station Nanme: station-nane Port: s000313
FROM EXTENSI ON TO EXTENSI ON
Station: 65016 75016
Message Lanp: 65016 75016
Enmer gency Location Ext: 65000 75000

WARNI NG Subntting this form does not update the extension stored
inthe station itself. After submtting this command, be sure to
reprogramthe station with the new extension.

Y ou cannot use the change extension-station command to change the extension of a station if
that station is administered as the emergency location extension for another station.

Emergency L ocation Extension: The Emergency Location Extension from the Station screen
associated with the current extension is displayed under “From Extension.” Type a new
extension for the Emergency Location Ext. field that will appear on the Station screen, up to
seven numbers that make up a valid extension number for your dial plan.

6.10. Emergency Calling Outside The USA

The Universal Emergency Number, i.e. the equivalent of 911 in the USA, is 000 in Australia,
and 112 in the European Community.

6.10.1. Emergency L ocation Extension Forwarding

Even in countries where emergency response personnel do not have the ability to look up street
addresses via an ALl database, there would still be some value in setting the Emergency
Extension Forwarding timer to a non-zero number. If an emergency call should drop, the return
call from the public safety agency would at least ring as a priority call while the timer is running.
This increases the chance the return call will be answered by the person who called in the
emergency instead of being answered by voice mail.

6.10.2. Spain
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Communication Manager software, when used with Spain E1 CO trunks, has afeature called
Call Retention. Call Retention holds atrunk active when an emergency number has been dialed
even though the station user may attempt to drop the call. If the station user does go on hook
with an emergency call still active, the trunk is kept active, and an Operator Servicessignal is
sent to the Central Office. If the station user then goes off-hook again, the user is reconnected to
the call instead of being provided dial tone, and the Operator Services signal is no longer sent.
For this feature, an emergency call is one defined in the ARS administration as an "emer" call

type.

Attendants support this feature, with one exception. They must press the loop to be reconnected
to the trunk carrying the emergency call, rather than automatically be reconnected upon going
off-hook. Thereis one exception. Since the "forced release” button on the attendant console is
intended as a bail out action, Communication Manager software does drop the trunk upon a
forced release.

To use this feature, administer an E1 trunk with the Spain country code, 11.

add trunk-group next Page 1 of 21
TRUNK GROUP
Group Nunber: 25 Group Type: co CDR Reports: vy
G oup Nane: OUTSI DE CALL COR 1 ™ 1 TAC:
Direction: two-way Qut goi ng Display? n
Di al Access? n Busy Threshol d: 255 Ni ght Service:
Queue Length: 0 Country: 11 I ncom ng Destination:
Conm Type: voice Aut h Code? n Digit Absorption List:
Prefix-1? y Trunk Flash? n Toll Restricted? y
TRUNK PARAMETERS
Trunk Type:
Qutgoing Dial Type: tone Cut - Through? n
Trunk Termination: rc Di sconnect Tim ng(nsec): 500
Auto Guard? n Call Still Held? n Sig Bit Inversion: none
Anal og Loss Group: 6 Digital Loss Goup: 11
Trunk Gain: high
Di sconnect Supervision - In? y Qut? n
Answer Supervision Tinmeout: 10 Recei ve Answer Supervision? N
add dsl Page 1 of 2
DS1 CI RCU T PACK
Location: 01A13 Nanme:
Bit Rate: 2.048 Li ne Coding: cm

Si gnal i ng Mbde: CAS
I nterconnect: co
Country Protocol: 11
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6.10.3. China

Communication Manager software, when used with China Number 1 multifrequency signaling
trunks, has afeature, Called Party Control. Called Party Control holds a trunk active when an
emergency number has been dialed even though the voice server user may attempt to drop the
call. If the station user does go on hook with an emergency call still active, the trunk is kept
active. If the station user then goes off-hook again, the user is reconnected to the call instead of
being provided dia tone. For this feature, an emergency call is one defined in the ARS
administration as an "emer" call type. Attendants do not support this feature.

To use this feature, administer a multifrequency signaling E1 trunk with the China country code,
18.

add trunk-group next Page 1 of 21
TRUNK GROUP
G oup Number: 25 G oup Type: co CDR Reports: vy
G oup Nane: OUTSI DE CALL COR 1 ™ 1 TAC:
Di rection: two-way Qut goi ng Display? n
Di al Access? n Busy Threshol d: 255 Ni ght Service:
Queue Length: O Country: 18 I ncom ng Destination
Comm Type: voice Auth Code? n Digit Absorption List:
Prefix-1? y Trunk Flash? n Tol|l Restricted? y
TRUNK PARAMETERS
Trunk Type:
Qut goi ng Dial Type: nf Cut - Through? n
Trunk Ternmination: rc Di sconnect Tim ng(nsec): 500
Auto Guard? n Call Still Held? n Sig Bit Inversion: none
Anal og Loss Group: 6 Digital Loss Goup: 11
Trunk Gain: high
Di sconnect Supervision - In? y Qut? n
Answer Supervision Tinmeout: 10 Recei ve Answer Supervision? N
add dsl Page 1 of 2
DS1 CIRCU T PACK
Location: 01A13 Nane:
Bit Rate: 2.048 Li ne Codi ng: hdb3

Si gnal i ng Mode: CAS
I nterconnect: co
Country Protocol: 18

7. Conclusion
Communication Manager 2.0 software has these emergency calling features:

* CrisisAlert to Attendant,
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» CrisisAlert to Digital Station,

» CrisisAlert to Pager,

» Off-Hook Alert Class of Service,

* Emergency Priority Attendant Queue,

» List Emergency,

» Location Based Routing,

* ISDN Trunks,

 CAMA Trunks,

* CPN for PSA Dissociated Sets,

* Remote Softphone Emergency Calls,

» Emergency Location Extension by Station,
* Subnet Based Device Location for |P Phones,
* Emergency Location Extension Forwarding.

Communication Manager 2.0 software also has some emergency call handling interactions with
other Communication Manager features. Communication Manager 2.1 software will have
additional emergency call handling features.
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