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What are the new features for Avaya IP Agent, Release 5?

· Silent installation - You can now create an installation script that allows you to install subsequent installations of Avaya IP Agent without user interaction. If you use a network management system, such as Microsoft SMS® or Hewlett-Packard OpenView®, you can combine the silent installation with the functionality of these products to distribute Avaya IP Agent.

· Windows Terminal Services compatibility - Those contact centers that use Windows Terminal Services to centralize the computing environment can now use a special version of Avaya IP Agent to facilitate usage of the Telecommuter configuration in that environment.  This version can also be used in Citrix® environments.

· Avaya Telephone-IP configuration - Using this new configuration, agents can use Avaya IP Agent as a direct interface to their physical 4600-series IP telephones. While the Avaya Telephone-IP configuration is similar to the Telecommuter configuration, it cannot use a telephone number that is different from the extension. You need only one defined station on the Avaya communication server, instead of the two required by the Telecommuter configuration. This feature is available for those contact centers using Avaya Communication Manager 2.1 or later.

· Avaya Telephone-DCP configuration - Using this new configuration, agents can use Avaya IP Agent as a direct interface to their physical Avaya 2400-series or 6400-series Digital Communication Protocol (DCP) telephone. While the Avaya Telephone-DCP configuration is similar to the Telecommuter configuration, it cannot use a telephone number that is different from the extension. However, with the Avaya Telephone-DCP configuration, you need only one defined station on your Avaya communication server, instead of the two required by the Telecommuter configuration. This feature is available for those contact centers using Avaya Communication Manager 2.0 or later.

· Media encryption - The Avaya iClarity IP Audio component of Avaya IP Agent now encrypts communication between itself and the Avaya communication server. This provides a new level of security in communications conducted over your contact center network.

· User-to-user information (UUI) screen pop enhancement - Using external applications, unique identifiers can be added to incoming calls. If your Avaya communication server has the correct features and configuration, these identifiers can be passed to Avaya IP Agent and used in screen pops for agents.

· Network-resident agent greetings - Agent greetings can now be stored on network drives.

· Agent greetings in the Telecommuter configuration - With the Avaya Switcher II headset, which connects to a DCP or IP telephone and a PC, contact centers using the Telecommuter configuration can now use agent greetings.  These greetings are stored as .WAV files on the PC.  This feature is not supported in the Windows Terminal Services version of Avaya IP Agent.

What Client Operating Systems are supported in Avaya IP Agent R5?

· Client PC operating systems: 

· Microsoft Windows 2000 for x86-based processors (both Professional and Server) SP2 or higher

· Microsoft Windows XP (both Professional and Home versions) SP1 or higher

· Server operating systems for a Terminal Services environment (also Citrix):

· Microsoft Windows 2000 Server, Standard or Advanced edition

· Microsoft Windows 2003 Server, Enterprise or Standard edition 

What version of Avaya Communication Manager is required to use the new Avaya Telephone configurations?

Use of the Avaya Telephone – (DCP or IP) configuration requires a minimum of Avaya Communication Manager 2.1 or later.

What methods of installation can I use for Avaya IP Agent

· Individual PC installation - If you insert the Avaya IP Agent CD-ROM into the CD-ROM driver of your computer, the installation of Avaya IP Agent begins automatically.

· Distributed installation - If you want to install Avaya IP Agent on personal computers that are not equipped with a CD-ROM drive, you can copy the contents of the CD-ROM to a network location using another personal computer. Running the install program from the network does not alter the installation program.

· Silent installation (new with Avaya IP Agent R5) - You can now create an installation script that allows you to install subsequent installations of Avaya IP Agent without user interaction. If you use a network management system, such as Microsoft SMS® or Hewlett-Packard OpenView®, you can combine the silent installation with the functionality of these products to distribute Avaya IP Agent.
· Web-based installation - On the Avaya IP Agent CD-ROM, the installation program is also available in the form of a single executable file.  This file is ideal for placement on an internal Web site so that users can run the Avaya IP Agent installation through a hyperlink.

· Unsupported installation methods - Avaya IP Agent does not provide an integrated installation mechanism for network management software such as Microsoft System Management Server® (SMS) or Hewlett-Packard OpenView®.  However, these products can make use of the silent installation feature of IP Agent to perform installation without requiring user interaction at the target PC.

Does Avaya IP Agent run on Linux?

Currently, Avaya IP Agent does not support the Linux operating system.

Can I use one-to-many IP Address substitution with Avaya IP Agent?

Avaya IP Agent provides support for several H.323.compatible firewalls and Virtual Private Networks (VPNs). For shim-based VPNs, you must use the Advanced tab in the Avaya iClarity IP Audio dialog box to set an IPSec IP address, assigned by the VPN gateway, that is visible to the application on the personal computer. If you need assistance, please contact Avaya technical support. The VPN solution provided by Avaya iClarity IP Audio only supports VPNs that use one-to-one IP address substitution. VPNs that use many-to-one IP address substitution cannot be used with Avaya IP Agent.
What things should I consider before using to Voice over IP (VoIP)?

Voice communication through Internet Protocol requires consistent, non-restrictive network bandwidth as well as the personal computer hardware sufficient to support not only the communications of the agent but also other tasks being performed on the personal computer. If you experience problems with Avaya IP Agent Voice over IP telephony, you should ensure that network and personal computer resources are adequate for the tasks being performed.

Voice over IP uses real-time processing on your personal computer to transmit voice communication. Nearly all other processes on a personal computer use sequential processing, which means that requests for system resources are processed as they become available. If resources are not available to process Voice over IP actions, the quality of the communication degrades.

Network bandwidth availability can also have an impact on Voice over IP communications.  The codecs used for Voice over IP encoding can vary from using small packets for dial-up connections with reduced voice quality to using larger packets providing higher voice quality over broadband and high-speed connections.

Please note that Voice over IP does not guarantee toll-quality audio.  This is affected by numerous variables including the codec used, network bandwidth availability, personal computer processing capabilities, sound card, network lag and packet loss, and many others.

Can Avaya IP Agent be used with virtual private networks (VPNs)?

Avaya Voice-over-IP solutions require IP connectivity between endpoints.  This could be IP endpoints (Avaya IP Agent or IP telephones) communicating with the Avaya communcation server or an IP connection between two Avaya communication servers. VPN implementations vary greatly. There are at least two parameters that are of concern when considering the implementation of Avaya IP Agent over a VPN:

1. Network Address Translation (NAT):  A VPN that implements network address translation without an H.323 proxy does not adequately support Avaya Voice-over-IP solutions.  This is because NAT changes the address headers in an IP Packet while H.323 contains additional address information in the packet payload.  The following items are possible solutions to this situation:

· Use fixed IP addresses within your VPN so that the VPN does not apply address translation.

· Use an H.323-aware VPN Solution.

· Use a VPN solution where the IP address assigned to the remote endpoint is done through DHCP on the corporate network.

2. Delays:  Because Voice-over-IP relies on real-time processing, delays introduced by the VPN can cause problems in communication.  Delays can be introduced in at least two areas:

· Propagation Delay:  This type of delay is related to the distance that IP packets must travel through the network, the number of hops that packets take through a network, the available bandwidth of that network, and other network traffic.

· Encryption delay:  VPNs encrypt data in order to ensure privacy over an otherwise public network. Encryption of packet data takes time and can increase delay in a network. The VPN should be implemented with hardware acceleration in order to minimize delay. If a PC is used as one of the endpoints in a VPN connection, the PC may introduce a large delay in processing the encryption/decryption algorithm.

In order to have acceptable voice quality, total system round trip delays (including both encryption and propagation delays) should not exceed a maximum of 200 milliseconds. One may gain a quick view as to total delay by using the "ping" command that is available on most PCs and on the Avaya communication server. Note that this test represents the delay of a network only during the instant in time that it is run and should be checked throughout the day to accommodate variations in network load. 

VPNs used in Voice-over-IP communications need to support H.323 applications.  If the VPN does not support H.323 proxying and if Network Address Translation (NAT) is used, Avaya Voice-over-IP solutions may not function properly. This is due to H.323 using the IP packet payload to transmit IP address information, such as the IP address for the audio path. Without H.323 proxying, the payload will not be translated with NAT and endpoints will not be able to register. NAT may not affect IP trunking if IP addresses for both locations are known to both systems. These are known issues with using VPNs and may not be the only issues.   

Can I use a VPN in the new Terminal Services configuration for Avaya IP Agent R5?

· Avaya IP Agent R5 supports the use of a VPN connection between the client PCs connecting to the Terminal Services (or Citrix) server.

· Avaya IP Agent R5 does not support the use of a VPN connection between the Terminal Services (or Citrix) server and the Avaya communication server. The expectation is that the Terminal Services (or Citrix) server is behind a firewall.

In Avaya IP Agent, where is recent call history data stored? Does the supervisor see this info? 

By default, the call history information is stored on the PC where Avaya IP Agent is installed.  However, it is possible to store the call history along with all other data in the Avaya IP Agent database on a network drive.  Each agent would have a unique database in this network location.  Multiple agents cannot use a single Avaya IP Agent database in a network location.

Call history information can be stored for a 12 month period.  After this time, new entries will overwrite the oldest call history entries.  The call history data is not integrated with any other Avaya products such as communication servers or Avaya Call Management System.  The call history feature is simply an easy way for agents to track work state changes and view the incoming and outgoing calls that have taken place.

If an administrator does not want the agent to see the call history information, there are two methods of restricting this ability:

3. Configure Avaya IP Agent to put the program database in a network location that agents have write permissions, but not read permissions.

4. Use the Program Options window to configure whether incoming and outgoing calls are recorded.

When using Avaya IP Agent, can the agent get a zip tone when using a headset? 

Yes, zip tones can be used with Avaya IP Agent.  It is recommended that the station be configured on the Avaya communication server to use a permanent audio link instead of as needed.

How is Avaya IP Agent different than the existing CentreVu Agent with the CallMaster VI product?

Avaya IP Agent is a PC-based softphone, much like Avaya CentreVu Agent / CallMaster VI solution.  However, Avaya IP Agent has been greatly enhanced for contact center agents with streamlined and customizable user interfaces and advanced features, such as an LDAP search, Call History, and Screen Pops.  Avaya IP Agent still supports use of CallMaster VI telephones, but also supports the following configurations:

· Road Warrior – Voice-over-Internet Protocol communication using the soundcard of your PC

· Telecommuter – Any call to an extension or agent can be directed to any telephone number.  This is valuable for remotely-located agents, agents who occasionally work in a virtual office or agents who are traveling.

· Avaya Telephone (IP or DCP) – Control of an Avaya Internet Protocol (IP) or Digital Communication Protocol (DCP) telephone is shared between Avaya IP Agent and the Avaya communication server.  There is no longer a need to define two stations for one extension.  This confiuration is useful for agents that do not need to make or receive calls on a telephone outside the contact center.

Can Avaya IP Agent work with existing CTI Screen Pop applications I may have deployed?

Avaya has not certified that our Computer Telephony Integration (CTI) middleware applications are able to be deployed or supported in remote configurations in conjuction with Avaya IP Agent.  Avaya IP Agent is unlikely to compete, disrupt, or conflict with existing CTI applications that have different conduits into the communication server, such as ASAI, CV/CT, TSAPI. However, Avaya does not guarantee that the experiences of agents using Avaya IP Agent at the desk top will be completely without incident. 

These CTI solutions are intricately timed.  In remote solutions, you are responsible for supplying the appropriate environment, including PC, Network, Prioritization software, Bandwidth, and so forth.  An inefficiently designed or managed contact center can impact call delivery and screen pop transactions.  If you have an existing screen pop scenario, we would suggest that you test your environment with Avaya IP Agent  to examine the impact on the specific interactions involved before you fully deploy a particular configuration.

The Screen Pops feature in Avaya IP Agent has been tested in remote configurations; however, if you want to pursue another middleware application to facilitate screen pops, you can deploy Avaya IP Agent without utilizing the integrated Screen Pops feature.  Requirements, parameters, configuration, and administration of other third-party middleware applications must be supplied by those vendors.

Do I need Elite call center software or EAS for the Avaya IP Agent Application?

Avaya IP Agent does not require Expert Agent Selection (EAS) or a specific offering of call center software on the Avaya communication server.  Avaya IP Agent R5 provides features that work in both EAS and non-EAS contact center environments. 

Can the same C-LAN board that is used for CMS connectivity to the communication server be used for Avaya IP Agent as well?

Yes, but this configuration is not recommended.  Since a C-LAN board supporting a CMS server needs to have uninterrupted connectivity, you should separate boards for Avaya IP Agent and mission-critical applications, such as reporting (CMS) and voice messaging (Intuity Audix).

Can Avaya IP Agent be utilized with communication servers from other vendors?

In the Telecommuter configuration, Avaya IP Agent needs to register an extension with an Avaya communication server; however, the target telephone can be set to any telephone number, whether it is connected to an Avaya communication server, a communication server from another vendor, or the public telephone network.

How does the message waiting light work and appear to the agent?

If you have a message waiting, Avaya IP Agent will display a mailbox icon in the Windows System Tray.  It can also display an indicator in the status bar of the Avaya IP Agent main window.  Through the Program Options window, you can configure Avaya IP Agent to dial a number, open an application, or open a Web site when the System Tray icon is clicked.  When there are no messages, the mailbox icon does not appear in the System Tray and the icon in the status bar of the Avaya IP Agent main window shows an empty mailbox.

How will ACD agent functionality (e.g. login/logout, AUX/After Call Work/Auto-in, and queue stats) be performed?  

All of these features are available in the Avaya IP Agent interface.  The ability to login and logout—both for the station and the agent—are available through the menu bar of the Avaya IP Agent main window.  Agent work modes are available in different ways: menu bar, buttons, and shortcut key combinations.  Statistics about queues or other aspects of the contact center can be displayed through the VuStats feature of the Avaya communication server.  Avaya IP Agent displays this information in the VuStats window.  This window allows you to set the refresh rate and cycling frequency of your VuStats information.  

Can customers maintain extension dialing to the remote agents? 
How will outbound calls by the remote agents be performed? 

Avaya IP Agent has all the same standard capabilities as a location-based physical telephone. Remote agents can dial extensions and make outbound calls through the Avaya IP Agent interface.  Even for a remote agent using their home telephone to make and receive extension calls can use the enhanced capabilities of their extension, such as hold, transfer, and conference, through the Avaya IP Agent interface.

If a remote agent needs to place a call to another extension in the organization, the agent enters in the number through the Avaya IP Agent interface.  The party receiving the call sees it as coming from the agent’s extension, not the remote telephone where the agent is currently located.

In addition, Avaya IP Agent offers additional methods of placing outbound calls above that available through normal contact center extension features.  These include such things as an LDAP public directory search, local phone directory, application-based speed dial list, and the call history database.

Will I still be able to monitor the agent through reports and applications such as Avaya CMS Supervisor or Service Observing?

Using Avaya IP Agent does not affect the way in which agent activity is recorded by Avaya Call Management System or any other data reporting solution.

How do agents receive end user training?

The Installation and User Guide that is available on the product CD-ROM and through the Avaya support Web site (http://support.avaya.com) provides a wide-range of information; from introduction to the product, installation, and configuring stations on the Avaya communication server.  It also gives detailed steps on such user basics as logging in, changing agent work mode, transferring and conferencing calls, and many other areas.

A two-page Quick Reference Guide is also available on the Avaya IP Agent CD-ROM and the Avaya support Web site, which gives abbreviated procedures to the most common agent tasks.

Lastly, agents can access the Avaya IP Agent online help.  This information is identical to the information in the Installation and User Guide.

Is Avaya IP Agent a "Thin Client" application? 

Beginning with Release 5, Avaya IP Agent offers a version for use with Windows Terminal Services.  This version supports Windows Terminal Service and Citrix environments.  The Terminal Services version only supports the Telecommuter configuration and does not support PC audio features.

Customers that need Voice-over-IP, CallMaster VI support, or other configurations can still use the PC-based version of Avaya IP Agent, Release 5.

Can I use dial-up, DSL, or Cable Internet access for Avaya IP Agent?

For Voice-over-IP communications, network bandwidth and availability has a significant impact. The codecs used for Voice-over-IP encoding can vary from using small packets for dial-up connections with reduced voice quality to using larger packets providing higher voice quality over broadband and high-speed connections, such as Digital Subscriber Line (DSL) and Cable.  If you want higher voice quality in your Voice-over-IP communications, you should use high-speed DSL, Cable, or LAN/WAN connections.

Dial-up connections are not supported in the Terminal Services version of Avaya IP Agent.

Does Avaya IP Agent have conflicts with non-Avaya desktop applications?

The following list provides the software products that can have problems interactions with Avaya IP Agent:

· Microsoft Quality of Service (QoS) Packet Scheduler

Avaya IP Agents support QoS on Windows 2000 and Windows XP with the Microsoft QoS Packet Scheduler installed.  However, if IPSec (used with firewalls and VPNs) and the QoS Packet Scheduler are on the same network stack, there can be connectivity issues. In some instances, co-residence of the QoS Packet Scheduler, the Lucent IPSec client, and Avaya IP Agent have resulted in stability issues with the operating system.  If you want to use the QoS Packet Scheduler, it is recommended that you remove the Lucent IPSec client.

· Venturi Wireless Client

This product installs a Layered Service Provider (LSP).  An LSP is a software component that processes information sent to the network interface card (NIC).  When this product is installed, Avaya IP Agent can receive, but not send, information to the Avaya communication server.  For example, the caller will be notified of an incoming call, but they will not be able to answer it because the message to answer the call cannot be sent.  Removing the Venturi Wireless Client software resolves this problem.

· McAfee and other Anti-virus Software
When on-access virus scans are enabled, Avaya IP Agent is impacted if event logging is enabled.  The various Avaya IP Agent log files are scanned when each line is written, thereby causing Avaya IP Agent to run very slow.  Changing the virus scan properties to exclude the Avaya IP Agent log files or disabling on-access logging resolves this problem.

