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1. Introduction

This document provides the detailed process of configuring an “end to end” solution utilizing the Avaya
SGS5 VPN product to link remote IP hardphone sets (46xx series) or IP Office softphone clients over Virtual
Private Networks to a central site IP Office telephony switch.

Dynamic VPN configurations are utilized, whenever the remote side of the network ISP service cannot
provide static IP addresses. In most cases, the ISP provider will provide a “dynamic” IP address through
the use of PPPoE hardware or software.

NOTE: The Avaya VSU series of product have been renamed Security Gateway or SG. Although the
configuration screens may be different the basic process and principal is the same.

2. Requirements

SG product line
IP office 40x
Avaya phones

3. Network Diagram

The below illustration provides the basic components of the network tested. It is divided into three areas:
The main site where the IP Office/VM Pro/SGS5 resides, the remote SOHO site where the associated user’s
IP phone/PC/SGS resides and the Public ISP services.

Each side of the network is assigned its own network address. On the “Host” side we used 192.168.42.0 as
the network address utilizing the default address of the IP Office 192.168.42.1. On the remote side we
utilized 1.5.1.0 as the network address and assigning IP addressing accordingly for each associated network
device.

Network A Network B
192.168.42..0 1.5.1.0

Public IP Address: Public IP Address:

63.206.104.181 Verizon PPPoE D
- H i

j sy T =

_"] Public Internet Standalone
_________________________ P . PC .
- SG5 Hardphone P(:I gd1dl;se1ss.
SG5 IP Phone Address:
1.5.1.50
S ) - IP Office:
192.168.42.1

IP-Office 403

IP Office Manager
D TFTP Server e

—
. — VM Pro Server: IP Office Softphone &
192.168.42.2 IPSec Client
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It should be noted that for Dynamic mode functionality to operate, the Host side network and VPN policies,
MUST be set to Static. The remote side can utilize either static or PPPoE (defined as Dynamic) modes but
not DHCP. DHCP mode will not function since the front end device operating as a DHCP server to the
SG, would create a NAT issue, on firmware prior to the 4.3 Feature pack. The new firmware will support
NAT transversal that will support this functionality.

4. SG installation

1. Connect the SG-5’s Public port to the Ethernet connector on your DSL or cable modem.
2. Connect the SG-5’s Private port to your hub/switch or network port on your workstation.
3. Power on the SG-5. The self-test may take a minute to complete.

4. From your primary workstation: open your control panel, select your TCP/IP network

component for your Ethernet controller, then select IP Address. In the [P Address window,

Select enable the setting to “obtain an IP address automatically”, and close the window. (The obtain DNS
server setting is not relative)

Internet Protocol [TCP/IP] Properties

General I

r'ou can get P settings assigned automatically if your netwark supports
thiz capability. Othemwize, you need to ask your network. administrator for
the appropriate [P settings.

&+ (Obtain an [P au{)\‘gess automatically
—" Use the following IP address:

IF addiess: I . . .
Subnet mask: I . . .
[efault gateyEm I . . .

" Obtain DMS server address automatically

— Use the following DMS server addresses:

Preferred DMS zerver: 198 1682 . B . 11
Alternate DMS server 198 0182 . 7 .12

Advanced... |
Ok I Cancel |

Restart your workstation. As your workstation restarts, it will automatically obtain its required IP
address/mask, and default router IP address from the SG-5.

5. From your workstation, open your Internet browser and type into the location field
https://192.168.1.1/vsu.html (this is the default address of the SG-5). The SG-5 Login window then
appears.

6. On the SG-5 Login window, enter:

User ID: root
Password: password.

© 2001 Avaya Inc. All rights reserved.
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Refer to the Quick Setup or Installation Guides for more detailed information on SG-5 setup and
configuration

S. Central Site Configuration

Step 1: Login to SGS5, 5x, 200, 203 or 208

Default Login: root
Default Password: password

SG208 Log In

ser lzme
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Step 1a: User Password (Click “cancel” for all demos)

Seler 5G208 Confirmation

ot - Pro
Configure
Summary... |
tonitar goef: - - _ - IP Addiess I M
3 The user password is the default password. Please change :
4 ]‘l the password immediately for security reasons.
Laiy
k Setup
Upgrade
Freferences
" Change Cancel |
|Waming: Applet Window
< 2]
Refresh |
Help o
| ScreenTips
Log Cut The 5G208's IPSec SA statistics

It is always recommended to change the “Root” password for security.

Step 2: Configure Network Interfaces

1. Select option “Configure”
2. Highlight option “Interfaces”

Step 2a: Configure Network Interfaces Ethernet0

This is the public port address and mask provided by your service provider. The default route
provided by your service provider will be the default route for all network traffic. NOTE: A static
address from your Provider is required.

Select Zone — Public

Select IP config Mode — Static

Enter the IP address, mask and route(Gateway) provided by the ISP provider.
Click Save

el e
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Application Note

Configure

Monitor

Network

Selecta property

~ Propeties

Static Foutes

© Screen Tips
This screenis

Media Interface Configuration

Media Interface: ethernetl

i Media Information

Media Type: ethernet

Mac Address: 00:60:a1:00:cd:67

Link Status: up/autoselect (10Mbps half-duplex)

Current IP Information
IP Address: 67.114.207.23
Mask: 255.255.255.128

Route: 67.114.207 1

- IP Configuration

Zaone lpublic 'l

IP Caonfig Mode EStatic vl

~ Static
IP Address

I

Mask i255 !255 I255 i128
Route iﬁ? I114 |20?’ |1

HavE

Cancel

!Warning: Applet WWindow

Step 2b: Configure Network Interfaces Ethernetl(Private)
Select Zone — Private
Select IP config Mode — DHCP Server
Enter the IP address, mask and route(Gateway) provided by the Network Administrator.

Enter WINS if required.
Click Save

Network

Static Routes

Select a property
- Properties

- Screen Tips
This screen is

Media Interface Configuration

Media Interface:

" Media Information

1
2
3.
4. Enter the IP range provided by the Network administrator.
5
6

ethernetd

Media Type: ethernet

Mac Address: 00:60:31:00:cd:66

[ Current IP Inforrmation

IP Address:  192.168.51.253

Link Status: upfautoselect {100Mbps full-duplesx) Mask: 2552552550

Route:

"~ IP Configuration

Zone !private 'l

IF Config Mode iSlaiic 'l

- Static

IF Address

T o

Mask |255 1255 1255 ID

SdvE

Cance|

|'wharning: Applet Window
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Step 3: Remote Users

Remote Users are defined as IP devices or as users, which will be authenticated from the remote
site. Devices include IP Hardphones and Personal Computers. Softphones will utilize the same
tunnel as that of the PC. The PC will be required to enter a separate login and password to gain
access to the network based on the user information noted below.

In Dynamic VPN configuration mode noted here, each remote user is assigned a name and
associated password. Note: These same user names and passwords will be used to configure
the SG5 users on the remote end. Passwords for each device can be the same if so desired.

To configure, scroll down and highlight the Remote Users under Properties
Go to the Remote Users section and click Add

1. Enter the user name and password

2. Click “Save”

Dievice k f ced User: root

Select a propertyto display the associated infarmation :
PGl Add Remote User _
Configure _

|SG2UB Lzers — Authentication Summary... |

Monitor

Authentication Source Usger Mame. hohb

I™ Default User Tunneling Enabled I

Password (min B chars) |

Canfirm Password |

Advanced |

Save | Cancel |

|Waming: Applet Window
Refresh I
- Sereen Tips

This sereen lets the user add, modify and delste remote users.

Step 3a: Authentications

Select which form of authentication to be used.
Local means the user will be authenticated from the SG 203 database
Radius means there is a Radius server that has been configured with the user names.

© 2001 Avaya Inc. All rights reserved.
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SG208 Users
|Remote Lsers

Log Cut

Step 3: Configure Security

In this tab, we will define the mode of VPN connectivity, to the remote location to be Dynamic.
Select the SG setup tab under Properties, and then Click on “Set VPN Mode”

Configure
-
Wl h

Manitor
Metwark, Object
Co5

YolP
Dynamic Policy
M anagement

Text Interface

Password

Help

Log Out
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Step 3a Once the Set VPN Mode tab is selected, a popup screen appears: Select
Static

|2} Securily Gateway Web Interface - M =T

File  Edit View Favaites Tools  Help |-

EBack + = - () 2} | QiSearch [)Favoites EfMeda <4 | - S = o]

Address [&] hips 463206104181 7| @Ga |Links &]Cisco @& Google &]MSN Hatmail &7 Leaming Cente &' shool Maps o
@ I VI Search: qWeb ﬁDictiDnary - @Shoppingv (P Travel aﬁames ‘ [0 5naglt

R e
Iperty i Ehahge oy

|Firewal|F|uIesSetui VPN Made setyPMoade.. | | summary.. |

Configure

Monitor Services ) Stal"J

Metwark Object
Dos

Remote TEPs I AL
WalP Prl
Diynamic Policy
Management

Change Mode

|\ aming: Applet \Window

i Slalll “ & Securty Gateway Web Int... | B CWWINNT S pstem324en. . | |@ YL Eear Q] @605 R Bl a3 PM
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Step 4: Configure Remote Users

Remote Users are defined as IP devices or as users, which will be authenticated from the remote
site. Devices include IP Hardphones and Personal Computers. Softphones will utilize the same
tunnel as that of the PC. The PC will be required to enter a separate login and password to gain
access to the network based on the user information noted below.

In Dynamic VPN configuration mode noted here, each remote user is assigned a name and
associated password. Note: These same user names and passwords will be used to configure
the SG5 users on the remote end. Passwords for each device can be the same if so desired.

NOTE :IP-Phone-User is a pre-configured default

To configure, scroll down and highlight the Remote Users under Properties
Go to the Remote Users section and click Add

Metwork Security

Inspect

Manitar

Split Tunneling Enabled
YES
YES

Log Out

Step 4a: An authentication box appears.
Enter a user name and associated password then click Save
This will be user for a remote PC login.

| N RN EE

NOTE: No changes are required in the Advance Tab

© 2001 Avaya Inc. All rights reserved.
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Step 5: Device Tab

Adjust time accordingly (no other changes required)

3 Securily Gateway Web Interface ed by Avayi 1= x|

File  Edit View Favailes Tools  Help |-

<= Back + =p - @ @ ﬁ | @Search (5] Favorites @Media @ | %' é g L]

Address [&] hips 463206104181 7| @Ga |Links &]Cisco & Google &]MSN Hotmal ] Leaming Certre &Y ahao! Maps >
@ I VI Search: O\W'eb ﬁDicliDnaw - E}ﬁshl:u:ujingv (P Travel aﬁames ‘ 0 Snaglt

P
© Propeties | | Daf_ET\m‘i'

Date Time
Monitor i [
Date | June _j_ [19 j_ lzooa =l

Tirme. | |

| Pacific Time(US & Canada)

Configure

Time Zone

Teut Interface

e

i Slarll | ] & Security Gateway web Int... | B C: o IMNT \System32hem. . | |@ YL s QR @605 e B 536 M

Step 6: Security Tab

Click the add tab and Configure a tunnel name, password, and IP Groups for each IP 46xx phone

or PC device accordingly.

NOTE: All client configurations MUST match those configured on the Central site SG for

remote users.

© 2001 Avaya Inc. All rights reserved.
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Add New ¥YPN

Maonitar en.-' os

Metwark Object - i =l
DS

WolP

P Drynamic: Polic

e tup M!:Ianagement Y
Upgrade

Prefer

IP Address | Metwark Magk

0o.on 0o.on

ot | e | omes |

“Wwarning: Applet ‘Window

Click the Next button.
On the next screen click next again.
Select Users that will be part of this VPN and move then to the member pane.

[add New vPN E

radiususer{defaulty

| wharning: Applet Window

Click Next
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Configure the IKE and IPSec parameters to meet your security needs or click “Add” to
accept the default setting which is standard.

Add Mew VPN

ESP ¥

3DES HMAC_SHA 8 DAYS 0GE

Congratulations: You have now completed the Central SG
Configuration

6. Remote Site Configuration

Step 1: Login to SGS, 5X, 200

Default Login: root
Default Password: password

© 2001 Avaya Inc. All rights reserved.
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5G5x% Log In

(W Lag in usir fault WP

Step 1a: User Password (Click “cancel” for all demos)

Select a propery to display the associated infarmation
N " Properies — | [ Interfaces
Corfigure [ —

X S oftweare 5G5# Confirmation B3
Maonitar Gereral
The user password is the default passwaord. Please change
A the password immediately for security reasans.
“Warning: Applet Window
T —]

" Screen Tips

Log Out The 5Gax's IPSec SA statistics

Step 2: Configure Network Interfaces (Public & Private)

© 2001 Avaya Inc. All rights reserved.
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Step 2a: Configure Network Interfaces Public

Select Zone — Public

Select IP config Mode — Static, DHCP or PPPoE.

If static, enter the IP address, mask and route(Gateway) provided by the ISP provider.
Click Save

L=

Media Interface Configuration [ %]

Media Interface: ethernetl Media Type: ethernet
Select a property to display the associated info

Network

I~ Media Information Current IP Information

[~ Propertie [ Interface

Configure Mac Address: 00:60:a1:00:0c:a6 IP Address:  67.114.207.125

Manitar Static Foutes Madify... | Link Status: upfautoselect (100Mbps) Mask: 255.255.256.128

| Media Interface i Route: B7.114.207.1

ethemet] . IP Configuration

Zone IpUinc 'l IP Confin Mode IStatic vl

[ Static

IP Address IFWWW Mask Wlﬁlﬁlﬁ
Route IFWIFF_

KN —
Refresh |

Log Out This screen is used to setthe SG5x's media

[~ Screen Tips

Cancel

|Warning: Applet Window

Step 2b: Configure Network Interfaces Private

Select Zone — Private

Select IP config Mode — DHCP Server

Enter the IP address, mask and route(Gateway) provided by the Network Administrator.
Enter the IP range provided by the Network administrator.

Enter WINS if required.

Click Save

SANNANE I o

© 2001 Avaya Inc. All rights reserved.
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Network 3 Media Interface Configuration

Selecta property to display the associated | Media Interface:  ethernet] Media Type: ethemet

Configure Properties INBITACES = e dia infammation Current IP Informatian

Monitor Mac Address: 00:60:a1:00:0c:a7 IP Address: 291192 G5
i Static Routes It adify..

Link Status: upfautoselect (100mMbps full-duplex) Mask: 2585.265.255.240
I edia Interfac

ethemnetl Route:

[ IP Configuration

Zone |private 'I IF Config Mode IDHCP Server v[

DHCP Server

N o o N N
RN e e
Refresh Domamvame [priats | ewwns | | | |
ot | o g wows [T

This screen is used to setthe SGAx's mec

Save | Cancel |

Step 2¢: Configure IP Devices

In this screen we will configure the IP 46xx Hardphones connected to the SG5.

Turn over the phone and review the MAC label. Copy the address into the MAC address field,
select an appropriate IP address and then click OK.

Select option “IP Devices” from the Private Interface pane.

Enter the MAC address of the phone (normally found on the bottom of the phone)

Enter an address from the IP range (In this example I choose the last address of the DHCP range)
Click “OK”

1.
2.
3.
4.

Hetwork 2 [Media Interface Configuration X]
4 IP Devices Configuration Media T ih t
ledia Type: ctherne

Configure IP Device's MAC Address IP Address Current IP Information

Monitar | I I I | | Add IP Address:  29.1.192.65
IP Device's MAC Address | IP Address | [UE|Ete ) Mask: 255.255.255.240
00 04:0: 003102 29.1.192.78
Route:
CP Serer ™
o< | cancel |

Waring ot inion R o o
e o e T o o G
7
(SereemTes - iPDetes.. | P Telephony. | secwine [ | [ [ |

This screen is used to setthe SG5's mec

SavE | Cancel |
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Step 2d: Configure IP Telephony

In this screen we associate the 46xx phones with the Host’s IP Office and TFTP Server. Configure the IP
address of the TFTP Server (default is the I[P Office Manager) and then CLAN IP List, which is the address
of the IP Office

IP Telephony Settings [ x| I

TFTF File Name |

CLAMN Port |1 7149

Optioh 65 | | | |

[~ TFTP Servers

| | | | == | 192168.421
[DEelete | N

[ CLAMN IP List o

| | | | == | 192.168.42.3
[welete |

(0134 I Cancel |

Warning: Applet Windaow

Step 3: Configure Security

In this screen setup, we will define the mode of VPN connectivity, to the remote location to be
Dynamic.

Select the SG setup tab under Properties, and then Click on “Set VPN Mode”

Device Security

Select a property to display the associated infarmation

- "~ Properties | | ¥PMN Setup
onfigure 7
|Fi[ewa||F|u|es setui VPN Mode:  Dynamic (SetvPM Mode... STy |
Monitor Services A i [EREEEE
Metwork, Object
Dod PN Mame | Zone | Remate TEPs | AL
WolP
P _ Diynamic Policy
Quic up Management %
Uporade
Frefi
| | i
Refresh |
Help
| Screen Tips
Log Out The SGa's VPN configuration infarmation.
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I 3 Users Device
Select faropery to digplo s ~omnsicded nfove ndice
13 |
o " Properies
onfigure

|FirewaIIF|uIes Setui PN Mode setvPh Mode... | Eurman. |
Manitar y— " Static & Dynamic |

Metwork, Object

Dod Remate TEPs | AL

WalP

8] ic: Poli

M}:En;::m;ltcy Chatge Mode Cancel |

|W'aming: Applet Window
Text Interface
B ord
| | i
Refresh |
Help
" Screen Tips

Log Out The SGa's VPN configuration infarmation.

Once the Set VPN Mode tab is selected, a popup screen appears: Select Dynamic
No other changes required

Step 4: Configure Users

SG5 Users are defined as all IP devices or “clients”, which will be authenticated through the VPN
tunnel, to the Host site. Devices include IP Hardphones and Personal Computers. Softphones
will utilize the same tunnel name and password as that of the PC. The SG5 provides three (3)
pre-configured default clients that should not be modified.

Select the SG Users bar under Properties

AVAYA

Pabwark Dvice Swcurity dgvancied

Select a property ko display e 3
- Proparlies 505 Users

Configure
EE gummary.. |

Monitor Femobs Llg=s

Llzee 1d [ Type | Corriseis

smordor [Maoveloi Usei| A= Uz account lon dencs mond
prphore-uss [Dencs Ao Use] W Uzl accoun lo sdberbcatr
(Deladk WPH LUsei) VN Drefzdi VAN wsei accourl

Prefarencas

T Inbarface
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Step 4a: Highlight the ip-phone-user and then Click the Modify tab

1.
2.
3.
4

5.

Enter the user name that is configured on the central site Security Gateway
Enter the user password
Enter the public IP address of the central site Security Gateway

Select CHAP or PAP for the authentication method to match the configured method on
the central site.

Click Save

NOTE: The user password MUST be the same as in the Central site configuration

Modify 5G5x User,

Warning: Applet Window

6711420722

Note: This configuration will be used for authentication when the IP device
initiates a dynamic connection.

Congratulations: You have now completed the Remote SG
Configuration

7. IP Office Configuration

The following IP Office configuration will provide the basic configuration to have locally connected
phones and remotely connected phone connect.

© 2001 Avaya Inc. All rights reserved.
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Step 1a: Log into the IP office Manager

1% Enter Operator Name and Password

[ Adrministrator

Step 1b: Log into the IP office by clicking on the folder icon.

&) BOOTP ()
Operator (3]

ERE]

Step 2: Configure the IP address of the IP Office.

© 2001 Avaya Inc. All rights reserved.
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-z.'.i Manager [255.255.255.255] [C:%\Program Files\...3\M anageri) 0OEOOFO00GCEF.cfg

File Edit Miew Tools Window Help

=N

= BOOTF (1]

T gB) UD=O0FODGCf 192,168 MAE
51 [E] Operater (3]
B@ System DDEDOTO0ECEF IF Address [152188.421

~[] Line [0 ; YIRS
5 Control Unit (3] (Al (e [i402.6in

25 HuntGroup (1)
Shartcade (58]

;g Service (0]

&3 RA&S (1)

i % Incoming Cal Fiouts (2)

wAaMPort (0]

Drirectory (0]

TimeProfile (0]

&l FirewallProfile 1)

BT IPRioute (2]

132.168.99.0

P 0.0.0.0

8 LeastCostRoute (0]

I License (0]

a AccountCode (0]

= & EF11 System(1)

[

E Extensian [13)

- User [15] oK | Cancel | Help
E

S

Step 2: Select and Configure the System parameters

3% Configuration Tree

BOOTF (1) M ame 1P ddr 1Pk a=k ]
=rstor B 00OE 00F00ECER 192.168.42.1 255.255.255.0
em 00

e (0]

Contral Lnit [3]
Ex=tension [13]

User [15)
HuntGroup (1]
Shortcode [52)
Service [0)

RAS (1]

Incoming Call Route (2]
B AR Port [0]
Directory (O]
TimeProfile (O]
FirewallProfils [1]
IFRoute [2]
192.1e2.939.0
onoon

------------ £ 8 LeastCostRoute [0)
[ License (0]

[# AccountCode (0]
&%= E311 Spstermn(1]

Step 2a: Enter the password and TFTP server address.

MName Locale

Password I********— Confirm Password I"*’“""""‘—
onitor Password I— Confirm Monitor Password I—
Tirne Offzet [hours) I— License Server P Address W
TFTP Server IP Address [tszTeed422 |
Time Server P Address IUUDU—

Ok I Cancel Help

TIT T eI T
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Step 3: Configure the Control unit IP address

BOOTR (1)

Operator (3]
B System OOEOOFO0ECEF

Line (0] Unit Type IIP403 00e007006cef
ine i
= . 00=007006cef
Contral Unit (3) = Wersion [13:32) c =e
= Serial Mumnber IDDeDD?DDBcef

Cantrol Unit P &ddress 192.168.42.1

Interconnect Mumber I

Interconnect Class CPU

IP Address Serial Mumnber

= Device Mumber |1 192.168.42.1 00e007006cef

Shortcode (58]
Service (0] oK I Cancel | Help |

RAS (1)
Incoming Call Route [2)

wishPort (0]
Diirectory [0]
TimeProfile [0]
B® FirewallProfile (1)
T IPRoute (2)
H7 192.168.99.0
0.0.00
@ LeastCostRoute [0)
D Licenze [0]
@ AccountCode (0]
# ES171 System(1]

Step 3: Configure extentions locally connected to the IP Office.

Highlight and configure one of the pre-configured extentions

I2 Extension 203 O[]
+ BOOTI Euin | :
[ Operat

W Svstenn | Estenzion [0 IE?’
Line (0
Contro | | E gtension Iﬁ

Caller Dizplay Type IEIn j

Equipment Clagzificationr——————————
* Standard Telephone

" Paging Speaker

" Quiet Headset

0k I Cancel | Help |

Step 3a: Configure extensions for remotely connected phones to the IP Office.

Right mouse click in pane to get option to create a new extension.
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vl Configuration Tree =] =

BOOTR(N) = I Extension I Caller Display I Paging |

[+ Operator [3) i o e
@ Syster O0EO07006CEF S
Emen[nﬂu it (2] s 2
= oo @7 205
[— |I:| Estension [13] 2 202
73 206
L= Extriz20 On
B 2002 Extriz21 On
B 2003 Extri222 On
a3 207
&7 208
a1 209
95 210
Wiew
Edit
;k Uzer [15] Helw
[ %E HuntGroup [1] o

Shortcode (58] Delete

Service (0]

Ras (1)

Incoming Call Route [2]
= WwiaNPart (0]

Directaory (0]
TimeProfile (0]

B® FirewallProfile (1) =

Step 3b: Configure extensions for remotely connected phones to the IP Office.

|2 ¥PN Extension Extn220 = =1
Estn |volP |
Estension |D | Eig
E stension
Caller Dizplay Type IDn j

Equipment Classification————————
{+ Standard Telephone
™ Paging Speaker

" Duiet Headset

ak. I Cancel Help

j!; Uszer [15]

HuntGroup 1]
[+ Shartcode (58)
= g Service (0]
Ras (1)
% Incoming Call Route [2]
= WaNPort (1)

Directary (0]
. TimeProfile [0]
B FirewallProfile (1) =

Step 4: Configure Users.
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v Configuration Tree

BOOTP (1)
Operator (3]

- System OOEOO7O0ECEF
Line (0]

Contral Unit [3]

5] Extension (13)

5% User [15]

- Fiemotetd anager
- Maollger
58 Extn2

5% Exn202
5% Exriz03
9% Extniz04
-5 Extn205
5% Extn206
5% Exn207
5% Exriz208
5% Extni209
-5 Extn210

¢ HuntGroup (1]
Shortcode (58]
Service [[]

RAS (1)
Incoming Call Route [2)

= WwiaNPort (0]
£y Directory (0]

_[00]
Mame Etension Options Forwarding
S bab 222 WoiceMail
ﬁ Extn201 2m WoiceMail Callw aiting
jk Extn202 202 Yoicetail Callw/aiting
ﬁ Extn203 203 Yoicetail Callw/aiting
jk Extn204 204 Woicebd ail Callw/aiting
ﬁk Extn205 205 Woicebd ail Callw/aiting
ik Extn206 206 Woicebd ail Callw/aiting
ﬁ Extn207 207 WoiceMail Callw/aiting
ﬁ Extnz03 208 YoiceMail Callw/aiting
ﬁ Extn203 209 Yoicehail Callwaiting
i&ExthID 210 Yoicehail Callw/aiting
e i 221 VaiceMail
Sejoel 220 “oiceMail
NoUser YoiceMail Outward Restrict
HemoteManager WoiceMail Dialln
Wiew
Edit
b Hew

Delete

Step 4a: Configure Users.

This will allow configuration of the user name, password and the extension that will be configured on the
remotely connected phone.

4 Uszer joel =[O - o =
Dial In |

“oiceR ecording |
| woicemal | owp |

ButtonProgramming |
ShortCodes | Sourcetumbers |

Llger Telephomny | Forwarding

Mamne joe

Password

Caonfirm Pazsword

""" Full Name I

______ Extension |22D

Locale ict

Fricrity

—
—

0k Cancel Help

T T

‘%‘ Incoming Call Route (2]
? waNPort (0

Q Directory [0]

=1l i ol

Step 5: Configure required default or static routes.

Right mouse click on right pane to add new
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$¥i Configuration Tree I [l
= BOOTF (1] [iPaddess — TiPMask [Gateway | Desinaton [ Metic
3} Operator [3) 192.168.42.10 LANT 1
= fPS‘E[rD"] U0E00700SCEF G 192.188.99.0 255,255, 255.0 Femotebanager
e
B Control Unit (3)
e Extersion [13]
B User [15)
[ HuntGroup (1]
B Shertcads (58)
Service (0]
B RAS (1)
B Incoming Call Route (21
() WEANPort [0)
Directony (0]
- TimeProfils (0]
- @% FirewallProfile (1]
S IPRouts [2]
: 192,168.99.0
e HA 000D
£33 LeastCostRouts (0]
[ License (0]
@ AccountCode (0]
e EF11 Spsteml(1]
P | 1 el

3% Configuration Tree
[ EOOTF (1] estination I etric
Operator ] IP Address | o p
@ System DOEOD700ECEF [——
Lo ] IP Mask | g
Contral Urit (3] 192.168.42.10
Bl Estension (13] Gateway IP Address I
Fe User[15] Drestination LaM1 i
efy HuntGroup [1] I J
Shortcode (58] Metric |1
Service (0]
% RAS 1] ™ ProswsRP
3] Ihcaming Call Route [2]
= waNPart () gk I LCancel | Help

Drirectony (0]
TimeProfile (0]
B% FirewallProfile [1)
P IPRoute (2]
192168.93.0
no.oo
@ LeastCostRoute (0]
[ License [0)
B AccountCode (0]
] ¥ EA11 Syster1]

Step 6: Save the configuration and update the IP Office unit.

Congratulations: You have now completed the basic IP Office
Configuration.
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