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Abstract

These Application Notes describe a solution comprised of Avaya Communication Manager,
Avaya SIP Enablement Services (SES), and Intervoice MediaServer. The Intervoice
MediaServer (MS) is SIP based VolP software which provides an IVR driven-menu for
executing Voice Extensible Markup Language (VXML) based applications. For the purpose of
compliance testing, several demo VXML IVR applications were provided by Intervoice to
exercise SIP call flows with SIP and non-SIP telephones. The Intervoice MS is configured as a
trusted host in Avaya SES and a SIP trunk is established between Avaya SES and Intervoice
MS.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe a solution comprised of Avaya Communication Manager 4.0,
Avaya SIP Enablement Services (SES) 3.1.2, and Intervoice MediaServer (MS) 3.5. The
Intervoice MS is a SIP based VolP software which provides an IVR driven-menu for executing
Voice Extensible Markup Language (VXML) based applications. For the purpose of compliance
test, several demo VXML IVR applications were provided by Intervoice to exercise SIP call
flows with SIP and non-SIP telephones. Intervoice MS is configured as a trusted host in Avaya
SES and a SIP trunk is established between Avaya SES and Intervoice MS.

Figure 1 illustrates a sample configuration consisting of Avaya S8710 Servers, an Avaya G650
Media Gateway, an Avaya SES server, and the Intervoice MS’s. Avaya Communication
Manager was installed on S8710 Servers. The solution described herein is also extensible to
other Avaya Servers and Media Gateways. For completeness Avaya 4600 Series SIP IP
Telephones, Avaya one-X™ Desktop Edition, Avaya 4600 Series H.323 IP Telephones, and
Avaya 6400 and 8400 Series Digital Telephones are included in Figure 1 to demonstrate calls
with the SIP-based Intervoice MS and Avaya SIP, H.323, and digital phones. The analog PSTN
phone is also included to demonstrate calls routed by Avaya Communication Manager to the
Intervoice MS.

The Intervoice MS is configured as a trusted host in Avaya SES. This setup does not require
administration of SIP extensions in Avaya SES and Intervoice MS and avoids the overhead of
periodic registrations with Avaya SES. The Intervoice MS is configured with G711 and G729
using RFC2823 for DTMF.

Typical call flows in this configuration between Avaya Communication Manager and Avaya
SES, and the Intervoice MS are as follows:

e Calls originate from PSTN, H.323 or SIP trunks/endpoints to a destination number
associated with the Intervoice MS.

e Avaya Communication Manager uses Automatic Alternate Routing (AAR) to route the
calls to Avaya SES over SIP trunks.

e Avaya SES matches the dialed string to route the calls to the Intervoice MS.

The Intervoice MS either completes the call or transfers the call to an extension in Avaya
Communication Manager by sending a REFER message to Avaya SES.
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Figure 1: Sample configuration
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2. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration
provided:

Equipment Software/Firmware
Avaya S8710 Server Avaya Communication Manager 4.0.0
(R014x.00.0.730.5)
Avaya G650 Media Gateway -
TN2312BP IP Server Interface HW12, FW039
TN799DP C-LAN Interface HWO1, FW024
TN2302AP IP Media Processor HW20, FW116
Avaya SIP Enablement Services Server 3.1.2 (SES-3.1.2.0-309.0)
Avaya 4600 Series IP Telephones 2.3 (4602SW H.323)

2.5 (4625SW H.323)
2.2.3 (4610SW SIP)
Avaya one-X Desktop IP Phone R2.1 SP1
Avaya 6400 and 8400 Series Digital Telephones -

Analog Telephone -
Intervoice MediaServer 3.5
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3. Configure Avaya Communication Manager

This section describes a procedure for setting up a SIP trunk between Avaya Communication
Manager and Avaya SES which includes steps for setting up an IP codec set, an IP network
region, a signaling group and its interface. Before a trunk can be configured, it is necessary to
verify if there is enough capacity to setup an additional trunk. Configuration in the following
sections is only for the fields where a value needs to be entered or modified. Default values are
used for all other fields. These steps are performed from the Avaya Communication Manager
System Access Terminal (SAT) interface. Refer to [1] for additional details.

3.1. Capacity Verification

Step Description
1. | Enter the display system-parameters customer-options command. Verify that there are
sufficient Maximum Off-PBX Telephones — OPS licenses. If not, contact an authorized
Avaya account representative to obtain additional licenses.
display system-parameters customer-options Page 1 of 10
OPTIONAL FEATURES
G3 Version: V13
Location: 1 RFA System ID (SID): 1
Platform: 8 RFA Module ID (MID): 1
USED
Platform Maximum Ports: 44000 1194
Maximum Stations: 36000 446
Maximum XMOBILE Stations: O 0
Maximum OFF-PBX Telephones - EC500: 5 0
Maximum OFf-PBX Telephones - OPS: 200 70
Maximum OFF-PBX Telephones - PBFMC: O 0
Maximum OFfF-PBX Telephones — PVFMC: O 0
Maximum OFF-PBX Telephones - SCCAN: O 0
(NOTE: You must logoff & login to effect the permission changes.)
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Step

Description

Proceed to Page 2 of OPTIONAL FEATURES form. Verify that the Maximum
Administered SIP Trunks field is configured to accommodate the SIP trunk
requirements. If not, contact an authorized Avaya account representative to obtain
additional licenses.

Note: Each SIP call between two SIP endpoints (whether internal or external) requires
two SIP trunks for the duration of the call. The license file installed on the system controls
the maximum permitted.

display system-parameters customer-options Page 2 of 10
OPTIONAL FEATURES

IP PORT CAPACITIES USED

Maximum Administered H.323 Trunks: 400 298

Maximum Concurrently Registered IP Stations: 1000
Maximum Administered Remote Office Trunks: O
Maximum Concurrently Registered Remote Office Stations: O
Maximum Concurrently Registered IP eCons: 0O

Max Concur Registered Unauthenticated H.323 Stations: 100

Maximum Video Capable H.323 Stations: 100

Maximum Video Capable IP Softphones: 100

Maximum Administered SIP Trunks: 5000 253

ORPOOOON

Maximum Number of DS1 Boards with Echo Cancellation: 0
Maximum TN2501 VAL Boards: 10
Maximum G250/G350/G700 VAL Sources: 0
Maximum TN2602 Boards with 80 VolP Channels: 128
Maximum TN2602 Boards with 320 VolP Channels: 128
Maximum Number of Expanded Meet-me Conference Ports: 0O
(NOTE: You must logoff & login to effect the permission changes.)

OrOO0ORro
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3.2. IP Codec Set

This section describes the steps for administering an IP codec set in Avaya Communication
Manager. This IP codec set is used in the IP network region for communications between Avaya
Communication Manager and Avaya SES.

Step Description

1. Enter the change ip-codec-set <c> command, where ¢ is a number between 1 and 7,
inclusive. IP codec sets are used in Section 3.3 for configuring an IP network region
to specify which codec sets may be used within and between network regions. For the
compliance testing, G.711MU and G.729AB were used and Media Encryption was
set to none as encryption is currently not supported for SIP telephony.

change ip-codec-set 2 Page 1 of 2
IP Codec Set

Codec Set: 2

Audio Silence Frames Packet
Codec Suppression Per Pkt Size(ms)
1: G.711MU n 2 20
2: G.729AB n 2 20
3:
4:
5:
6:
7:
Media Encryption
1: none
2:
3:
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3.3. IP Network Region

This section describes the steps for administering an IP network region in Avaya Communication
Manager for communication between Avaya Communication Manager and Avaya SES.

Step

Description

1.

Enter the change ip-network-region <n> command, where n is a number between 1 and
250 inclusive and configure as follows:
e Authoritative Domain — This should match the SIP Domain value in Section 4,
Step 2.
e Intra-region IP-1P Direct Audio — Set to yes to allow direct IP-to-1P audio
connectivity between endpoints configured in Avaya Communication Manager or
Avaya SES in the same IP network region.
e Codec Set — Set the codec set number as provisioned in Section 3.2.
e Inter-region IP-1P Direct Audio — Set to yes to allow direct IP-to-1P audio
connectivity between endpoints configured in Avaya Communication Manager or
Avaya SES in different IP network regions.

change ip-network-region 2 Page 1 of 19
IP NETWORK REGION
Region: 2
Location: Authoritative Domain: devconnect.com
Name:
MEDIA PARAMETERS Intra-region IP-1P Direct Audio: yes
Codec Set: 2 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? y
UDP Port Max: 65535
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 1P ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y RSVP Refresh Rate(secs): 15
Idle Traffic Interval (sec): 20 Retry upon RSVP Failure Enabled: y
Keep-Alive Interval (sec): 5 RSVP Profile: guaranteed-service
Keep-Alive Count: 5 RSVP unreserved (BBE) PHB Value: 46
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Step Description

2. | Proceed to Page 3 of IP network region configuration and enable inter-region connectivity
between regions as per below. For this compliance testing, codec set was set to the IP
codec set configured in Section 3.2.

change ip-network-region 2 Page 3 of 19
Inter Network Region Connection Management

src dst codec direct Total Video Dyn

rgn rgn set WAN  WAN-BW-limits WAN-BW-limits Intervening-regions CAC IGAR
2 1 2 Yy NoLimit n

2 2 2

2 3

2 4

2 5

2 6

2 7

2 8

2 9

2 10

2 11

2 12

2 13

2 14

2 15

3.4. IP Node Names

This section describes the steps for setting an IP node name for Avaya SES in Avaya
Communication Manager.

Step Description

1. | Enter the change node-names ip command and add a node name for Avaya SES along
with its IP address.

change node-names ip Page 1 of 1
IP NODE NAMES
Name IP Address
CLAN-1A06 192.45 .100.147
MEDPRO-1A13 192.45 .103.148
SES 192.45 .52 .160
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3.5. SIP Signaling

This section describes the steps for administering a signaling group in Avaya Communication
Manager for communication between Avaya Communication Manager and Avaya SES.

Step

Description

1.

Issue the command add signaling-group <s>, where s is an available signaling group and
configure the following:

e Group Type — Set to sip.

Transport Method - Set to tls.

Near-end Node Name - Set to CLAN name as displayed in Section 3.4.

Far-end Node Name - Set to Avaya SES name configured in Section 3.4.
Far-end Network Region - Set to the region configured in Section 3.3.

Far-end Domain - This should match the SIP Domain value in Section 4, Step 2.
DTMF over IP - Set to rtp-payload (RFC2833).

add signaling group 10 Page 1 of 1
SIGNALING GROUP

Group Number: 10 Group Type: sip
Transport Method: tls

Near-end Node Name: CLAN-1A06 Far-end Node Name: SES
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 2
Far-end Domain:devconnect.com

Bypass If IP Threshold Exceeded? n

DTMF over IP: rtp-payload Direct IP-1P Audio Connections? y
IP Audio Hairpinning? N
Enable Layer 3 Test? n
Session Establishment Timer(min): 120
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3.6. SIP Trunking

This section describes the steps for administering a trunk group in Avaya Communication
Manager for communication between Avaya Communication Manager and Avaya SES.

Step Description
1. | Issue the command add trunk-group <t>, where t is an unallocated trunk group and
configure the following:
e Group Type — Set to the Group Type field value configured in Section 3.5.
e Group Name - Enter any descriptive name.
e TAC (Trunk Access Code) — Set to any available trunk access code.
e Signaling Group — Set to the Group Number field value configured in Section
3.5.
e Number of Members — Allowed values are between 0 and 255. Set to a value
large enough to accommodate the number of SIP telephone extensions being used.
Note: Each SIP call between two SIP endpoints (whether internal or external) requires
two SIP trunks for the duration of the call. The license file installed on the system controls
the maximum permitted.
add trunk-group 10 Page 1 of 21
TRUNK GROUP
Group Number: 10 Group Type: sip CDR Reports: y
Group Name: SIP-SES-DevConl COR: 1 TN:z 1 TAC: 110
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0O
Service Type: tie Auth Code? n
Signaling Group: 10
Number of Members: 150
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3.7. Dialplan/AAR/Route Pattern

This section describes the steps for setting the Dialplan, AAR digit analysis and Route Pattern in
Avaya Communication Manager for proper routing of calls from Avaya Communication
Manager to Avaya SES. These calls are ultimately destined for the Intervoice MS.

Step

Description

1.

Issue the command change uniform-dialplan <dialstring> where dialstring is the string
to match for the dialed number, and configure as follows:
e Matching Pattern — Set it to a value for routing calls to Avaya SES for proper
AAR digit analysis.
e Len - The dialed string length to be analyzed.
e Del-SettoO.
e Net- Settoaar.

change uniform-dialplan 5 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: 02

Matching Inserted Node
Pattern Len Del Digits Net Conv Num
54000 5 0 aar n

n

n

Issue the command change public-unknown-numbering <e>, where e is extension code
to be administered.

e Ext Len — Set to the length of calling party number.

e Ext Code — Extension Code to be administered. Set to 5 in this example.

e Trk Grp<s> - Trunk Group/s where the call is coming on.

e Total CPN Len - Length of the dialed number.

change public-unknown-numbering 5 Page 1 of 2
NUMBERING — PUBLIC/UNKNOWN FORMAT
Total
Ext Ext Trk CPN CPN
Len Code Grp<s> Prefix Len

5 5 21 5
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Step Description
3. | Issue the command change route-pattern <r>, where r is the number of the route pattern
to be administered.
e Grp No - Set to the Trunk Group provisioned in Section 3.6.
e FRL -SettoO.
change route-pattern 10 Page 1 of 3
Pattern Number: 1 Pattern Name: SES SIP
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 10 0 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
01234W Request Dgts Format
Subaddress
1: yyyyyn n rest none
2: yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyynn rest none
5:yyyyyn n rest none
6: yyyyyn n rest none
4. | Issue the command change aar analysis 5 and configure as follows:
e Dialed String — Set it to same value as Matching Pattern in Step 1.
e Total Min and Max — Set it to same value as Len in Step 1.
e Route Pattern — Set a value for a route pattern defined in Step 3.
e Call Type —Setto aar
e ANIReqd-Setton
Change aar analysis 5 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Percent Full: 2
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
54000 5 5 10 aar n
2 5 5 15 aar n
2 7 7 999 aar n
245 5 5 33 aar n
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4. Configure Avaya SIP Enablement Services

This section describes the steps for configuring Avaya SES to communicate with Avaya
Communication Manager and the Intervoice MS. The Intervoice MS will be configured as a
trusted host with Avaya SES and a host map will be created in Avaya SES for all the calls

destined for Intervoice MS. Refer to [3, 4] for additional details.

Step

Description

1.

Open a web browser, enter http://<IP address of Avaya SES server>/admin for the URL,

and log in with the appropriate credentials. Click on the “Launch Administration Web

Interface” link upon successful login.

On the SIP Server Management page:

e Click the + sign to expand the options under Server Configuration.

e Click System Properties.

e Verify the SIP Domain matches the Far-end Domain field value configured for
the signaling group on Avaya Communication Manager in Section 3.5.

AVAYA

Help  Exit

System Configuration simalex

of the format handledesanple.com

Edit System Properties
SE5 Versicn SES-3.1,1.0-114.0

Host Type homeyedgs

SIP Domain®* Ev\:nnn.-:t.cnm
Mate that the ONS doman is: devcannect.com

1 you are wasure about this feld, mast often the 510
domain should be the root lzvel ONS domain. For exzmple,
for & DNS doman of sastcoast.exampla com, tha 5IP
donain waoud likely be configured ta example, com. This
aliows SIP calls and nstant messages to users with handlas

Matwaork Properties

Licenza Host® Jlacahast

Local 1P 152.45.52. 160

M Local Name SES-DevCaonl. devconnect.cam
Lagical P 102.45.52. 160

Logical Namsa SES-Devionl. devoonnact, com
Gateway IF Address 192 45.52.1

Servers 1924552, 160
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Step Description
3. | To enable secure SIP trunking between Avaya SES and Avaya Communication Manager,
add a media server corresponding to Avaya Communication Manager from the SIP
Server Management page:
e Click the + sign to expand the options under Media Servers.
e Click Add.
Help Exit
L ;
B Manage Media Server Interfaces
List Media Servers List all media server interfaces .
Add Media Server Add a media server interface .
t/Import to Provision
Update
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Step Description
4. | Atthe Add Media Server Interface page, provision SIP Trunk parameters as follows
for connectivity to Avaya Communications Manager:
e SIP Trunk Link Type - Set to the Transport Method field value in Section 3.5.
e SIP Trunk IP Address - Set to the CLAN IP address as displayed in Section 3.4.
e Click Add when finished and then click Continue on the confirmation page (not
shown).
Help Exit
= .
Add Media Server Interface
Media Server Interface |88?1D
Mame*
Host [192.45 52,160 =]
SIP Trunk
SIP Trunk Link Type CTCP &TLS
SIP Trunk IP Address* |19z 45.100.147
Media Server
Media Server Admin Address |
{see Help)
Media Server Admin Login |
s Media Server Admin Password |
E:=-=:[:||:|I't,.-"'1r'r'|[:-||:|r't to Provision E‘:duegri-lin?ewer HEmIn EAES W I
AL Fields marked * are required.
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Step Description

5. | AHost Address Map is required on Avaya SES to direct outbound calls from Avaya
Communication Manager to the Intervoice MS. An Address Map is used to route the calls
based on the contents of SIP INVITE URI. To configure Host Address Map, do the
following:

e Click the + sign to expand the options under Hosts.

e Click Add Another Map.

AVAYA

Help E=xit

n
B List Host Address Map

Host 192.45,52,160
Commands Hame Commands Contact
Add Another Map Add Another Contact Delete Group

Add Map In New Group

figuration
Certificate Management
IM Logs
Trace Logger

Export/Import to ProYision
Update
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Step Description
6. | Onthe Add Host Address Map page enter the following:
e Name — Any descriptive name.
e Pattern — Expression to match the beginning of the URI.
e Click Add and then Continue on the next page (not shown).
Help E=xit
Top |
Users Add Host Address Map
Conferences
Host 192.45.52 160
Media !
Mame* |MSTRUNKING
Emergency Co
A Pattern® |~sip:54000
Update Al Replace URI W
List Fields marked * are required.
Migrate Home/Edge
. | id
Media Servers
xport/Import to Pro
Update
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Step

Description

The host contact that must be entered for the Address Map defined in Step 7 and is

configured as follows:

e Click Add Another Contact on the List Host Address Map screen displayed in

Step 6.

e Contact — Enter the destination IP address (ip_addr), port number (port) and
transport protocol (protocol) as follows:

sip:$(user)@ip_addr:port;transport=protocol.
In this example sip:$(user)@192.45.52.201:5060;transport=5060 is entered.
The IP address corresponds to the Intervoice MS IP address.

e Click on Add and then click Continue on the next page (not shown).

AVAYA

Help Exit

Top
B Users

Conferences

Host

Media Server Extensions

Emergency Contacts

Hosts
Update all
List

Adel

Migrate Home/Edge

Media Servers

Adjunct Systems

Trace Logger

Export/Import to ProVision

Update

AT; Reviewed:
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Step Description

8. | The IP Address of the Intervoice MS must be configured as a trusted host on Avaya SES.
As a trusted host, Avaya SES will not issue SIP authentication challenges for incoming
requests from the IP address of Intervoice MS.

The following steps are required to configure a trusted host in Avaya SES:
e Connect to Avaya SES using secure shell and log in using proper credentials.
e |ssue the trustedhost command at the Linux shell prompt.

o trustedhost -a MediaServer-1P-address -n SES-IP-address [ -c ‘comment
text']. In this example MediaServer-1P-address is set to 192.45.52.201
and SES-IP-address is set to 192.45.52.160.

e Important Step: Complete the trusted host configuration by returning to the
Avaya SES administration web page and click on Update in the left pane on the
Top screen.
AVAYA
Help Ezxit
m
W Top
Manage Users Add and delete Users,
Manage Conferencing Add an_d delete Conference
Extensions,
Manage Media Server Add and delete Media Server
Extensions Extensions.
Manage Emergency Add and delete Emergency
Contacts Contacts,
Manage Hosts Add and delete Hosts,
?::luaegrz Media Add and delete Media Servers,
?::tzﬁsﬂdjuntt 4dd and delete adjunct Systems.
Manage Services Start and stop server processes on
this host.

9. | Repeat Step 7 and Step 8 using the IP address of the second Intervoice MS. In this
example configuration, 192.45.52.101 was used as the IP address of the redundant
Intervoice MS.
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5. Configure the Intervoice MediaServer

This section describes the steps for configuring the Intervoice MS to communicate as a trusted
host with Avaya SES. This section assumes that the Intervoice MS software and Media Control
Center configuration utility are already installed and IP addresses are set. Configuration steps
described in this section apply only to the fields where a value needs to be modified or entered.
Default values are used for all other fields. Only relevant screens and configuration steps are
shown here. For further details refer to Intervoice MS documentation.

Note: Due to the page size, only the most relevant fields have been included in the screen shots.

Step

Description

1.

Open a web browser, enter http://<ip address of MediaServer>:8074/ccportal/ for the
URL, and log in with the appropriate credentials.

2.

Select the System View button on the top, click Preferences and click Add Node.

-'ahttp:,.-",.-"192.45.52.ZI]1:BI]TI],.w"ttpnrtal,.-"pnrtal,.-"media—type,.-"html,.-"rnIe,.-"admin,.-"page,.-"default.p;n1l,-"js_pan i Dlll

File Edit View Favorites Tools Help ﬁ
GBack + = - (D fat | Qsearch [GFavorites Media (% | E-S =

Address I’-G;'] http: {192 45,52, 201 8070/ ccportalfpartalfmedia-type/htmlfrole fadminfpage/def ault. psmifis_pane/P-Fedf794942-10000 j @Gn |L|nks »

Ssnaglt ' |@v

iviadmin Last Login Time: 6/19/07 9:28:25 AM =l

intervoice Lowalid Logon Attempts: 0

About | Node View | System View | Logout | Edit Account

Sysktem View Preferences

View /Edit Configuration 7
VYiew fEdit Configuration

Name Primary Type Actions
Wiew/Edit Node Types Unassigned Partitions

Unassigned Nodes
Wiew/Edit Services Add System Add Partition Add Node

Configure Time Restriction

Wiew Portlets

Configure Portal

Properties %
Configure Thresholds

Control Database
Configure Database

Configure Bean Server
Wiew License

Wiew audit Log
Query Audit Log History

Wiew /Edit Service
Providers

Wiew/Edit PALs Ll

|&] pone l_ l_l_ # Internet 4
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Step

Description

On the Add Node screen, configure as follows:
¢ Node Name — Enter any descriptive name.

e Node IP — Set to the IP address configured for Intervoice MS.
e Click Submit.

<3 Add Nodes - Microsoft Internet Explorer I =]
File Edit Wiew Favorites Tools  Help i
GBack + = - (D fat | Qsearch  [GFavorites  ElMedia ¢4 | E-S = [}g

Address Iﬁj http:,f,f192.45‘52.201:8D?D,iccpnrtalfpnrtalimedia-type,l’html,l’rnle,l’adm\n,l’page,l’default.psmI?eventSuhmit_dnShnwnndeadd:add&js_j @GU | Links ** eSnagIt 1~ "@ =
i . iviadmin Last Login Time: 6/19/07 9:28:25 AM =
intervoice / About | Jode View | System View fﬂ_.fjﬁ'd?f:::;i

System View Preferences

View/Edit Configuration

Node Name

Jhs1

|192.45.52.201

Wiew/Edit Mode Types
B Corvice MNode IP

Wiew/Edit Services Partition:
Confiqure Portal .

Configure Time Restriction Secondary Types

Wigw Portlets Available Assigned
Configure Portal

Properties Add

Configure Thresholds Remove

Control Database
Configure Database

onfigure Control Cente Advanced

Configure Bean Server Submit | Cancel |
Wiew License

Wiew audit Log
Query Audit Log History

|
Wiew /Edit Service
Providers
Wiew/Edit PALs Ll
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Step Description

4. | Atthe System: All screen, configure as follows:
Select the Node View on the top and then select Configure.

[}

¢ Click Add in the Configurations line to display the node configured in Step 3.
e Click Add Product and select the Media Server 3.5 from the list of choices.

e Click Submit.

=18l x|

3 Configuration Overview - Microsoft Internet Explorer

File Edt View Favorites Tools  Help

daBack v = - (D 7t | Dizearch [GFavorkes Media oH | == |
Address Iﬁj hittpe 192,45 .52, 20118070/ ceportaljport al/media-type himl raley adrmin)page nodeview, psrl j PGo | Links > 65”59“ ' |'@ s
" iuiadmin Last Login Time: 6/28/07 11127126 M =
i i Systerm: A Invalid Logon Attempts: O
intervoice / Y About | Mode view | iystem View | Logout | Edit Account
All Servers Confiaure Manage
Configuration Overview =
| Name Actions
(1 Global Configurations
i [B] CCHML-AppServer Mapping Edit
Active | Actions
Add

Configurations
Add Product Delete

£ B MS1 (192,45 52 201)

DIMEdiﬁGﬁtewﬁy -I Add Type Delete
Media Gatewa:

[hedia Server 3.6

Fesert |

=
=] l_’_’_|. Inkernet
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Step Description
5. | Only one screen shown for following steps:
e Click + in the MSL1 line to expose the Media Server 3.5 line.
e Click + in the Media Server 3.5 line to expose Telephony Core line.
e Click Add Type and select Telephony Core from the list of choices.
e Click Add and the next line with New Config Description appears.
Note: This step is repeated for all the features being configured like Telephony Core,
HAL HMP Configuration, etc.
<2} Configuration Dverview - Microsoft Internet Explorer =& x|
File Edt “iew Favorites Tools  Help
daBack + = - (D 7 | Qsearch  [GelFavorkes  Mediz (4 | e == E|
Address I@ http:/f192,.45,52,201:8070 ccportalfportal/media-typefhtml rolefadmin/page/nodeview, psmlfjs_panefP-1134460e206- 10000 j ﬁGo |L|nks > eSnagIt =1 @ -
[:I Global Configurations ﬂ
i [5] cCXML-AppServer Mapping Edit
Acti\re| ‘ Actions ‘
i | Configurations Add
=) ) MS1 (192.45.52.201) Add Product Delete
£1{1 Media Server 3.5 Add Type Delete
EDITeIephony Core j Add Delete
E---INEWC:mﬁg Description Delete
= [HAL HMP Configuration =] Add Delete
E---|NE\u\fCDmig Diescription Delete
EH:IlCaH Control Configuration j Add Delete
INEWCDmig Diescription Dolats
EH:I Application Routing j Add Delete
i | Telephony Core uelete
Supplementary Services —
HAL TOM Configuration |
HAL HMP Configuration
S o " [re]
LML Browser Configuration |
LApplication Fouting i
Dynamic Log Confiquratio k
PHET Configuration
intervoice —
|®j ’_’_’_" Internet =
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Step Description
6. | Select Port to Line Mapping in the left pane of the Configure screen and configure as
follows:
e At the Boards line, click Add Board and BoardID line appears.
e Atthe BoardID line, click Add Span and the next three fields appear.
e Total physical Ports — Set to a value depending upon available licenses.
e Click Submit.
B MTCS Server Configuration - Microsoft Internet Explorer B =& x|
File Edt “iew Favorites Tools  Help
daBack + = - (D 7 | Qsearch  [GelFavorkes  Mediz (4 | e == E|
Address I@ hittpe /192, 45.52,201; 8070/ coportalportal/media-type/html rolef adminfpage, Frokcs, psmlfis_pane P-10930F919a3- 1007 j @G |Llﬂk5 > eSnagIt el |@ o
intervoice System: Al st e s
Configure
Seryer
If'.urt Tg}ine Mapping | |Actions |
20diey virgLLany ED Fo Add BDard
B BoardID lgi Add Span Delete
= Span 1D 1 Delete
. First Physical Part IW
First Logical Paort
Tatal physical Ports l2 '
Rever |
[
|®j ’_’_’_" Internet
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Step

Description

Select the Active radio button associated with the Telephony Core feature and click

Submit to activate.

Note: This step is repeated for all the configured features like Telephony Core, HAL HMP

configuration, etc.

a Configuration Overview - Microsoft Internet Explorer

x|

daBack + = - (D 2 | Qsearch  [GelFavorkes  Mediz (4 | e == E|
Address Iﬁj http:/f192,.45,52,201:8070 ccportalfportal/media-typefhtml rolefadmin/page/nodeview, psmlfjs_panefP-1134460e206- 10000 j 6)60 |L|nks ”| @5nag[t =1 |@ -
" iviadmin Last Login Time: 6/27/07 4113151 PM =
i i System: A Tnvalid Lagen Attempts: 0
intervoice o L4 About | Hode View | System Wiew | Logout | Edit Account
All Servers Configure Manage
[:I Global Configurations 2l
i [B)] CCxML-AppServer Mapping Edit
Active| Actions
ca Configurations Add
£} ) MS1 (192.45.52.201) Add Product Delete
E1{ 1 Media Server 3.5 Add Type Delete
EDTelephuny Core Add Delete
o 'INEW Config Description Edit Copy Delete
211 HAL HMP Configuration Add Delete
o 'INEW Config Description Edit Copy Delete
EH:I Call Control Configuration Add Delete
e 'INEW Config Description Edit Copy Delete
EH:I Application Routing Add Delete
o &l [New Config Description Edit Copy Delete ] |
[
& [ [ [ mtemet
8. | Repeat Step 5 but select HAL HMP Configuration.
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Step Description
Select View/Edit Boards in the left pane of the HALHMP screen and click Edit.

x|

File Edt ‘ew Favorites Tools

daBack + = - (D 7 | Qsearch  [GelFavorkes  Mediz (4 | e == E|
@Snaglt rﬂJ |@ -

Address I@ httpiff192,45,52.201 :SD?DJ‘ccportah’nortaIJ‘media-tyDe;’htmlJ‘role,l'adm\nfDageJ‘halhmp?cngamE=New°.-’o2DCDnfig%ZDDescr\pt\on&cngype:HALFﬂ 6)60 | Links >*
iviadmin Last Login Time: 6/19/07 9128:25 AM 1=
Invalid Logon Attempts: O

a http:,.-",‘-"l92.45.52.20l:ﬁl]?l],.-"ttpnrtal,‘-"pnrtal,;"media—type,.-"html\.-"rnle,«"adnﬂn,«"page,.-‘halhnlp'?tngan1e=New Co - Microsoft Internet Explor:

Help

System: All
About | Hode View | System Wiew | Logout | Edit Account

intervoice o

HALHMP

View/Edit Boards

DTMF Payload & Fax =
vetem YOIP P o | Board ID | Artions
System VOIP Registration | o Edit Delete

System WOIP Configuration |

Add Board

Subrnit Revert |

intervoice

’_ ’_ ’_ " Internet
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Step

10.

Description

Select Board in the left pane of the HMP Board screen and configure as follows:

e |P Address — Set to the IP Address of the Intervoice MS
e Protocol Name — Set to SIP.

e Click Submit.

3 HAL HMP EDIT BOARD - Microsoft Internet Explorer

==l
File Edt ‘iew Favorites Tools  Help k
HBack - = - @ 7 | @Saarch [ Favorites @Media @ | %v = =
Address I&j http:,l’,l’]gZAS.SZ.ZDl:SU?UJ‘ccDortal;’nortaIJ‘medla-type;’html;‘role,l’adm\nfuage;‘chl\dhmp?boardId=U&cfgName=New%2ElCDnF\g“foZDDescr\pt\on&cj (->Go |Linls ”| @Snaglt ) |@ -
. . fuiadmin Last Login Time: 6/19/07 9:28:25 AM =
intervoice / Srelenn Al About | Node view | System Wiew frgfﬁ?n:d?:t:::;?nnt
HMP Board
Board
BOJM YULP Regisirduon
EIZ?;C Board 1D 0
1P Address 192.45.52.201|
Protocol Mame (= 2

Submit | Revert |

intervoice
B
|&] bone ’7,7’7" Inkernet
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Step Description
11. | Select Codec in the left pane of the HMP Board screen and configure as follows:
e Click Add at the next screen (not shown).
e Codec Family — Set to the Audio Codecs field value configured in Section 3.2.
o Type — Set to the Audio Codecs field value configured in Section 3.2.
e Frame Size — Set to the Packet Size field value configured in Section 3.2.
e Repeat above steps to add additional codecs.
e Click Submit.
=181 x]
File Edt “iew Favorites Tools Help
GmBack + = - (D a1 | @ssarch  [EFavorktes  FiMedis £ | - & =
Address I@ http:ff192 45,52, 2018070/ ccportal{portal/media-typefhtmlfrolefadminfpage/childhmp. psml/is_pane/P-1070b33dE Lre1e7a4-3301 ﬂ @Gn Links ** eSnagIt e |@ -
iviadmin Last Login Time: E_\le.I’DT NIZBIE5 AM ;I
intervoice / : Systenpesll About | Mode View | Systen Wiew irgfj?ogd?:t::::rnot
HMP Board
- Codec - Board 0 ek ?
Board WOIP Registration Codec Information
:::n;:ﬂc Codec Family —Type— m Frames per Packet Actions
[Griin 3 | [ = Delete
23 —
Submit I Rewvert
intervoice
[-]
=] l_’_’_" Inkernet
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Step Description
12. | Select DTMF Payload and Fax from the left pane of the HALHMP screen and
configure as follows:
e DTMF Detect Scheme — Set to match the DTMF scheme used in Section 3.5.
e DTMF Payload — Set to 127.
e Fax Detect Scheme — Set to Reinvite T38.
3 VXML Properties - Microsoft Internet Explorer k == x|
File Edt “iew Favorites Tools  Help ﬁ
“HBack -~ = - @ 24 | @SBarch [l Favorites @Medla 8 | %v S =t
Address [{&] http:}}192.45.52.201 8070 ccportaljportalfmedia-typefhtmi rolejsdminjpage hahmp. psmifjs_pane/P-1070b331e1764-3301 | Pee |Links ? Sisnaglt |2 |@ -
iviadrnin Last Login Time: 6../"19}'07 9:28:25 RI\S =
intervoice / Sxstenpesll About | Hode View | System Wiew irgf;:?ogd?:t::::int
HALHMP
wiew [Edit Boards
DTMF Payload & Fax
| euimasiy v rateunssy ) DTMF Detect Scheme [ [RFC2833 -
T DTHF Paload fizz
Fax Detect Scheme
Submit I Rever |
intervoice
=l
|&] pane l_’_’_" Internet
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Step Description
13. | Select System VOIP Configuration from left pane of the HALHMP screen and
configure as follows:
e Type of Service — Set to DSCP.
e Type of Service Field — Set to a value between 0 and 63.
e Outbound Proxy Address — Set to match the Local IP address displayed in
Section 4, Step 2.
e SIP Contact Header IP — Set to the IP address of the Intervoice MS Node IP
configured in Section 5, Step 3.
A YAML Propesties - Microsolt intemet Explerer =]
Fle Edb Wew Favoeles  Toos  Help : é
capock - = - D[] oY | Qsewrch [aFsvarss Freds 3 - o o] _
Adcveess (] bitpfi 2,445, 52, T02:000 fecpart allortalkresdin-£ymeeihid b acinnage fhalhemc. ek s_paneF-3 07001 2] Pac- SarT3 =l P |lﬂs PG |6
rebadiein Lagt Lagie Timen 6003007 928135 AR =l
intervoice - System: All Akt | Hoide Wiew | Svstem Ve f'::if.:i?’:";fm
HALHMP
:iew."Edi‘l.Eluer-l.ls
DFMF Payload & Fax Enabla Racard AGD =)
Fﬁh—l—lﬂhﬂ.ﬂl—l—lﬁi Enabls TCP
;:::r:'u ;ﬂ;;zwumm BCM Encadireg (M for GP 118 Codiecs)
Canfiguratian Type of Sereice
Trpe af Servics Field
dutbeund Prasy sdd-ass 18z 4552 160
SIF Carcack Hasder 1P 15 45 52 201
Inbound SIP Header Keys F Rations
Addd
Subenit | Pt |
& g i
14. | Repeat Step 7 and but select HAL HMP Configuration.
Repeat Step 5 but select Call Control Configuration.
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Step Description
15. | Select Telephony from left pane of the Call Control Configuration screen and configure
as follows:
o Click Delete at the next screen. [Not Shown]
e Select VolP for the Server Type field and click Submit.
ST
File Edt “iew Favorites Tools  Help ﬁ
“HBack -~ = - @ 24 | @SBarch [l Favorites @Medla 8 | %v S =t
Address Iﬂj http:,f,f192‘45.52.201:SD?Df[[DnrtaI)’DnrtalfmEdia-tyDEfhtmlfnjlE,l’adm\ru’Dageff[E?(FgName=New%ZDCDr|F\g%ZDDEsEr\pbnn&(ngypE:CCNTRLaﬂ @Go |Links = @Snaqlt e |@ -
. Y . iviadmin Last Lagin Ti{ne: ?Q’ILWDT 9":28:25 AI\S 1=
intervoice / Sxstenpesll About | Node View | System Wiew |M?ogdi3::::int
Configure
Telephony - New Config Description ck P
Telephony
Transfer Connect | ‘Actiuns |
Trurk Groups £ ) Server192.45.52.201
Qutbound Calling Server Type Add Line Group
Route Definitions
Route Selections
CTI
Revert | oo
[
=] l_’_’_" Inkernet
16. | Repeat Step 8 and but select Call Control Configuration.
Repeat Step 5 but select Application Routing.
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Step Description
17. | Select Rules from left pane of the Route Table screen and configure as follows:
e Click Create Rule on the next screen (not shown).
e Application Type — Set to the type of Application to be used. Set to
application/voicexml+xml, a VXML application in this example.
e Application URL - Physical location of the VXML application on the Intervoice
MS.
e Click Submit.
LI
File Edt “iew Favorites Tools Help
Ghack » = - @D (7] A | Qsearch GgFavorites Fiveda oF | BN S =
Address [] hiep:/192.45.52.201:8070/ccportaljportaljmedlia-typefhkmlrolefadminfpageffroutetab. psmireventsubmic_doShowereatesisEdit=Falsetqs_peids ™| @Gn |Links 2| 5naglt | |@ -
Configure
s Create Rule - New Config Description ek ?
Ruem [T
ant Ay
onis fany
Line Range Janv | [
application Method [g=t 7]
aApplication Type [applicationfvaicexmleml x|
application URL ffile:ffd:/Program Filesfintervoice/media server for voip/applitest:
intervoice
=
& [T e
18. | Repeat Step 7 but select Application Routing.
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6. Interoperability Compliance Testing

The focus of the interoperability compliance testing was primarily to exercise the Intervoice MS
IVR solution using DTMF. Tests were done to verify that the Intervoice MS is able to recognize
DTMF commands and take appropriate action for calls originating from SIP, H.323, digital,
analog and PSTN phones using Avaya SES and Avaya Communication Manager.

6.1. General Test Approach

The general test approach was to place calls from any phone to establish a call into the Intervoice
MS and exercise the supported features. The main objectives were to verify that:

The Intervoice MS successfully initiates and terminates calls to IP and non-IP
telephones.

The Intervoice MS successfully executes a blind transfer.

The Intervoice MS successfully shuffles for VoIP calls.

The Intervoice MS successfully handles DTMF.

The Intervoice MS successfully handles T.38 fax.

The Intervoice MS successfully handles signaling and RTP traffic on separate Ethernet
cards.

The Intervoice MS successfully prioritizes traffic.

For serviceability testing, failures such as cable pulls and hardware resets were applied.
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6.2. Test Results

The test objectives of Section 6.1 were verified. For serviceability testing, the Intervoice MS
operated properly after recovering from failures such as cable disconnects, and resets of the
Intervoice MS, the Avaya SES server, and Avaya Communication Manager. For redundancy
testing, the calls were successfully handled by the redundant Intervoice MS. Calls placed into the
Intervoice MS were successfully shuffled.

The following observations were made during testing:
e The Intervoice MS operates only with UDP as the SIP transport protocol.
e The Intervoice MS supports only Layer-3 QoS parameters.
e When calls were made using H.323 IP telephones, only the following scenarios were
supported:
0 In-band DTMF with any codec
0 RTP-Payload DTMF with G729

Intervoice Inc. expects to resolve the above observations in future releases.
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7. Verification Steps

Step

Description

1.

Verify all members for the SIP trunk group provisioned in Section 3.6 are in-service/idle.

From a SAT session:
e Issue the command “status trunk 10”.
e Verify that all members in Trunk Group 10 are in-service/idle.

2. | Verify that the Intervoice MS is properly configured as a trusted host using secure shell to
connect to Avaya SES server.
SES> trustedhost -L
Third party trusted hosts.

Trusted Host IP address | SES Host IP address | Comment
__________________________ e e e e e e e e e e e e e e e e e e e e e e S e e e e e e e e e e e e e e e e e e
192.45.50.201 | 192.45.53.201 | MS1

3. Place calls into the Intervoice MS and verify that it responds with an announcement and it
accepts the DTMF digits and takes action based upon the number entered.
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8. Support

For technical support on Intervoice Inc., consult the support pages at
http://www.intervoice.com/support or contact Intervoice Inc. technical support at:

e Phone: 1-972-484-1000
e E-mail: support@intervoice.com

9. Conclusion

These Application Notes describe a solution comprised of Avaya Communication Manager 4.0,
Avaya SIP Enablement Services (SES) 3.1.2, and Intervoice MediaServer 3.5. The Intervoice
MediaServer (MS) is SIP based VolP software which provides an IVR driven-menu for
executing Voice Extensible Markup Language (VXML) based applications. For the purpose of
compliance testing, several demo VXML IVR applications were provided by Intervoice to
exercise SIP call flows with SIP and non-SIP telephones. The Intervoice MS is configured as a
trusted host in Avaya SES and a SIP trunk is established between Avaya SES and Intervoice MS.
The compliance testing was successful with the exception of the issues noted in Section 6.2.

10. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com.

[1] Administrator Guide for Avaya Communication Manager, Issue 3.1, February 2007,
Document Number 03-300509

[2] Administration for Network Connectivity for Avaya Communication Manager, Issue 12,
February 2007, Document Number 555-233-504

[3] SIP Support in Release 3.1 of Avaya Communication Manager, Issue 7, May 2007,
Document Number 555-245-206

[4] Installing and Administering SIP Enablement Services R3.1.2, Issue 4, May 2007, Document
Number 03-600768

Product documentation for Intervoice Inc. products may be found at http://www.intervoice.com.
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