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Abstract

These Application Notes describe the configuration steps required for the Apolo Emergency
Notification System (ENS) application by IgeaCare Systems Inc., to connect and interoperate
with Avaya IP Office systems. The Apolo ENS application interacts with IgeaCom devices,
also by IgeaCare Systems Inc, and telephone sets on Avaya IP Office systems.

Information in these Application Notes was obtained through compliance testing and
additional technical discussions. Testing was conducted via the DevConnect Program at the
Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for the Apolo Emergency
Notification System (ENS) application by IgeaCare Systems Inc., to connect and interoperate
with Avaya IP Office systems. The Apolo ENS application interacts with the IgeaCom 500 and
IgeaCom 700 by IgeaCare Systems Inc, and Avaya IP Office system telephones.

The Apolo ENS application is based on client/server computing architecture and is comprised of
more than twenty different client applications. The ConnexALL Notification Server (CNS) is
the core application, where the central database, licensing, and real time event processing are
dispatched and controlled. Each client application communicates directly with the CNS and is
functional as long as it is network operational.

Only the client applications that are relevant to the interface between Apolo ENS and Avaya IP
Office were addressed in compliance testing. These applications were:

e The Device Assignment Client (DAC) which permits staff members to view and modify the
assignment of callpoints' to their respective telephone on one or more Avaya IP Office
systems. DACs are deployed based on implementation strategy, which takes into account the
number of users making assignments, their level of access, and the location of DACs. Two
DAC clients were implemented in the compliance testing.

e The Active Alarms Client (AAC), which provides the same real-time display of active
callpoint and presence events found in every DAC. The AAC is intended for monitoring
positions within the facility where the complete functionality of a DAC is not required.

e The Popup Notification Client (PNC), which displays a callpoint event as a popup on a
Windows based Personal Computer (PC).

e The Virtual Wallboard Client (VWC), which can be used to display callpoint events on a
PC-based scrolling marquee.

e The Voice Response Client (VRC), which provides text-to-speech notification to any
telephony device, including overhead paging equipment, wired and wireless handsets, and
cellular telephones. In addition, the VRC client integrates the application with the facility’s
Avaya IP Office system to enable user interaction via touch-tone and voice menus. This
enables a user to send predefined messages to pagers and wireless handsets from any touch-
tone capable telephone set.

The Apolo ENS and client application were integrated into a Small Community Network (SCN)
infrastructure of Avaya IP Office systems. Avaya IP Office SCN networks allow dial plan
information to be shared between Avaya IP Office systems and are used to collectively ring
extensions across two (or more) Avaya IP Office systems by dialing a single hunt group

! The CNS communicates or receives information to the location(s) callpoint through Avaya IP Office or across the
server / client infrastructure. Callpoints are essentially endpoints that reside on Nurse Call Systems, Fire alarms,
Communication Systems, Security Systems, etc.
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extension. For the compliance testing, the IgeaCom500 was placed on an Avaya [P406 Office
V2 system while the IgeaCom 700 was placed on an Avaya [P412 Office system.

The IgeaCom devices were connected to Avaya IP Office analog telephone
configured to alert an individual telephone or a group of telephones.

ports and were

The configuration shown in Figure 1 below was used for the compliance testing of the Apolo

ENS and IgeaCom devices with the Avaya IP Office systems.
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Figure 1 — Network Configuration Diagram

Note: For test purposes, pulling the wireless pull cord, or pushing the wireless pendant button

are referred to as I[geaCom button pressing.
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2. Equipment and Software Validated

The following products and software were used for the configuration in Figure 1:

Product Software/Version
Avaya IP412 Office 4.0.10
Avaya IP406 Office V2 4.0.10
Avaya [P400 Phone Expansion Module 6.0.10
Avaya IP400 Digital Station Expansion Module 6.0.10
Avaya IP Office Manager 6.0.10
Avaya 4620 SW [P Telephone 2.3
Avaya 5620 SW IP Telephone 2.3
Avaya 2420 Digital Telephone 5.0
Avaya 5400 Digital Telephone 5.0
Avaya 3810 Digital Telephone Wireless n/a
Avaya C364T — PWR Converged Stackable Switch 4.5.14
Pika Technologies, Pika Monte Carlo Analog Board 6.3
IgeaCom 500 IC500-B1.4S 0807-0285
IgeaCom 700 IC700-B1.0S 0806-0017
IgeaCare Systems Inc. Infra-Red Programming Link n/a
IgeaCare Systems Inc. (for IgeaCom 500) V6.11
IgeaCare Systems Inc. — ACS (for IgeaCom 700) V6.08.3
PCs for Avaya IP Office Manager and IgeaCom Windows 2003 XP
Programming application Professional Service Pack 2

Table 1 — Product and Software Version

2.1. Pika Technologies

The Pika Monte Carlo Analog Board (Analog Board) must be installed into a networked PC to
allow the Apolo ENS application call control to function. Figure 1 displays the Analog Board
installed on the same PC running the Apolo CNS and VRC applications. The ports from the
Pika Analog Board are plugged directly into the Avaya IP 400 Phone Expansion module. This
simulates POTS telephone functionality controlled by the CNS application. In this case, Pika
Analog Board ports 0 and 2 were plugged into Avaya IP 400 Phone Expansion module port
extensions 65219 and 65220, respectively.

3. Avaya IP Office

For all Avaya IP Office configuration information not addressed in this section, such as
installation and initial configuration, etc., please refer to the Avaya IP Office product
documentation in reference [1].
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3.1. Avaya IP412 Office Configuration

The configuration information provided in this section describes the steps required to set up
Avaya IP Office SCN, hunt groups, and user extensions on an Avaya [P412 Office. Except
where noted, similar configurations are performed on each Avaya IP Office system.

1. From the IP Office Manager PC, go to Start — Programs — IP Office — Manager to
launch the Manager application. Log into the Manager application using the appropriate
credentials.

2. Inthe Manager window that is displayed, select File — Open to search for the IP Office
system in the network.

3. Log into the Avaya IP412 Office system using the appropriate login credentials to receive
its configuration.
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4. Inthe Avaya IP Office Manager window, go to the configuration tree in the left-hand
panel and right-click Line and select New — IP Line (not shown). The screen below
should display.

In this case, the system automatically assigned 13 as the Line Number (this will vary).
Place the value 13 in the Incoming Group ID and Outgoing Group ID fields on the
VoIP Line tab. Click the VolIP Settings tab.

[’} Avaya IP Office Manager 6.1 (9) IP412-Lan1 [4.0(10)] [Administrator(Administrator]]
Ele Edt ‘Wiew Tools Help

R = o A =]
IP Offices

R BOOTR (8)
{4 Operator (3)
=57 IP412-Land
“xp System (1)
47 Line (28)

i IPatz-Lant = Line - 13 -

IP - Line 13 ek X v <]

3

Line.. | LineT.. Incomin.. IP Address L

YoIP Line: shart Codes | VolP Settings

Line Murnber

|<}.

TEI

w10 SPlne  10,00,1.. 192.2.2.10

Telsphone Mumber

Control Urit (4 14 SIP Ling 14 10.20.1.5
& Extension (83) : i; IS;P Line: 1;,11.1‘-- 12121 Incoming Group 10 13 e M I
§ User(es) -1 PRI 24 L1 o P Prefix ,—‘ Number of Channels 20 3 i
%% HunkGroup [25) shalslaee — ————
B Short Code (67) 2 PRIZA B2,22.. PHI| ational Prefix [ Outgaing Channels 20 %]
@ service (0) 4201 Analbg.. O — ; =
oL RAS (1) 1202 Anakg... Tniternstianal Prefic | | Vaice Channiels > &
@ Incoming Call Route (7) T3203  Analog... ey i?o—iz}
@ wanPort (0} F1204  analog... —
am Directary {0) TH205  Analog...
£ Time: Profile (0) 13206 Andlog...
) Firewall Profile (1) 11207 Analog...
Bl 1P Routz (1) f1208  Analog...
B Account Code (1) 19208 Analog
% License (45) 17210 Analog
% Tunnel (0}

<_ Logical LAN (@)
4 User Rights (8)
Y ARS (1)

58 Autharization Cade (0} T:‘:ZH Analog. .

1 Estt system (1) T4215  Analog...
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s Analog...
e Analog...
37 Analog...
+is Analog...
« '

Received BOOTP request For 000000000000, 192.45,30.21:68, unable ko process
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5. Set the Gateway IP Address to the IP address of the other Avaya IP Office (see Figure
1). Check the Voice Networking check-box to turn on SCN capabilities. Click OK.

(i} Avaya IP Office Manager 6.1 (9) IP412-Lan1 [4.0(10)] [Administrator (Administrator)]
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Received BOOTP request For 000000000000, 192.45.30.21:68, unable ko process
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6. Inthe Avaya IP Office Manager window, go to the Configuration Tree and double-click
User. In the User list displayed, select the analog user assigned to the I[geaCom device,
and assign a Name to this user. In this case, extension 55233 is assigned the Name
Room 101, which indicates when the button is pressed on the I[geaCom 700 device, the
endpoint party responding will see Room 101 on the telephone display. Click OK.
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7. Repeat Step 6 if additional IgeaCom devices are connected.
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8. Check that the Advanced Small Community Networking license is installed by selecting
License in the Configuration Tree. Note: A right-click in the middle panel allows a
license key to be entered.

Note: The compliance testing was performed over SCN trunks, where the dial plan and
hunt groups were shared. If this SCN network functionality is not required, this license is
not necessary.

i Avaya IP Office Manager 6.0 (10) IP412-Lan1 [4.0(10)] [Administrator{Administrator)]
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9. Select HuntGroup (HG) in the Configuration Tree. Create hunt group names, numbers,
and member extensions to support the functions of IgeaCom devices as described in

Table 2 below.

IgeaCom HG Name HG IgeaCom Phone# HG Member

Function Number Extension(s)

IgeaCom 500 Programming Application

Call Call500 55451 55451#,,*102*12# 55262

Pendant Pend500 55452 55452#,,*102*16# 55262, 55263

Wireless Pull Bath500 55453 55453#,,%102*13# 55304

Cord

Call Cord Bed500 55454 55454#,,*102* 1 1# 55262, 65210

Menu Menu500 | 55455 55455#,,*102*17# 65210

Maintenance Man500 55456 55456#,,%102*18# 55304, 65210

Cancel Cancel 65350 65350#,,%101%9999# | 65219, 65220
(communicated
back to CNS
through Pika
Board)

IgeaCom 700 Programming Application

Emergency Emer700 55471 55471#,, %101 *12# 55304, 65210
Pendant Pend700 55472 55472#,,*101*16# 65210
Wireless Pull Bath700 55473 55473#,*101*13# Cancel
Cord
BED Bed700 55474 55474#,*101*11# 55304
Staff Assist Staff700 55475 55475#,,*101*18# 55262, 55263
Code Blue Code700 55476 55476#,*101*17# 55262
Cancel Cancel 65350 65350#,,*101*%9999# | 65219, 65220
(communicated
back to CNS
through Pika
Board)
Table 2

Each IgeaCom device has been compliance tested using six different button push
functions. Each hunt group represents one of the six IgeaCom functions and the
associated extension number(s) notified when that function is activated. The alerting
extensions will see the analog extension Name (e.g. Room 101) and the hunt group
Name (e.g. Emer700) displayed on the telephone. Note: All hunt groups are set to
Collective Ring Mode.

Create a hunt group by right-clicking on HuntGroup from the Configuration Tree and
selecting New (not shown). On the right-hand panel, enter a Name for the hunt group.
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In the Extension field, enter the extension assigned to the hunt group. Click on the
Add... button and select the extension members from the extension list (not shown). In
this case, the name of the hunt group is Emer700, the hunt group extension is 55471 and
the member extensions are 55304 and 65210. Click OK.

Note: Do not set up hunt groups on the other Avaya IP Office system using the SCN

i} Avaya IP Office Manager 6.1 (9) IP412-Lan1 [4.0(10)] [Administrator{Administrator)]
Fle  Edt Wew Tooks  Help
S WA Jl} s i pa1z-lant = Huntaroup ~ 55471 Emer7o0 -
IP Offices HuntGroup Collective Group Emer700: 56471 B -] X | v | <] >
BOOTP (3 e .
“s ® ST RS |26 15 Hurt Group | yoicemail | Fallback | Queuing || Yoice Recording | Announcements
o Operatar (3) ’ﬁ P412Main 5200 . A =
(=] IP4lsz-Ltanl " ﬁ Murses Cell 1 55401 Mame |Emer700 | Cwerflow Time (secs)
" Jystem . -1
7 Line (28) 'ﬁ Murses Cell 2 55402 Extension |55471 Mo Answer Time (secs)
T @ bl Murses Cell & 55403 - ; = _
R ] Emergency 1 55404 Woicomal Answer Time (soes) (45 E:
& Extension (83) ! .
§ Userfes) g Murses Cell 4 55405 Ring Mode
Murses Cell 5 55406
% HunkGroup (26 = O Callective @) Sequential ) Rotary ) Longest Waiting
8% Short Code (57) T Murses Cell 5 55407
@ Service (1) ﬁ Emergency 2 55403
h Code Bl 55400 . 2 e
o A3 (1) ‘&1 ode Blue Agalnts Status on No-Answer [ 7 [ cal waiting on
e Incaming Call Route {7) ﬁ Overnight 55410 Applies Ta = = _S|
48 wanPort (0) g:} Assistance 55411 Central System |Pa12-Lant | Advertise Group
o Directory (0) Special 55412 . :
: Extension List Overflow Group List
717 Time Prafile (0) £ RSLAl 55415 = 2 PETISERR R B !
@ Frewall Profile (1) -l Code700 55430 Extension | Name System | Graup Mame |
Bl 1P Routs (1) a5 Bath700 55473 | 7 55304 Road Rumner IP412-Lant
: “‘m“”t(@)de 4 & PUBULTO0 55432 | ) 65210 Estnsszin  1p4s-CusDays
k. Licenss (45 E) Emer700 55471
Lo :“”_”E: EDA“:“ © E] Pendznn 55472
iy El WRapport 55440
£ User Rights () =
¢ 8RS (1) w5 Callsno 55451
2% Authorization Code (0) i Fends00 Satoe
1 Ea11 system (1) ) Baths00 55453
) Menusoo 55455
bl Act500 55455
& Cancel £5350
£ |
Sent 100% of 1P412-Lanl [ ]

10. In the Avaya IP Office Manager, select File — Save to push the configuration to the
Avaya I[P Office system and wait for the system to update. This completes configuration
of Avaya [P412 Office.

11. Repeat Steps 4 — 8 and 10 on the Avaya [P406 Office V2 system. This completes
configuration of Avaya IP Office.

4. Configure IgeaCom

Each IgeaCom device must be programmed to reflect the dial plan of the Avaya IP Office
systems. In addition to the dialed number, the IgeaCom device provides many additional dialing
parameters as well as supporting visual display indicators. Please see IgeaCare Systems Inc.
documentation Reference [3] for more detail information regarding configuration capabilities.
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4.1. lgeaCom Administration

The IgeaCom devices require programming as described in Table 2. Refer to Reference [1.1]
for IgeaCom configuration. This section applies to both the IgeaCom 500 and IgeaCom 700,
therefore the appropriate programming application for the IgeaCom device must be running.

1. The fields in the Phone # column on the right are derived from the values as per Table 2.
The value placed in each field represents the associated hunt group number plus callpoint
information parsed out by the Apolo ENS VRC application. In the first example line below,
the button on the IgeaCom 500 device is being programmed as 55451#,,*102*12#. This is
interpreted as <HuntGroup or Extension>#,,*<Room Number>*<CallPoint Type>#.
Note: The commas (,,) are used for delay.

The screen below displays the IgeaCom 500 being programmed.

|geaCare Systems Inc. V. 6.11

2. Repeat the above for the IgeaCom 700 devices using Table 2.

3. This completes the programming of the IgeaCom devices.
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4.2. Apolo ENS

The Apolo ENS application suite is organized with Apolo ENS ConnexALL Notification Server
(CNS) as the central database, and more than twenty supported Apolo ENS applications that
communicate and gather data for CNS, or handle and display information provided by CNS.
Compliance testing dealt only with the five applications described in this section. Since there are
many aspects to Apolo ENS, the user should refer to Reference [5] and [6] when working
through this section.

4.2.1. Installing Apolo ENS Server software

ConnexALL Notification Server (CNS) acts as the central repository for the system’s database
and coordinates the communications between all the client application modules.

1. Install the Apolo ENS server software on PCs as illustrated in Figure 1. Note: Each PC has
a different set of Apolo ENS applications loaded. Start first with the PC that will run CNS.
In the test configuration the PC with IP address 10.20.1.50 was used

2. When prompted to enter Setup Type, select Full (not shown) (Refer to Reference [5],
Chapter 2).
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3. Activate the CNS application by selecting Start — Programs — ConnexALL — CNS
Notification Server. After clicking through the product display screen and a database Auto-
Repair screen (not shown), the screen below should display. Click on Default Access and
login with the appropriate password (not shown).

% ConnexALL PRO Notification Server

=101 =]

File Default Access  Seftings Help

I Active Alarms

Callpoint

Facility Admin ‘ Reporting | Clients

Communication ‘

Active Callpoints Sorted By: Priority
Priority

ence Callpoints Sorted By: Durs

Location Callpoint Lo

Pending Locat...

| TCPAP Server: Active Clients: 1 | Auto-Learn Location: <disabled> | |
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4. Click on Communication and enter the proper CNS machine name or IP address into the
Local IP Address field. In this case, the machine name win2k3 is being used. Click on
Enable TCP/IP Server. The initially red window should turn green indicating the
connection was successful as shown below.

onnexAlLL PRO Notification Server ) o ] 4
File Administrator Settings Help

Active Alarms | Facility Admin ‘ Reporting | Clients HCgmmunication ‘

TCP/P Setup Database Path
Diirectory
gz Enable TCP/P Server [E-Frogram Files\CannewA LL\CHSADE

—Databaze Server Port(s)
Primary [ Auxd [~ AuxB [ Auxl [~ AuxD

| EECTERES (O TS (O FETENES O TS [ [ETENE

[ Screenlogging [ Diskloggng  [CAPROGAAM FILES\CONNENALL\ENS\CNS-CONNERALLL  Logs: [10 <]
[~ Netwark Logaing

Jan 2812008 16:5454 [MISC ] THEALTHSTARSERYERDM: Repairing table GRF_CF.OAT.. -
Jan 2812008 16:54.54 [MISC ] THEALTHSTARSERVERDM: Repair of table GRF_CF started at #23{2008 4.54.54 PN
Jan 282008 16:54:54 [MISC ] THEALTHSTARSERYERDM: Fiepair of table GRF_CF completed at 123{2008 4.54:54 PM
Jan 2812008 16:54:54 [MISC ] THEALTHSTARSERVERDM: Optimizing table GRF_CF.OAT..
Jan 2812008 165454 [MISC ] THEALTHSTARSERVERDM: Upgrading table GRP_DEW.OAT...
Jan 2802008 165454 [MISC ] THEALTHSTARSERVERDM: Repairing table GRFP_DEW.DAT..
Jan 2812008 16:54.54 [MISC ] THEALTHSTARSERVERDM: Repair of table GRF_DEY started at 12802005 45454 FM
Jan 28{2008 16:54:54 [MISC ] THEALTHSTARSERYERDM: Repair of table GRF_DEY completed at 1123{2008 4.54:54 PM
Jan 2802008 16:64:54 [MISC ] THEALTHSTARSERYVERDM: Optimizing table GRF_CEY.DAT..
Jan 2842008 165454 [MISC ] THEALTHSTARSERVERDM: Upgrading table PAGEMSGES.DAT...
Jan 2812008 16:5454 [MISC ] THEALTHSTARSERVERDM: Repairing table PAGEMSGESDAT..
Jan 2812008 165454 [MISC ] THEALTHSTARSERVERDM: Repair of table FAGEMSGES started at #25/2008 4.54.54 PM
Jan 282008 16:54:54 [MISC ] THEALTHSTARSERYERDM: Fiepair of table PAGEMSGES completed at 2812005 4:.54.54 PTIA
Jan 2802008 165454 [MISC ] THEALTHSTARSERVERDM: Optimizing table PAGEMSGEDAT..
Jan 2842008 165454 [MISC ] THEALTHSTARSERVERDM: Upgrading table SCHEDPGEDAT...
Jan 2812008 16:5454 [MISC ] THEALTHSTARSERVERDM: Riepairing table SCHEDOPGE.DAT..
Jan 2812008 16:54.54 [MISC ] THEALTHSTARSERVERDM: Repair of table SCHEDOFGE started at 1125f2005 4.54.54 FM
Jan 282008 16:54:55 [MISC ] THEALTHSTARSERYERDM: Riepair of table SCHEDPGE completed at 112302003 4:54.54 P
Jan 2842008 165456 [MISC ] THEALTHSTARSERYVERDM: Optimizing table SCHEOFGE.DAT...
Jan 2842008 165456 [MISC ] THEALTHSTARSERVERDM: Upgrading table CRACTRPT.OAT...
Jan 2812008 165488 [MISC ] THEALTHSTARSERVERDM: Repairing table CPACTRFT.DAT..
Jan 2812008 165455 [MISC ] THEALTHSTARSERVERDM: Repair of table CPACTRPT started at #25/2008 4:54.55 PR
Jan 282008 16:54:55 [MISC ] THEALTHSTARSERYERDM: Repair of table CPACTRPT completed at 12302005 4:54:55 PR
Jan 2842008 165456 [MISC ] THEALTHSTARSERVERDM: Optimizing table CFACTRFT.OAT..
Jan 2842008 165486 [MISC ] THEALTHSTARSERVERDM: Upgrading table PGACTRPT.OAT...
Jan 2802008 165485 [MISC ] THEALTHSTARSERVERDM: Repairing table PGACTRFT.DAT..
Jan 2812008 165455 [MISC ] THEALTHSTARSERVERDM: Repair of table PGACTRPT started at #25/2008 4:54.55 PR
Jan 282008 16:54:55 [MISC ] THEALTHSTARSERYERDM: Repair of table PGACTRPT completed at 2302005 4:54:55 PR
Jan 2842008 165456 [MISC ] THEALTHSTARSERVERDM: Optimizing table PGACTRFT.OAT..
Jan 2842008 165488 [MISC ] THEALTHSTARSERVERDM: Upgrading table DEVACTRPT.DAT..
=
_'IJ

<

| TCPAP Server: Active Clients: 1 Auto-Learn Location: <disabled= | 4
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5. Click on the Clients tab. As Client applications are started (Section 4.2.2), they are added
to the Active Clients list as shown below, with the following attributes: Client ID (Active
Alarm Client (AAC) or Device Assignment Client (DAC)), Name / Description (machine
name of client), State (OK or Offline), and Watchdog (Disable or Enable).

7+ ConnexALL PRO Notification Server

File Administrator  Settings  Help
Facility Admin ‘ Reporting HCIie_nts ‘ Communication ‘

Active Alarms

=100]

i Client Connection

Registered Clients: )

Remaining Demo Time: 1:26:06

Server| Type|System 1D |Key

-16085450 60062125 |0

—New Registration

Reg Code |Count|Register D ate i

114282007 4:41:0

|AAC 'I % Fiegister | EI

—Deferred Registration:

% Update

et

[elete

Active Clientz [including local monitor connection): 1

Client ID|Name / Description State
AACO0Z  |MWew client on: MPRODM18-54L07
DACOOE  MNew client on: DEMPDECT

‘ﬁ- Elean Ik | Templates

Cliert 10

Connection State:
Cornputer M amne:
“windows U zer Name:
Clignt Version:

Client 1P Address/Faort:
Applied Template:
Watchdog State:

Last Watchdog Rs:
‘wiatchdog Interval [zec):
I Enable Supenision:

‘Watchdog
EMABLED /OK
|OFFLINE |DISABLED /OK

a Upgrade % Lifop

x Dirop &l |

T2 [nse | 50 Close 41 |

| TCPAP Server: Active Clients: 1

| Auto-Learn Location: <disabled>

6. This completes the CNS Notification Server installation.

4.2.2. Installing Apolo ENS Client software
The Apolo ENS suite has over twenty different client application modules. For compliance

testing, five Apolo ENS client application modules were activated. Each client is a specialized
software application that either collects input data for the CNS to process, or handles the output
actions prescribed by CNS.
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The table below indicates the PC on which each of the tested Apolo ENS application modules

was loaded and configured in the test network.

Device Assignment Client (DAC)

Apolo ENS Client Application Module PC IP Address
Voice Response Client (VRC) 10.20.1.50
Popup Notification Client(PNC) 192.168.1.10

Device Assignment Client (DAC)

Virtual Wallboard Client (VWC)

192.45.210.24

Active Alarm Client (AAC)

192.168.1.12

Table 3

1. Install the Apolo ENS application software on PCs as illustrated in Table 3. Note: Each PC
has a different set of Apolo ENS applications loaded. Start with the PC that will run PNC.
In the test configuration, the PC with IP address 192.168.1.10 was used.

2. When prompted to enter Setup Type, select Custom (not shown), and when prompted to
Select components to install (not shown) select PNC and DAC from the list and complete
the installation.

3. Repeat Step 1 and Step 2 for the remaining PCs in Table 3.
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4. Although not all the client applications were active, the PC running the Apolo CNS server
was installed (Section 4.2.1) with all the client application modules listed in Table 3. This
PC also had the Pika Analog Board interface (Section 2.1) and requires the VRC application
for interconnection with Avaya IP Office.

Activate the VRC application by selecting Start — Programs — ConnexALL — VRC
Voice Response Client. After the product display screen (not shown), the VRC: Voice
Response Client screen below should display. Click on Administrator and login with the
appropriate password (not shown). Under Communications, enter the proper Server IP
Address by name or IP address. Click on Enable TCP/IP Communication with Server.
The initially red window should turn green indicating the connection was successful, as
shown below.

E EURE: ¥oice Response Client ;Iglll

File Administrator  Go Online  Settings  Help

I Communications

General
Client [D Dezcription

ID j INew client on: WINZK3

Server Connection Setup

=f= Enable TCPAP Commurication with Server

R | v

Woice Engine Setup

0, Enable Communication with Voice Hardware

I o
| |

v

Logging
¥ Screen Logaging [ Disk Logaing CAPROGRAM FILESSCOMME=ALLMYWRCYWRC.LOG Logs: I'ID j

[~ Metwork Logging

Jan 2002 16:02:52 [TCF }: Enabling TCP port... -
Jan 2002 16:0259 [TCF | Server IP address: 10.20.1.60 Port: 7000,

Jan F2Z00216:0253 [TCF  J: Local IP addres=: 10.20.1.50 FPort BE51.

Jan 2002 16:02:53 [TCF ] Winsock info: WinSock 2.0,

Jan 2008 16:0259 [TCF ] Winsock status: Running.

Jan 2002 16:02:53 [TCF ] TCF buffer size [bytes). In2048. Out:2048.

Jan 2008 16:02:53 [TCF  ]: Error connecting to server. [10061] Connection refused.

Jan 32003 18:02:53 [TCF ) ERROR! General TCF error. Code: 10057, Detail: socket error in recw: 10057,

Jan FW2008 160358 [TCF ] Auto-connect ko server. Attempt 13,

Jan 2008 18:0358 [TCP | Enabling TCF port... &
1| | 3

| TCP to Server: <onlines | Yoice Subsystem: <onling: v

Figure 2 - Voice Response Client
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In the Voice Engine Setup section, click on Feature Setup; the Voice Engine Setup
screen is displayed. The serial number of a single Pika Analog Board, as in the test
configuration, is shown below in the Board 0 (B00) location. Click the Voice Ports tab.

x
Frofile Definition I Callpaint Prafile Mapping I tanual Page Profile Mapping I General Settingz
Boards | Yoice Paorts I Call Settings I Text To Speech I DTHF Eridge I Frotocols
Bloard 0 (E00]
| 23600715 =l
Board 1 [BO7]
[<UNASSIGNED>  ~|
Board 2 [BO2)
[<UNASSIGNED>  ¥|
Board 3 [BO3)
[<UNASSIGNED>  ¥|
Board 4 [B04]
[<UNASSIGNED>  ¥|
Bioard 5 [BOS)
[<UNASSIGNED>  ~|
Board 6 [BOB)
[<UNASSIGNED>  ¥|
Board 7 [BO7)
[<UNASSIGNED>  ¥|
@ Appli |
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Check that the Type is set to I/O Inbound and Outbound Notification for all Interface
A entries as the example below shows. Note: Depending on the number and types of
Pika Analog Boards, the list of Interface A entries will vary. Click Close.

Yoice Engine Setup ) x|

Frofile Definition | Callpaint Prafile Mapping I tanual Page Profile Mapping I General Settingz
Eoards oice Ports | Call §ettings I Text To Speech I DTHF Eridge I Protacals
—ioice Part Confiquration
Type Interface B Protocol for Inbound Calls
{110 Inbound and Outbourd Notificz | [<NONE> | |IgeaCare v|  Delete Suspended Parts |
Interface & Ilnlerface E1T_I.J|:|e IEaII State |F|ea3u:|n
BOOTOO <MOME> 140
BOOTO <MOME: 140
BOO TOZ2 <MOME: 140

@ Apply |

Click on Enable Communication with Voice Hardware in Figure 2 when completed.
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5. Activate the PNC application on its assigned PC by selecting Start — Programs —
ConnexALL — PNC Popup Notification Client. After the product display screen (not shown),
the PNC-ConnexAll: Popup Notification Client screen below should display. Click on
Administrator and login with the appropriate password (not shown). Under Communications,
enter the proper Server IP Address by name or IP address. Click on Enable TCP/IP
Communication with Server. The initially red window should turn green indicating the
connection was successful as shown below.

The PNC displays a callpoint event as a popup on a Windows-based PC.

#: PNC-ConnexALL: Popup Notification Client '._ |E|E|
File  Administrator Settings  Help
| Communications

General

Client [D Description

|0 3| [New client on: REBEL

Server Connection Setup

% Enable TCP/IP Communication with Server

o §

Logging
v Screenlogging v Disk Logging C:APROGRAM FILESAWCONMME=ALLVPHCWPMC-COMMNE=ALLL  Logs: |1D j

[~ Metwork Logging

Jan 32008121368 [TCP ): ERROR! General TCP error. Code: 10057, Detail: socket error in recy: 100567, Y
Jan FW2008 12:20:57 [TCF ] Auto-connect to server. Attempt 25.

Jan 3W2008 12:20:87 [TCP ]} Enabling TCP port...

Jan FW200212:20:58 [TCP ] Server IP address: 10.20.1.50 Pare: 7000,

Jdan 3W200212:20:88 [TCP J: Local IP address: 192 45 210,24 Part 5778

Jan FW200212:20:82 [TCP ] Winzock info: WinSock 2.0,

Jan 2008 12:20:58 [TCP ] Winsock status: Bunning.

Jan FWZO0212:20:528 [TCP ] TCP buffer size [bytes), In:2048, Out:2045,

Jan 32008 12:20:58 [TCP ] Error connecting to server. [10061] Connection refused.

< | >

TCP ko Server: <onling =
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6. DAC permits staff members to view and modify the assignment of callpoints to their
respective telephone. Activate the DAC application on its assigned PC by selecting Start —
Programs — ConnexALL — DAC Device Assignment Client. After the product display
screen (not shown), the screen below should display. Click on Administrator and login with the
appropriate password (not shown). Under Communications tab, enter the proper Server IP
Address by name or IP address. Click on Enable TCP/IP Communication with Server. The
initially red window should turn green indicating the connection was successful as shown below.

. iDAC—EonnEHALL: Device Assignment Client
File Administrator Go Online Settings  Help

Active Alarms | Yirtual Callpoints

Assignments

Manual Paging H Communications ‘

|2 ﬂv New client on: WIN2ZK

General
’V Client 1T Description

Databaze Server Setup

Server Connection Setup

% Enable TCPAP Communication with Server

s oo [

I | u

v | |

Connectivity
’7(" File Fath € Fieed [P = At P

Datshase Server Address  Port
J10.20150 J12005 2 T Low Bandwidth

=lolx|

—Logging

W Screen Logging v Disk Logging

I~ Metwaork Logging

CAPROGRAM FILESACOMNERALLADACADAC-CONNERALL.L Lugs.ITD j

-Application Stared--
Timestamp: Jan 32008 14:14.02
Jan 202008 14:14:02[TCF ] Enabling TCP port..

Jan 3112008 14:14:02 [MISC  ]: Reloading to HIDE hidden objects.
Jan 3W2008 141403 [TCP ]: Server IP address: 10.20160 Port: 7000,
Jan 302008 141403 [TCP ]: Local IP address: 1020150 Paort B354,
Jan 202002 141403 [TCP ] Wingock info: WinSock 2.0,

Jan 202002 4:4:03 [TCP ]: Winsock status: Running.

Jan 302008 14:14:05 [GUI ] Access control meny invoked.
Jan 302008 141418 [GUI ]: Access control menu invoked

4]

Jan 302008 14:14:02 [MISC  ]: Mew access level established: Default Access.

Jan 32003 41403 [TCP | TCP buffer size (bytes). In:2048, Our:2048,
Jan 302003 14:14:03 [TCF ]: Eror connecting to server. [10081] Connection refused.
Jan 302008 14:14:03[TCF ]: ERROR! General TCF error. Code: 10057, Detail: socket error in recw: 10057,

Jan 302008 14:14:22 [MISC ]: Mew access level established: Administrator,

| »

[ TCP to Server: <online>

Current Orphan Callpoints: 7
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7. The VWC can be used to display callpoint events on a PC-based scrolling marquee. Activate
the VWC application on its assigned PC by selecting Start — Programs — ConnexALL —
VWC Virtual Wallboard Client. After the product display screen (not shown), the VWC
Virtual Wallboard Client screen below should display. Click on Administrator and login with
the appropriate password (not shown). Under Communications, enter the proper Server IP
Address by name or IP address. Click on Enable TCP/IP Communication with Server. The
initially red window should turn green indicating the connection was successful as shown below.

... ¥WC: Virtual Wallboard Client Z @|g|
File Administrator = Settings  Help

E Communications

General
Client [D Description

|0 3| [New client on: REBEL

Server Connection Setup

% Enable TCP/IP Communication with Server

o §

Logging
v Screenlogging v Disk Logging CAPROGRAM FILESACONME=ALLWAWCNAWE LOG Logs: |1D j

[~ Metwork Logging

Jan 2008 12:30:58 [TCP ]: Server IP addre=s=: 10.2001.50 Port: 7000 Y
Jan 2008 12:30:82 [TCP ] Local IP address: 192.45.210.24 Port 5217, ;
Jan 3W2008 12:30:58 [TCP ] Winsock info: WinSock 2.0,

Jan FW2008 12:30:58 [TCF ] Winsock status: Bunning.

Jan 32008 12:30:58 [TCP ] TCP buffer size [bytes). In:2048. Out:2048.

Jan 32008 12:30:5% [TCP }: Error connecting to server, [10061] Connection refused.

Jan 32008 12:30:58 [TCP ] ERROR! General TCP error. Code: 10057, Detail: socket error in recy: 10057,
Jan 2003123157 [TCF ] Auto-connect to server. Attempt 36.

Jan 32008 12:3167 [TCP  ): Enabling TCP part...

Jan IO 12:3E2 [TCF ) Server [P address: 10.20.1.50 Port: 7000,

Jan FW2008 12:3158 [TCP T Local IP address: 192.46.210.24 Port 5821, 3
£ J &
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8. AAC provides the same real-time display of active callpoint and presence events found in
every DAC. The AAC is intended for monitoring positions within the facility where the
complete functionality of a DAC is not required. Activate the AAC application on its assigned
PC by selecting Start — Programs — ConnexALL — AAC Active Alarm Client. After the
product display screen (not shown), the AAC ConnexALL: Active Alarm Client screen below
should display. Click on Administrator and login with the appropriate password (not shown).
Under Communications tab, enter the proper Server IP Address by name or IP address. Click
on Enable TCP/IP Communication with Server. The initially red window should turn green

indicating the connection has is successful, as shown below.

: - AAC-ConnexALl: Active Alarm Client

File Administrator G Seftings  Help

Active Alarms

Communications |

General
Client ID D escription

| ﬂ |New client on: REBEL

Server Connection Setup Databaze Server Setup
Connectivity
2 Enable TCP/IP Commurication with Server o - o

10.201.50 o000 A Database Server Address  Port

[12005 3] T LowBandwidth

N || o

Logging
¥ Screenlogging v Disk Logaing C:APROGRAM FILESSCONNERAL | WAACWMAC-COMMNEXALLLO Logs: ‘10 j

[~ Metwork Logging

- fipplication Started--
Timestamp: Jan 3112008 16:19:16

Jan 3W200216:19:16 [TCP | Enabling TCF port...

Jan FW200516:13:16 [MISC | Mew access level established: Default Access.

Jan 2W2002 181307 [TCP ] Server P address: 192.45.210.24 Port: 7000,

Jan JW20021E19:17 [TCP | Loeal IP address: 192.45.210.24 Port 6027,

Jan 3W2005 161317 [TCP | Winsock info: WinSock 2.0,

Jan IW2008 161317 [TCP ] Winsock status: Running

Jan JW2008 161317 [TCP | TCP buffer size (bytes). In:2048, Out:2048,

Jan 3W2002 16:19:07 [TCF | Error connecting to sepver. [10061] Connection refused.

Jan 3W2002 161917 [TCP | ERROR! General TCP emor. Code: 10067, Detail: socket error inrecy: 10057,

<

9. This completes the installation of the Apolo ENS client application modules.
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4.2.3. Simple ConnexALL Notification Server Configuration.

In Apolo CNS administration (Section 4.2.1), under the Facility Admin tab, building-block
details of an establishment’s infrastructure are described and integrated with the aid of a rich
collection of icon visual aids. The hierarchical tree is broken down into Campus, Building,
Floor, Wing, Ward, Room, and Bed, but any requirement an establishment may want can be
accommodated. At each point along the hierarchical design, a callpoint can be added, but more
often than not, callpoints are placed on a floor or in a room setting. The example below
describes the callpoints that are present on the floor, in this case Floor 1 Devices. In addition,
Room 101 is equipped with an IgeaCom device that is programmed to service the patient needs
in the room.

For more details refer to Reference [5], Chapter 3.

" ConnexALL PRO Notification Server i i =] 3]
File Administrator Settings Help

Active Alarms | Facility Admin | Reporting | Clients | Communication |

| Device Details B
Floor 1
dsﬁ Telephone [Voice]

Display Label
Floor 1 Devices [lobncmth [ Visbletode
2 Detail |Inlo | Memo |
B o v Native Davics |dentifer
[idis55262]

m ExtnB5203 Client Type  Client ID[3)
Jwoc =] few

Device Alias
0

¥ Allav Manual Paging [via MPC)
== Sars Desk [¥ Allow Weh Paging [via WPL)
[ Allaw Manual Escalate Option
R I~ Allow Manual Cancel Dptian
(i ¥ Allow Audio Callback

¥ Show / Play Custom Data Info

ﬁﬁﬁ North Wing [¥ DevicelnSewvice [~ Forwarded
[~ Drop Peer Device Sessions on Acknowledge

ﬁiﬁ South Wing IFEEr Device Group J

Room 101 LI o
4’ Type | Dedssig Save Laneel

Room 101 Bathroom o

al

Room 101 Bed

!
Eﬂj

Room 101 Emergency

Room 101 Pendant

Test Cord

CONNEXALL

:;@wa

Extn5203 -|

i |
Details |[:ur|s F\nd e Delete Cut Copy F‘asla Helocala Update \mpult Hefresh Top [Be} Leam
| TCPAP Server: <offline> | Auto-Learn Location: <disabled>

5. Interoperability Compliance Testing

Interoperability compliance testing evaluated the ability of Apolo ENS software to connect and
send various callpoint notifications through the Avaya IP Office system.
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5.1. General Test Approach

The general test approach was to activate Apolo ENS callpoints to and from the Pika Analog
Board through the Avaya IP Office systems.

Serviceability was conducted by unplugging/plugging the Pika Analog Board interconnection
from the Avaya IP400 Phone Expansion module port. In addition, the Avaya IP Office system
was reset as Pika Analog Board interconnections were being activated.

5.2. Test Results

All functions of Apolo ENS server/client passed compliance testing and all test cases completed
successfully.

e There were no issues configuring the Apolo ENS server or client applications

e There were no communications difficulties within the network.

e Serviceability compliance tests passed.

6. Verification Steps

The following steps may be used to verify the configuration:

e Verify that Avaya IP Office system endpoints or hunt group can be contacted through the
Apolo ENS applications.

e Verify the display information is correct on the ringing endpoint.

e Verify two-way communication after an endpoint answers and that it ends the call
correctly.

e Verify serviceability by unplugging/plugging the Pika Analog Board interconnections
without problems, along with resetting Avaya IP Office systems.

e Verify the VWC displayed on the user’s PC as below.

¥WLC: ¥irtual Wallboard Client

Thursday, January 31, 2008 3:08 PM

7. Support

Technical support for IgeaCare Systems Inc. can be obtained by contacting IgeaCare Systems Inc
at:

e Phone: (905) 707-1669 or 1-866-361-6225

e E-mail: support@igeacare.com

e Web:  http://www.igeacare.com

8. Conclusion

These Application Notes describe the steps for configuring the IgeaCare Apolo ENS server and
client applications with Avaya IP Office systems.
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Although not tested in compliance, the procedures in this document can be used for I[geaCom
300, 301, 501, MP501, 600, and 601 devices. While the functionality may vary between devices,
the administration is identical.

9. References

The following Avaya product documentation can be found at http://support.avaya.com:

[1] Avaya IP Office 4.0 Installation Manual, Issue 15e (31* January 2007), 15-601042.
Other Avaya Application Document:

[1.1] Application Notes for Interoperating IgeaCom Emergency Response Devices with Avaya
IP Office — Issue 1.0

The following IgeaCom product documentation was used and referenced during the compliance
test ( http://igeacare.com/downloads]1.htm ):

[2] IgeaCom Acute Care User GuideV 1.0, Part Number 9001001ACS
[3] IgeaCom User GuideV8.0, Part Number 9001001
[4] IgeaCom Software User Guide, V2.0 Part Number9001002

The following documents are installed with the application:

[5] Apolo ENS Installation and Setup
[6] Apolo ENS User’s Guide
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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