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Introduction
This workbook provides implementation checklists and worksheets for Communications Process Manager Release 2.2. For more detailed installation procedures, see the Communications Process Manager Installation and Configuration Guide.
Before you install Communications Process Manager
· If necessary, distribute the appropriate checklists and worksheets to the administrators responsible for the components.

· Verify that your network infrastructure fulfills the hardware and software infrastructure prerequisites.

· Complete the infrastructure and installation worksheets  and the Electronic Pre-Installation Worksheet.
Environment validation checklists
These checklists include the hardware and software required for a complete Communications Process Manager system. If your Communications Process Manager deployment will not include some components, omit the requirements for those servers that you do not plan to use.

· Prerequisites for the Communications Process Manager server
· Prerequisites for required integrated systems
· Prerequisites for optional integrated systems
· Prerequisites for system network
Prerequisites for the Communications Process Manager server

	Requirement
	Value
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	Hardware
	Minimum server requirements: 
CPU
2.4 GHz Dual Core processor (Intel or AMD or equivalent)
No more than four CPU cores are currently supported. 
Memory
2 GB RAM

Hard drive
80GB SATA Hard Disk with at least 7200 rpm

Network card

100/1000 full duplex Ethernet NIC


	 

	Operating system
	Red Hat Enterprise Linux 4.0, Update 5 or Update 6 installed, (Update 5 for servers such as Stratus that run 64-bit Linux.  Update 5 or 6 for servers that run 32-bit Linux.)   
Minimal installation of Linux (Minimal installation is recommended. However, default installation is also supported.)*
SMP Kernel 2.6
NOTE: The customer is responsible for installing, securing, and maintaining the server, since Communications Process Manager is a software-only solution.
	 


*Avaya recommends that a minimal installation of Red Hat Linux 4.0 be provided.

Prerequisites for required integrated systems
For more details about these requirements, see Chapter 2, “Required hardware and software,” in the Communications Process Manager Installation and Configuration Guide. 
	Required component
	Supported versions
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	Telephony switch
	Avaya Communication Manager (CM):

· 4.0 SP1
· 4.1  
· 5.0 SP1 and SP3
Note: Communication Manager 5.0 SP1 is required to support the Communications Process Manager Transfer option when also transferring user-to-user data with the call.
	 

	Remote managed services
	Secure Intelligent Gateway (SIG)
Note:  The SIG must be installed to allow for remote installation and support of the solution.
	 

	Interactive Voice Response system
	Voice Portal. 
· 4.0 SP1

· 4.1 SP1 
NOTE: Dialog Designer is not required for Voice Portal to work with Communications Process Manager.
	 

	Text-To-Speech (TTS) server
	One of the two TTS servers that are supported by Voice Portal: 

· IBM WebSphere Voice R5.1.3

· Nuance RealSpeak 4.0
· rs-api-4.0-10

· rs-lics-4.0-10

· nns-5.0.2-nuance speech server

· Nuance RealSpeak 4.5
· irs-api-4.5.00-00

· nuance-licmgr-11.4-0
	

	Web browser
	Internet Explorer 6  with Window XP SP2

Internet Explorer  7 with Windows XP and Windows Vista

Firefox 2.0 or higher 


	


Prerequisites for optional integrated systems
For more details about these requirements, see Chapter 3, “Optional hardware and software,” in the Communications Process Manager Installation and Configuration Guide. 
	Required component
	Supported versions
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	SIP proxy
	Avaya SIP Enablement Services (SES) R4.0  or 5.0
IMPORTANT: SES is required if you need your Communications Process Manager deployment to support SIP endpoints, more than one CM server, or multiple Meeting Exchange Express Edition servers.
	 

	Conferencing server
	Avaya Meeting Exchange Express Edition R1.5 or 2.0
	 

	E-mail server
	
	

	Enterprise LDAP server
	
	

	FTP server
	
	


Prerequisites for system network

For notes and details of these tasks, see Chapter 4, “Software installation,” in the Communications Process Manager Installation and Configuration Guide. 
	Requirement
	Value
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	Telephony network performance between CPM server and SES or CM 

For detailed information, see:

http://support.avaya.com/elmodocs2/audio_quality/IP-Networking_Req_Issue_3-1.pdf
	Average round trip packet delay: No more than 50 ms

Periodic spiked delays: No more than 1.3 seconds while maintaining the 50 ms average

Transport network: 100 kbps per VOIP user

End-to-end average packet delay: 120 ms
Average jitter: Less than 20 ms
	Communications Process Manager will most likely be deployed in a network that handles VoIP, although it does not handle media.  It can be deployed in a part of the network with less stringent  requirements than those provided to support VoIP. 

	Time synchronization requirements
	The following machines require NTP (Network Time Protocol) software for time synchronization:

· The server that hosts Communications Process Manager.

· All servers that host integrated systems, such as Communication Manager, SES, Voice Portal and TTS servers.
	 Ideally set up one of the servers to synchronize with a public or corporate pool and then have the rest of the servers synchronize with that server.


CPM Server prerequisites checklist

Verify that the following prerequisites have been configured before you install Communications Process Manager. For notes and details of these tasks, see Chapter 4, “Software installation,” in the Communications Process Manager Installation and Configuration Guide. 
	#
	Task
	Instructions

	1
	Make sure that all components required for the system are available, such as:

· Communication Manager

· Voice Portal
· TTS

· SIG

· SES

· Meeting Exchange Express Edition
	See the documentation provided with the component.

	2
	For all Avaya components, make sure that you have installed all required licenses.
	See the documentation provided with the component.

	3
	Confirm that the server on which you will install Communications Process Manager meets the server requirements. See Prerequisites for the Communications Process Manager server.
NOTE: The customer is responsible for installing the Linux operating system before installing the Communications Process Manager software.
	

	4
	Confirm that you can access the Communications Process Manager server by using one of the following methods: 

· Remote access by means of the SIG if that is in place and configured.

· A laptop, PC, or server on the customer's network 

· A keyboard, monitor, and mouse, attached directly to the Communications Process Manager server
	

	5
	Confirm that the Linux installation meets the following requirements: 

· Red Hat Enterprise Linux 4.0, Update 5 or 6 installed, (Update 5 for servers such as Stratus that run 64-bit Linux.  Update 5 or 6 for servers that run 32-bit Linux.)
· Minimal installation of Linux. (Minimal installation is recommended. However, default installation is also supported.)

· SMP Kernel 2.6.
NOTE: The customer is responsible for installing, securing, and maintaining the server, since Communications Process Manager is a software-only solution.
	· To check the Red Hat version number, enter the following command: 
cat /etc/issue
· To install the minimal RHEL, select Customize software packages to be installed, scroll to the bottom, and select Minimal Install.

· To check the SMP kernel, enter the following command: uname -r
The system displays the kernel release. If the SMP kernel is present, the release name ends with smp, for example, 2.6.9-55.ELsmp. If the SMP kernel is not present, the release name does not contain smp.

	6
	Download the Communications Process Manager software from http://support.avaya.com.
	

	7
	Check to see any service packs are available for Communications Process Manager on the Avaya online support Web site, http://support.avaya.com. If there are, download the most current service pack before you begin the installation.
	

	8
	If SELinux is enabled, it must be in permissive mode, not enforcing mode.


	See “Viewing and changing the status of SELinux” in Chapter 4, “Software installation.”
Note: Check the value for SELINUX to determine if it is set as disabled or permissive. Run the following command:

     cat /etc/sysconfig/selinux

	9
	Enable Network Time Protocol (NTP) and specify an NTP server.
	See “Installing and configuring NTP” in Chapter 4, “Software installation.”
Edit /etc/ntp.conf and add a line to specify the NTP server to connect to:

· Server <FQDN>

· Service ntpd restart (restart service)

· /sbin/chkconfig ntpd on (restart on reboot)

	10
	Confirm that the IP address of the Communications Process Manager server is resolvable by means of either a DNS server or the hosts file.

If no DNS server is present, add the fully qualified domain name (FQDN) of the server to the /etc/hosts file on the Communications Process Manager server. 
	To add the FQDN to the hosts file, log in to a Linux shell as root and edit the file using an editor such as vi.

	11
	Configure the firewall to open only the ports that Communications Process Manager uses.
Note: This is a customer decision.  The CPM Installer will configure the firewall for you if you select the option.
	See Ports used by Communications Process Manager.

See “Firewall configuration for Communications Process Manager” in Chapter 4, “Software installation.”

	12
	For security purposes, Avaya strongly recommends that you disable support for SSH version 1, anonymous authentication, and clear text communication on the Communications Process Manager server.
	See “Disabling SSH version 1, anonymous authentication, and clear text communication” in Chapter 4, “Software installation.”

	13
	For a new installation, import the EPW for initial configuration.  Configure the settings in EPW. 

NOTE:  Save the EPW in Microsoft Excel 2003 (xls format). Do not save it in Excel 2007 (xlsb or xlsm format).
	See “Using the EPW to perform initial configuration” in Chapter 4, “Software installation”


CPM Firewall configuration
These checklists include information that you need to configure the firewall on the Communications Process Manager server to open only the ports that Communications Process Manager uses:
· Ports used by Communications Process Manager
· Commands for configuring the firewall
Note:  The CPM Installer provides an option to configure a default firewall configuration.

Ports used by Communications Process Manager

IMPORTANT: Avaya strongly recommends that you use TLS for SIP (port 5061). If you use TLS for SIP (port 5061), port 5060 must be closed.

	Port number
	Used for
	Protocol
	Direction

	22 
	SSH 
(and SFTP and SCP)
	TCP 
	Inbound

	25
	SMTP
	UDP
	Outbound

	53 
	DNS
	UDP, TCP
	Outbound

	67
	DHCP
	UDP 
	Outbound

	68
	DHCP
	UDP 
	Inbound

	80
	Apache
	TCP 
	Inbound
This port is used for incoming connections to the OAM interface and Web Portal.

	123
	NTP
	UDP
	Outbound

	161, 162
	SNMP trap or notification ports
	UDP 
	Outbound

	389
	LDAP synchronization (CPM LDAP and enterprise LDAP)
	TCP
	Inbound

	8443 
	HTTPS
	TCP 
	Inbound
This port is used for incoming connections to the OAM interface and Web Portal.

	1099, 1111 
	JMX 
(Management, for SIG)
	TCP 
	Inbound

	5060
	SIP port
	UDP, TCP
	Inbound, Outbound

	5061
	SIP port 
	TLS
	Inbound, Outbound

	5432 
	Postgres database 
	TCP 
	Local Only

	8080
	Tomcat
	TCP
	Local Only

	8389
	LDAP
	TCP 
	Local Only, Outbound (for remote authentication against enterprise)

	9090
	Tomcat
	TCP
	Local Only


Commands for configuring the firewall
Use the iptables command to change the port filtering (port or port ranges) on the firewall. The following table describes how to use this command. See the iptables man page for more information on this command. 

To enter the commands that are described in the following table, establish an SSH connection to the Communications Process Manager server and log in as root.
	Command
	Description

	chkconfig iptables {on|off}
	Enables or disables the firewall on boot.

	iptables --list --line-numbers --numeric
	Lists the firewall rules. Includes the rule number. 

Three chains (tables) are listed: 

· INPUT. Lists incoming connections.

· OUTPUT. Lists outgoing connections.

· FORWARD. Lists connections that are forwarded from one host to another.

	service iptables start
	Starts the firewall.

	service iptables stop
	Stops the firewall.

	service iptables restart
	Restarts the firewall.

Use this command to reload the iptable rules after you make any changes to the rules.

	iptables -A INPUT -p <protocol-type>
 --destination-port <port> -i <interface-name> 
-j ACCEPT
	Allows incoming packets to access a port in the firewall. 

· -A appends the ruleset to existing rules

· INPUT applies the rule to incoming packets.

· -p <protocol-type> sets the IP protocol for the rule. The protocol can be tls, tcp, udp, or all, to match every supported protocol. You can also use other protocols that are listed in /etc/protocols. If you omit this option when you create a rule, the all option is the default. 

· --destination-port <port> sets the destination port for the rule. For TCP or UDP, use port 5060. For TLS, use port 5061.

· -i <interface-name> sets the incoming network interface, such as eth0, for the rule. 

· -j ACCEPT sets the access control for the rule. ACCEPT opens a port in the firewall.
For example: 

iptables -A INPUT -p udp --destination-port 5060 -i eth0 -j ACCEPT

	iptables -A INPUT -p <protocol-type> 
--destination-port <port> -i <interface-name> 
-j DROP
	Blocks incoming packets from accessing a port in the firewall.

· -A appends the ruleset to existing rules

· INPUT applies the rule to incoming packets.

· -p <protocol-type> sets the IP protocol for the rule. The protocol can be tls, tcp, udp, or all, to match every supported protocol. You can also use other protocols that are listed in /etc/protocols. If you omit this option when you create a rule, the all option is the default. 

· --destination-port <port> sets the destination port for the rule. For TCP or UDP, use port 5060. For TLS, use port 5061.

· -i <interface-name> sets the incoming network interface, such as eth0, for the rule. 

· -j DROP sets the access control for the rule. DROP blocks a port in the firewall. Packets that match the rule are dropped.

For example:

iptables -A INPUT -p udp --destination-port 23 -i eth0 -j DROP

	iptables -A OUTPUT  -j ACCEPT
	Allows the server to send packets out any port.


CPM Usernames and passwords required for installation
You need the following user names and passwords to install the Communications Process Manager software. For more information on these user accounts, see “Preconfigured user accounts” in Chapter 4, “Software installation.”
	Interface
	User name
	Default password
	Password (if other than default)

	Linux

	
	root
	Customer-defined and provided.
	

	
	craft
	Avaya default password. 
Must be changed by Avaya Services after installation.
	

	
	sroot
	Avaya default password.

Must be changed by Avaya Services after installation.
	

	
	rasaccess
	Avaya default password. 
Must be changed by Avaya Services after installation.
	

	
	cust
	Customer defined and required by the installer

	

	Tomcat Manager

	
	admin
	admin
	

	Fedora directory server

	
	admin
	admin01

Note: This password is changed as part of the post-installation tasks.
	

	OAM

	
	admin
	admin

Note: This password is changed as part of the post-installation tasks.
	

	Web Portal

	
	admin
	admin
Note: This password is changed as part of the post-installation tasks.
	

	WebLM

	
	admin
	weblmadmin
	


Access details for other systems in the CPM solution
Use this worksheet to record the login information for the systems that integrate with Communications Process Manager. You need this login information to access and configure the systems to integrate with Communications Process Manager.
	System
	IP address
	Usage
	Login
	Password

	CM

	
	Admin tool IP address.
	Administrative account
	
	

	SES

	
	
	Administration Portal
	craft
	

	
	
	Shell login
	craft
	

	
	
	Root super user
	root
	

	Voice Portal

	
	
	Web interface
	admin
	

	
	
	Shell login
	craft
	

	TTS

	
	
	Shell login
	root
	

	Meeting Exchange Express Edition

	
	
	Shell login
	craft
	

	
	
	Administration Portal
	initial_installer@noemail.com
	


Configuration worksheet: CPM Server
These checklists include the configuration tasks that you need to perform on the CPM Server. 
For more information on each task, see “Software Installation in Chapter 4 of the Communications Process Manager Installation and Configuration Guide. 
CPM Configuration Tasks
	#
	Task
	Instructions

	1
	Complete all prerequisite checks and checklists and obtain the completed EPW.
	

	2
	Copy the CPM Software to the CPM Server

	

	3
	Run the CPM Installer
	1. sh cpm-2.2.10.1.sh
2. Enter the customer supplied customer password

3. Select option to configure the default firewall or not as appropriate

4. Check the installation output for any errors -   /opt/Avaya/install/install.out

	4
	Load new environment variables
	Enter source /etc/profile

	5
	Change Linux passwords
	Log in as craft, sroot, and rasaccess, and use passwd command to change the password of each account.

	6
	Change the CPM Administrator password.
	1. Log in to the CPM VIA (https?/<CPM IP Address>

2. Enter the default username and password: admin
3. Click Account > Change Pin

Note:  The pin must contain only numeric characters.


	7
	Change the local LDAP administrator password.
	1. Log into the CPM OAM interface (https://<CPM IP Address>/CS-OAM)
2. Navigate to System Configuration > Subsystem  Settings > Local LDAP Server
3. Change the password and click Update.


	8
	Obtain and install the WebLM License File
	1. Log into the CPM OAM interface (https://<CPM IP Address>/CS-OAM)
2. Navigate to Licensing > WebLM.
3. Launch WebLM and log in with the default username/password of admin/weblmadmin.

4. Change the username and password and log in again.

5. Click on Server Properties and  obtain the Primary Host ID.

6. Obtain a license file from: http://rfa.avaya.com.  Specify the SAP Order number and Host ID.

7. From WebLM, click Install License. Browse to the file and click Install.

	9
	Enable or Disable Reporting Feature
	If the customer does not want to use the Historical Pegged Reporting Data, disable it to prevent unnecessary files being written to the disk.
Instructions are in: /usr/share/cpm-tomcat/shared/classes/log4j.properties on the CPM Server.

	10
	Import the Electronic Pre-Installation Worksheet
	1. Obtain the completed EPW Spreadsheet.

2. Log into the CPM OAM interface (https://<CPM IP Address>/CS-OAM)

3. Navigate to System Configuration > EPW
4. Locate the EPW spreadsheet using the Browse button and click Import
5. Log into the server as a root user 
and restart the CPM services:

services wdinit restart

	11
	Remind the customer that they need to generate and obtain an https certificate
	


Configuration worksheet: CM in CPM deployments that include SES

IMPORTANT: This worksheet applies only to CPM deployments that include an SES server. 

These checklists include the configuration tasks that you need to perform on Communication Manager (CM) for it to integrate with Communications Process Manager and the information that you will need to perform these configuration tasks. 
· CM tasks in deployments that include SES
· Information that you need to configure CM
For more information on each task, see “CM configuration tasks in deployments that include SES” in Chapter 9, “Configuring CM to integrate with Communications Process Manager” of the Communications Process Manager Installation and Configuration Guide. 

CM tasks in deployments that include SES

	#
	Task
	Instructions

	1
	Add a node name for SES. 
	Use the change node-names ip command.

	2
	Create a SIP trunk group to SES. 


	1. Create a signaling group. Use the add signaling-group command. 

2. Configure the signaling group to use rtp-payload for DTMF over IP (DTMF over IP field on the Signaling Group screen).

3. Create a trunk group. Use the add trunk-group command.

	3
	Create a route pattern for the SIP trunk to SES. 
	Use the change route-pattern command. The route pattern must include a SIP trunk group that terminates at SES.

	4
	Designate SES as the default SIP trunk (Proxy Sel. Rte. Pat. field on the Locations screen).

This field identifies the route pattern that is used to get to SES (route pattern that you created in Step 3).
	Use the change locations command.

	5
	Enable trunk-to-trunk transfer (Trunk-to-Trunk Transfer field on the Feature-Related System Parameters screen). Enter all in the field. 
	Use the change system-parameters features command.

	6
	Configure CM to route calls to Communications Process Manager.
	See “CM configuration tasks in deployments that include SES” in Chapter 9, “Configuring CM to integrate with Communications Process Manager.”

	7
	Configure digit manipulation as necessary.
	See “CM configuration tasks in deployments that include SES” in Chapter 9, “Configuring CM to integrate with Communications Process Manager.”

	8
	Configure the codec to allow G.711.
	Use the change ip-codec-set command. 

The companding scheme for G.711 (a-law or mu-law) that is configured in the codec set must include the value that is set in Voice Portal. On CM, enter G.711MU for G.711 mu-law or G.711A for G.711 a-law. Include both G.711MU and G.711.A in the codec set for CM and Voice Portal to negotiate the correct companding scheme if they are in an environment where both companding types are supported.

See the Administrator Guide For Avaya Communication Manager.

NOTE: The codec set that CM uses depends on the network region. For CPM deployments, the applicable network region is the network region that includes the Voice Portal MPP servers and Meeting Exchange Express Edition.

	9
	Check the authoritative domain for the applicable IP network region (includes the Voice Portal MPP servers and Meeting Exchange Express Edition).
	The SIP domain must be configured as the authoritative domain. Use the change ip-network-region command to check this setting. The IP Network Region screen is displayed.


Information that you need to configure CM
	Property
	Property values
	Notes

	
	Example value
	Your value
	

	IP address of CLAN for S8500

OR

IP address of PROCR for S8300 
	1.1.1.1
	
	To display the IP address:

· On S8500, enter: 
list ip-interface clan
· On S8300, enter: 
display ip-interface all
A SIP trunk must connect the CLAN or PROCR to SES.

	Node name for the corresponding CLAN or PROCR
	procr
	
	Enter list node-name to view all node names. Identify the node for the CLAN or PROCR IP address. 
Use this node name for the Near-end Node Name of the signaling group that you create.

	IP address for SES
	1.2.2.2
	
	Use this IP address to create the node name for SES.

	Node name for SES
	ses
	
	Use the change node-names ip command to assign a node name to SES.
Use this node name for the Far-end Node Name of the signaling group that you create.

	SIP domain
	avaya.com
	
	Authoritative domain in the CM network region. This value must match the SIP domain that is configured in:

· Communications Process Manager (SIP Domain field on the SIP Configurations page of the OAM interface).

· SES.
Enter this value for the Far-end Domain of the signaling group that you create.

	Signaling group number for the SIP trunk from CM to SES
	13
	
	Use the add signaling-group command to create this signaling group. 
· The CLAN or PROCR node name must be the Near-end Node Name. 

· The SES node name must be the Far-end Node Name.

· The SIP domain must be the Far-end Domain.
· The signaling group must use rtp-payload for DTMF over IP (DTMF over IP field on the Signaling Group screen).
Enter this value for the:

· Signaling Group of the trunk group that you create.

· Grp No. of the route pattern for the SIP trunk to SES.

NOTE: Avaya recommends that you assign the same number to the signaling group, trunk group, and telephone access code (TAC).

	Trunk number for SES
	
	
	This is the SIP trunk that goes to SES.

Use the add trunk-group to create this trunk group. 
NOTE: Avaya recommends that you assign the same number to the signaling group, trunk group, and telephone access code (TAC).

	Communications Process Manager callback number
	1234567891
	
	This telephone number must be configured in three other places as well: 

· Dial In Number field on the Dial In Services in the CPM OAM interface.
· SES. Configure SES to route SIP requests to the call back number to Communications Process Manager. See “Adding an address map for Communications Process Manager” in Chapter 8, “Configuring SES to integrate with Communications Process Manager.”
· Call Back Number field on the Notification and Response Configuration page in the CPM OAM interface. 

	Trunk number for Communications Process Manager
	1
	
	This is the SIP trunk that goes to Communications Process Manager. CM uses this number to route calls to the Communications Process Manager call back telephone number to Communications Process Manager.

	Route pattern for SES
	1
	
	This property identifies the routing pattern that is used to reach SES. The routing pattern must include a SIP trunk group that terminates at SES.
Use this value for the proxy selection route pattern. Use the change locations command to assign a proxy selection route pattern.

	Station extension of SES
	5000
	
	This value is used to send calls that are made to the CPM call back number to the SES server.


Configuration worksheet: Communication Manager in CPM deployments that do not include SES

IMPORTANT: This worksheet applies only to CPM deployments that do not include an SES server. Deployments that do not include an SES server do not support SIP telephones or multiple Meeting Exchange Express Edition servers.

These checklists include the configuration tasks that you need to perform on Communication Manager for it to integrate with Communications Process Manager and the information that you will need to perform these tasks. 
· CM tasks in deployments that do not include SES
· Information that you will need to configure CM
For more information on each task, see “CM configuration tasks in deployments that do not include SES” in Chapter 9, “Configuring CM to integrate with Communications Process Manager” of the Communications Process Manager Installation and Configuration Guide. 

CM tasks in deployments that do not include SES

	#
	Task
	Instructions

	1
	Add node names for:

· Communications Process Manager
· Meeting Exchange Express Edition
	Use the change node-names ip command.

	2
	Create SIP trunks to:

· Communications Process Manager
· Each Meeting Exchange Express Edition server in your Communications Process Manager deployment
Note:  Only one MX Express can be

included for solutions with no SES

The SIP trunk to Meeting Exchange Express Edition must be the default SIP trunk so that callers can be transferred into conference.
	4. Create a signaling group. Use the add signaling-group command.

5. Configure the signaling group to use rtp-payload for DTMF over IP (DTMF over IP field on the Signaling Group screen).

6. Create a trunk group. Use the add trunk-group command.

	3
	Create a route pattern for the SIP trunk to Meeting Exchange Express Edition. 
The route pattern must include a SIP trunk group that terminates at Meeting Exchange Express Edition.
	Use the change route-pattern command.

	4
	Designate Meeting Exchange Express Edition as the default SIP trunk (Proxy Sel. Rte. Pat. field on the Locations screen). 

This field identifies the route pattern that is used to get to Meeting Exchange Express Edition. 
	Use the change locations command.

	5
	Enable trunk-to-trunk transfer (Trunk-to-Trunk Transfer field on the Feature-Related System Parameters screen). Enter all in the field. 
	To access this screen, enter the following command: change system-parameters features

	6
	Configure CM to route calls to Communications Process Manager.
	See “CM configuration tasks in deployments that do not include SES” in Chapter 9, “Configuring CM to integrate with Communications Process Manager.”

	7
	Configure digit manipulation as necessary.
	See “CM configuration tasks in deployments that do not include SES” in Chapter 9, “Configuring CM to integrate with Communications Process Manager.”

	8
	Configure the codec to allow G.711.
	Use the change ip-codec-set command. 

The companding scheme for G.711 (a-law or mu-law) that is configured in the codec set must include the value that is set in Voice Portal. On CM, enter G.711MU for G.711 mu-law and G.711A for G.711 a-law. Include both G.711MU and G.711.A in the codec set for CM and Voice Portal to negotiate the correct companding scheme if they are in an environment where both companding types are supported.

See the Administrator Guide For Avaya Communication Manager.

NOTE: The codec set that CM uses depends on the network region. For CPM deployments, the applicable network region is the network region that includes the Voice Portal MPP servers and Meeting Exchange Express Edition.

	9
	Check the authoritative domain for the applicable IP network region (includes the Voice Portal MPP servers and Meeting Exchange Express Edition).
	The SIP domain must be configured as the authoritative domain. Use the change ip-network-region command to check this setting. The IP Network Region screen is displayed.


Information that you will need to configure CM
	Property
	Property values
	Notes

	
	Example value
	Your value
	

	IP address of CLAN for S8500

OR

IP address of PROCR for S8300
	1.1.1.1
	
	To display the IP address:

· On S8500, enter: 
list ip-interface clan
· On S8300, enter: 
display ip-interface all
A SIP trunk must connect the CLAN or PROCR to: 
· Meeting Exchange Express Edition
· Communications Process Manager

	Node name for the corresponding CLAN or PROCR
	procr
	
	Enter list node-name to view all node names. Identify the node for the CLAN or PROCR IP address.

Use this node name for the Near-end Node Name of the signaling groups that you create for the SIP trunks to Communications Process Manager and Meeting Exchange Express Edition.

	IP address for Communications Process Manager
	
	
	Use this IP address to create the node name for Communications Process Manager.

	IP address for the  Meeting Exchange Express Edition in your Communications Process Manager deployment.
	
	
	Use these IP addresses to create node names for each Meeting Exchange Express Edition server.

	Node name for Communications Process Manager
	cpm

	
	CM uses node names as labels for IP addresses. The node name must be unique for each server.
Use the change nodenames ip command to assign a node name to Communications Process Manager.

Use this node name for the Far-end Node Name of the signaling group that you create for the SIP trunk to Communications Process Manager.

	Node name for Meeting Exchange Express Edition
	meeee
	
	CM uses node names as labels for IP addresses. The node name must be unique for each server.
Use the change nodenames ip command to assign a node name to Meeting Exchange Express Edition.

Use this node name for the Far-end Node Name of the signaling group that you create for the SIP trunk to Meeting Exchange Express Edition.

	SIP domain
	avaya.com
	
	Authoritative domain in the CM network region. This value must match the SIP domain that is configured in:

· Communications Process Manager (SIP Domain field on the SIP Configurations page of the OAM interface).

Enter this value for the Far-end Domain of the signaling groups for the SIP trunks to CPM and Meeting Exchange Express Edition.

	Signaling group number for the SIP trunk from CM to Meeting Exchange Express Edition
	
	
	Use the change signaling-group command to create this signaling group.

· The CLAN or PROCR node name must be the Near-end Node Name.

· The Meeting Exchange Express Edition node name must be the Far-end Node Name.

· The SIP domain must be the Far-end Domain.

· The signaling group must use rtp-payload for DTMF over IP (DTMF over IP field on the Signaling Group screen).
Enter this value for the:

· Signaling Group of the trunk group that you create for Meeting Exchange Express Edition.
· Grp No. of the route pattern for the SIP trunk to Meeting Exchange Express Edition.

NOTE: Avaya recommends that you assign the same number to the signaling group, trunk group, and telephone access code (TAC).

	Signaling group number for the SIP trunk from CM to Communications Process Manager
	
	
	Use the change signaling-group command to create this signaling group.

· The CLAN or PROCR node name must be the Near-end Node Name.

· The CPM node name must be the Far-end Node Name.

· The SIP domain must be the Far-end Domain.

· The signaling group must use rtp-payload for DTMF over IP (DTMF over IP field on the Signaling Group screen).
Enter this value for the:

· Signaling Group of the trunk group that you create for Communications Process Manager.
NOTE: Avaya recommends that you assign the same number to the signaling group, trunk group, and telephone access code (TAC).

	Communications Process Manager callback number
	1234567891
	
	This telephone number must be configured in two other places as well: 

· Dial In Number field on the Dial In Services in the CPM OAM interface.

· Call Back Number field on the Notification and Response Configuration page in the CPM OAM interface.

	Trunk number for Communications Process Manager
	10
	
	This is the SIP trunk that goes to Communications Process Manager. CM uses this number to route calls to the Communications Process Manager call back telephone number to Communications Process Manager.

	Trunk number for Meeting Exchange Express Edition.
	20
	
	This is the SIP trunk that goes to Meeting Exchange Express Edition. 

Use this trunk number to create a route pattern for the SIP trunk to Meeting Exchange Express Edition.

	Route pattern for Meeting Exchange Express Edition
	1
	
	This property identifies the route pattern that is used to get to Meeting Exchange Express Edition. The route pattern must include a SIP trunk group that terminates at Meeting Exchange Express Edition.


Configuration worksheet: SES

These checklists include the configuration tasks that you need to perform on SES for it to integrate with Communications Process Manager and the information that you will need to perform these tasks.
· SES configuration tasks
· Information that you need to configure SES
For more information on each task, see “SES configuration tasks” in Chapter 8, “Configuring SES to integrate with Communications Process Manager” of the Communications Process Manager Installation and Configuration Guide. 

SES configuration tasks

	#
	Task
	Instructions

	1
	Add CPM as an SES user
	See “Adding the Communications Process Manager server as an SES user.”

	2
	Add users that do not have extensions on CM
	See “Adding Communications Process Manager users to SES.”

	3
	Add users that do have extensions on CM
	See “Adding Communications Process Manager users to SES.”

	4
	Add each Voice Portal server as a trusted host
	See “Adding Voice Portal as a trusted host.”

	5
	Add each Meeting Exchange Express Edition as a trusted host
	See “Adding Meeting Exchange Express Edition as a trusted host.”

	6
	Add CPM as a trusted host
	See “Adding Communication Process Manager as a trusted host.”

	7
	Add an address map to route calls for Communications Process Manager's dial-in telephone number to the Communications Process Manager server. 
	See “Adding an address map for Communications Process Manager.”

	8
	Configure SES to route CPM-initiated calls to CM
	See “Configuring SES to route CPM-initiated calls to CM.”


Information that you need to configure SES
	Property
	Property values
	Notes

	
	Example value
	Your value
	

	Primary handle for CPM
	cpm
	
	The user name part of the SIP address for Communications Process Manager. This field must match the User Name field on Communications Process Manager's SIP Enabled Services Configuration page.
See “Adding the Communications Process Manager server as an SES user.”

	CPM password
	
	
	The password for the CPM primary handle. This field must match the Password field on Communications Process Manager's SIP Enabled Services Configuration page.
See “Adding the Communications Process Manager server as an SES user.”

	For CPM users who are not already configured in SES: 
· Username part of their SIP address or a telephone number

· Password
	
	
	For users who do not have extensions on CM, see “Adding users who do not have extensions on CM.” These users must have SIP endpoints. 
For users who do have extensions on CM, see “Adding users who have extensions on CM.” These users must have their CM extension also configured as an off-PBX telephone. Use the add off-pbx-telephone station-mapping command in CM to perform this task.

	IP address of each Voice Portal MPP server in your Communications Process Manager deployment
	
	
	See “Adding Voice Portal as a trusted host.”

	SES IP address
	
	
	Use this value to add Voice Portal, Meeting Exchange Express Edition, and CPM as trusted hosts.

	IP address of each Meeting Exchange Express Edition server in your CPM deployment
	
	
	See “Adding Meeting Exchange Express Edition as a trusted host.”

	CPM IP address
	
	
	See “Adding Communications Process Manager as a trusted host”

	Communications Process Manager callback number
	1234567891
	
	This telephone number must be configured in three other places as well: 

· Dial In Number field on the Dial In Services in the CPM OAM interface.

· CM. Configure CM to route calls to the call back telephone number to one of the following SIP trunk groups. 
· SIP trunk between CM and SES, if your deployment includes SES. 

OR

· SIP trunk between CM and Communications Process Manager, if your deployment does not include SES.
· Call Back Number field on the Notification and Response Configuration page in the CPM OAM interface. 

See “Adding an address map for Communications Process Manager.”

	Transport protocol that CPM uses to communicate with SES
	
	
	TCP, UDP, or TLS

See “Adding an address map for Communications Process Manager.”


Configuration worksheet: Voice Portal
These checklists include the configuration tasks that you need to perform on Voice Portal for it to integrate with Communications Process Manager and the information that you will need to perform these tasks.
· Voice Portal tasks
· Information that you need to configure Voice Portal
For more information on each task, see “Voice Portal configuration tasks” in Chapter 10, “Configuring Voice Portal to integrate with Communications Process Manager,” of the Communications Process Manager Installation and Configuration Guide. 

Voice Portal tasks
	#
	Task
	Instructions

	1
	Add a SIP connection.
	1. Lot into Voice Portal Web Interface 
2. Select System Configuration > VOIP Connections
3. Click on the SIP tab  Click Add and populate the following fields:

· Name – for the connection

· IP Protocol – TCP or UDP

· Proxy Server Address – SES or CPM IP Address

· Route Domain - *

· Max Siomultaneous Calls – The number of TTS ports available

See “Adding a SIP connection”

	2
	Add a VoiceXML application.
	CPM uses the default application for Inbound calls
· On either the Add Application  or Change Application page, select Inbound Default
See “Adding a VoiceXML application”


Information that you need to configure Voice Portal
	Property
	Property values
	Notes

	
	Example value
	Your value
	

	SES IP address, if your CPM deployment includes SES.
	
	
	See “Adding a SIP connection.”

	CPM IP address, if your CPM deployment does not include SES.
	
	
	See “Adding a SIP connection.”

	Maximum Simultaneous Calls
	
	
	This value must match the number of TTS resources (ports available on the TTS server. This number is determined by the TTS license.
See “Adding a SIP connection.”


Configuration worksheet: Meeting Exchange Express Edition

These checklists include the configuration tasks that you need to perform on Meeting Exchange Express Edition for it to integrate with Communications Process Manager and the information that you will need to perform these tasks.
· Meeting Exchange Express Edition tasks
· Information that you need to configure Meeting Exchange Express Edition
For more information on each task, see “Meeting Exchange Express Edition configuration tasks” in Chapter 11, “Configuring Meeting Exchange Express Edition to integrate with Communications Process Manager” of the Communications Process Manager Installation and Configuration Guide. 

Meeting Exchange Express Edition tasks

	#
	Task
	Instructions

	1
	Configure an outbound proxy.
*Required only for CPM deployments that include SES. If there is no SES, point the server to the Communication Manager. 
	See “Configuring an outbound proxy.”

	2
	Configure the reserved port pool.
	See “Configuring the reserved port pool.”


Information that you need to configure Meeting Exchange Express Edition
	Property
	Property values
	Notes

	
	Example value
	Your value
	

	IP address of Meeting Exchange Express Edition.
	
	
	

	IP address of SES.
*Required only for CPM deployments that include SES.
	
	
	See “Configuring an outbound proxy.”

	Transport protocol that Meeting Exchange Express Edition uses. 
*Required only for CPM deployments that include SES.
	
	
	TCP, UDP, or TLS

	Number of ports in the reserved port pool
	
	
	The reserved port pool is the number of ports allocated for scheduled conferences. All other ports are reserved for on-demand conferences.
IMPORTANT: When you allocate ports for scheduled and on-demand conferences, be sure to account for the usage pattern of your conference system. Communications Process Manager uses on-demand conferences for its services. If Meeting Exchange Express Edition does not have enough ports available for on-demand conferences, Communications Process Manager cannot provide its conference services.
See “Configuring the reserved port pool.”
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