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SESSION MANAGER and PBX are Co-located

Overview

This Configuration Note is intended for Avaya certified technicians/engineers
who are familiar with Modular Messaging procedures and terminology. It also
assumes that you are Avaya certified or very familiar with the features and
functionality of the Avaya PBXs supported in this Configuration Note and the SIP
protocol.

Use this document in conjunction with Modular Messaging Installation Guide and
the appropriate Nortel PBX Guides mentioned throughout this Config Note.

Please read the entire document before attempting any configuration.

1.0 METHOD OF INTEGRATION

The Session Initiation Protocol (SIP) integration provides connectivity
with the Avaya PBX CS1000 over a Local Area Network (LAN). The
connectivity between the Avaya Message Application Server (MAS) and
the PBX is achieved over an IP-connected SIP trunk via the Avaya Aura
Session Manager proxy. This integration passes call information and
MWI using SIP packets.

Disclaimer: Configuration Notes are designed to be a general guide reflecting AVAYA Inc. experience configuring its systems. These
notes cannot anticipate every configuration possibility given the inherent variations in all hardware and software products. Please
understand that you may experience a problem not detailed in a Configuration Note. If so, please notify the Technical Service
Organization at (800) 876-2835, and if appropriate we will include it in our next revision. AVAYA Inc. accepts no responsibility for
errors or omissions contained herein.




Avaya MAS Requirements

'Release Note:

Should features of the integration not
function optimally when integrated to a PBX
or MM that may be operating on an
unsupported software release as defined
Section 2.0 and 3.1, customers will need to
upgrade their PBX and/or MM to a
supported software release.

Avaya SIP Integration 2

2.0 AVAYA MESSAGE APPLICATION SERVER REQUIREMENTS
e Minimum releases required "
- MM5.2 SP5

e MM license*

*Note: A license must be obtained prior to installing the SIP
integration and must be imported prior to
testing/operation of the system.

Important:  Without this license SIP will not function. The 10 user licenses

that come with a new MM system will not work with the SIP
integration.

e Fax: To enable FAX over SIP you must check the Fax_Enable
box found on the General Tab on the Fax — Vojce 'Mail Domain
screen.

ot
ot
ot
ot
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MAS Fax Sender gerver IUHANUS1 Browse |

Fai Maibox | EEEEEELT
Compary Fax Mumber |3U3-538-1 234

Cover Page... | Advanced .. |
Fax Send Speed [ Canonical Addressing

| 3600 i | Country Code. frea Code

Fax Recieve Speed ¥ | [

|SEDD "l

fccezslodes.

k. I Cancel | Help

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1



PBX hardware requirements

PBX/SESSION MANAGER
software requirements
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3.0 PBX HARDWARE REQUIREMENTS

Before performing the installation ensure the customer site has had an
Avaya Network Assessment and the customer has implemented the
recommendations.

e Avaya CS1000E CP+PM Call Serve 6.0.18 (with Software as
detailed below in Section 3.1)

e Avaya CS1000E Signaling Server 6.0 (Linux-based)

3.1 PBX SOFTWARE REQUIREMENTS

Minimum Software *©P92:

e Avaya CS1000E updated to the current DEPLIST

e (CS1000 R6 SIP GW with nortel-cs1000-vtrk-6.00.18.65-
61.i386 or higher

e VTRUNK Application Software with nortel-cs1000-vtrk-
6.00.18.65-61.i386 or higher

¢ VTRUNK SU installed with the following activator patches are
required (Note: You do not need both MPLR30222 and MPLR25529, just
either one depending on your configuration)

0 MPLR30222 (activates Diversion Header and supports History Info)
- Or -
0 MPLR25529 (activates Diversion Header and removes History Info.

May be used in stand-alone CS1000 environments where CS1000 to
CS1000 SIP Peering is not used.)

0 MPLR29593 (activates support for UPDATE of p-assert after call
answer)

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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3.2 SESSION MANAGER SOFTWARE/HARDWARE REQUIREMENTS

Minimum Supported Software and Hardware:
e Avaya Aura Session Manager 5.2
Hardware Required:
e Avaya S8xxx with SM100 card (acts as gateway to SM)

e Customer responsible for:
o Monitor, Keyboard, and Mouse
o Cat5 Ethernet Cables
o0 Blank DVDs for burning ISO images if needed

Please refer to Installing and Administering Session Manager for more details.

3.3 CONNECTIVITY
e Ethernet LAN connectivity - TCP/IP

3.4 CUSTOMER-PROVIDED EQUIPMENT

e Wiring/equipment necessary to support the physical LAN (CAT 5
minimum)

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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4.0 SUPPORTED INTEGRATION FEATURES

[v] Items are supported

Supported integration features

System Forward to Personal Greeting

All Calls [v]
Ring/no answer ]
Busy ]
Busy/No Answer ]

Station Forward to Personal Greeting

All Calls [v]

Ring/no answer ]

Busy [v]
Auto Attendant [v]
Call Me 4
Direct Call [v]
External Call ID (ANI) [v]
Fax [v]
Find Me 1
Internal Call ID [
Message Waiting Indication (MWI) [V]
Multiple Call Forward [v]
Multiple Greetings [v]
N+1 [
Outcalling ]
Queuing [v]
Return to Operator [v]

IMPORTANT: PBX options or features not described in this Configuration
Note are not supported with this integration. To implement
options/features not described in this document, please
contact the Avaya Switch Integration product manager.

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5.0 CONFIGURING THE AVAYA CS1000E

Note: This Configuration Note assumes basic configuration of
telephones and SIP trunking to Session Manager has been
completed.

For information on basic configuration please refer to Communication
Server 1000E Installation and Commissioning. Release 6.0, rev 3.02. Nortel
Doc#NN43041-310.

PBX Configuration The following tasks must be completed in the following order
when programming the PBX to integrate. PBX programming is
intended for certified PBX technicians/engineers.

*Note: Avaya uses the

term “cover” while e Loginto CS1000E Element Manager
Nortel uses the term e Add a Distant Steering Code (DSC) for coverage and access
“forward.” to Modular Messaging

For purposes of this
document they are one
in the same. e Log in to the Network Routing Service (NRS)

e Configure phones to cover* to the MM ‘pilot’ extension

e Add a route for the MM ‘pilot’ extension

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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The diagram below is an example illustrating traffic engineering and load
balancing used with Session Manager “Diamond Configuration.”

e The Avaya CS1000 is configured so that users (stations) are divided up
for load balancing by assigning users one of two cover paths and routing

Configuring Session Manager preferences.
with Avaya CS1000 and Users can use either one of two pilot numbers for voicemail retrieval. In
Modular Messaging this way traffic is engineered so some sip traffic will use trunk x, y as the
1st and 2" choice and others will use trunk y, X as the 1st and 2nd
choice.

All users can be served by either SM server should one go out of service
for maintenance or any other reason. This provides for redundancy and
provisioned load balancing.

e The Modular Messaging System is configured so that the PBX Site has
two entries: 10.1.1.4 and 10.1.1.5.

For originations from MM (i.e., MWI, Call Me, Find Me, Transfers, etc.),
the MM will load balance between the two PBX (Session Manager) IP
addresses. Should one become unavailable MM will automatically route
all originations to the second IP address in the PBX administration.

If using Session Manager in a Diamond Configuration you will to
provision two SIP trunk groups, two route patterns, two routing entries,
two SIP pilot numbers (Hunt Groups) and two cover paths.

Session Manager
Controller

.,
Session

r = _
i = == ]<
Avaya Nortel CS1000
IP 10.1.1.2
IP 10.1.1.3

Session
Manager
10.1.1.5

=

Avaya Nortel CS1000

o ey

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5.1 Configuring the Avaya CS1000E using the IE Browser

¢ Open Internet Explorer and enter the IP Address of the
CS1000E call server. In the example image below the URL to
login is https://10.80.50.10/

Note: IE is the only browser supported for CS1000E UCM

e This should bring you to the CS1000E Communications
Management page.

e Log in using the appropriate Username and Password.

3 Unified Communications Management - Microsoft Internet Explorer

Fle Edit Wew Favortes Tools  Help -7
. A | v . R [

@Batk - @ ® ,f ) pSEar(h 57 Favorites %) R = = ﬂ 3

address | @] https://10.80.50. 10/frames. Faces?body=jsecureCbjectManagement. Faces ~ Ga

&snagtt '

@

Uss this page to access the server by P address. You will need to log in agsin when switching to
another server, even it i is in the same security domain User |D: [admin
Important: Orly accourts which have heen previously crested inthe primary security server are Fassward

alloved. Expired or reset passweords that normally must be changed during login vl fail
authentication in this mode (use the link to manual pessvword change instead). Local G5-

authenticated User IDs cannot be used B i

Change Fassword

Go to central login for Single Sign-0On

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e Once logged in the first screen you will see is the Elements
screen. Select the element of type CS1000.

UNIFIED COMMUNICATIONS MANAGEMENT Help | Logou
— Metwork Host Name: interop-cs1000e.interop avaya com  Software Version: 02 00 0055 00{3266)  User Name admin
Elements
— 51000 Services
e Elements
Patches

Mew slements are registered into the security framework, of may be added as simple hygetlinks. Click an element name

SHMP Profiles 1o launch its management service.

Secure FTP Token
Software Deployment | |

— User Semwices add =8 &
Administrative Users Element Marme Element Type « Release Address Description
External Authentication [] EMon interop-cs1000e CE1000 6.0 10.80.61.10 Mew
Fagssword element.

— Security 2 [] Interop- Linux Base 6.0 10.80.50.10 Base 08
Roles £31000e.interon avava.com elermant
PelllEs 108061 13 Media Gateway 6.0 10.8051.13 n
Ceﬂiﬁcales. = o Cantraller ' . T e\ee\:ﬂemt.
Actire Sessions 4[] 10805112 Media Gateway 6.0 10.80.51.12 Newr

= Toolg Controller element.
Logs 5[] MRSM oninterop-c51000e  Metwork Routing 6.0 10.80.51.10 Mew

Service element.

e ADD A DISTANT STEERING CODE (DSC)

The CS1000E will router callers and subscribers to Modular
Messaging using an Distant Steering Code, or DSC. In our
example configuration the CS1000E only needs to route calls to
Session Manager, which will route the calls to Modular
Messaging.

In this configuration, extension 6665001 is our pilot number.
This is the number used by subscribers to call to retrieve
messages, and also the number that the CS1000E will use to
cover to voice mail.

To do this we need to add a Distant Steering Code (DSC) for
any number that starts with 666 and is 7-digits in length.

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e To add a DSC, from the left-pane select Electronic
Switched Network. Then, from the newly displayed right-
panel select Distant Steering Code as indicated below.

NLRTEL CS 1000 ELEMENT MANAGER

- UCM Hetwork Services Managing: 10.80.51.10 Username: admin
-Home Dialing and Mumbering Plans » Electranic Switched Netwaork (ESM)
-Links
- Virtual Terminals Electronic Switched Network (ESN)
- System
+Alarms
- Maintenance - Customer 00

+Core Equipment

~ Paripharal Equipment - Network Control & Services

+1P Metwark - Metwork Control Parameters (MCTL)
+Interfaces - ESMAccess Codes and Parameters (ESH)
- Engineered Yalues - Digit Manipulation Block (DGT)
+Emergency Services - Route List Block (RLB)
+Geographic Redundancy - Incoming Trunk Group Exclusion (TGE)
+ Software - Metwork Attendant Services (NAS)

- Customers - Coordinated Dialing Plan {CDP)

- Routes and Trunks - Local Steering Code (LSC)
- Routes ans Tuks
-D-Channels - Trunk Steering Code (TS5C)
- Digital Trunk Interface - Numbering Plan (MET)

- Dialing and Numbering Plans - Access Code 1

|- Electronic Switched Metwark - Home Area Code (HMPA
- Flexible Code Restriction - Home Location Code (HLOG)
- Incoming Digit Translation _ I nratinn cada i 00y

e The screen below should now appear. Using the drop-down menu
select Add, then enter 666 in the field next to Please enter a
distant sthring code. Then click on "to Add"

NOTE: It’s not ﬁecessary to differentiate all numbers thi‘at begin with 666. It’s only
necessary:to get those calls that have a number beglnnmg with 666 to the
Avaya Aura Session Manager.

NERTEL CS 1000 ELEMENT MANAGER

-UCM Network Services % Managing: 10.80.51.10  Username: admin
—_Home Dialing and Mumbering Plans » Electronic Swdched Metwork (ESH) » Customer 00 » Coordinate:
-Links ;
- Virual Terminials Dlstant Steering Code List
- System
+Alarms

- Maintenance Add b

+ Core Equipment

- Peripheral Equiprent )
IP MNetwork
: Inter?aceosr Please enter a distant steering codg to Add

-Engineered Values

+ Emergency Setvices

+ Geographic Redundancy
+ Software

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e The Distant Steering Code screen should now appear with 666
in the field adjacent Distant Steering Code (DSC).
e Enter the following values and then click on Submit:

Flexible Length Number of digits (FLEN): 7 <Maximum length of nqmﬁér starting with 666>
Display (DSP): Local Steering Code (LSC) !

Route List accessed for trunk steering code (RLI): 1 <t_his"“i's the Route List built between the
-CS1000E Call Server and Signaling Server. In

our example, RLI 1 was configured during the
installation of the CS1000E>

Managing 10.80.51.40  Username: acdmin
Dialing and Numbering Plans » Electronic Switched Metwork [ESN}*‘» Customer 00 » Coordinated Dialing Plan (COP) » Distart Steering Code List » Distard

Distant Steering Code

. Distant Steering Code {DSC): m
’ Flexible Length number of digits (FLEN): |7 (0-10)
Display (DSP): | Local Steering Code (LSC) v
; Remote Radio Paging Access (RRPAY: []
Route List to be accessed for trunk steering code {RLIy: |1+
’ Collect Call Blocking {(CCBAY: []
maximum 7 digit NPA code allowed (NPA):

maximum 7 digit NKX code allowed {NXX):

[ Submit ] [ Refresh ] [ Delete ] [ Cancel ]

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5.2 SUBSCRIBER ADMINISTRATION
Subscriber administration includes:

e Configure Phones to Cover to the MM ‘pilot’ extension

e Every MM subscriber's station/phone on the CS1000E will need to
be configured with the ‘pilot’ number of 6665001 so that busy and
no-answer calls will route to MM. Although there are a number of
tools that for telephone administration on the CS1000E (i.e,
Element Manager, Telephony Manager, and the command-line overlay
terminal) for this document we will continue to use Element
Manager to administer the telephones.

e From the left-pane of Element Manager select Phones You will
now see the following screen.

NEIRTEL CS 1000 ELEMENT MANAGER

-UCM Network Services
—Home Managing: EM on interop-cs1000e{10.80.51. 1I]1 =
-Links Search for Phone -

- Virtual Terminals
- System Search For Phones

+Alarms

- Maintenance
+Core Equipment
- Peripheral Equipment
+|P Nebwork
+Interfaces
- Engineered Values
+Emergenty Semvices
+ Geographic Redundancy
+ Software

- Customers

-Routes and Trunks
- Routes and Trunks
- D-Channels

- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switcheg fetwark
- Flexible Code Restriction

- Incoming Oigit Trans|ation
Fhones
—Temp\ates

- Propemes
- Migration

Criteria: | Prime DI | walue:
Results f
__.»F"ﬁunes
Add... Impart... Retrieve. ..

Selectyour search criteria, enter or select the desired value and click Search

Mew Phones may also be added or refrieved

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e For each existing subscriber's station, enter the Primary DN
(Dialed Number) in the Value field and then select Search. The
following screen appears. Select the value under the column TN
to begin editing the station.

Managing: EM onh interop-cs1000e{10.80.51.10]

Search for Phone

Search For Phones
fcdvanced | Hide

Criteria: | Prirna DN w | Walue: |7771088
Results Per Page 10 o«
Phones Found (1)
Add.. | Import.. | Retrieve.. | Delete | <More Actions> hd Refresh
- | Customer TH & Prime DM Designation Phone Type Template URID
10 0 1560 00 01 77r108es TEST 1140

e In order for the station 7771088 to cover to Modular Messaging
on busy and no-answer calls, the station must be configured with
the MM pilot number. This is done using the following two
Features (also referred to as Class of Service):

- Flexible Call Forward No answer DN (FDN)
- Hunt DN - All Calls, or Internal Calls for CFTA (HUNT)

e Once you have selected the station’s TN (A TN is the Terminal
Number, or basically the port number on the switch. i.e., 156 0 00 01 is
156=Loop 0=Shelf 00=Card 01=Unit) as described in Step 2 above, the
following screen appears.

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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¢ In the Features section, scroll down the list of features and find
the two previously mentioned, (FDN and HUNT).

e Enter 6665001 in each as shown below

Customer Mumber:

Terminal Mumber:

Designation |TEST

Zone: |001 |7

Key Expansion Modules: |0 »

Features
Feature Description
FBA Call Forward Busy for DID Calls Allowed v
FCAR Faorce Charge Account Mo
FDM Flexible Call Forward Mo Ans DN BEES001
Feature Description
HPR Station Priority far Dialtone Lows Priarity  »
HTA Hunting Allowead
HUNT Humnt DM - All Calls, o Internal Calls for CFTA BERS001

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e |[tis also necessary to program a MWK-Messaging button
on each station. This is found in the Keys section of the
Phone Details screen.

e Scroll down in the Keys section and select an unused
button. Select the following values from the pull down

choices:
Key Type: MWK — Message Waiting
Message Center DN: 6665001 <this is the MM Pilot number>.
MARP checkbox: Check the box.
Keys
" e MSE - Make Set Busy eve v Heviale
6 MWK - Message Waiting W Message Center DN 6562001

Multiple Appearance Redirection PrimeitARF)
FirstMame | LastMame | Display Format | Language

First, Last » || Roman %

¢ Once all these changes have been completed, select Save (not
shown) to save your changes.

- continued on next page -

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5.3 CONFIGURING NRS TO ROUTE CALLS TO MM

The last step to complete to route calls to MM (via Session Manager) is
to configure a ‘route’ on the Network Routing Service (NRS). The NRS
can also be referred to as the SIP Proxy Server (SPS).

The test system used to create this configuration note, administered the
NRS as a SIP Proxy to the CS1000 Signaling Server.

(For further information on configuring the CS1000 Signaling Server and NRS
please refer to Network Routing Service Fundamentals. Release 6.0, rev.
01.03. Nortel Doc # NN43001-130).

e To administer NRS, select UCM Network Services from the left-
pane as shown below.

|— UCM Metwork Senﬂcesl

-Home

-Links
-Wirtual Terminals

- System
+Alarms
- Maintenance
+zore Equipment
- FPeripheral Equipment
+ [P Metwork
+Interfaces
- Engineered Values
+ Emergency Services
+ Geographic Redundancy
+ Software

—Metnmare

e Next select the element of type Network Routing Service:

NERTEL UNIFIED COMMUNICATIONS MANAGEMENT Help | Logout
— Network Host Narme: internp-cs1000e inerop avaya corm Software Version: 02 00 0055 00(3266)  User Name admin
Elerrerts
— 51000 Senices
Pee Elements
[PEIBES Mew elernents are registered into the security frarmeswork, or may be added s simple hyperlinks. Click an element narme
SHMP Profiles to launch its managerment service.

Secure FTP Taken
Software Deployment

= &
— User Senvices Ak, | | [E 2 e
Administrative Users [ Element Mame Element Type « Release Address Description
External Authentication 1 [] EMaon interop-cs1000e CE1000 6.0 10.80.51.10 Mewr
Password element
— Security 2 interop- Linux Base 6.0 108058010 Base 05
Roles 510008 interop avava corm element,
Falicies O WDmB.nDa51 13 Media Gat B.0 10.80.81.13 M
3 b edia Gateway d At e
CORiBEED controller element.
Active Sessions +[] 10805112 Madia Gateway 6.0 10.80.51.12 e
— Tools Controller slement.
Logs 5[] MRSM on interop-cs1000e  Metwork Routing | 6.0 10.80.81.10 New
Service element

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e Select Standby Database and Routes as shown below.

NKIRTEL NETWORK ROUTING SERVICE MANAGER

«UCM Network Services O active detab
- System i e 10.80.51.10
MRS Server | ® Standhy datakase I Murmbering Plans » Routes
Database
BN D BSiliES Search for Routing Entries
= MNumbering Plans
Domains
Endpaints Enter a DnPrefic and Dn Type (use = for all) and click Search.You may narrow the search by specifing 2 particular
Metwark FostTranslation -
- | AlDM Types v
Collaborative Servers DN Prefix DN Type: ¥
- Tools
SIP Phone Context Lirnit recults to Darmain: | Al serice domains % | ;| All L1 domains % | ;| All LD domains %
- Routing Tests
H.323 Endpoint Mame: | &/l gateway endpoints
SIP
Backup
Restore
GKINRS Data upgrade N .
| Routing Entries (8) | Default Routes (0}
| Copy | | Irmport | Export | Routing test ‘ Delete ‘
I | D Prefix~ DM Type Route Cost SIP LRI Phone
FUvALE IBYET U TEIUTIE DT SERY
4[] 855 ) 1 cdp.udp

o To add a route for 666xxxx, you will need to first select the
appropriate context and endpoint. In our example below, the
service Domain is avaya.com, Level 1 (UDP) domain is named
UDP and Level 0 (CDP) domain is named CDP.

The endpoint is the Avaya Aura Session Manager (ASM).

Managing: O Active databass 10605110

® Standoy database Murmbering Plans » Routes

Search for Routing Entries

=
=
o

Enter a DnPrefix and Dn Type (use * for all) and click Search ¥ou may narrow the search by specifying a particular domain

D Prefic|” D Tupe: | All DN Types e
Limit results to Domain: | 8¥aya.com ¥ |udp - [ b
Endpoint Name; | ASM b
Results per page; |50 %
‘ Routing Entries (4) | Default Routes {0}
Add.. Copy... | Move... | Irnport... | Export.. | Routing test... ‘ Delete ‘ Refresh
| DI ém««.,. ON Type Route Cost SIP URI Phone Caontext Context A
1O 2 E‘Drgzgeleygl.?.regwonal (CDP steering 1 cdp.udp avaya.com fudp f cdp FASM
2[] 522 E.164 mtematmna.l -------- 1 + avaya.comfudpf cdp f ASM
[0 888 E'D”;:;e level 0 regional (CDF steedng cdp.udp avaya.com fudp i cop 1 ASM

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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o Enter the following values for the 666xxxx route:
DN Type: Private level 0 regional (CDP Steering Code)
DN Prefix: 666 <The dialed digits or string>.

Route Cost: 1 <enter the appropriate route cost if known>

Managing: © dotive databass 10.80.51.10

® standby database Murmbiering Plans » Routes » Routing Entr

Edit Routing Entry ( avaya.com fudp / cdp J ASM)

DM type: | Private level O regional (CDP steering code) %
DM prefix; |BEG %

Route cost: |1 * [1-255)

* Required valus.

.......................... » Save Cancel

e Click Save when complete to save your entries.

e Your changes need to be saved in the NRS database to take
effect. On the left side select Database.

«UCM Hetwork Services

- System
MRS Server

wsterm wiide Settings

- Humbering Plans
Domains
Endpaoints
Routes
Metwork Post-Translation
Collaborative Servers
- Tools
SIP Phone Context
- Routing Tests
H.323

- continued on next page -
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At this point you should see the following screen.

Managing:  10.80.51.10
System » Database

Database
MRS uses a redundant database with Active and Standby copies. Normally changes are made to the standby database, tested, then cut over into active status

Database status: Changed Cut ower Roll back

Now click on Cut Over.

------

- continued on next page -
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5.4 CONFIGURING THE AVAYA AURA SESSION MANAGER

This section provides the procedures for adding Modular Messaging as a
SIP Entity to the Avaya Aura Session Manager.

For further information on Avaya Aura Session Manager, please see
Administering Avaya Aura™ Session Manager, Doc # 03-603324, Issue 2

Steps:
PLEASE NOTE . .
The sereens and informat e Loginto Avaya Aura™ Session Manager
e screens and information o :
provided in this section serve ° Adm!n!ster MM. as ?‘ SIP Entity
only as examples. J Adm!n!ster E_ntlty Link
The information you enter in * ﬁgm!n!sier Emi Ragg?S'
each screen when administering * minister kouting Folicies
your own system may be e Administer Dial Patterns
different that shown here. e Administer Regular Expression

5.4.1 LOG INTO AVAYA AURA™ SESSION MANAGER

Log into your Avaya Aura™ System Manager screen using IE or another
Web Browser.

Note: You will need the IP address of the server, and a username and password

AVAyA Avaya Aura System Manager 5.2
e prog00 |

Log On

You have sucoessiully logged sut.

o on

L] 5 S Locaintranst

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e Select Network Routing Policy from the left panel. You will see an
Introduction to Network Routing Policy (NRP) in the right panel. This
is the recommended order to use/configure NRP.

AVAyA Avaya Aura System Manager 5.2 T .Lull; .m

b Assel Management
Cammunication System
Management

» User Management
 Monitoring

Pobey consists of several NRP applications like *Domains®, ns®, *51P Entities®, etc

atians (that means the averall NRP workflaw) to canfigurs yaur netwark configuration is as

Step 1: Create *Domains® of typs SIP (other MRS applications ara referming domains of typa SIP)
Adaptations
Stop 2: Create "Locations”

Step 3 Create “adaptations®
Lacations

Step 4: Create "SIP Entities”
Risgeilar Exprassians

Aouting Polises SIP Entities that are used as "Duthound Provies” e.. @ certain "Gateway" or *SIP Trunk®

SIP Darr

- Craats all "athar $1P Entities” {Session Manager, CM, SIB/PS

Gateways, 519 Trunks)

SIPE

- assign the appropriate "Locations®, *Adagtations® and "Outbound Prokies™
Time Ranges - PR "
Porsonal Settings Step 5 Creats the *Entity Links®

b Secarity
» Applicotions
» Settings - Betwean Session Managers and “other SIP Entitles*

Betwaen Session Managers

» Session Manager

Stop 6: Croatd "Tims Ranges"

Shortouts - align with the tariff infarmation received from the Service Providers

Step 7: Create "Routing Policies”

g the approprate "Routing Destination® and “Time OF Day*

(Time Of Day = o the appropriate "Time Range® and define the *fanki

Step @: Create “Dial Pattemn”™

= azzign the appropriate “Locations® and *Routing Policies” to the “Disl Pattem®
Step 9: Croate *Regular Expressions”
Assign the appropnate "Routing Policies” to the *Regular Expressions”
Each "Routing Pokey* defines the “fouting Destination® {which i a *SI1 Entity*) as well 3 the “Time of Day® and its associated “Ranking®.

IMPORTANT: the sppropriate disl patterns are defined and
this gwerall NRP workflow can be interprated as

od afterwards with the help of NAP spplication “Disl patter®,

That's why

“Dial Pattern driven approach to define routing policies®”

That means (with regard to steps listed above):
Step 7: *Rauting Palices® are defined

Step @: "Dial Pattern” are defined and assigned to "Rauting Palicies” and "Lacations

{one step)

Step 9: “Regular Expr and assigned to *Rout

repl

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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STEP 1: CREATE SIP DOMAIN

Add the Authoritative SIP domain by selecting SIP Domains in the left
panel and then clicking the New button (not shown) to create a new
SIP domain entry.

You will need to complete the following options:

Name: The Authoritative domain name. For example, avaya.com

Notes: Optional description for the domain. (Sometimes it is best
to add notes to help other administrators in your absence)

Click on Commit to save changes. You can verify if the domain was
created by reviewing the information as shown in our example screen
below.

“elcomne, admin Last Logged on at Mar. 08, 2010
AVAyA Avaya Aura™ System Manager 5.2 «wsen

Help | Log off

Routing Policy / SIP Domains

» Asset Management Domain Management
Communication System

b User Management
» Monitoring .
3 Items  Refresh Filter: Enahle

~ Network Routing Policy

Adaptations [] Name Type Default  Notes

Dial Patterns LI avaya.com sip m] Authoriatative Domain defined in CH

Entity Links L[] bom.com sip [m]

Locations O cuam.com sip m] Ciseo Call Mgr domain

Fegular Expressions Select : All, Mone ( 0 of 3 Selected )

Routing Palicies

SIP Domains

Note: Since our example network does not interact with any foreign
domains, no additional entries to SIP Domains is needed.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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» Settings

STEP 2: CREATE LOCATIONS

Locations in Session Manager are created to assist with call routing and
to measure, monitor, and limit bandwidth usage among different
locations. This is optional but recommended parameter to configure.

Locations are defined by an IP address or address pattern. The
Locations screen may contain one or several IP addresses. Each SIP
entity has an associated IP address.

Depending on the physical and geographic location of each SIP entity,
some of the SIP Entities may be grouped into a single location. For
example, if there are two Communication Managers located in Denver,
they may form one location named Denver.

In our example configuration, our Modular Messaging server is in the
10.80.100.x/24 subnet. To add this subnet as a Location you would
select Locations in the NRP. Then click New. The screen below will
appear. Enter the following information:

Name: Descriptive name for the Location

Notes: Additional noted to further describe the location

Managed BW: Enter a value (optional) that Session Manager will use to
limit to entities in this location

Avg BW per Call: Enter the amount that Session Manager should use on a per

call basis in order to calculate total bandwidth usage.
Time to Live (secs): default (change only if necessary)

Location Pattern: Enter an IP address pattern (10.80.100.*), or host address,
for entities that comprise this location. Multiple subnets or
hosts can be defined under a single location.

AVAyA Avaya Aura™ System Manager 5.2 S S st ogaad o atfar. 60, 20

Help | Log off

outing Palicy s / Location Details

» Asset Management Location Details

Communication System
Management

» User Management General
» Monitoring * Name: |10_g0_100
~ Network Routing Policy Notes: |10.30.100 Subnet
Adaptations
(D) PiEEsine Managed Bandwidth:
Entity Links .
N * Average Bandwidth per Call: Khitfsec
Locations
Regular Expressions * Time to Live (secs):
Routing Policies
SIP Domains Location Pattern
SIP Entities
Time Ranges
11Item | Refresh Filter: Enable
Personal Settings
} Security [] 1P Address Pattern Notes
» Applications O *110.80.100.* 10.80.100 Subnet

Select : All, None { 0 of 1 Selected )

» Session Manager

Shortcuts * Input Required

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1



Avaya SIP Integration 24

e STEP 3: CREATE ADAPTATIONS (IF USED)

Note: Our example configuration has no Adaptation; all entries for
Adaptations where therefore left as default.

e STEP 4: CREATE SIP ENTITIES

Create a SIP Entity for MM. A SIP Entities is a SIP-based telephony
system that uses a SIP Trunk.

Select SIP Entities in the left panel, then click on the New button (not
shown). The screen below will appear. You will then enter the following
for each SIP Entity, or in this case MM.

GENERAL

Name: Descriptive name for the SIP Entity

Name: An informative name (e.g., SIL-DR-MAS1)

FQDN or IP Address: IP address or hostname of the MAS server in the MM
solution.

Location (optional): The location name used in Step 2

Type: Other. (Choices are Session Manager, CM, or Other for
anything else such as our CS1000E and Modular
Messaging)

Time Zone: Time zone for this location

SIP Link Monitoring
SIP Link Monitoring: Leave as default, shown below

Avaya Au ra ™ System Manager 5 2 :\I:Elgcopnp}eJ admin Last Logaed on at Mar
Help

P Entity Details

» Asset Management SIP Entity Details

N Communication System
Management General

» User Management * Name: |SIL-DE-MASL »

¥ Monitoring

= = * FQDN or IP Address: 10.80.100.30
* Network Routing Policy

Adaptations Type:
Dial Patterns Notes: |MM Single Server
Entity Links
Lacatinns Adaptation: v
Regular Expressions .
Location: | 10_80_100 AL

Routing Policies

Time Zone: | America/Denver v

SIP Domains

SIP Entities Override Port & Transport with DI\!S 0
SRV:

Time Ranges i .

* SIP Timer B/F (in seconds): &

Personal Settings

0 Credential name:

» Security

» applications Call Detail Recording: |none v

} Settings

SIP Link Monitoring

SIP Link Monitoring: | Use Session Manager Configuration v

b Session Manager

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e STEP 5: CREATE ENTITY LINKS

The SIP trunk between a Session Manager and a telephony/messaging
system is defined by an Entity Link.

To add an Entity Link, select Entity Links on the left panel menu and
click on the New button (not shown). Fill in the following fields in the
new row that is displayed.

Note on Protocol:

Modular Messaging supports
both TCP (unencrypted SIP
signaling) and TLS (encrypted
SIP signaling

For TCP MM uses port 5060.
For TLS MM uses port 5061.

Name: Descriptive name for the Entity Link

SIP Entity 1: Select the Session Manager you will use

Protocol: Transport protocol to be used to send SIP requests. (See
Note on Protocol in sidebar)

Port: Port number on MM that sends SIP requests

SIP Entity 2:
Port:

Trusted:
Notes: ™

The other SIP Entity for this link (SIL-DR-MAS1)
Port number on MM that receives SIP requests
Trusted system (Yes if checked)

Optional description for the Entity Link

Once all you _m_forfﬁatign is entered, click on Commit to save changes.

AVAYA

ork Routing Policy / Entity Links

velcome, admin Last Lagged on at Mar, 08, 2
P

A"\‘l-a‘;é‘AuraTM System Manager 5.2
Help |

» Asset Management Entity Links ‘
Gommunication System
Management
} User Management
» Monitoring
1Item | Refrash Fittsr:
¥ Network Routing Policy e G, Ty rer
daptations Name SIP Entity 1 Pratocol | Port SIP Entity 2 Port Trusted = Notes
Dial Patterns *|ASM1-DR_SIL-DR-M ¥ |ASM1-DR ¥ v * 5060 *|SIL-DR-MAS1  ¥|  *[3060
Entity Links h3
Locations
Regular Expressions
Routing Palicies * Input Required ‘

e NOTE: The screen above serves only as an example. Your entity links and
other information may be different than shown above.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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STEP 6: CREATE TIME RANGES

Time Ranges defined here are used to determine when the Routing
Policies (Step 7) are active.

Session Manager uses a default time range of 24/7. To add another
time range, select Time Ranges in the left panel, then click New on the
right.

Enter the following information:

Name: Descriptive name for the Time Range

Mo Tu We ... Su: Check the box under each day of the week included in the
Time Range

Start Time Start time. This is a 24-hour clock, so our example of 00:00
for start of day is 12:00AM

End Time End time. This is a 24-hour clock, so our example of 23:59
end of day is 11:59PM

Notes: Optional description for the Time Range

AVAyA Avaya Aura™ System Manager 5.2 ) e Log

Home | Network Routing Pobcy / Time Ranges

e NOTE: The screen above serves only as an example. Your entity links and
other information may be different than shown above.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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STEP 6: CREATE ROUTING POLICIES

Routing policies direct how calls will be routed to a system. A routing
policy must be added for calls destined for Modular Messaging. In this
scenario the pilot number to MM from the CS1000E is 6665001.

Select Routing Policies in the left panel, then click on New (not
shown). The screen below will appear. Enter the following:
General

Name: Descriptive name for the Routing Policies
Notes: Optional description for the Routing Policy

SIP Entity as Destination
Click Select, then chose the SIP entity that you will apply this routing
policy to.

Time of Day
Click Add, and then select a time range configured in Step 5

AVAyA Avaya Aura™ System Manager 5.2 el

Hulp | Log olf

outing Policies [ Routing Policy Details
# Asset Management Houting Policy Details |_commi || Cancel
4 Communlcation System
Management
» User Management W
¥ Name: o SIL-MAS1
Disabled; [
Notes:
PLn [ t
 Expressions [ sotoet. |
licies Hame FOD or IP Address Trpe Hotes.

SIF 5 =IL-DA-MAS 10.80.100.30 Dbnr HM Single Sarver

SIP Entities

Tami Ranges Time of Day

Personal Settings [2ata] [ Romows | Vierw GapsfOvorlaps
b Security
+ Applications 1lem Refresh Filter: Enable
+ Settings [] manking | Mame © . Mon  Tue  Wed Tha Frd Sat  Sun StartTime  End Time  Nabes
. Session Mansonr; [ T 24/t [T 259 Time Range 24/7
“hartrite Salart + All Nane {7 nF 1 Salackad |

e NOTE: The screen above serves only as an example. Your entity links and
other information may be different than shown above.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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STEP 8: CREATE DIAL PATTERNS

Create a Dial Pattern(s) that will use the Routing Policy you created in
Step 6. Select Dial Patterns on the left panel menu and then click on
the New button (not shown).

General
Pattern: Dialed number (this is the MM Pilot #)
Min Minimum length of dialed number
Max Maximum length of dialed number
SIP Domain Usually the Authoritative domain. i.e., avaya.com
Notes Optional description for this Dial Pattern

AVAyA Avaya Aura™ System Manager 5.2 g T A R D S

Helg | Lag off

Homa | Metwork Routing Palicy ( Dial Battems / Dial Pattern Details

» Asset Management Dial Paltirn Details Coammit || Carcl
Communication System

" Management
BLiEE M RRURREL General
» Monftoring * Pattern: 5565001
* Nolwaork Routing Policy “ Min: [7

Adaptations

" Max: 7

Dlal Patterns

Entity Links Emergency Coll: [

Locations SIP Domaln:  avaya.com ~

Regular Expressions Motes: Nortel MM Access

Routing Polities

SIF Domains o . )

Originating Locations and Routing Policies
SIP Entitiess
[add | [ remove

Time Ranges 4L i

Personal Sabbings 1item  Hafrash Filtar: Enahla
¥ Security Houting Houting Houting

[]  Originating Lacation Name © Dl x| Policy fank ¢ Policy pramnpratiey: | policy
+ Applications Mame Disabled Nates
» Settings A | " 10 SIL o
L} O -aw Aoy Locatians = ] SIL-DA-MAS1

 Session Manager

Sadoct: = All, Norss { 0 of 1 Solocted )

Originating Locations and Routing Policies
Select Add.

-continued on next page -
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Select (check) - ALL - under Originating Location (shown in screen below)

Originating;liocation

8

3 Item s.:"Refre zh

o

1 < Name Notes
| 3
-ALL- any Locations
[0 1o_so_io0 10,850,100 Subnet
1 1o_so_111 CM Access Element
[0 1o_so_4as BCM Server
| Cisco subnet 192_45_130 CUCH
] 1rpos00 IP Office RS
[0 Mortel-cs1000e
[l =SRSTEBranchi STST Branch 1 - 10.80.60.*

Select : all, Mone { 1 of 8 Selected )

Scroll down and under Routing Policies select (check) the Routing Policy
Name as defined in Step 6.

Note: In our example configuration we used "to_SIL-MAS1" as the name for our
Routing Policy. Your Routing Policies nameg‘may be different.

Routing Policies o
K
2 Items | Refresh ..~'. Filter
-
0
[ | Name Disahled'."‘ Destination Notes
-
D to BCM-50 ’," BCM-50 333-xxx
K

a B4 O e

to CUCM & o CUCHM &
[0  toIP Cffice ,~'. IPC 500 route calls with 2% to IP Office

K
g
to Mtg Exchg 5.2 0 SIL-DR-Mx1 Denver Mx5.2
h K *
8
| to Mortel C51000e ,-" CS1000E-West %777
o

[1 toss7so0 ‘0’. S8730 CM Route calls to S8730 CM {using either CLAN]
to SIL-MAST SIL-DR-MAS1
[1 to Voice Partal WPMS

Select : All, Mone {1 of 8 Selected )

Click Select button to confirm your selected options.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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You should be returned to the Dial Pattern screen as shown below. This is the
same screen you first used in STEP 8: CREATE DIAL PATTERNS.

"""" - Help | Log off

¥ Asset Management Dial Paltirn Details Coammit || Cancl |
Communication System

" Management
BLiEE M RRURREL General
» Monktoring * Pattern: S565001
* Notwark Routing Palicy “ Min: [7

Adaptations

Max: 7

Dlal Patterns

Entity Links Cmergency Call: [7]

Locations SIP Domaln:  avaya.com ~

Reqular Expre: Notes: [Nortel MM Access

Routing Polities

SIF Domains o . )

Originating Locations and Routing Policies
1P Entities .
[ndd ] [ remova

Time Hanges - .

Personal Sabbings 11eem  Rafrash Fitar: Enahla
¥ Security Houting Houting Houting

[]  Originating Lacation Name | (IVORANAD pglicy Rank ¢ Policy pramnpratiey: | policy
+ Applications Name Digabled Notes
b Settings I A y y 19 SIL DM
L O AL Any Locabans - ] SIL-DA-MAS1

 Session Manager

Sedoct @ All, Nors { 0 of 1 Selocted )

Step 9: Create "Regular Expressions™

Regular Expressions are defined assign to Routing Policies. The Routing policies can

function without a regular expression. Regular expressions allow routing of Alpha

Numeric addressed SIP Messages.

Note: For this integration we did not create any Regular Expressions, they were left
as default.

- continued on next page -
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Configuring the Message
Application Server
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6.0 Configuring the Messaging Application Server

Configuring the MAS platform for proper PBX integration requires
configuring several menus accessed within the Voice Mail System
Configuration application, and a certified MM engineer. This must
be performed for each MAS Voice Mail Domain (VMD).

= Access the Voice Mail System Configuration application from the
MAS program group. Expand all fields so all-applicable options are
visible.

Ensure the new PBX is added as instructed by the Modular
Messaging Installation guide. The new PBX should be:
Avaya CM (IP SIP)

Select Voice Mail Domains

Expand PBXs

Select (double click) the Avaya CM (IP SIP)
Access the Transfer/Outcall tab

Transfer Mode = Full

arwdOPE

NOTE: Administer transfers as FULL (Supervised transfer) to prevent callers
from being disconnected when calls are re-routed back to the Message
Server. Transfers should only be administered as blind or partial when the
transferred to numbers will not be re-routed to the Message Server.

- continued on next page —

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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- The following programming is a continuation from the
Modular Messaging (MAS section) Installation Guide:

= Next access the Message Waiting Indicator (MWI) tab

Message Waiting Indicator - Yoice Mail Domain

General | Update Schedule |

Enable Message 'Waiting Indicator (M'w1) v
MAS MW/l server: [LaNDEN] El
Scheduled MWl updates: |Active ﬂ
Limit requests I
I awimurn tequests pen minute I’:"-: :I
Message Application Servers that support M| i G I 2
LANDEN

oK I Cancel | Help |

1. Enable Message Waiting Indicator (MWI) = Enable by checking

Note: When using the box
Operational History 2. MAS MWI Server = Enter the name of the MWI server created
Viewer, MWI on/off during the installation procedure.
commands will appear 3. Scheduled MWI updates: Active or Inactive = Configure as per
to be sent on Port 0. customer requirements.*
4. Limit requests = Leave Unchecked

5. Maximum Requests per Minute = <grayed out>

6. Message Application Servers that Support MWI = This box
should contain a list of MAS servers capable of placing MWI
requests.

7. Select OK to save changes

*Note: The Scheduled MWI updates parameter is only available on MM 3.x

Note 2: The MAS will prompt to restart the services. Wait until instructed below.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1



Note: The Default Audio Code
Format you select determines
the encoding for the messages
stored. This setting may be
different than the codec you
defined in the CM
configuration for the transport
of audio data. Avaya
recommends use of G.711 for
superior quality compared to
GSM and/or if you need to
support TTY. GSM encoding
will yield greater message
storage but at reduced audio

quality and no support for TTY.
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= Next double click to access Audio Encoding (see below)

1. Select the pull down for Default Audio Encoding Format
2. Chose GSM or G.711 mu-law or a-law depending on your storage
needs. (GSM is the default encoding method for MM)

Ble Edt 1ol

= 7ig Yoice Mail Domains

fudio Encoding - Yoice Mail Domain X
i =
b T {8 Telephone User Interface Auudio Encoding |
Ceedld Hpto Attendant
B call Moo, [~ Diefauk Audio Encading Farmst
¥ Message Waking Nldibo o >
i) Fax G.711 mudav
= ?Seo.rty Enzhi tem for dews used b h deaf or hard of
q -} Or QavIices & Who e o
(31 PBXs - mh_g‘ﬁ'fw] ¥ peopl
< Languanes |
£} audio Encading 2 !
il — ¥l Mail T
M iickel Analog Mebworking Rl
48 Messaging Erer Ihe e to 5dd 1o &l voice meseapes a2 & text body, The test is only seen
8 ek subseriber Dptions by recipients who have not installed Modular Messaging and should explain
.@ Sarvi iy wihat they muzt do in order bo lsten to the meszage.
=5, Licensing The stlached voice metsage was creabed by Avaps's Modula Messaging, = |
=18 Message Application Server: It
= [# SELTZER can be plaped on a mukimedia-enabled PC running Windows. To lizten,
| 15 Messagng pleaze open the altachment
ﬁ,’, Languages
M Telephony Interface
! [ Port Groups
34 PBY Inkegration ;I
2 PR Type
AB) serviceabiity
1@ Trace Fia Size
% Traoing System 0K Caricel I H'Bb I

Next double click to access the Telephony Interface (IP SIP)
Playback Volume = 2 (Default)

2. Number of Ports = 20 (if MAS is S3400 )*

-or- 48 (if MAS is S3500)

-or- 96 (if MAS is S8730/S8800).

Note: The Ports are enabled by default. The MAS service must be
restarted to allow port enabling/disabling.

=

3. Select OK to save changes
4. Restart the MAS Service and then continue with the step below.

* Important: S3400 is not supported with MM 5.x

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1



Special note for MM 5.x:
Administering the
Corporate IP Address is
now done automatically at
the system level.

The value you enter here
should match the packet
size sent by the PBX.

Only a packet size of 20
msecs is currently supported.

See Consideration 8.20

IMPORTANT
QOS values may not take effect unless a
specific Registry Key is present. Check to see [
if the Registry Key DisableUser TOSSetting
is in the following location:

HKLM\SYSTEM\CurrentControlSet\Serv
ices\Tcpip\Parameters\

If the registry key is not there, add it with a
DWord value of 0.

Then Restart the MAS. QOS values will now
be in effect.
This issue will be corrected in MM 5.2SP8

The DSCP value of 46
denotes the packet(s) as
“Expedited Forwarding.”
What this means is that it

has the highest priority
when it is received and

Avaya SIP Integration 34

Next double click on PBX Integration to see the following screen.
This is the IP connectivity information between the PBX and MAS.

Note: The following screens show additional settings and values that

were introduced beginning with MM 5.2 SP5.

K|

PBX Integration - Yoice Mail Domain

IF SIF'l

Part Details

[T
Packet Size Butez,. ) |2D

BTF Part Range: - ITSEIEI

Pratocols Details

IEDB'I
IE':'E':I [ Enahle

TLS Port Humber:

TICF Port Mumber:

Audio DSCP W alue:

LCall Control DSCP
Wale:

Session Refresh
Interval

Hunt Groups [Mon-MultiSite]

MHumber Lizt: 7350 -
I?aau .|
Ok I Cancel Help
1. RTP Port Range — default is 7000 — 7900
2. Packet Size — should match the packet size sent by the PBX
3. TLS Port Number - 5061
4. TCP Port Number — 5060 (Enable sets TCP listening port to value enter

in adjacent field [5060]. Note: Most configurations will use TLS;
leave this disabled. Typically TCP will be use by certified Avaya
technicians)

forwarded by each node in ™A 5. Audio DSCP Value — 46 (default value)
a network. 6. Call Control DSCP Value — 46 (default value)

7. Session Refresh Interval — 900 (value is in seconds and defines
duration before SIP session is refreshed (using INVITE) by MM.
Value is used only for outgoing calls from MM.

8. Hunt Group [Non-Multisite] - Enter one or more hunt group numbers.
These number(s) are used to reach/dial the MAS (pilot #). This list
is also used to determine whether an outcall to the personal
operator goes to coverage. Required for the Zero-Out feature on
non-multisite MM systems.

9. Select OK to save changes

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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» Next expand PBXs then double-click on the PBX you want to
configure. The screen below should appear. Access the General tab.

Avaya SIP (IP SIP} PBX Configuration - ¥oice Mail Domain

General | Transfer.n"lilutcalll Tone Detectinnl SIP |

PE Marne Avaya SIP[IP SIP)
DTMF |nter-Digit Delay during Dialing [ms) m =
DTME Length during Disling (ms] = |
DTMF Length during Detection [ms] Iﬂ
Payload Type for RFC2833 RTP Event s =]

(1] I Cancel Help

1. PBX Name- Defaultis Avaya SIP (IP SIP). (The default name is
acceptable to use when administering a single site, but for Multi-Site use unique
names to distinguish between PBXs in the list when they appear in the VMSC)

DTMF Inter-Digit Delay during Dialing (ms) — 80 (leave as default of 80)
DTMF Length during Dialing (ms) — 80 (leave as default of 80)

DTMF Length during Detection (ms) — 50 (leave as default of 50)
Payload Type for RFC2833 RTP Event — 127 (leave as default of 127)
Select OK to save changes

oG s wN

- continued on next page —
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FIND ME Failures

Some transfers, particularly
when the initial call is from an
external number, may fail when
this feature is enabled (checked)

Clearing (uncheck) this option
will allow the transfer to
proceed.

*Transfer Delay

When shuffling is enabled, SIP
messages for shuffling and
transfer may collide forcing
transfer messages to be resent
after a short delay. This delay
value prevents the potential of
multiple collisions resulting in a
long delay.
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General  Transfer/Outcall |T0ne Detectionl SIF I

o -

= Next access the Transfer/Outcall tab.

CM and SES - 77 PBX Configuration - ¥oice Mail Domain

(T -

Enable Music on hald v

Tranzter Mode

Enable Enhanced Security for Outgoing Calls _» v

Use Hunt Group Over Asserted 1D -~ - r

Tranter Delay frie] -

o]

Cancel Help

N e

o

Transfer Mode - Full

Enable Music on Hold DTMF Inter-Digit Delay during Dialing (ms) —
This option is applicable only when the Transfer Mode selected is Blind. For
other transfer modes, music on hold is always played.

Enable Enhanced Security for Outgoing Calls — when checked
(enabled) the Avaya CM does an authorization check before making an outcall.

Use Hunt Group Over Asserted ID —when checked the value in the Hunt
Group field (configured under Sites for multisite or under PBX Integration for
non-Multisite) will be used instead of the value in the "Asserted ID" field for
outcalls.

Transfer Delay (ms)* - When shuffling is enabled, this value allows 1 second
(1000 msecs) for shuffling to complete and the talk path established.

Select OK to save changes

- continued on next page —
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*Recorded Trim Length

When leaving a message, callers
can end the recording by pressing a
key on the telephone key pad.
However, in some circumstances a
small portion of the tone that is
heard when the DTMF key being

pressed is recorded in the message.

This value can be used to remove

this recorded tone by trimming a

small amount from the end of the
message.
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= Next access the Tone Detection tab.

CM and SES - 77 PBX Configuration - Yoice Mail Domain

General | Transfer/Dutcall Tc-neDete-:tic-n|5|P |

I azimum Silence before Hanging Up [ms)

Becord trim length [mg)
= 4

Ok I Cancel | Help |

1. Maximum Silence before Hanging Up (ms) — 6000

2. Recorded trim length* (ms) —0
3. Select OK to save changes

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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= Now access the SIP tab

Avaya SIP (IP SIP) PBX Configuration - ¥oice Mail Domain

General | Transfer/Outcall | Tone Detection SIP |

| G ateways R e
Address/FUDMN Pratocal twd | SRTP |
196.152.172.142 Nore =

Lo

Hone

SIP Domain: Iava_l,la.com

P-Azzerted-|dentity: I

PEX Address: |

Phone Number Translation Bules

Click, 'Configure’ to get incoming and outgoing phone .
number translation riles. Lonfigure. . |

@ Tranglation rules are effective only after MultiSite has been enabled,

ok I Cancel | Help |

1. Address/FQDN - Select the checkbox and enter the IP Address or
Domain Name of the PBX.

2. Protocol - Enter either TCP or TLS, depending on which protocol the
gateway uses to communicate with the MAS. The default is TLS. Avaya
recommends TLS because it is secure, but the gateway must be
configured to use it.

3. MWI - Select to enable the Message Waiting Indicator feature for the
PBX. The checkbox is checked by default.

4. SRTP' - Specifies the security level for communication between the
gateway and the PBX. Double-click the entry and select High, Low, or
None. Below are the corresponding Avaya CM encryption types:

SRTP High = 1-srtp-aescm128-hmac80 on the CM
SRTP Low = 2-srtp-aescm128-hmac32 on the CM

5. SIP Domain = domain assigned in IP Network Region on PBX

6. P-Asserted Identity® —This should be the main number for MM. This
extension number is used by the PBX to identify and grant
appropriate permissions to Modular Messaging.

7. PBX Address — Enter the PBX IP address.
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8. Select OK to save changes

LSRTP is a feature supported in MM 5.x
®This field is optional and is only applicable if your PBX is an Avaya CM.

After making these changes, return to “Configuring the voicemail system” within
the Message Server Installation guide. Ensure you RESTART the Message
Application Server services to apply these changes.

- continued on next page —
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8.0 CONSIDERATIONS / ALTERNATIVES

8.1 When converting from one integration type (i.e., H.323) to
Important notes SIP, perform the following steps using VMSC.

regarding this integration Step 1. Right click the PBXs item under the voicemail domain and click on Add a
New PBX Type to open the following form. Select the Telephony Type of
IP SIP and highlight Avaya CM (IP SIP) then select OK.

Add New PBX x|

Telephony Type: | IP SIP j

PBis

Select the Telephary Type and one or more PBX: to add.
Thesze PExs will then be available for use by any of the
Message Application Servers in this domain.

Specification of the type of PEX connected ta individual

Message Application Servers is done using the "PB Type"
property sheet.

Ok I Cancel I Help |

Step 2. For each MAS in VMSC right click the MAS and select Run the
Telephony Configuration Wizard.

Step 3. Run the wizard and configure the SIP settings as per Section 6.

Step 4. For each MAS open the Port Groups item and verify that there are no
MWI Port Groups defined and that the number of ports in the Default
Group equals the maximum allowed for the hardware.

Step 5. Restart MASs when complete.

8.2 Known Issues:

a. Call diversion interoperability between QSIG and SIP
(QSIG/SIP Interworking) is not supported in the CS1000.

b. ISSUE: In the Event Viewer “An error occurred logging in to
the MSS server to provide the MAS heartbeat (error cod:1)”

ISSUE: After a Voice Message is left for a user the MWI does
not appear.

Solution: If you are using an MSS, follow instructions as noted
under “Verifying network adapters and bindings” in the
“Modular Messaging for the Avaya Message Storage Server
(MSS) Configuration — Installation and Upgrades” guide. To
save time the steps are shown below. Please be advised that we

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1



P-Asserted Identity

P-Asserted Identity is administered as
extension only. The optional domain
name added to the extension, for
example:
extension@domain-name.com is not
supported and cannot be administered
as part of the P-Assserted Identity.

Avaya recommends using the VMSC
to administer P-Asserted Identity. (see
PBX Configuration / SIP tab settings in
Section 6.0) Settings for P-Asserted
Identity as administered in the VMSC
will override registry key settings used
for P-Asserted Identity.
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8.4

8.5

have added Step 7 in the list below to ensure the necessary
services are restarted.

Verifying network adapters and bindings

You must complete the following steps to verify the search order in which
private and corporate LANs are ordered on an CPE MAS.

1. On Windows desktop, select My Network Places.

2. Right-click and select Properties. The system opens the Network
Connections window.

3. From the Advanced menu, click Advanced Settings.

4. Inthe Adapters and Bindings tab, from the list of connections, ensure
that the connection to the private LAN (Local Area Connection) appears
above the connection to the corporate LAN (Local Area Connection 2).
This is to ensure that MAS accesses private LAN before the corporate
LAN.

Note: If the Local Area Connection is not the first entry, select Local
Area Connection. Use the up arrow key to move the item to the
first position. Click OK.

5. Click OK.

6. Close all open Windows.

7. Restart the MM Mailbox Monitor, which in turn will restart MM Message
Waiting Indicator Server and MM Call Me Server.

8.3 SIP integrations may not be reliable for TTY if the IP network is

unable to support uncompressed audio with no packet loss. For this
reason we currently do not support TTY with this SIP integration.

Although G.711 is recommended as the codec type for use with
MM, to avoid potential issues with voice quality, consideration should
be given to networks using other types of codecs such as G.729. For
example, if the entire network is using high compression codecs, when
the information is converted and passed to MM (which uses a lower
compression codec, i.e., G.711, voice quality may suffer.)

Note: MM does not support G.729. Should G.729 calls terminate on MM
the ports will hang and the MAS Service will need to be restarted.

Implementing P-Asserted Identity functionality. MM has the
capability of sending a P-Asserted Identity in SIP originations which
allows finer control of MM calling permissions. Persons implementing
this functionality should have an in-depth understanding of
communication manager toll fraud related administration. Without this
implementation MM calling permissions and transfer capabilities will
depend on the features and subsequent administration of PBX.

a. Oneach MAS that takes calls open the registry and create a new string
in the key named “P-Asserted-ldentity”
HKEY_LOCAL_MACHINE\SOFTWARE\Octel\Geneva\Vcm_Teleph
onyServiceMgr\SIP Set the string value to match the administered PBX
extension. MM will then use this value and the SIP domain configured
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8.6

8.9

8.10

in the VMSC to generate a PAI of the format
extension@administeredsipdomain.com.

Alternately you can specify the extension and domain in the registry
string: extension@specifieddomain.com. In this case MM will not use
the administered SIP domain to build and send a PAI; it will use the
string entry. For example, if you set the registry string value to 7925
and the VMSC is configured to use a SIP domain of avaya.com then
MM will create a PAI of 7925@avaya.com. If you populate the registry
string with 7925@sv.avaya.com MM will use this as the PAI

regardless of the VMSC SIP domain setting.

If your integration is set to use TLS as the transport
method/link type and calls are not completing but they do
complete using TCP, then the cause is usually a license issue.
Check the MAS directory:

C:\Program Files\Avaya Modular Messaging\OpenSSL\AVA
Make certain the following 3 files are present:

- certchain.crt
- certchain.key
- dh1024.pem

If any one or all of these files are not present, reload the licenses. Once
complete the 3 files should be present enabling calls to complete using
TLS.

8.7 When using SRTP — If an MM is connected to a single

SESSION MANAGER that is networked to more than one PBX
for voice messaging, all PBXs communicating with that
SESSION MANAGER should be enabled for SRTP or loss of
connectivity may occur.

8.8 When installing a patch or Service Pack on an MAS it is

advisable to stop calls from being placed to that MAS. You can
do this by busying out the SIP Messaging signaling group, just
remember to release the signaling group once completed to put it
back in service. Alternately, you can unplug the Ethernet cable
on the back of the MAS. Once complete plug the Ethernet cable
back into the MAS.

When MM transfers a call the calling and called parties may
experience a 1 second delay before the talk path is established.

Outcalls will display a calling party name of “Modular
Messaging.”
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8.11

8.12

8.13

8.14

8.15

8.16

P-Asserted Identity and outcalls - If you are experiencing failed
outcalls, this may be a result of changes in newer MM releases to
handle P-Asserted-ldentity. Please update your MM5.2 system
with the latest SP. Once completed, you will need to add the
following registry key (unless someone has already added it)
and use a DWORD value of 12 decimal (OxC hexadecimal):

HKEY LOCAL_MACHINE\SOFTWARE\Octel\Geneva\Vcm_TelephonyServiceMgr
SIP\P-Asserted-Identity-Mode

In a multi-PBX network certain call scenarios such as FIND ME
may have the originating leg on one PBX and the terminating leg
on a different PBX. If calls drop or in some cases end up with a
talk path, one workaround is to have the terminating call routed
to the same PBX that originated the call. If this resolves the
issue, the Dial Plan and Network Routing in the network should
be reviewed for possible errors and omissions.

If a called party transfers a call to another extension, the calling
party may hear dead air and no personal greeting played. This
may be caused by an intermittent issue with shuffling. The
current solution is to turn off shuffling on the MM signaling
group for the SIP trunk to MM. This issue was corrected in MM
5.2 Service Pack 5.

In a network consisting of an Avaya CM and CS1000 with a
Session Manager, if a call originates from a station on CM to a
station on the CS1000, and subsequently gets transferred to
another station on the same CS1000 (for example in a zero out
scenario) the caller may experience no talk path. The
workaround for this issue is to disable a feature in the CM SIP
trunk-group called Network Call Redirection (NCR).

When transferring calls in a MultiSite configuration, the
administered Site Name will be displayed to the Called Party.

MAS QOS values may not take effect unless a Registry is
present. Check to see if the Registry Key DisableUserTOSSetting is
in the following location:

HKLM\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters\

If the registry key is not there, add it with a DWord value of 0.
Then Restart the MAS. QOS values will now be in effect.
This issue will be corrected in MM 5.2SP8. Please refer to
Avaya PSN #003151 for more details.
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8.17 Voice messaging recorded have pops and parts are missing.
Check to ensure 20 msecs is used for the RTP Packet size. Any
other setting on the PBX or MM for this integration is currently
not supported and is known to causes audio issues.

Note: Dialogic DSE Gateways used for integration that use SRTP require
the MM to have a setting of 30 msecs. This is the only exception
supported.
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1. Issue: FIND ME:

SOLUTION:
2. Issue: DTMF -

SOLUTION:

SOLUTION:

4. Issue: Beep tone -

SOLUTION:

SOLUTION:

ADDENDUM FOR AUDIOCODES GATEWAY INTEGRATIONS

This section contains information regarding Issues and Solutions found
with AudioCodes Gateways integrations.

Note for MM: Only AudioCodes firmware version 5.60A.XXX.XXX is supported.

On a Find Me call when the called party answers they hear four DTMF
digits (A, B, C, D) are played followed by about 1 second of silence,
followed by the normal prompt with the first little bit missing).

In the AudioCodes .ini file Add the RxDTMFHangOverTime parameter
with a value of 100 instead of the default value of 1000ms.

User presses the # key in a recording which is translated to a slight
"bleep” when the recording is listened to.

Although you can reduce the length of the DTMF chirp it is still heard.
So the best option is to trim the recording in MM by adding the registry
key TrimRecordedAudioMS location show below, and set a Dword
value from the default of 0 (zero) to a value of say 500 (please note
this is in milliseconds). Then adjust it up/down from there as needed.

KEY_LOCAL_MACHINE\SOFTWARE\Octel\Geneva\Vcm_TelephonyServiceMgn\SIP

Note: As of MM 5.2 SP5 this value can be set in the VMSC on the
Tone Tab for a selected PBX as “Record Trim Length”. See Tone
Detection Tab in Section 6.0 of this document.

3. Issue: Transfer/FINDME Fails - Calls originating through one Mediant Gateway to MM, that have

a new independent call established from the MM through Mediant B will ring
the end user but when call is answered user hears a tone and call is
disconnected and a SIP 481 error is generated in the logs. Call is split and
cannot be bridged as GWs do not know each has a leg of the same call.

Use one Gateway. A solution to using Multiple Gateway configurations
was added to MM SP4Patch3 and SP6

A beep tone is heard when on a transfer just before the Personal Greeting is
played. On a RNA no tone is heard.

This occurs because MM sends an sdp with (audio) “a=inactive.” This then
causes the Mediant gateway to play a HELP_TONE because it assumes that
MoH (Music on Hold) will have to be played locally since there is no audio
stream expected (a=inactive). The only way around this is to remove the tone
from the CPT file in the Gateway. A CPT with this tone removed is available
from Integrations Support.

5. Issue: E1 calls fail on upper half of span - If calls on E1 channels above 16 (the D-Channel for an

E-1) have no talk path (dead air) it may be a setting in the AudioCodes
Gateway causing it.

In the AudioCodes ini file, check the ISDNGeneralCCBehavior parameter to
see if it is set to 32. If so change it to 0, which is the default value. Then
reload/burn the INI and calls should complete properly.
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