AVAYA

Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Avaya Aura®
Communication Manager R6.0.1 and Avaya Aura®
Application Enablement Services with Partner Teknoloji
Outbound Campaign Management — Issue 1.0

Abstract

These Application Notes describe the steps to configure Partner Teknoloji Campaign
Management to operate with Avaya Aura® Communication Manager and Avaya Aura®
Application Enablement Services. The Partner Teknoloji Outbound Campaign Management
performs configurable automated outbound dialing tasks.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Partner Teknoloji
Outbound Campaign Management (OCM) to successfully interoperate with Avaya Aura®
Communication Manager, Avaya Aura® Application Enablement Services (AES) and Avaya.
Partner Teknoloji Outbound Campaign Management provides a platform with which scheduled
outbound campaigns can be generated and managed. Partner Teknoloji Outbound Campaign
Management is configured to call each number in a calling list based on predefined criteria and
to play each number which answers an announcement. Partner Teknoloji Outbound Campaign
Management can be used to create informational, collection or sales based dialing campaigns.
Partner Teknoloji Outbound Campaign Management connects to Avaya Aura® Application
Enablement Services using JTAPI to provide the telephony functionality available from Avaya
Aura® Communication Manager.

2. General Test Approach and Test Results

The interoperability compliance testing evaluated the ability of the Outbound Campaign
Management to successfully place outbound calls and play an announcement when the outbound
call was answered. Correct classification of calls and multiple simultaneous campaigns were
verified and real time monitoring was evaluated for accuracy.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The following tests were performed as part of the compliance testing, all calls were routed to an
announcement only:

e Use of Pool Trunks

e Use of Dedicated Trunks

¢ Single Campaign

e Multiple Simultaneous Campaigns

e (Call Classification

e Recall scenarios e.g. engaged, no answer

Recovery from power and network failure was not tested.

2.2. Test Results

All test cases were completed successfully with the following observations:
¢ Only outbound answered calls routed to an announcement are supported.
e The number of active calls on the Real Time Monitor relates to active application threads,
not real active calls.
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e The number of scheduled calls on the Real Time Monitor relates to the number of calls
which are to be recalled. Once the recall period has expired, the scheduled call is put back
into the active calling list.

e Inthe event of multiple simultaneous campaigns, it was observed that the call would
disconnect upon answer. This issue is addressed by a software patch from Partner
Teknoloji.

2.3. Support

Technical Support can be obtained for the Partner Teknoloji products as follows:
e Email: info@partnerteknoloji.com.tr
e Phone: +90-216-368-07-68
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of an Avaya S8800 server running Communication Manager with an Avaya G650
Media Gateway. An Avaya S8800 server hosts Application Enablement Services. The Tomcat
application server on which the OCM configuration is made is hosted on a Generic VMWare
server running the Debian operating system.
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' Enablamant
: Services
| Server
| 10.10.16.30
|
|
|
| _ _ AESenices _ _ _
Simulated PSTH
Avaya AurakE
Communication
Manager on
Awaya S8800
Sarver with
Avaya GES0
Media Gateway
CLAN
10101631

Figure 1: Avaya Aura® Communication Manager and Avaya Aura® Application
Enablement Services Configuration with Partner Teknoloji Outbound Campaign Manager
Solution
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software

Avaya S8800 Server Avaya Aura® Communication Manager R6.0.1 SP6

R16.00.1.510.1-19350

Avaya G650 Media Gateway :

e TN799DP HW1 FW40
e TN2302AP HW20 FW121
e TN750C 000014
e TN2464CP HWO02 FW024
Avaya S8800 Server Avaya Aura® Application Enablement Services
R6.1.1
r6-1-1-30-0
Generic VMWare Server VMWare ESXi 4.1

Debian Linux 6

Apache Tomcat 7

Outbound Campaign Manager 0.1.0.1138
Central Management 0.1.0.1146

TSCS 0.1.0.1172

DCS 0.1.0.1180

5. Configure Avaya Aura® Communication Manager

The configuration and verification operations illustrated in this section were all performed using
Communication Manager System Administration Terminal (SAT). The information provided in
this section describes the configuration of Communication Manager for this solution. The
Application Notes assume trunk connectivity and call routing between Communication Manager

and the

PSTN is established

Define Feature Access Codes

Configure Announcement

Configure CLAN for Avaya AES Connectivity
Configure Transport Link for AES Connectivity
Configure CTI Link for TSAPI Service
Configure CTI Extensions
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5.1. Define Feature Access Codes

Use the change feature-access-codes command to define the required access codes. On Page 1
define a FAC for Announcement Access Code.

change feature-access-codes Page 1 of 10
FEATURE ACCESS CODE (FAC)

Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:

Announcement Access Code: *14

Answer Back Access Code: *13
Attendant Access Code:

Auto Alternate Routing (AAR) Access Code: 5

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:

Automatic Callback Activation: Deactivation:

Call Forwarding Activation Busy/DA: All: Deactivation:
Call Forwarding Enhanced Status: Act: *11 Deactivation: *12

Call Park Access Code:
Call Pickup Access Code: *10
CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code:
Change COR Access Code:
Change Coverage Access Code:
Conditional Call Extend Activation: Deactivation:
Contact Closure Open Code: Close Code:

5.2. Configure Announcement

Enter the command add announcement next, take a note of the extension number and assign a
descriptive Annc Name, in the Annc Type field enter integrated and in the Group/Board field
enter the location of the announcement board, in this case 01al2.

add announcement next Page 1 of 1

ANNOUNCEMENTS/AUDIO SOURCES

Extension: 774 COR: 1

Annc Name: hello fake answer TN: 1

Annc Type: integrated Queue? y
Group/Board: 0lal2

Protected? n Rate: 64

5.3. Configure CLAN for Avaya Aura® Application Enablement
Services Connectivity

Define a node name for the CLAN by using the command change node-names ip and add an IP
address and node name for the CLAN.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
devconaes61l 10.10.16.29
clancm601 10.10.16.31
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Add the CLAN to the system configuration using the add ip-interface n command where n is
the CLAN board location. Enter the CLAN node name assigned in the previous step to the Node
Name field. Enter values for the Subnet Mask and Gateway Address fields. In this case, /24
and Gateway are used to correspond to the network configuration in these Application Notes.
Set the Enable Interface field to y, default values may be used in the remaining fields.

add ip-interface 01a02

IP INTERFACES

Page 1 of 3

Type: C-LAN
Slot: 01A02 Target socket load and Warning level: 400
Code/Suffix: TN799 D Receive Buffer TCP Window Size: 8320
Enable Interface? y Allow H.323 Endpoints? y
VLAN: n Allow H.248 Gateways? y
Network Region: 1 Gatekeeper Priority: 5
IPV4 PARAMETERS
Node Name: clancm601 IP Address:
Gateway Node Name: netscreen IP Address:
Subnet Mask: /24
Ethernet Link: 1
Network uses 1's for Broadcast Addresses? y
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5.4. Configure Transport Link for Avaya Aura® Application
Enablement Services Connectivity
To administer the transport link to AES use the change ip-services command. On Page 1 add an
entry with the following values:
e Service Type: Set to AESVCS
Enabled: Settoy
Local Node: Set to the node name assigned for the CLAN in Section 5.3
Local Port: Retain the default value of 8765.

change ip-services Page 1 of 3

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y CLAN 8765

Go to Page 3 of the ip-services form and enter the following values:
e AE Services Server: Name obtained from the AES server, in this case devconaes611
e Password: Enter a password to be administered on the AES server
e Enabled: Settoy

Note: The password entered for Password field must match the password on the AES server in
Section 6.1. The AE Services Server should match the administered name for the AES server,
this is created as part of the AES installation, and can be obtained from the AES server by typing
uname —n at the Linux command prompt.

change ip-services Page 3 of 3
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1: devconaes611 Avayapasswordl y in use

23

5.5. Configure CTI Link for TSAPI Service

Add a CTI link using the add cti-link n command. Enter an available extension number in the
Extension field. Enter ADJ-IP in the Type field, and a descriptive name in the Name field.
Default values may be used in the remaining fields.

add cti-1link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 4999
Type: ADJ-IP
COR: 1
Name: devconaes
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5.6. Configure CTI Extensions

Outbound Campaign Manager uses CTI extensions (trunks) to place outbound calls. Enter the
command add station next, take a note of the Extension, set the Type as CTIL, set the Port to X
and assign an identifying Name.

6. Configure Avaya Aura® Application Enablement Services
Server

This section provides the procedures for configuring Application Enablement Services. The
procedures fall into the following areas:
e Create Switch Connection

e Administer TSAPI link
e Create CTI User
e Enable CTI Link User
e Identify Tlinks
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6.1. Create Switch Connection

From the AES Management Console navigate to Communication Manager Interface =

Switch Connections to set up a switch connection. Enter in a name for the Switch Connection to
be added and click the Add Connection button.

welcome: User craft
H H H Last login: Thu Dec 15 19:25:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t seW|CeS HostMame/IP: devconaes611/10,10.16.29
Management Console Server Offer Type: TURNKEY

SW o Version: r6-1-1-30-0

Communication Manager Interface | Switch Connections Home | Help | Logout

on Manager Switch Connections

Switch Connections Jement add Connection
Dial Plan Processor Ethernet Msg Period Number of Active Connections
Licensing ‘ ' cMsz1 Mo ‘30 ‘1
Maintenance
& cman1 Mo ‘30 ‘1
Networking
Security Edit Connection | Edit PEACLAN IPs Edit H.323 Gatekeeper | Delete Connection Survivability Hierarchy

Status

User Management
Utilities

Help

In the resulting screen enter the Switch Password, the Switch Password must be the same as that
entered into Communication Manager AE Services Administration screen via the change ip-
services command, described in Section 5.4. Default values may be accepted for the remaining
fields. Click Apply to save changes.

welcome: User craft
H H H Last login: Thu Dec 15 19:28:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t ser‘"ces HostMame/IP: devoonaes6l11/10.10.16.29
Management Console Server Offer Type: TURMKEY

SW Version: ré-1-1-30-0

Communication Manager Interface | Switch Connections Home | Help | Logout

¢ Dtm:_'fw" on Manager Connection Details - CM6D1
nte

Switch Connections Switch Password

Dial Plan Confirm Switch Password [esssssssssssss
Licensing Msg Period I3U— Minutes (1 - 72)
Maintenance E5L I
Networking Processor Ethernet -

Security Cancel |
Status
User Management

Utilities

Help
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From the Switch Connections screen, select the radio button for the recently added switch
connection and select the Edit CLAN IPs button (not shown). In the resulting screen, enter the
IP address of the CLAN that will be used for the AES connection and select the Add Name or
IP button.

welcorne: User craft

H H H Last login: Thu Dec 15 19:28:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t seW|CeS HostMame/IP: devoonaes611/10.10.16.29
Management Console Server Offer Type: TURMKEY

SW Mersion: ré-1-1-30-0

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

~ Communication Manager Edit CLAN IPs - CM
Interface
Switch Connections 10.10.16.31|
Dial Plan [ NemeortPaAddress |  staws |

) Licensing Delete 1P

» Maintenance

» Networking

6.2. Administer TSAPI link

From the Application Enablement Services Management Console, select AE Services 2 TSAPI
- TSAPI Links. Select Add Link button as shown in the screen below.

welcome: User craft

H H H Last login: Thu Dec 15 19:28:13 2011 from 10.10.16.62
AVAyA Application Enablement Services Hostharne/IP: devconass6l11/10,10.16.29
Management Console Server Offer Type: TURMKEY
SW Version: ré-1-1-30-0
AE Services | TSAPI | TSAPI Link Home | Help | Logout
CLAan TSAPI Links

oLe Switch Connection Switch CTI Link # ASAI Link Version |  Security |

DMCC (Edit Link ] (Delets Link )

SMS
TSAPI

= TSAPI Links
= TSAPI Properties
Communication Manager

* Interface
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On the Add TSAPI Links screen, enter the following values:

Link: Use the drop-down list to select an unused link number.

Switch Connection: Choose the switch connection CM, which has already been
configured in Section 6.1, from the drop-down list.

Switch CTI Link Number: Corresponding CTI link number configured in Section 5.5
which is 1.

ASAI Link Version: This can be left at the default value of 4.

Security: This can be left at the default value of Unencrypted.

Once completed, select Apply Changes.

welcome: User craft

H H H Last login: Thu Dec 15 19:25:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t seW|CeS HostMame/IP: devconaes611/10,10.16.29
Management Console Server Offer Type: TURNKEY

SW o Version: r6-1-1-30-0

AE S

ervices | TSAPI | TSAPI Link Home | Help | Logout

CWLAN Add TSAPI Links
oLe Link
DMCC

Switch Connection CMAE0L x|
Switch CTI Link Numnber
ASAT Link Version

SMS
TSAPI
= TSAPI Links

« TSAPI Properties Security Unencrypted v

» Communication Manager
Interface

|[ apply Changes ]| [ Cancel Changes ]

} Licensing

Another screen appears for confirmation of the changes. Choose Apply.

welcome: User craft

H H H Last login: Thu Dec 15 19:25:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t seW|CeS HostMame/IP: devoconass6l11,/10.10,16.29
Management Console Server Offer Type: TURNKEY

S Wersion: re-1-1-30-0

AE Services | TSAPI | TSAPI Link Home | Help | Logout

CWLAN Apply Changes to Link
DLG Warning! Are you sure you want to apply the changes?
These changes can only take effect when the TSAPI server restarts,
DMCC Please use the Maintenance -> Service Controller page to restart the TSAPI server,
TSAPI
= TSAPI Links

= TSAPI Properties
Communication Manager

Int
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When the TSAPI Link is completed, it should resemble the screen below.

Welcome: User craft
H H H Last login: Thu Dec 15 19:25:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t SerceS HostMame/IF: devconaes611/10.10.16.29
Management Console Server Offer Type: TURMKEY

S Wersion: ré-1-1-30-0

AE Services | TSAPI | TSAPI Link

Home | Help | Logout

CALAMN TSAPI Links
DMCC
‘ ® 1 HCMSOl Hl H4 Unencrypted ‘
SMS
TSAPI [(add Link ] [Edit Link | [(Delete Link |

= TSAPI Links

The TSAPI Service must be restarted to effect the changes made in this section. From the
Management Console menu, navigate to Maintenance = Service Controller. On the Service
Controller screen, tick the TSAPI Service and select Restart Service.

welcormne: User craft
H H H Last login: Thu Dec 15 19:28:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t seWIces HostMarme/IP: devconass611/10.10.16.29
Management Console Server Offer Type: TURNKEY

S Version: ré-1-1-30-0

Maintenance | Service Controller Home | Help | Logout
» AE Services

Communication Manager Service Controller

Interface
}» Licensing | Service  |controller Status
* Maintenance [T asal Link Manager Running
" ) Runni
Date Time/MNTP Server ™ pmce service unning
" 7 cuLan servi Running
Security Database ervice .
7 bLG service Running

Service Controller

| Transport Layer Service Running
ServerData =

W T28p1 Service Runningl
» Networking
» Security For status on actual services, please uze Status and Control
» Status [[start | stop | Restart service | Restart aE Server | RestartLinux | Restart web Server
} User Management
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6.3. Create Avaya CTI User

User ID and password needs to be configured for OCM to communicate as a TSAPI client with
the Application Enablement Services server. Navigate to the User Management = User Admin
screen then choose the Add User option. In the Add User screen shown below, enter the

following values:

e User Id - This will be used by the OCM in Section 7.1.
e Common Name and Surname - Descriptive names need to be entered.
e User Password and Confirm Password - This will be used with the User Id in Section

7.1.

e Avaya Role — userservice.useradmin
e CT User - Select Yes from the drop-down menu.

Complete the process by choosing Apply at the bottom of the screen (not shown).

welcome: User craft

HostMame/IP: deveonaes611/10.10,16.29

ovo yo App“catio“ Enablement Services Last login: Tue Jan 10 12:27:17 2012 from 10.10.16.62

Management Console Server Offer Type: TURMNKEY

SW Version: ré-1-1-30-0

User Management | User Admin | Add User Home | Help | Logout

AE Services

Communication Manager Add User
Interface

Licensing

Fields marked with * can not be empty .

" * User Id
Maintenance

* Common Name

3
3
» Networking
3
3

ITsapi
Itsapi
Itsapi

|userservice useradmin ;Il

Security * Surname
Status * User Password
¥ User Management * Confirm Password
Service Admin Adrmin Note
User Admin Avaya Role
= Add User

Business Category
= Change User Password

I
= List &ll Users Car License I
= Modify Default Users CM Home |
= Search Users Css Home l—
} Utilities
| CT User Yes * |
» Help
Departrent Nurmber I
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6.4. Enable Unrestricted Access for CTl User

Navigate to the CTI Users screen by selecting Security = Security Database = CTI Users =
List All Users. Select the user that was set up in Section 6.4 and select the Edit option (not
shown). The Edit CTI User screen appears. Check the Unrestricted Access box and Apply
Changes at the bottom of the screen.

- - welcome: User craft
Application Enablement Last login: Tue Jan 10 12:27:17 2012 from
‘\VA A . 10.10.16.62
Services HostHame/IP: devconass6l1i/10.10.16.29
Server Offer Type: TURNKEY
S Yersion: ra-1-1-30-0

Management Console

Security | Security Database | Users | List &ll Users Home | Help | Logout

» AE Services

Communication Manager Edit CTI User
Interface
» Licensing User Profile: User ID Tsapi
— Cornmaon Mame tsapi
¢ Maintenance
wiorktop Mame INOI"-.IE 'I
» Metworking ]
Unrestricted Access v
* Security
Account Management . . Zall Drigination/Termination
g Call and Device Contral: and Device Status INcune vI
Audit
Certificate Management ﬁg:i&nﬁngfwce Device Monitoring |Nune 'I
Enterprise Directory Calls On & Device Monitaring INune vI
Host A Call Monitoring -
PA
- . Allow Routing on Listed I_:‘
Security Database Routing Contral: Devices MNone =
= Control | Apply Changes | Cancel Changes I

A screen (not shown) appears to confirm applied changes to CTI User, click Apply.
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6.5. Identify Tlinks

Navigate to Security = Security Database - Tlinks. Verify the value of the Tlink Name.
This will be needed to configure OCM in Section 7.1.

welcome: User craft
H H H Last login: Thu Dec 15 19:25:13 2011 frorm 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t Services HostMame/IP: deveonaes611/10.10.16.29
Management Console Server Offer Type: TURMKEY

W Version: ré-1-1-30-0

Security | Security Database | Tlinks Home | Help | Logout

} AE Services

Communication Manager Tlinks
Interface

b Licensing Tiirk Mame
» Maintenance O AVATA#CMSZ1#CSTA#DEYCONAESA11

» Networking | © AUAYA#CMSDI#CSTA#DEUCONAESSll|

0 AYATA#CMEDL#CETA-S#DEVCONAESE11

¥ Security
Account Management Delete Tlink |

Audit

7. Configure Partner Teknoloji Outbound Campaign Manager

For the purposes of the compliance test, Outbound Campaign Manager was installed and
provided by Partner Teknoloji, the configuration can be summarized as follows:
e Create CTI Connection and Trunks

e Create Campaign
e Generate Customer File
e (Create Segment
e Create Action
e Load Action
e Start Action
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7.1. Create CTI Connection

Configuration of the CTI connection between OCM and the Avaya solution is performed from
the web interface, browse to http://<ip of ocm:8080/ConfigurationManager in this case
http://10.10.16.167:8080/ConfigurationManager, enter the relevant login details as shown below

and click Sign in.

PARTNER

Username : CompanylUser
Password : =+

Sign in

The screen shown below will display, click on System = Switch.

AVAVA - PARTNER
DEVCONMECT

System f;':? @

Host
Switch
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http://10.10.16.167:8080/ConfigurationManager

Click on New Switch, as shown below.

AVAyﬁ — PARTNER
DEVCOMNECT
System ey U

New Switch

The screen below will appear, enter the relevant AES details as explained below where the
switch name is an identifying name, the switch Type is ACM, the switch version is 6.0, the ip
address is the [P address of the AES, the username is the username configured in Section 6.3
and the service name is the TLINK string noted in Section 6.5, when complete click on New
Trunk.

System

Switch

Enter a switch name :  AVAYACM
Select a switch Type: | ACM =]
Enter a switch version : 8.0
Enter an ip address : 10.10.16.29 E|
Enter an username : tsapi
Enter a password :

Enter a service name :  AVAYARCMEM#CSTAXDEVCONAESS1

Enter a port number : 450

Save Cancel
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The following screen will appear, enter an identifying trunk code, trunk name and trunk
description, assign the trunk number according to the CTI extension configured in Section 5.6
and click Save, repeat this task according to the number of trunks required.

Trunk
Enter a trunk code : Dedicated_Trunk_1
Enter a trunk name : Dedicated_Trunk_1

Enter a trunk description : Dedicated Trunk 1

Enter a trunk number : 1855

Save | Cancel |
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The following screen displays the CTI parameters and trunks configured, click Save when

complete.

AVANA

DEVCONMNECT

System
Switch
Enter a switch name :
Select a switch Type :
Enter a switch version :
Enter an ip address :
Enter an username :
Enter a password :
Enter a service name :

Enter a port number:

Configure trunkis) :

Cancel

RCP; Reviewed:
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AVAYACM

ACH [~]
6.0

10.10.16.28 [~]
tsapi

ALY AFCMBURCSTARDEVCONAESS 1

450

New Trunk

Trunk Code Trunk Hame Trunk Description

Trunk 3 Trunk_3 Trunk_3 (=}
Trunk 4 Trunk_4 Trunk_4 (=]
Trunk 2 Trunk_2 Trunk_2 (=]
Trunk 5 Trunk_5 Trunk_5 (=]
Trunk 1 Trunk_1 Trunk_1 (=]
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7.2. Create Campaign
Configuration of the OCM outbound campaign is performed from the web interface, browse to

http://<ip of ocm:8080/OutboundCampaignManager in this case
http://10.10.16.167:8080/OutboundCampaignManager, enter the relevant login details as shown

below and click Connect.

&~ PARTNER

Username CompanyUser

Password e

Connect

The screen shown below will display, click on Campaign Management - Campaign.

y &’ PARTNERTECH
DEVCONNECT f o
i Campaign Management Data Source Monitoring Company Test ﬁ? @
Campaign
Action
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http://10.10.16.167:8080/OutboundCampaignManager

Click on New Campaign.

AVAYA
e Y! o PARTNERTECHNOLOGY
DEVCONNECT VACATIO OCM

1. Campaign Management Data Source Monitoring Company Test IE? @

Mews Campaign

The Add New Campaign dialog box will appear, enter a Name and Description to identify the
campaign and click Save.

DEVCONMNECT
% Campaign Management Data Source Maonitoring s (1
¥ u o
Add New Campaign
Enter Hame AVAY A CAMPAIGH

I Sa'.rel Cancel

The following screen will appear displaying the new campaign.

A

AVAYA PARTNER TECHNOLOGY

DEVCONNECT VACATIO OCM

I Campaign Management Data Source Monitoring Company Test IEE? @

Merwy Campaign

Hame Description

AN AN L CAMPAIGH  Avaya Certification Testing @
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7.3. Generate Customer File

A customer file must be created, this specifies the template in which the customer data will be
formatted.. Click on Data Source = Customer.

AVAYA :
y al PARTNERTECHNOLOGY
DEVCONNECT VACATIO OCM

. Campaign Management Data Source Monitoring Company Test IEE? @

Customer

Segment Management

MWew Campaign

Hame Description

CAMPAIGHN OMNE Campaign Number One

CAMPAIGN FOUR Campaign Number Four |

CANMPAIGH FIWVE Campaign Number Five

CAMPAIGN S Campaign Number Six

CAMPAIGN NINE CLOUD Number Mine

CAMPAIGN TEN Campaign Number Ten @I
CAMPAIGH ELEVEN | Campaign Number Eleven @
Partner DCS Test Campaign '@

ANVAYA CAMPAIGH | Awvaya Cerification Testing @
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Place a tick next to the information to be contained in the data source, in this case name,
surname, ssn, gsm and age, click Generate Customer File when complete.

AVAYA

DEVCONNECT

™ cam paign Management

Generate Customer File

Data Source Monitoring

Upload Customer

Column Name  Column Type

name
surname
=50
gsm
[] | home phone
[[] | office phone
[ | email
[#] | age
[ | city
[[] | education
[ | maritalstatus

] | gender

String
String
Integer
Integer
Integer
Integer
String
Integer
String
String
String

String

| Generate Customer File I
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A .cvs file will be generated and a prompt will appear to download the file. The downloaded file
can be opened with an appropriate text editor. Enter customer data in the comma separate format
as shown below. In this example file 1325674039045.cvs is saved on
C:\Users\admin\Desktop\Avaya Certification\.

;ﬂ CAlsers\admin\Desktop\Avaya Cerﬁﬁcatiun‘l.ﬂﬁﬂdﬂ?ﬂﬂdﬁml— MNotepad ++
File Edit Search View Encoding Language Settings Macre  Run Plugins

cEEHBRGE& 4D | thie|xx|BE|;

B CSumil | B KB | B maven e tek JAR haline getime te | B transfersa | B 1325497

name, Surname, 2sn, gsm, age
a,b,69112128730,4000,51
a,b, 69112128740, 4001, 52
a,b, 69112128720, 4002, 52
a,b,659112128711,1350,51

Y U S T ]

n

Save the file once the customer information has been added. On the OCM web interface click the
Upload Customer tab and then click Add.

y -*ij PARTNER TECHNOLOGY
DEVCONNECT VACATIO OCM
8 Campaign Management Data Source Monitoring Company Test f:'.l:} @
Generate Customer File Upload Customer
s Add...
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Browse to the saved .cvs file and click Open.

" “) PARTNERTECHNOLOGY

% VACATIO OCM

AVAYA
Company Test €2 (U)

DEVCONNECT

"% Campaign Management Data Source Monitoring

‘Generate Customer File  Upload Customer

o Add.
| » Avaya Certification
Organize v New folder =~ 0 @
&, Local Disk (C:) - -
B 9 i B

<} BD-ROM Drive (D:) DD_5_1
% VoyNew (\PC319391526922) (Z:

€ Network
[E8 Control Panel L
@ All Control Panel ems 1325497297422.cv 1325497297423.cv | 1325674039045.cv | OCM _Datasource  OutboundCampa 55 CM_LaginScre
M5 Appearance and Personalization s s s _File_To_Uploadj  ignManagerwar en.png
2 Pg

? Cleck, Language, and Region
@ Ease of Access

#3) Hardware and Sound

¥ Network and Internet
Programs

@ System and Security

5, User Accounts and Family Safety = By

§5_0CM_Custom  §5_0CM_Custom

55_0CM_Campia  55_0CM_Campia
gn_List2,jpg gn_Menu.jpg er_Generate_Cust er_Menu,jpg

omer_Filejpg

§5_OCM_Campia  55_0CM_Campia
gn_Creation,jpg gn_List,jpg

& RecycleBin
| Avaya Certification

|1 Docs =
File name:  1325674039045.cvs = | Tim Dosyalar =

The .cvs file will be uploaded to OCM and the screen below will appear, showing the uploaded

customer file.

AVAVA L‘ 73 PARTNERTECHNOLOGY
15 VACATIO OCM

DEVCONNECT
Comj Test {Ej @

o Campaign Management Data Source Monitoring

Generate Customer File  Upload Customer

i Upload ¥ Clear Al

Delete

1325574035045 cvs
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7.4. Create Segment

A Segment must be created, this is a filter which selects records from the customer file based on

defined criteria. Click on Data Source = Segment Management.

AVAYA

DEVCONMECT

" Campaign Management Data Source Monitoring
Customer

Segment Management
Generate Customer File  Uploau vuzwnnes

The following screen will appear, click New Segment.

AVAYA

DEVCOMNMECT

& cam paign Management Data Source Maonitoring

Mew Segment
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Enter an identifying segment name and segment description and click on New Condition.

AVAYA

DEVCONMNECT

" Campaign Management Data Source Monitoring

Add New Segment
1. Enter a segment name

SGM_AVAYA_1

2. Enter a segment description

3. Configure segment condition

Mew Condition

Property Operation WValue1 Value 2

Save Cancel |
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On the screen which appears, set the segment condition properties to be applied to the customer

list, in this case records will be selected for the campaign where the age is more than (>) 49,
click Save when done.

Add New Condition

1. Please select a property

age |E|
2. Please select a logical operation

> -]
3. Enter operation value 1

49|

Cancel |
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The screen below will be shown, displaying the new segment and condition, click Save when
complete.

DEVCOMNMNECT
& Campaign Management Data Source Monitoring ~omp ] iu:'

Add Hew Segment

1. Enter a segment name
SGNM_AVAYA_1

2. Enter a segment description

Segment for Avaya Certification Testing

3. Configure segment condition

New Condition
Property | Operation | Value 1 Value 2
ane = 49 @

| Sawel Cancel

RCP; Reviewed:
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The screen below will appear showing the new segment and the number of customers in the
customer file that match the condition.

AVAYA # S
\VAY: &Y/, PARTNER TECHNOLOG)
DEVCONNECT VACATIO OCM

il o Campaign Management Data Source Monitoring Company Test l-‘E? @

New Segment

Segment Name # Of Customer

SGM AVAYA 1 |4 =]

7.5. Create Action

An action must be created on OCM, the action references the campaign created in Section 7.2.
Click on Campaign Management -> Action.

e

AVAYA N /) PARTNERTECHNOLOGY

DEVCONMNECT ALATI =M

. Campaign Management Data Source Monitoring Company Test IEE? @

Campaign
Action

Click on New Action.

AVAYA &/, PARTNER TECHNOLOGY
VACATIO OC}

DEVCONMNECT A |

[ Campaign Management Data Source Maonitoring Company Test l-‘E? @
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The screen below will appear, enter an identifying Action Name, and select the campaign
created previously. Set the Start Date and End Date and click Detailed Schedule.

AVAYA

DEVCONNECT

Campaign Management  Data Source Monitoring - U

Add Hew Action

Enter Action Hame ACTION_AWAYA_1

Select Campaign  AVAYA_CAMPAIGH [~

Select 5tart Date 04/1/12 09:00

Select End Date 06/1/12 12:00 Detailed Schedule

Call Action Mail Action SMS Action MMS Action

(] (] ] (]

Call Action Mail Action SMS Action  MMS Action

Enter Caller Id
Enter Transfer DN
Enter TTS Message
Retry Duration
Enter Call Count

Enter Ring Count

Priority El

Select Dial Scenario El

Save Cancel
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Choose the Day of the week and Start and End time for the action schedule. In this instance,
Wednesday to Friday, 9.00 — 17.00 are selected. Click Close when complete.

Detailed Schedule
Sunday Monday Tuesday |:| Wednesday |:| Thursday |:| Friday Saturday
Add Day
Start Time End Time
00[w]: 00[w] 00[x]: 00[s]
Add Times
Day Time Table
Start Time End Time
ﬂ ¥ Wednesday Thursday Friday =~ Drop |
05:00:00 17:00:00 Drop |
Close
RCP; Reviewed: Solution & Interoperability Test Lab Application Notes 33 of 42
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The screen below will reappear, place a tick in the Call Action box, enter an identifying Caller
Id, set the Transfer DN as the announcement configured in Section 5.2, set the Retry Duration
and Call Count (recall count) accordingly and click on Save (not shown).

AVAVA
DEVCOMNNECT
Campaign Management Data Source Monitoring ; (]
Add New Action
Enter Action Name ACTION_AVAYA_1
Select Campaign  AVAYA_CAMPAIGN [=]
Select Start Date 04/1/12 05:00 Select End Date 06/1/12 12:00 Detailed Schedule
Call Action Mail Action SMS Action MMS Action
I [ [l [
Call Action Mail Action SMS Action MMS Action
Enter Caller Id ANAYAT
Enter Transfer DN 774
Enter TTS Message Nope
Retry Duration 2
Enter Call Count 4
Enter Ring Count 1
Priority Most Prior El
Trunks
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The screen below will appear displaying the newly added action. Click on Data Source.

AVAYA &/, pARTNERTEC

DEVCONNECT 7| 5 VACATIO OCM

e Campaign Management Data Source Monitoring Company Test f;:? @

WNew Action

Name Campaign Start Date End Date @ Status LOAD START STOP Data Source
ACTION AVAYA 1 [ AVAYA_ CANMPAIGM | 04.01.2012 | 06.01.2012 | Not Active | |Data Suurcel @

The screen below will appear, select the Segment created in Section 7.4 from the Available
Segments box and click on Add.

AVAYA

DEVCONNECT

= . e
% Campaign Management Data Source Monitoring Company Test  §%3 (U)

Bind Data Source

Calling List
Total Selected Number Of Records

Available Segments Selected Segments

Segment 1 (Rec#1, ) - -
Segment2 (Rec#2 )

Segment Ali 1 (Rec # 4, Test)

SGM_Partner (Rec # 25, This iz test segment. Please do not delete. Thank you. Ali)

SGM_Partner_2 (Rec # 4, This is test segment. Please do not delete. Thanks, Ali}

SGM_AVAYA_1 (Rec # 4, Segment for Avaya Certification Testing) %

Create Cancel
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Click Create, this binds the data source to the segment.

AVAYA

DEVCONNECT

- Campaign Management Data Source Monitoring Company Test (_:;: GJ;-

Bind Data Source

Calling List
Total Selected Humber Of Records 4

Available Segments Selected Segments

Segment 1 (Rec#1, ) . SGM_AVAYA_1 (Rec # 4, Segment for Avaya Cerification Testing) -
Segment 2 (Rec#2 )

Segment Ali 1 (Rec # 4, Test)

SGM_Partner (Rec # 25, This is test segment. Pleaze do not delete. Thank you. Ali.) Add

SGM_Partner_2 (Rec # 4, Thiz is tezt segment. Please do not delete. Thanks, Ali)

Remove
Cancel
The screen below will appear, click Load.
AVAYA Y
DEVCOMNNECT
. Campaign Management Data Source Monitaring Company Test {i} @
MNew Action
Hame Campaign Start Date | End Date  Status LOAD START STOP Data Source
ACTION AVAYA 1 | AVAYA CAMPAIGM | 04.01.2012 | 06.01.2012 Ready LOAD Data Source | @
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The Status will update to Initiated, click Start to begin the action.

AVAYA S
DEVCONNECT
. Campaign Management Data Source Monitoring Company Test 5‘3? @
Mewy Action
Hame Campaign Start Date End Date @ Status LOAD START STOP Data Source
ACTION AWAYS 1 AVAYA_CAMPAIGN 04012012 27.01.2012 EE%EE | rE?EE;] Diata Source

8. Verification Steps

This section provides the tests that can be performed to verify correct configuration of
Communication Manager, Application Enablement Services and OCM.

8.1. Verify Avaya Aura® Communication Manager CTI Link

The following steps can ensure that the communication between Communication Manager and
the Application Enablement Services server is functioning correctly. Check the TSAPI link
status with Application Enablement Services by using the command status aesves cti-link.
Verify the Service State of the TSAPI link is established.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 4 no devconaes611 established 87 61

Use the command status aesvcs interface to verify that the status Local Node CLAN of
Application Enablement Services interface is connected and listening.

status aesvcs interface

AE SERVICES INTERFACE STATUS

Local Node Enabled? Number of Status
Connections
clancm601 yes 1 listening
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Verify that the there is a link with the Application Enablement Services and that messages are
being sent and received by using the command status aesves link.

status aesvcs link

AE SERVICES LINK STATUS

Srvr/ AE Services Remote IP Remote Local Node Msgs Msgs
Link Server Port Sent Rcvd
01/01 devconaes61ll 10.10.16.29 45883 clancm601 683 665

8.2. Verify Avaya Aura® Application Enablement Services CTI
Connection
The following steps are carried out on the Application Enablement Services to ensure that the

communication link between Communication Manager, the Application Enablement Services
server and OCM is functioning correctly.

8.2.1. TSAPI Link

On the Application Enablement Services Management Console verify the status of the TSAPI
link by selecting Status = Status and Control = TSAPI Service Summary to display the
TSAPI Link Details screen. Verify the status of the TSAPI link by checking that the Status is
Talking and the State is Online.

welcome: User craft
H H H Last login: Thu Dec 15 19:33:46 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t seWIces HostMare/IP: devoonaess11/10.10.16.29
Management Console Server Offer Type: TURNKEY

SW Mersion: r6-1-1-30-0

Status | Status and Control [TSAPI Service Summary Home | Help | Logout

» AE Services

Communication Manager TSAPI Link Details
Interface
» Licensing ™ Enable page refresh every | 60 'I seconds
» Maintenance
» MNetwaorking Switch 5:;1_:_tll:h
} Security Name | 0k 1D
¥ Status
- o 1| cmszt 1 ||Talking 1;",3‘1323%‘11 online 15 o 15 15 30
Alarm Wiewer ek
Logs @ | 2 || cmeoy 1 ||Talking 1;":‘;‘3:32923‘11 online 16 5 71 87 30
Status and Control online | offline |
= CWLAMN Service Summary
« DLG Services Summary For service-wide information, choose one of the following:
= DMCC Service Summary TSAPI Service Status I TLink Status | User Status
= Switch Conn Summary
= TSAPI Service Summary
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8.2.2. TSAPI User Status

On the Application Enablement Services Management Console verify the status of the TSAPI
link by selecting Status = Status and Control = TSAPI Service Summary > User Status to
display the CTI User Status page. Select the CTI user created in Section 6.3 from the drop
down list and click on Show Closed Streams. Verify that streams have been opened by the CTI
user during the time the OCM campaign was running.

Welcome: User craft
H H n" Last login: Tue Jan 10 16:29:39 2012 from 10.10.16.¢
AVAyA Appllcatlo“ E“ableme“t Se ices HostMame/IP: devoonaes611/10,10.16.29
Management Console Server Offer Type: TURNKEY

S Wersion: ré-1-1-30-0

Status | Status and Control | TSAPI Service Summary

AE Services
Communication Manager CTI User Status
Interface
Licensing I Enable page refresh every IE\D ‘I sECONGS
Maintenance

- CTI Users |tsapi | submit |
MNetworking

Open Streams 0

Security Closed Streams 22

¥ Status

Closed Streams

Alarm Wiewer

Logs Time Opened Time Closed Tlink Name
Status and Control [tsapi  |[FriJan 6 13:48:58 z012 [[Tue 3an 10 13:02:33 2012 |[AVATA#CMEDL# CSTA#DEVCONAESELL |
tsapi |[FriJan 6 13:48:59 2012 Tue Jan 10 13:02:33 2012 AUATA#CMEDL#CSTA# DEVCONAESH11

= CWLAM Service Summary
= [DLG Services Summary

tsapi Frilan & 13:458:59 2012 Tue Jan 10 13:02:33 2012 AVAYARCMEOL#CETA#DEVCONAESALL

8.3. Verify Partner Teknoloji Outbound Campaign Manager
8.3.1. Verify Action is Running

Click Campaign Management = Action verify the status of the relevant action is Running.

AVAYA
Y. o PARTNER TECHNOLOGY
DEVCONNECT VACATIO OCM

- Campaign Management Data Source Monitoring Company Test f:':? @

Mewy ction

Hame Campaign Start Date End Date Status  LOAD START STOP Data Source

ACTION AVAYA 1 AYAYS_CAMPAIGN 04012012 27.01.2012 Infisted | START | | Data Source |

ACTION AVAYA 2 AVAYA_CAMPAIGN 04.01.2012 | 27.01 .2012 | | sTOP | DataSource |

ACTION AWAYA 3 AWAYA_CAMPAIGN 05012012 07.012012 Ready & LOAD | | | Datasource | @
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8.3.2. Verify Action Statistics

Click on Monitoring = Real Time Monitor, verify statistics reflect current activity.

Y. PARTNER
DEVCONNECT
- Campaign Management Data Source Maonitoring Company Test "‘3.? @
Real Time Statistics Monitor
Campaign Name Action Hame Statistics Type Value

AVAY A CANMPAIGN | ACTION_AWAYA_1 | Total Number of Calls Scheduled 2
AVAY A _CAMPAIGN | ACTION_AVAYA_1 | Total Number of Calls Answered 2

ANAYA_CANMPAIGN ACTION_ANVAYA_1  Total Number of Records to call 4
AVAN A CANMPAIGHN ACTION_AVAYA 1 | Number of Active Calls 0

AVAY A _CAMPAIGN  ACTION_AVAYA_1 | Total Number of Calls Unanswered 2

8.3.3. Verify TSCS Service Status

From the Debian shell, navigate to /vacatio/tscs/resource and execute the ./cli.sh command. At
the prompt enter the status command and verify ServerStatus:RUNNING as shown below.
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8.3.4. Verify TSCS Trunks Status

At the same prompt, enter the trunks command, verify trunks status are IDLE or IN_USE
accordingly.

Status Company Id Action Id

1]
a
i
a

IN USE 0 0

9. Conclusion

These Application Notes describe the configuration steps required for the Partner Teknoloji
Outbound Campaign Management solution to successfully interoperate with Avaya Aura®
Communication Manager and Avaya Aura® Application Enablement Services. All functionality
and serviceability test cases were completed successfully with observations noted in Section 2.2.

10. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com

[1] Administering Avaya Aura® Communication Manager — Release 6.0, Issue 6.0, June
2010

Product documentation for Partner Teknoloji Products can be found at
http://www.partnerteknoloji.com.tr
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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