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Chapter 1: Introduction

Purpose

This document describes the administration tasks required to configure interoperability
between Avaya Aura® Conferencing and Radvision Scopia.

Intended audience

This document is intended for technicians who install and configure Avaya Aura®
Conferencing and Radvision Scopia products and configure interoperability between these
products.

Related resources

Documentation

The following documents for Avaya Aura® Conferencing are available:

¢ Avaya Aura® Conferencing 7.0 Overview and Specification

¢ Avaya Aura® Conferencing 7.0 Planning and Design

¢ Avaya Aura® Conferencing 7.0 Security

e Avaya Aura® Conferencing 7.0 Accounting Records Reference

¢ Avaya Aura® Conferencing 7.0 Alarms and Logs Reference

¢ Avaya Aura® Conferencing 7.0 Operational Measurements Reference
¢ Avaya Aura® Conferencing Collaboration Agent Quick Reference
e Deploying Avaya Aura® Conferencing 7.0

e Administering Avaya Aura® Conferencing 7.0

e Maintaining and Troubleshooting Avaya Aura® Conferencing 7.0
¢ Using Avaya Aura® Conferencing Collaboration Agent

You can gain access to these documents and documents about other Avaya products
mentioned in this guide from the Avaya website at http://www.avaya.com/support.

Training

The following courses are available at http://www.avaya-learning.com. In the Search field,
type the course code, and click Go to search for the course.

Course code Course title

5000120V Avaya Aurae Conferencing 7.0 Implementation, Maintenance, and
Troubleshooting



http://www.avaya.com/support
http://www.avaya-learning.com/

Course code Course title

3202 Avaya Aurae Conferencing Release 7.x Implementation and
Maintenance

Support

Visit the Avaya Support website at http://support.avaya.com for the most up-to-date
documentation, product notices, and knowledge articles. You can search for release notes,
downloads, user guides, and resolutions to issues. Use the Web service request system to
create a service request. Chat with live agents to get answers to questions. If an issue
requires additional expertise, agents can quickly connect you to a support team.

Warranty

Detailed terms and conditions are contained in the sales agreement or other applicable
documentation and establish the terms of the limited warranty. In addition, the Avaya
standard warranty description and details for support under warranty are available at Avaya
Support under More Resources for Maintenance and Warranty Information, see
https://support.avaya.com/.
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Chapter 2. Overview

This chapter provides an overview about the interoperability between Avaya Aura®
Conferencing and Radvision Scopia and describes the key features of the interoperability
configuration.

Components
The following table lists the components of Avaya Aura® Conferencing and Radvision
Scopia:
_(I?;Fr)r;ponent Avaya Aura® Conferencing Radvision Scopia
Infrastructure | Avaya Aura® Communication Radvision Scopia Management
Manager . Radvision Scopia Elite MCU
Q;igg*ra@ Session Radvision Scopia Desktop Server
Avaya Aura® System Manager Radvision Scopia PathFinder
Endpoint Avaya 1000 series video Radvision Scopia XT1000
endpoints _ _ Radvision Scopia XT1200
Avaya Desktop Video Qewce Radvision Scopia VC240
Avaya Flare® Communicator Radvision Scopia Telepresence
Avaya one-X® Communicator | piatform
Radvision Scopia Desktop
Radvision Scopia Mobile
Note:

Scopia PathFinder is an optional component.

Prerequisites

Before administering the interoperability between Avaya Aura® Conferencing and
Radvision Scopia, ensure that you install the following components:

¢ Communication Manager Release 6.2 SP4 or later
e System Manager Release 6.2

e Session Manager Release 6.2

e Avaya Aura® Conferencing Release 7.0 SP3 or later
e Scopia Management Release 8.0

e Scopia Elite 5000 MCU Release 7.7

e Scopia Elite 6000 MCU Release 8.0

e Scopia Desktop Server Release 8.0

e (Optional) Scopia PathFinder Release 8.0

e Avaya endpoints and endpoint interfaces

e Scopia endpoints and endpoint interfaces

10



For the latest and the most accurate compatibility information, go to
http://support.avaya.com/CompatibilityMatrix/Index.aspx.

Ensure that you are familiar with the following concepts:

e Session Manager administration tasks through System Manager, including the
administration of:
— SIP domains
— SIP entities
— SIP entity links
— Locations
— Routing
— Dial patterns
e Scopia administration tasks, including the administration of:
— Scopia Elite MCU
— Scopia Management

e Avaya Aura® Conferencing administration tasks, including the administration of the
participant security code of a conferencing user.

Interoperability administration

The administration of the interoperability between Avaya Aura® Conferencing and Radvision
Scopia includes the following basic tasks:

¢ Avaya Aura® administration
e Scopia Management administration
e Subscriber provisioning on Scopia Management

Related topics:

Avaya Aura® administration

Scopia Management administration

Subscriber provisioning on Scopia Management
Feature integration

Video resolution

Conference controls

Avaya Aura® administration

The Avaya Aura® administration includes the administration of a SIP trunk between
Session Manager and Scopia Management.

Figure 1 Interoperability between Avaya Aura® and Radvision Scopia illustrates how
Avaya Aura® Conferencing connects with Radvision Scopia
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Figure 1 Interoperability between Avaya Aura® and Radvision Scopia
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For more information about administering a SIP trunk, click Administering Session
Manager in the Related topics section.

Note:
This document does not includes procedures about administering dial plans.

Related topics:
Administering Session Manager

Scopia Management administration

With the Integration of Avaya Aura® Conferencing feature of Scopia Management, you
can configure interoperability between Avaya Aura® Conferencing and Radvision
Scopia.

For more information about the tasks required to configure the interoperability between
Avaya Aura® Conferencing and Radvision Scopia, click Administering Scopia
Management in the Related topics section.

Related topics:
Administering Scopia Management

Subscriber provisioning on Scopia Management

Scopia Management does not required additional subscriber provisioning.
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Optionally, you can provision Avaya Aura® Conferencing subscribers as users on
Scopia Management with a unique virtual room for each subscriber.

Note:
Depending on the deployment requirements of an enterprise, subscriber provisioning
might vary.

For more information about subscriber provisioning, click Administering the subscriber
data in the Related topics section.

Related topics:
Administering the subscriber data

Feature integration

The following table lists the integration status of the key interoperability features:

Feature Avaya Aura® | Radvision Integration
Conferencing | Scopia
Audio Yes Yes Yes
bridging
Video Yes Yes Yes, only Active Speaker
bridging
Content Yes Yes No, a Scopia subscriber must log in to
sharing Avaya Aura® Conferencing Collaboration

Agent to view and share content in the
Radvision Scopia conference by sharing
the Collaboration Agent display through
the Presenter mode in Scopia Desktop.

Participant | Yes Yes No, the moderators of the Avaya Aura®
controls Conferencing conference or the Radvision
Scopia conference can perform limited
management of the other conference,
which is processed as a participant. The
moderators cannot perform management
tasks on individual participants in

conferences.
High Yes Yes The video resolution depends on the
definition Avaya Aura® Conferencing
video administration.

e In Avaya Aura® Conferencing
Release 7.0, using H.264 SVC, Avaya
Aura® Conferencing and Radvision
Scopia subscribers view each other in
the 360p resolution.

¢ In Avaya Aura® Conferencing
Release 7.0, using H.264 AVC with
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Feature

Avaya Aura® | Radvision
Conferencing | Scopia

Integration

720p resolution, Avaya Aura®
Conferencing and Radvision Scopia
subscribers view each other in the
720p resolution. Avaya endpoints that
support only the SVC video codec do
not receive video.

In Avaya Aura® Conferencing
Release 7.2, using SVC without inter-
layer prediction, Avaya Aura®
Conferencing subscribers view the
Radvision Scopia subscribers in the
360p resolution while Radvision
Scopia subscribers view Avaya Aura®
Conferencing subscribers in the 720p
resolution. Avaya endpoints that
support only the SVC video codec
also receive video.

Video resolution

The maximum available video resolution of each conference depends on:

e The endpoint capabilities.
e The subscriber class of service.

e The conference owner class of service.

e The bandwidth availability.
e The video class definition.

The class of service of the owner of the Avaya Aura® Conferencing conference constrains
the video resolution in an Avaya Aura® Conferencing and a Radvision Scopia integrated

conference.

Set the class of service of the Avaya Aura® Conferencing subscriber to Class D to enable
video in an Avaya Aura® Conferencing and Radvision Scopia integrated conference.

The maximum resolution available to the Radvision Scopia conference is summarized in
the following table:

Avaya Aura® Best resolution Notes
Conferencing Video
Class

Class C SVC 180p 30fps Base layer only for the SVC class.

Class D AVC 360p 30fps Set Class D as the class of service
of Avaya Aura® Conferencing
participants to enable video in the
Avaya Aura® Conferencing and
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Radvision Scopia integrated
conference.

AVC only 720p 30fps Supports HD resolution.
No SVC-class clients can join.

You can provision additional SVC classes with a higher base layer resolution. You can
update the conference class of service to use a higher quality video class.

All the Avaya Aura® Conferencing users that are assigned the higher quality video class of
service use the higher quality video class. You can update the individual users by changing
the assigned class of service.

Conference controls

Conference controls are not integrated between Avaya Aura® Conferencing and Radvision
Scopia.

The moderator conference controls from a Radvision Scopia endpoint or a Web-
based user portal impact only the Radvision Scopia conference.

The Avaya Aura® Conferencing moderator conference controls from an Avaya
Aura® Conferencing endpoint or Collaboration Agent impact only the Avaya Aura®
Conferencing conference.

An Avaya Aura® Conferencing subscriber hosting a conference from a Radvision
Scopia endpoint must use Collaboration Agent to moderate the Avaya Aura®
Conferencing conference.

The Avaya Aura® Conferencing Mute All moderator control mutes only the
participants of the Avaya Aura® Conferencing conference. You can mute the
participants of the Radvision Scopia conference only from a Scopia endpoint or a
Web-based user portal.

Related topics:
Use cases
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Chapter 3: Administering Session Manager

The procedures in this chapter describe the steps to administer a SIP trunk between Session
Manager and Scopia Management through System Manager.

These procedures are guidelines on how to administer the system. Depending on the
configuration of your system, values of the parameters might differ.

Related topics:

Logging in to System Manager

Adding a SIP entity for Scopia Management
Adding a SIP entity link for Scopia Management

Logging in to System Manager

To log in to System Manager, in the browser address bar, enter the System Manager FQDN in
the following format:

http://[<FQDN_of_SystemManager>

Adding a SIP entity for Scopia Management

1. Click Routing > SIP Entities.
2. Click New.
3. Enter values for the following fields:
Name: <Name for the SIP entity>
FQDN or IP Address: <FQDN or IP address of Scopia Management >
TYPE: SIP Trunk
Location: <Location of Scopia Management >
Time Zone: <Time zone of the location of Scopia Management >

Note:
Ensure that you administer SIP Trunk as the type of the SIP entity for the
interoperability configuration to function correctly.

4. To submit, click Commit.

Adding a SIP entity link for Scopia Management

1. Click Routing > Entity Links.

2. Click New.

3. Enter values for the following fields:
Name: <Name for the SIP entity link>
SIP Entity 1: Select the relevant Session Manager instance.
Protocol: TCP
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Port: 5060
SIP Entity 2: Select the Scopia Management entity.
Port: 5060

5. To submit, click Commit.
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Chapter 4. Administering the subscriber data

This chapter describes the two options to administer the subscriber data. The most suitable
option depends on the specific deployment requirements of an enterprise.

You must manually administer the subscriber data between the Avaya Aura® Conferencing and
Radvision Scopia components.

Note:

This document does not include procedures about how to provision subscribers.

For more information about administering the subscriber data, see the Technical Documentation
section at the Radvision support website: http://www.radvision.com/Support/.

Related topics:
Scopia Default Meeting Type
Scopia Virtual Room

Scopia Default Meeting Type

Administer Default Meeting Type in Scopia Management and Scopia Elite MCU.

If you enable the Avaya Aura® Conferencing integration feature in Default Meeting Type,
all Instant Meetings on Scopia Elite MCU automatically join the Avaya Aura®
Conferencing conference.

Advantages Disadvantages
e Simplifies the subscriber provisioning. | e Only one meeting type for all users.
e Does not require subscriber e No Virtual Room feature, such as
provisioning required on Radvision custom meeting name and meeting
Scopia. PIN.
e Supports the Avaya Aura® ¢ No individual moderator on the
Conferencing Microsoft Outlook add-in. Radvision Scopia conference. All
participants can moderate the
conference.

¢ No support for the Scopia Microsoft
Outlook add-in.

Scopia Virtual Room

Administer multiple Meeting Types in Scopia Management and Scopia Elite MCU. Each
Meeting Type represents a conference class of service. Define bandwidth usage for
each Meeting Type.

20
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Administer a virtual room to each user using a specific Meeting Type based on the class
of service of the user. Ensure that the Virtual Room number of each user corresponds to
the Avaya Aura® Conferencing participant security code of the user.

Advantages

Disadvantages

Supports multiple meeting types
Provides users access to the Virtual
Room features, such as custom
meeting name and meeting PIN.
Supports the Scopia Microsoft Outlook
add-in.

Complicated subscriber provisioning.
Requires all Avaya Aura®
Conferencing subscribers to be
provisioned as Radvision Scopia users
with unique virtual rooms.

Note:
Do not use the Avaya Aura® Conferencing moderator security code to join a conference
from a Scopia endpoint.
If an Avaya Aura® Conferencing conference owner joins a conference from a Scopia
endpoint, the conference owner must use the participant security code or the Virtual

Room number.

The moderator conference control between Avaya Aura® Conferencing and
Radvision Scopia is not integrated. You can use the moderator conference controls
of an Avaya Aura® Conferencing conference through Collaboration Agent.

21




22



Chapter 5:  Administering Scopia
Management

The procedures in this chapter describe the steps to administer the interoperability between
Avaya Aura® Conferencing and Radvision Scopia.

Related topics:

Before you begin

Logging in to Scopia Management

Administering the Avaya Aura® Conferencing integration settings

Administering Meeting Types

Administering the SIP entity link on Scopia Management

Administering the subscriber Virtual Room

Administering the Virtual Room prefix translation

Administering the Avaya Aura® Conferencing and the Radvision Scopia media trunk label
Administering the Avaya Aura® Conferencing and the Radvision Scopia roster label
Administering the conference default domain

Administering DNS on Scopia Elite MCU

Enabling the P-Asserted-ldentity SIP header

Before you begin

Ensure that you have the following information:
e The Session Manager SIP entity IP address.
e The Avaya Aura® Conferencing dial pattern SIP URI.
e The Avaya Aura® Conferencing domain and locations.
e The Avaya Aura® Conferencing Collaboration Agent IP address.
e The participant security codes of all Avaya Aura® Conferencing subscribers.

Logging in to Scopia Management

To log in to Scopia Management, in the browser address bar, enter the Scopia Management
FQDN in the following format:

http://<FQDN_or_IP_of ScopiaManagement>:<port>/iview

Note:
Unless specified in the Scopia Management installation, the default port is 8080.
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Administering the Avaya Aura® Conferencing integration
settings

About this task

Perform this procedure to enable and administer the Avaya Aura® Conferencing
integration settings.

Procedure
1. From the options on the top of the administrator console, select the Settings tab.
2. Click Unified Communications > Avaya Aura.
a. Select the Enable Avaya Aura Conferencing Integration check box.

b. Inthe AAC SIP URI field, enter the SIP URI of Avaya Aura®
Conferencing.

£2) RADVISION SCOPIA Management - Mozilla Firefox

File Edit View History Bookmarks Tools Help
| £} RADVISION SCOPIA Management + |

€ & 135.60.87.90:508

vs/main, jsf#module=Settings&ment

IERADVISION

Dashboard Meetings Endpoints Devices Reports Logs & Events Settings

¥ Meetings Avaya Aura

Policies y .
5 Enable Avaya Aura Conferencing Integration
Meeting Types

Auto-Attendant AAC SIP URL: 1112223333@domain.com
Invitations AAC Web Server

v Users Address: 192.168.1.100
Policies Port: 8043

Erobis [[] Translate virtual meeting ID prefix
¥ Unified Communications

Avaya Aura

¥ Log

Log Level

w Qaruritu

3. Inthe AAC Web Server fields, enter the IP address and port number of the Avaya
Aura® Conferencing Collaboration Agent server in the following fields:

e Address
e Port

4. (Optional) In the Translate virtual meeting ID prefix field, select the check box and
enter the prefix for the Virtual Room numbers.

For more information about configuring the Virtual Room prefix, click Administering
the Virtual Room prefix translation in the Related topics section.
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5. Click Apply.

Related topics:
Administering the Virtual Room prefix translation

Administering Meeting Types

About this task

Perform this procedure to administer the Avaya Aura® Conferencing integration for
Meeting Types.

With this procedure, you can enable automatic dialing from a Radvision Scopia conference
to an Avaya Aura® Conferencing conference for the selected Meeting Type.

Procedure
1. From the options on the top of the administrator console, select the Settings tab.

2. Click Meetings > Meeting Types.

) RADVISION SCOPIA Management - Mozilla Firefox
Edit Bookmarks

File Wiews  Hiskory Tools  Help

[} RADVISION SCOPIA Management | + |

€

| & 135.60,87.90:8080/iview views main, jsf#module=Settings&menu=Meeting Types

IERADVISION’

Dashboard Meetings Endpoints Devices Reports Logs & Events Settings
¥ Meetings

Folicies IS
S
Meeting Types

Auto-attendant

o Description
Invitations

Foint to Point
Users
- 71 Default Service
Folicies
) 72 Default Service 2
Frofiles

Unified Communications

Avaya dura
Microsoft Lync/OCS

¥ Log

3. Click the relevant Meeting Type.
Scopia Management displays the Meeting Type Details page.
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) RADVISION SCOPIA Management - Mozilla Firefox
File  Edit Bookmarks

View  History Tools  Help

7 RADVISION SCOPIA Management [+

€ | & 135.60,87, 9005080/ Iviewviews main, jsf #module=Settingsémenu=Meeting Types

I=RADVISION’

DEEET Meetings Endpoints Devices Reports Logs & Events

¥ Meetings

Flliizs MName: Default Service &
Meeting Types Prefix: 71
Auto-Attendant Drescription: Default Service
o Media: Video
Invitations Maximum Bandwidth {Kbps): 4096
e Default Connection Rate {Kbps): #4096 v

Paolicies Auto-Attendant Support

Frofiles Enable Avaya Aura Conferencing

¥ Unified Communications MCUs MCL 5100 Richardsan

Avaya Aura

4. Select the Enable Avaya Aura Conferencing check box.
5. Click Apply.

Note:

If you select a new Meeting Type on Scopia Elite MCU, ensure that you synchronize
the list of available Meeting Types between Scopia Elite MCU and Scopia
Management.

I RADVISION®

Dashboard Meetings Users Endpoints Devices Reports Logs & Events Settings

¥ Meetings Meeting Types
Folicies CEEEEEEER

Meeting Types

Auto-Attendant

Invitations

¥ Users <) Point to Point /A
Ref W) Default Service -
Policies o ¢
[0 @ Default Service 2 72

Frofiles

Administering the Session Manager SIP entity link on
Scopia Management

About this task

Perform this procedure to create a SIP entity link between Scopia Management and
Session Manager.

Procedure
1. From the options on the top of the administrator console, select the Devices tab.

2. Click Devices by Type > SIP Servers.
26



3. To create a new SIP server entry, click Add.

Signed In: admin

I RADVISION® Sign Out | Help

Dashboard

Meetings Users Endpoints Devices Reports Logs & Events Settings b 6

~ Devices by Location Modify SIP Server

all

Home

MCUs

Gateways

~ Devices by Type Name: Aura SM

Gatekeepers

SIP Servers

Desktop Servers

PathFinders

Basic Settings

1P Address/FQDN: 135.60.67.66 * Port: 5060 Transport Type: TCP v
Madel: Other Madel % Location: Home L3
SIP Domain: avayames.com

Use Outbound Proxy

Registrar Settings
[[] use Reqgistrar
Registration User Name: Use the ‘Auto Attendant’ number as the registration narme
Refresh Rate (Seconds):
Use Authentication

Username: Password:

4. Enter values for the following fields:

¢ Name: <Name for the Session Manager instance>
e |P Address/FQDN: <IP address of the Session Manager SIP service>
e Port: 5060
e Transport Type: <Transport type to connect to the Session Manager SIP
service>
e Model: Other Model
e SIP Domain: <SIP domain of Avaya Aura® Conferencing>
e Use Outbound Proxy: Select the check box.
5. Click OK.

Administering the subscriber Virtual Room

About this task

Perform this procedure to add a new user and configure Virtual Room for the user.

With a dedicated Virtual Room, Radvision Scopia subscribers can avoid dialing a steering
code or a prefix. Ensure that the Virtual Room number of each user corresponds to the
Avaya Aura® Conferencing participant security code of the user.

Do not use the moderator code for a Virtual Room number.

Procedure

1. From the options on the top of the administrator console, select the Users tab.

2. Click Users > Users from Local Directory > All.
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3. Click Add.

) RADYISION SCOPIA Management - Mozilla, Firefox:
File  Edit Bookmarks

Wiew  Hiskory Tools  Help

"} RADVISION SCOPLA Management | + |

& b 135.60.87.90:5030 iviewviews/main. jsF#module=Usersémenu=all <) ..‘l

RADVISION®

Dashboard Meetings Endpoints Devices Reports Logs & Events Settings

¥ Users from Active Directory User: John Smith

All

Group

¥ Users from Local Directory Login 1D: johnsmith *
First Hame: John Last Name: Smith *
Password: ssssssssssssssae Canfirm Password: ssessssssssssssss
Ernail: johnsmith@email .com &

Telephone {Office):

Telephane {Mabile):

Personal endpoint: m
User Profile; Meeting Organizer v ﬁ

Timne Zone: GMT-06:00 Central Standard Tirr
Location Preference: Auto v
Account Status; Enabled w

4. Enter data for all the applicable fields and click Apply.
5. Select the Virtual Room tab.

©) RADVISION SCOPIA Management - Mozilla Firefox
Edit Bookmarks

File View  Hiskary Tools  Help

7 RADVISION SCOPLA Management | + |

€ | & 135.60.87,90:8080/iview/vievws main, jsf#module=Lserstmenu=al

I RADVISION’

Dashboard Meetings Endpoints Devices Reports Logs & Events Settings

¥ Users from Active Directory User: John Smith

all

- ual Room
Group
¥ Users from Local Directory Select: Create New Virtual Room ... |7
Wirtual Room Mumber: 1234 &

Virtual Roomn Mame:  John's Conference

Description:

Meeting Type: (71 - Default Service

Maxirurn participants: Mo Limit

Moderatar PIN:

[] Protect meeting with a PIN:
Use permanent PIN:

Use one-time PIN for each meeting

O o o

6. Enter values for the following fields:

¢ Virtual Room Name: <Name for Virtual Room>
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e Meeting Type: Select Meeting Type that you configured in the
Configuring the meeting types section.

e Virtual Room Number: <The Virtual Room number for the user>

Note:

e Ensure that the Virtual Room number corresponds to the Avaya Aura®
Conferencing participant security code of the subscriber.

e |f the dial plan requires a prefix, ensure that the value of the Virtual Room
Number field contains the prefix.

For more information about configuring the Virtual Room number prefix, click
Administering the Virtual Room prefix translation in the Related topics section.

7. Click Apply.

Related topics:
Administering the meeting types
Administering the Virtual Room prefix translation

Administering the Virtual Room prefix translation

About this task

Perform this procedure to enable the translation of dialed digits when gaining access to a
Scopia Virtual Room conference.

Radvision Scopia applies the prefix translation to the digits in outgoing calls to Avaya
Aura® Conferencing.

The following table lists the prefix translation examples:

Virtual meeting | Translation prefix | Dialed digits Translated digits
ID prefix
88 99 8812345 9912345
12345 12345
88 - 8812345 12345
12345 12345

Before you begin

Ensure that you have the details of the Avaya Aura® Conferencing dial plan.

Procedure
1. From the options on the top of the administrator console, select the Settings tab.
2. Click Meetings > Policies.
3. Enter values for the following fields:

e Meeting ID Length: <Number of digits in the meeting ID>
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e Virtual Meeting ID Prefix: <Prefix digits>

4. Click Apply.
5. Click Unified Communications > Avaya Aura.
6. Select the check box to enable Translate virtual meeting ID prefix.
7. Enter a prefix value according to the dial plan.
If the value of the Translate virtual meeting ID prefix field is blank, Scopia removes
the prefix.
&) RADYISION SCOPIA Management - Mozilla Firefox
File Edt “iew History Bookmarks Tools  Help
(" RADVISION SCOPTA Management | + |
€ 135.60,87,90:3050/iview views main, jsFmodule=Settingsémenu=>~ayaya Aura
IERADVISION®
Dashboard Meetings Endpoints Devices Reports Logs & Events Settings
Policies Enable Avaya Aura Conferencing Integration
Meeting Types
Auto-Attendant AAC SIP URI: 1112223333@domain.com
Invitations AAC Web Server
» Users Address: 192.168.1.100
Faolicies [P G043
Profiles Translate virtual meeting ID prefix
¥ Unified Communications
Avaya Aura
8. Click Apply.

Administering the Avaya Aura® Conferencing and the
Radvision Scopia media trunk label

About this task

Perform this procedure to change the name that Scopia endpoints display for the video link
from Avaya Aura® Conferencing.

Procedure

1. From the options on the top of the administrator console, click the Tools icon on
the top-right corner.

2. Click Advanced Parameters.
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- Pl &

Logs & Events Settings i

MCU 5100 Rich.. Sy 40%: Server Edition
SD_internal 0% Software Wersio
Redundancy
X mple Redundanc
a Up Time

Information

In: admin

ign Out | Help

2

rt

3. Enter values for the following fields:

e Property Name: vnex.vcms.core.aac.displayName
e Property Value: <Display name to represent the link to Avaya Aura®
Conferencing>
The default value of this field is Audio Link.
i Advanced Parameters X

core

mail

onli:

onli:

venx

Thex

wnex.

Thex.

Thex.

The:x .

Thex.

Add Property

> Enter property name and value

p > Property Name: vnex.vcms.core.aac.displayMame @ Save to File

- —
> Property Value: AAC Link Apply ﬁ
Core Properties

= T T T SR YTt T == = 5

S

.wisionnex.device.defaultsignalingportofmey 2720 BN N
.webapp.vos.nane iview e T‘J
ne_help.host Y ﬁ

ne_help url_wes K3 i 1
wems.core.dm. ghutils. targesID 127.0.0.1 E ™
add.service.prefix.to.virtualConfId false L. T‘J
device.ping. enable True <. ﬁ
device. ping. timeout 4 L ﬁ
test_wirtual allowldddiervice false LS ﬁ
wvens. core.aac. assertIdentityGloabelNane MCIT Trumnk K3 T-J
wems.core.aac. displayName AAC Link E O

£

\

4. Click Ap

ply.

5. Click Close.
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Administering the Avaya Aura® Conferencing and the
Radvision Scopia roster label

About this task

Perform this procedure to change the name that Avaya Aura® Conferencing displays to
represent the conference link to Scopia Elite MCU in the Collaboration Agent roster.

A https://135.60.87.1... [= 8]

Procedure

1. From the options on the top of the administrator console, click the Tools icon on
the top-right corner.

2. Click Advanced Parameters.
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Logs & Events

6. Enter values for the following fields:

Information

SD_internal

MCLU 5100 Rich...

Settings

— 0%

0%

System Inforn

Server Edition
Software Yersio
Redundancy

Up Time

gned In: admin

ign Out | Help

e Property Name: vnex.vcms.core.aac.assertldentityGlobalName

e Property Value: <Display name to represent the link to Scopia Elite MCU

on the Avaya Aura® Conferencing roster>

Advanced Parameters X

-
|u Caution: nuill property walue will delete the property!
.

v |

Thex. VOLs.

Thex. voms.

Thex. VOLs.

Thex. VOLs.

Thex. VOLs.

Add Property

Core Properties

core.

core.

core.

core.

core.

aac.

aac.

aac.

aac.

aac.

> Enter property name and value

> Property Value: MCU Trunk

veny. wons. core. dm. gkutils targetIP
vhex.add. service prefix. to.virtualConfld
vnex.device.ping. enable

vhex. device.ping. timeout

vnex test.wvirtual. allowhddService

assertIdent it,k(Gl oballName
displayMNane

email meetingld

email_ staticstring

enahled

> Property Name: wnex.vocms.core.aac.assertIdentityGlobalame

127.0.0.1

false

true

4

false

MCU Trunk

AAC Link

participantCode

aacpa

true

[¢]save to File

2

8 & & &
| |

8 &8 &

2 R
& &

3. Click Apply.
4. Click Close.

33



Administering the conference default domain

About this task

Perform this procedure to administer the SIP domain name that Scopia Elite MCU uses
when dialing in to the Avaya Aura® Conferencing conference.

Procedure

1. From the options on the top of the administrator console, click the Tools icon on
the top-right corner.

2. Click Advanced Parameters.

B

¢

- £ #

Signed In; admin [

Sign Out | Help

Logs & Events Settings b

. Licensing and Registration
Information

a1 100 ajei
MCU 5100 Rich... s 40%. Server Edition
Backup
SD_internal 0% Software Versio
Redundancy
_ Simnple Redundancy
= Up Time
e Restart

3. Enter values for the following fields:
e Property Name: vnex.vcms.core.conference.defaultDomain

e Property Value: <SIP domain name for calls to Avaya Aura®
Conferencing>
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Advanced Parameters X

[U Caution: null property wvalue will delete the property! ]

Add Property

» Enter property name and value

» Property Name: vnex.vcms.core.conference.defaultDomain E‘ Save to File

Core Properties

Vhex.WCns.Core. autoevent . startCiTidier true

& @ |
vnex.voms. core. conf npInitialTime 10000 & ﬁ
vnex.vems. core. conf pfpInitialTime 40000 1. T-J
tmex.vems. core. conferance. adhoo. allovhdHocFrout  true R ™
vnex.vems.core. conference. autoSyncMculesources true (Y U
vnex.voms.core. conference. callip. special. . postfi Ml (K ﬁ

vhex.woms. core. conference. cleanUnknowmmPhyConts true 1. T-J =
vnex.vems. core. conference. defaulthomain AVAYANCS . COM 1. ﬁ
vnex.vems.core. conference. durationForCleanUnkne 10 R O
VHnex.vens.core.conference. extendTime &00000 (i ﬁ
vnex.woms. core. conference. isSecTelephoneBeplace true 1% T-J
vnex.vems. core. conference maxExtendTime g&4000000 1% m

. . =S

\

5. Click Apply.
6. Click Close.

Administering DNS on Scopia Elite MCU

About this task

%

Perform this procedure to enable the DNS search on Scopia Elite MCU.

The DNS search resolves addresses of SIP headers and fields that contain FQDNSs.

Procedure

1. From the options on the top of the administrator console, click the Configuration
tab.
2. Click Setup.



1 ast admin | Help | Logout

Frotocols Conferences Custarnization

¥ Default user interface language English v
¥ Product identifier Radvision MCU 5110 - Coppell
¥ Date and time 2013-01-14 02:17:05 PM

() Set manually

Date M /0 g =

Tirme H M E

(@ Set NTP server

1P address 193.152.7.12
Time zone GMT-06:00 hd
Network M advanced IP Configuration
% working Mode 1Pv4 b
¥ IPv4 Address
Primary IF address 135,60.67.190
Routsr IP 135.60,67.129
Subnet mask 255.255.255.192

¥ IPv6 Address
Auta

Set manually

Primary IP address

Router IF
> DNS suffix
> DNS server 1 135.12.11.123
> DNS server 2 0.0.0.0
P Port settings Auto (Up to 1 Gbps/Full Duy ¥

3. Enter values for the following fields:

e DNS server 1: <IP address of the primary DNS server>
e DNS server 2: <IP address of the secondary DNS server>

4. Click Apply.

Enabling the P-Asserted-ldentity SIP header

About this task

Perform this procedure to enable the inclusion of the P-Asserted-Identity SIP header in SIP
messages from Scopia Elite MCU when dialing in to the Avaya Aura® Conferencing
conference.

The Avaya Aura® Conferencing Collaboration Agent roster list displays this header as the
name that represents the link to Scopia Elite 5000 MCU.

Note:
This procedure applies only to Scopia Elite 5000 MCU.
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Procedure

1. From the options on the top of the Scopia Elite 5000 MCU Web-based interface,
click Manage Conferences > Advanced Parameters.

Logged in as: admin |

(]
“{ T | Manage Conferences > |

Backup configuration...

Utilization Restore configuration. ..
Restore factory defaults...
fdvanced parameters..,
Update s

Rollback software. ..

Product Infor art unit...

Software Versi

VeI M | P B

2. Scroll down the menu and expand the CLI section.
3. Enter values for the following fields:
e Command: sipenablepai
e Value: 1l
Advanced parameters
C5 Logaing
In-Band DTMF Detection Enabled
Run the file integrity test File inteqrity test was not run.
Capacity Made

CLI

» Enter command line

Command

|sipenab|epai

Parameter |

Walue |1

Support SIP P-Assert ID in INVITE msg Values limit: [0-false, 1-true]

Execute

4. To apply the changes, click Execute.
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The Scopia Elite 5000 MCU interface displays the following Advanced
command reset dialog box:

Applying will automatically reset the unit and will disconnect any

active conferences. Are you sure you want to continue?

5. Click Yes to continue.

Scopia Elite 5000 MCU restarts and displays the following dialog box:

advanced command reset

6. Click OK.
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Chapter 6: Administering the Radvision
Scopia SIP server

The procedure in this chapter describes the steps to update the configuration of the Scopia SIP
server to prevent premature termination of the SIP trunk between Avaya Aura® Conferencing
and Radvision Scopia.

Related topics:
Updating the Radvision Scopia SIP server

Updating the Radvision Scopia SIP server

Note:
Perform this procedure only when you upgrade from Scopia iView Management Suite
Release 7.7 to Scopia Management Release 8.0.

Procedure

1. Log in to the Scopia Management server as an administrator.

For more information about how to log in to Scopia Management, click Logging in to
Scopia Management in the Related topics section.

2. Using Microsoft Windows Explorer, navigate to the following folder:
C:\Program Files (x86)\RADVISION\SipServerApp\conf

3. Add the following line in the <B2B> section of the UpdatedSIPConfig.xml file:
<B2B>

<B2bSupportedExtension>timer</B2bSupportedExtension>
<B2bAutoTry>true</B2bAutoTry>

<B2bMaxB2B>1000</B2bMaxB2B>

<B2bMinSE>90</B2bMinSE>
<B2bSessionExpires>1800</B2bSessionExpires>

</B2B>

Save the changes.

To start the Microsoft Windows Services window, click Start > Run, and type the
following command:
services.msc

6. Click OK.

Microsoft Windows opens the Services window.
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=== Typethe name of a program, folder, document, or Internet
resource, and Mindows will apen it far you,

QOpent

7]

B This task will be created with adrinistrative privileges,

(] 4 Cancel | Browse,,, |

7. Select RADVISION SipServer.
8. To restart RADVISION SipServer, on the Action menu, click Restart.

Qe

File Action Yiew Help

Y EEREE ED

., Sarvices {Local) q’ Services (Local)

9. Verify that the status of RADVISION SipServer is Started.

Related topics:
Logging in to Scopia Management
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Chapter 7: Data sharing

Avaya Aura® Conferencing and Radvision Scopia independently support data collaboration in
the conference.

e Collaboration Agent provides collaboration in Avaya Aura® Conferencing.
¢ The Presentation interface provides collaboration in Radvision Scopia.

To enable a single collaboration view between Avaya Aura® Conferencing and Radvision
Scopia Elite MCU, a single participant must enable the collaboration in both these conferences
and forward the collaboration view from one system to the other using screen sharing through
the following options:

e Physically connecting a computer running Collaboration Agent to a Radvision Scopia
endpoint.
e Sharing data on a computer running Collaboration Agent and Scopia Desktop..

Related topics:
Physically connecting a computer running Collaboration Agent to a Scopia endpoint
Sharing data on a computer running Collaboration Agent and Scopia Desktop

Physically connecting a computer running Collaboration
Agent to a Scopia endpoint

About this task

To share data between an Avaya Aura® Conferencing and a Radvision Scopia integrated
conference, you must physically connect a computer running Collaboration Agent to a
Scopia endpoint that is connected to the Avaya Aura® Conferencing and the Radvision
Scopia integrated conference.

With a physical connection between a computer running Collaboration Agent and a Scopia
endpoint, you can share data only from Avaya Aura® Conferencing endpoints to Scopia
endpoints.

Procedure

1. Connect a computer running Collaboration Agent to a Scopia endpoint through a
video cable, such as a DVI-D cable.

With a video cable, you can share the display of the computer with Scopia
endpoints.

2. Enable the Presentation mode on the Scopia endpoint to share the computer
display.

When you enable the Presentation mode on the Scopia endpoint, the display of
the laptop is shared on the Scopia endpoint.
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Note:

The Avaya Aura® Conferencing Flare Experience endpoint connects to the Avaya
Aura® Conferencing conference. Collaboration Agent shares data among the
Avaya Aura® Conferencing endpoints.

Sharing data on a computer running Collaboration Agent
and Scopia Desktop

About this task

Perform this procedure to share data on a computer running Collaboration Agent and
Scopia Desktop.

By installing Collaboration Agent and Scopia Desktop on one computer, you can share
data between Avaya Aura® Conferencing endpoints and Scopia endpoints.

Procedure

1. Start Collaboration Agent and join the Avaya Aura® Conferencing conference.

2. Start Scopia Desktop and join the Radvision Scopia conference.

3. To share data from the Avaya Aura® Conferencing conference to the Radvision
Scopia conference, enable the Presenter mode in Scopia Desktop.

4. To share data from the Radvision Scopia conference to the Avaya Aura®
Conferencing conference, enable the Presenter mode in Collaboration Agent.

Note:
This is the only method to share the Scopia Elite MCU multimedia stream with the Avaya
Aura® Conferencing conference.
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Chapter 8: Use cases

This section describes the use cases of the interoperability between Avaya Aura® Conferencing
and Radvision Scopia.

Related topics:

Scopia endpoint user joins a conference as a participant

Scopia endpoint user joins a conference as a moderator

Avaya Aura® Conferencing user hosts a conference from a Scopia endpoint

Scopia endpoint user joins a conference as a participant

Prerequisites

e The Avaya Aura® Conferencing MeetMe conference number is 2123336666.

e User A is an Avaya Aura® Conferencing subscriber with the 123456 participant security
code and the 654321 moderator code.

e User B is a Radvision Scopia subscriber using a Scopia endpoint.

e The Virtual Meeting ID prefix is 88, the Meeting ID length is 8, and Translation Prefix is
enabled but the value is blank, which indicates prefix stripping.

e Avaya Aura® Conferencing Integration is enabled for the provisioned Scopia Default
Meeting Type

Actions

1. User A dials the 2123336666 Avaya Aura® Conferencing MeetMe conference number
and joins the conference using the 654321 moderator code.
2. User B dials 88123456 from the Scopia endpoint.

Results

1. User A enters the Avaya Aura® Conferencing conference as a moderator.

2. User B enters the 88123456 Scopia Elite MCU Instant Meeting room.

3. Acall is automatically initiated from Scopia Management to connect the Scopia Elite
MCU Instant Meeting to the Avaya Aura® Conferencing conference with the 123456
embedded access code.

4. User A and User B can hear and see each other.

Variations

If User B arrives before User A:
e The Avaya Aura® Conferencing MeetMe conference starts automatically.
e The conference functions as a Fast Start conference.
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Scopia endpoint user joins a conference as a moderator

Prerequisites

The Avaya Aura® Conferencing MeetMe conference number is 2123336666.
User A is a Radvision Scopia subscriber using a Scopia endpoint.

User B is an Avaya Aura® Conferencing subscriber using an Avaya Flare client.
The Virtual Meeting ID prefix is 88, the Meeting ID length is 8, and the Translation
Prefix is enabled but the value is blank, which indicates prefix stripping.

Avaya Aura® Conferencing Integration is enabled for the provisioned Scopia Default
Meeting Type

Actions

1.

User A dials 88123456 from the Scopia endpoint.

2. User B dials the 2123336666 Avaya Aura® Conferencing MeetMe conference number
and joins the conference using the 123456 participant security code.

Results

1. User A enters the 88123456 Scopia Elite MCU Instant Meeting room.

2.

3.
4,

A call is automatically initiated from Scopia Management to connect the Scopia Elite
MCU Instant Meeting to the Avaya Aura® Conferencing conference with the 123456
embedded access code.

User B enters the Avaya Aura® Conferencing conference.

User A and User B can hear and see each other.

Note:

The moderator code is not required in this scenario. The connection of the Scopia Elite
MCU trunk to the Avaya Aura® Conferencing conference starts the conference
automatically.

Variations

If User B connects before User A, User B can join the conference even if User A has not
enabled the Fast Start feature.

Avaya Aura® Conferencing user hosts a conference from
a Scopia endpoint

Prerequisites

The Avaya Aura® Conferencing MeetMe conference number is 2123336666.

User A is an Avaya Aura® Conferencing subscriber with the 123456 participant security
code and the 654321 moderator code.

User B is a Radvision Scopia subscriber using a Scopia endpoint.

User C is an Avaya Aura® Conferencing subscriber using an Avaya Flare client.

The Virtual Meeting ID prefix is 88, the Meeting ID length is 8, and Translation Prefix is
enabled but the value is blank, which indicates prefix stripping.
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e Avaya Aura® Conferencing Integration is enabled for the provisioned Scopia Default
Meeting Type

Actions

1. User A dials the 88123456 prefix and the participant security code from a Scopia
endpoint.

2. User B dials 88123456 from the Scopia endpoint.

3. User C dials the 2123336666 Avaya Aura® Conferencing MeetMe conference number
and joins the conference using the 123456 participant security code.

Results

1. User A enters the 88123456 Scopia Elite MCU Instant Meeting room.

2. A call is automatically initiated from Scopia Management to connect the Scopia Elite
MCU Instant Meeting to the Avaya Aura® Conferencing conference with the 123456
embedded access code.

3. User B enters the 88123456 Scopia Elite MCU Instant Meeting room.
4, User A and User B can hear and see each other.

5. User C enters the Avaya Aura® Conferencing conference.

6. Users A, B, and C can hear and see each other.

Note:

The moderator code is not required in this scenario. The connection of the Scopia Elite
MCU trunk to the Avaya Aura® Conferencing conference starts the conference
automatically.

Variations

e |f User C arrives before User A and User B, User C can only join the conference if User
A has enabled the Fast Start feature.

o |f User B arrives first, User C can join the conference even if the Fast Start feature is
not enabled.

Collaboration Lgent +

¥ i

Default Settings

For Future Conferences

£ O

Start Continuation

Ernitry Tone Yideo

Cancel
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Chapter 9: Interoperability advantages and
limitations

Enterprise customers require a dedicated video conferencing solution along with a unified
communications solution. By installing Avaya Aura® Conferencing and Scopia Elite MCU,
customers can choose the optimal solution for conferencing and collaboration and leverage the
features of both these products.

Avaya Aura® Conferencing Release 7.0 SP3 and Radvision Scopia Release 8.0 are the
releases involved in the first phase of the integration between these products. The products are
integrated through a transparent bridging of the audio and video stream and the Avaya Aura®
Conferencing conference with Scopia Elite MCU.

Related topics:

Advantages
Limitations

Advantages

With the Avaya Aura® Conferencing and Radvision Scopia interoperability configuration,
users can:

e Connect to a Radvision Scopia conference through Avaya Flare Experience.

Note:
The Flare Experience user only receives video. The roster and content sharing is
not yet integrated with Flare Experience.

e Automatically connect an Avaya Aura® Conferencing video conference with a
Radvision Scopia conference.

e Use the room systems and video endpoints connected to Scopia Elite MCU to
connect to an Avaya Aura® Conferencing conference.

¢ Use the Avaya endpoints, such as Flare Experience, one-X® Communicator, desk
phones, to connect to a Scopia Elite MCU conference.

Limitations

The Avaya Aura® Conferencing and Radvision Scopia interoperability configuration has
the following limitations:

e Conference participants cannot use the Avaya Aura® Conferencing moderator
security code to join a conference from a Scopia endpoint.

— If an Avaya Aura® Conferencing conference owner joins a conference from a
Scopia endpoint, the conference owner must use the participant security code
or the Virtual Room number.
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— Participants can use the moderator conference controls of an Avaya Aura®
Conferencing conference only through Collaboration Agent.

The Avaya Aura® Conferencing conference and Radvision Scopia conference
roster and conference controls are not integrated between these conferences.

— The Avaya Aura® Conferencing Collaboration Agent and TUI conference
controls impact only the Avaya Aura® Conferencing conference.

— The Radvision Scopia conference control APl impacts only the Radvision
Scopia conference.

— The operator conference controls are not integrated between Avaya Aura®
Conferencing and Radvision Scopia conferences. Administrators must
separately configure the Avaya Aura® Conferencing and the Scopia Elite MCU
operator conference controls. The operators must access the conference
controls using independent TUI commands.

— The Radvision Scopia conference participants cannot use TUI conference
controls to moderate the Avaya Aura® Conferencing conference. The
conference participants must use Collaboration Agent to use the moderator
conference controls.

— Conference participants cannot use the Avaya Aura® Conferencing conference
TUI controls through DTMF on the Scopia endpoints.

The Avaya Aura® Conferencing conference does not automatically connect to the
Scopia conferencing if:

— The MeetMe conference does not have any participants.

— Scopia Desktop starts the conference in the Presentation-only mode.

— Scopia endpoints are connected to the waiting room.

The Avaya Aura® Conferencing Event conference has limited support.

— The Mute all feature of Avaya Aura® Conferencing Event conference mutes
only Avaya Aura® Conferencing conference participants.

— The presenter of the Radvision Scopia conference must mute the participants of
the Radvision Scopia conference through Scopia Desktop, DTMF, or the Scopia
endpoint menu.

— The Lecture mode feature of Avaya Aura® Conferencing does not mute the
participants of the Radvision Scopia conference.

The SIP trunk between the Avaya Aura® Conferencing conference and Radvision
Scopia conference does not support continuous presence. A single participant
video stream is shared between the Avaya Aura® Conferencing conference and the
Radvision Scopia conference.

— The SIP trunk to Scopia Elite MCU is processed as a participant for bandwidth
usage monitoring.

— If the trunk from Scopia Elite MCU to Avaya Aura® Conferencing is not
established, the trunk to Avaya Aura® Conferencing fails without any
notification.

— The moderator does not receive a notification that the trunk to Avaya Aura®
Conferencing is not available. An administrator can view the trunk failure in the
Scopia Elite MCU or the Scopia Management logs. Scopia Desktop users can
view the failure of the trunk to Avaya Aura® Conferencing in the conference
roster.

— The SIP trunk between Avaya Aura® Conferencing does not support the PSTN
overflow because there is no mechanism to provide the Avaya Aura®
Conferencing access code.
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— The SIP trunk between Avaya Aura® Conferencing and Scopia Elite MCU does
not support TLS and SRTP.

The Dial out feature of Avaya Aura® Conferencing cannot dial out to the Scopia
endpoints.

The conference participants can share data from the Avaya Aura® Conferencing
conference to the Scopia Elite MCU endpoints using a physical connection, such
as a video cable, between a computer running Collaboration Agent and a Scopia
endpoint.

Avaya Aura® Conferencing does not monitor the bandwidth usage between Scopia
Elite MCU and Scopia endpoints.
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