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	Services Support Notice: 
May 20, 2015

	Product Name: Application Enablement Services R3


	End of Services Support Notice



	Product(s) moving to End of Maintenance Eligibility Status:
	The following Application Enablement Services materials are moving to End-of-Services-Support.
See below the complete list of codes impacted by this Notice.




	End Contract Renewals - Effective Date:

End Of Service Support - Effective Date:
	October 31, 2015 
October 31, 2016
* Avaya Services may revise the End of Services Support date based on the availability of quality repair parts and/or technical support expertise.  Customers should always consult any available product Services Support Notices on https://support.avaya.com for final information on product supportability.


	Steps To Be Taken As a Result of this EOSS Notification:
	Actions:
Customers receiving this notification are directed to consult their Account Representative or an Avaya Authorized Partner to discuss upgrade / migration opportunities to the Avaya Aura Experience Portal.
1. Product is moving to end of support due to non-availability hardware parts as hardware used for AES R3 is outdated.
2. Support is available as “best effort only” until effective EoSS date

3. Migration product is AES R6.3.3 / AES R7. 
4. All AES R3 contracts are covered under “Utility” and “Traditional” maintenance coverage

5. Customers who will be upgrading / migrating to AES R6.3.3 / AES R7 will need to re-cast their contract to Support Advantage



	Comments / Summary:
	AES R3 has been end of sales since February 2006 and reached end of manufacturer support effective March 2008.
Current Contracts with dates beyond the End of Services Support of October 31, 2016 will need to upgrade at this time to AES R6.3.3/ R7 and recast to Support Advantage / Upgrade Advantage prior to the EOSS date as remaining contracts will be cancelled and if applicable credit provided.


	Product Migration Path:
	Avaya offers the alternative Application Enablement Services (AES) solutions to replace this product. For any additional information about this product and their features, customers should consult their respective Account Representative or Visit the Avaya Web (www.avaya.com) for product and services information.


	For More Information on Product Status:
	Lifecycle Summary Matrix


	List of Codes Impacted by this Notice:
	Material Number

Material Decription

182989

AES AND CVLAN IC ENABLE CODE

186965

AES SW CONN

186966

AES CVLAN RTU

186967

AES CVLAN UPG RTU

186969

AES DLG RTU

187006

AES DLG UPG RTU

187716

CT FOR AVAYA CCE BNDL

190866

AES NICE BNDL 1

190867

AES NICE BNDL 2

190868

AES NICE BNDL 3

190869

AES NICE BNDL 4

190870

AES NICE UPG BNDL

190871

AES VERI BNDL 1

190872

AES VERI BNDL 2

190873

AES VERI BNDL 3

190874

AES VERI BNDL 4

190875

AES VERI UPG BNDL

190876

AES WITNESS BNDL 1

190877

AES WITNESS BNDL 2

190878

AES WITNESS BNDL 3

190879

AES WITNESS BNDL 4

190880

AES WITNESS UPG BNDL

190881

AES CCE BNDL 1

191658

WITNESS CMAPI REC PORT CONN LIC CU

191676

NICE REC PORT CONN LIC

191677

VERI REC PORT CONN LIC

193016

NICE REC PORT CONN LIC CM2

193017

VERI REC PORT CONN LIC CM2

193018

WITNESS REC PORT CONN LIC CM2

194547

AES 3.1 HDWR BNDL MEDIA

194548

AE SVCS 3.1 SFTW ONLY MEDIA

194550

AE SVCS 3.1 RFA ENABLE

194552

AES CCE BNDL SML

194553

AES CCE BNDL MEDIUM

194554

AES CCE BNDL LG

194555

AES 3.1 BASIC TSAPI CT MIG



	
	194565

AES ADV TSAPI CT UPG SML

194566

AES ADV TSAPI CT UPG MEDIUM

194567

AES ADV TSAPI CT UPG LG

194568

AES ADV TSAPI RTU SML

194569

AES ADV TSAPI RTU MEDIUM

194570

AES ADV TSAPI RTU LG

194571

AES ADV TSAPI 3.0 - 3.1 SML

194572

AES ADV TSAPI 3.0 - 3.1 MEDIUM

194573

AES ADV TSAPI 3.0 - 3.1 LG

198098

AES CVLAN UPG FOR AVAYA IC

198099

AES CVLAN FOR AVAYA IC

201911

AES 4.0 ADV TSAPI CT UPG SML

201912

AES 4.0 ADV TSAPI CT UPG MEDIUM

201913

AES 4.0 ADV TSAPI CT UPG LG

227926

AES 3.1 BASIC TSAPI RTU

227929

AES 4.0 BSC TSAPI MIG




	Summary of Extended Support Status:
	Avaya may discontinue or limit the scope of Maintenance Services for Supported Products that Avaya or a third party manufacturer has declared “end of life,” “end of service,” “end of support,” “manufacture discontinue” or similar designation (“End of Support”) effective as of the effective date of the manufacturer's End of Support notice.  Following the effective date, Avaya Maintenance Services for manufacturer End of Support Products will be under the terms of “Extended Support.”  

Extended Support will continue to provide the same maintenance services with the following exceptions:

At the end of manufacturer support, Tier IV R&D product developer support and going-forward maintenance updates (e.g., Product Correction Notices (“PCN’s”), “bug fixes,” interoperability / usability solutions) are no longer provided by the manufacturer.

Therefore, certain complex faults or functionality issues may not be resolvable without the Customer upgrading the system to a version currently supported by the manufacturer.   

In addition, as replacement parts* are manufacture discontinued, some products or components may become increasingly scarce or require replacement with substitute parts. This may result in delays in response or repair intervals, or may require upgrades to other components or the entire product itself replaced with manufacturer supported technology at Customer’s expense in order to ensure compatibility and preserve Supported Product functionality.
*Does not apply to Remote-Only Maintenance Service.

All active PCNs currently issued against these products will be honored until such time they are deemed inactive and no longer available.

For more information on Avaya Extended Support click here
Product Life Cycle Policy
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