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Abstract

This Application Note describes the detailed procedures for configuring Avaya
Communication Server 1000 and Avaya Aura when deploying Avaya Communicator for
Microsoft Lync. This solution consists of the Avaya Communication Server 1000 and the
Avaya Aura® solution. In the sample configuration described herein, an Avaya Communicator
for Lync user has their primary call control (SIP) on the Avaya Aura Communication
Manager. Communicator for Lync uses its Other Phone Mode (Aka telecommuter Mode) to
place and receive calls through their Avaya Communication Server 1000E desk phone, The
user continues to utilize their single Avaya CallPilot voice mailbox

The steps documented in this Application Note focus on how these attributes are configured
across the solution.

Information in these Application Notes has been obtained through Solution Verification full
stack testing and additional technical discussions.
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1. Introduction

This Application Note describes the procedures for configuring Avaya Communication Server
1000E Release 7.6 and Avaya Aura® solution Release 6.4 with Avaya Communicator for
Microsoft Lync release 6.4 (SIP end point). Screenshots in this document may vary slightly with
the different release of the products but methods and procedures remains consistent.

This solution is based on the combined Avaya Communication Server 1000 / Aura
Communication Manager solution (formally known as Collaboration pack). In this deployment
Avaya Aura® Midsize Enterprise or Avaya Aura® with discreet server components is used to
extend the Avaya Communicator for Microsoft Lync functionality to Communication Server
1000 (CS 1000) users.

This solution is suitable for Customer’s who wish to retain their CS 1000 desk phone and use the
Avaya Aura to add additional functionality such as Video support with Avaya Lync Integration.

With this solution Avaya Aura Communication Manger (CM) is used to provide call controlled
over the users extension. This allows ACA to provide softphone support (Computer Mode) with
Avaya Lync integration register directly to CM as a SIP end point and the user’s Media (Voice
and Video) presented to the user’s PC. The user can make and receive calls using their CS 1000
desk phone by selecting Other Phone Mode. The user is able to retain the usage of their Call
Pilot mail box.

The solution supports the following functionality:
e Utilize the Lync 2010/Lync 2013 client for IM and Presence, Microsoft Lync Voice and

Video capability are turned off

e Make a Voice or Video! call from their Contact list, Outlook, Excel, Word, PowerPoint,
or Internet Explorer using their Avaya infrastructure

e Select if they wish to use their computer or another device such as a CS 1000 set or
mobile devices to make and receive calls

e Escalate from an IM to a Voice or Video® call

e Control active calls via a conversation window which provides mid call options such as
end call, place the call on hold, insert DTMF digits into the call and escalate to Video®

e Receive a toast pop-up of an incoming call with information on who is calling and
perform actions such as Answer the call

e Allows the user to Automatically Answer with video of have the manual option to accept
or decline a Video call.

Note 1: Video support is applicable to Computer Mode. A video call can’t be instigated when
using Other Phone Mode to control the user’s CS 1000, Mobile or other device
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This Application note aims at minimizing the impact to the CS 1000 User configuration and
introducing call routing which ensures calls can be correctly presented to the appropriate end
point.

This document makes the following assumptions
1. The enterprise has an Active directory populated with E164 Numbers which are
synchronized with the Lync Address book
2. The CS 1000 users existing extensions number is are a sub set of these E164 numbers
3. Their new Aura extensions is also be an subset of the E164 numbers

Example: User’s full E164 extension is +1 303 447xxxx, their existing CS 1000 extension was
7xxxX, and their new Communication Manager extension will be 447xxXxXx.

CS 1000 clients tested in the sample configuration covered by this application note include the
11xx and 12002p2, i2004p2 UNIStim IP desk phones and 39xx digital desk phones. Although not
explicitly tested in this environment Avaya 12xx sets are also supported.

Avaya Aura® Midsize Enterprise R6.3 currently supports up to 2,000 users on a single server
platform that includes virtualized instances of Avaya Aura® Session Manager, Avaya Aura®
System Manager, Avaya Aura® Communication Manager and Avaya Aura® Presence Services.
A G430 or G450 gateway is also included as standard with the Avaya Aura® Midsize Enterprise.

In this deployment Avaya Aura® Presence Services is not utilized.

Where a higher user capacity is required or where the Customer has already deployed discreet
elements of the Aura solution then components Session Manager, System Managers and
Communication Manager can be deployed/reused.

The Avaya Communication Server 1000E R7.6 provides advanced telephony capability via
M3900 series digital desk phones and 1100 / 1200 series IP desk phones with UNIStim software.
Connectivity with the Avaya Aura® system is via SIP trunks and PSTN connectivity is provided
through ISDN trunks on the CS 1000.

Avaya CallPilot® provides a centralized voice mail capability for all users in the solution
offering a centralized voice mailbox and associated Message Waiting Indication (MW1)
functionality. Network Message Service (NMS) capability must been abled on CallPilot to allow
the transmission of MWI to clients on the Avaya Aura® Midsize Enterprise system.

Dial-in and meet-me conference services only are provided with an optional Avaya Aura®
Conference server.

This Application Note will document the steps necessary to configure the main components of
the Avaya CS 1000 and Avaya Aura to accommodate one Communicator for Lync user. The
document is based on an existing sample configuration used in the testing of the solution.

Steps described in this document include:
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Configure Avaya Communication Server 1000E

Configure Avaya Aura® Session Manager,

Configure Avaya Aura® Communication Manager,

User Management- configure Communicator for Lync user,
Verification Steps.

ko E

Detailed administration of other aspects of the CS 1000/Aura or additional equipment to support
the installation (e.g. Active Directory / Domain Name Servers, Voice / Data Network equipment,
Wireless LAN infrastructure, etc.) will not be described as it is outside the scope of this
Application Note.

Administration of CallPilot for this solution is not covered in this application note as are the
administration of optional CS 1000 / Aura solution components such as Avaya Aura®
Conference (AAC), ASBCE for Remote User interactions, etc. References to relevant
documentation sources are provided in Section 10 to cover these.

Throughout this Application Note, the term “Avaya Communication Server 1000 / Aura” may
sometimes be abbreviated and referred as “CS 1000/Aura” and the product name “Avaya
Communicator for Microsoft Lync” will be shortened to “Avaya Communicator for Lync” or
“Communicator for Lync”. Session Manager will be abbreviated to SM and Communication
Manager to CM
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2. Interoperability Testing

A reference configuration containing all of the equipment for the CS 1000 / Aura was installed
and a large number of tests cases were executed to ensure functionality of the various user
endpoints supported and interoperability between CS 1000 and Avaya Aura® Mid-Size
Enterprise solution.

In this configuration Avaya Communicator for Microsoft Lync user is configured on
Communication Manager (CM) and registered to Session manager as SIP end point and as such
call control is anchored on CM. The user has the ability to make and receive call using their
Other Phone (with their CS 1000 phone) or Computer Mode.

When, the user selects Other Phone Mode and makes a call, CM will call the user’s desk phone
2xxxx and when answered will proceed to call the called party. Communicator for Lync will
present the user with a Conversation window which will allow them to control the call from their
PC.

For an incoming call, it will be presented to CS 1000 virtual extension 7xxxx and using PCA this
call will be forwarded to SM/CM extension 447xxxx. Communicator for Lync will present a
Toast Pop up notifying the user to answer their call on their desk phone. When answered,
Communicator for Lync will present the user with a Conversation window which will allow
them to control the call from their PC.

When in Computer mode and the user make a call, CM will place the call directly to the called
party. Communicator for Lync will present the user with a Conversation window which will
allow them to control the call from their PC. For an incoming call it will be presented to CS 1000
virtual extension 7xxxx and using PCA this call will be forwarded to SM/CM extension
447xxxx. Communicator for Lync will present a Toast Pop up notifying to the user of the
incoming call. The user can answer/decline this call by selecting the accept/ignore call option on
the toast pop up. When answered, the user will be presented with a Conversation window which
will allow them to control the call from their PC.

1. Communicator for Lync user’s full E.164 number: +1 303 447 XxxX
a. CS 1000desk phone DN: 2xxxx
b. PCA virtual DN: 7xxxx
c. CM extension of Lync: 447xxxx
2. CS 1000 user with additional end point on Aura i.e. Avaya Communicator for Windows
or Avaya Communicator for iPhone/Android clients
a. User’s full E.164 number: +1 303 447 XXXX
b. PCA virtual DN: 7xxxx
c. CM extension of Lync: 447xxxx
3. Native users on CS 1000
a. User’s full E.164 number: +1 303 447 XXXX
b. CS 1000desk phone DN: 7xxxX.
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When the Communicator for Lync user want to make a call to another CS 1000 user they can
select the user from their Lync Contact list, Search Lync for this contact or enter the user CS
1000 DN. Communicator for Lync will take this number, be it the 5 digit CS 1000 extension or
the users full E164 number and convert this to the CS 1000 5 digit extension i.e. 7xxxX. This
number is then passed to CM which routes the call via Session Manager to the CS 1000. If this
call is destined for a native CS 1000 user then CS 1000 will present the call to their device. If the
call is for another Communicator for Lync user then the call will receive its PCA treatment and
be routed back to Aura.

It is recommended that for correct CLID, calls are made using the Communicator for Lync
client. Load 15 can be used to configure the local desk phones CLID to display the users E164
number.

In the case of the Lync Client being logged out, call no answer or call busy, call redirection will
occur which will redirection the call to the user’s desk phone and / or to the user’s single
CallPilot voice mailbox.

PSTN calling is achieved with ISDN trunks off the CS 1000 for all clients.

It is presumed that the CS 1000E Release 7.6 system and software and the CallPilot integrated
server and software have already been provisioned. This combination represents an existing CS
1000 Customer configuration. In addition, the extra components of the CS 1000 / Aura solution
such as Avaya Aura® Midsize Enterprise system, various SIP endpoints and network
infrastructure (LAN, WLAN, an optional Session Border Controller, etc.) and an optional Avaya
Aura® Conferencing server are also presumed to have been provisioned.

This Application Note documents the procedures necessary to configure the main components of
the solution (CS 1000, Session Manager and Communication Manager) including the SIP
trunking between the CS 1000 and Session Manager and subsequent user administration for one
new Avaya Communicator for Microsoft Lync user.

Note: An incoming PSTN or CS 1000 originated call presented to the Communicator for Lync
user in Other Phone Mode will be route back to the users CS 1000 desk phone. Since this call
continued to hosted on Aura Communication manager two trunks are consumed between the CS
1000 and Aura systems

2.1. Test Description and Coverage
To verify the interoperability and operation for Avaya Communicator for Microsoft Lync Users
the following features and functionality were covered during the testing:
e Single E164 number for CLID on incoming and outgoing calls
Single voice mailbox via CallPilot with associated MW!1 functionality
Voicemail navigation for inbound and outbound calls via CallPilot
Presence status during basic call scenarios with Lync as the presence aggregator
Incoming and outgoing PSTN calls
Point to point calls (call flows between each user / endpoint)
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Multiple call scenarios

User features such as hold and resume (with music on hold)

Call transfer and conference calls (Communicator for Lync Computer mode only)
Caller ID presentation during incoming and call transfers

Proper codec negotiations (G711 / G729 / direct and in-direct media)

CS 1000 Attendant console interactions / call flows

The following was not tested with this solution:

Interactions with ACE based Lync Integration (not supported)

Any clients on the Aura client other than those explicitly referenced in this document are
considered out of scope

Third party CDR applications

AAC multiple / cascading media servers

AAC Ad-hoc conference and Dial-out not supported for the solution at this stage
No requirement to test SIP clients registered to CS 1000 SIP Line Gateway
Support of a peer CS 1000 system with the same ME (CS 1000 Networking)
Geo-redundancy and branch solutions

PSTN calls routed directly to Aura

SIP Trunks to Service Provider

Off-Net Call forwarding

PRI or SIP trunks between CS 1000 and Communication Manager for convergence
FAX call testing

Traffic / Load testing

Scale testing with endpoints

Internationalization/ Localization testing

Web Alive

Identity Engine Analytics

DTLS (secure signaling link) for UNIStim IP sets on CS 1000

Network Address Translation (NAT) remote endpoints through ASBCE

Callpilot Desktop Messaging

ACD agent as a interactions with Avaya Communicator for Microsoft Lync users
CS 1000 features which cannot be supported with Communication Manager, e.g. MADN
(Multiple Appearance DN), Call Park, Call Pickup, Boss Secretary, etc

2.2. Test Results and Observations

Interoperability testing of Avaya Communicator for Microsoft Lync user with CS 1000 / Aura
solution was completed successfully with the following observations made and issues /
limitations noted.
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e No Avaya Communicator for Microsoft Lync Conversation window will be displayed if
calls are placed directly from the user’s desk phone. Please use the Lync client to
originate calls if you wish to maintain call control through your PC

e Similarly incoming calls must be answered by selecting “Accept” on the call notification
pop up. If the user answers the call directly on their desk phone, a conversation window
won’t be displayed

e Placing calls on Hold or activating Call Transfer or Conferencing capabilities on the Users
CS 1000 desk phone will not be reflected on the Communicator for Lync call window
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3. Reference Configuration

The following diagram (Figure 1) shows the reference configuration used in the testing of a CS
1000 / Aura sample solution. It depicts a possible CS 1000 /Aura solution configuration.
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Figure 1: Typical CS 1000 / Aura Solution Configuration
Four groups of users are defined as follows for CS 1000 / Aura solution:

Group 1 - Non Converged User: An existing CS 1000 user that continues to use their CS 1000
desk phone with no association to any client on the Aura. A CallPilot voice mailbox is assumed
to be already in place for a non-converged user. Supported endpoints are:

e 11xx IP (UNISTIM) desk phone

e 12xx IP (UNISTIM) desk phone

e 12002p2/i2004p2 (UNISTIM) desk phone

e 39xx Digital desk phone

Group 2 - Converged User: An existing CS 1000 user that continues to use their CS 1000 desk
phone and is also associated, via PCA on the CS 1000 side, with a SIP client on the Aura. The
endpoints in this arrangement are referred to as “Converged Endpoints”. Some of these Aura
clients may be remote users who are connected into the Enterprise network over the WAN via
ASBCE. In that case, the endpoints can be referred to as “Converged Remote Endpoints”.
Supported endpoints in this group are:

e 11xx IP (UNIStim) desk phone (on CS 1000)

o 12xx IP (UNIStim) desk phone (on CS 1000)
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12002p2/i2004p2 (UNISTIM) desk phone

39xx Digital desk phone (on CS 1000)

one-X Mobile (SIP) for iOS (on ME)

Avaya Communicator for iPhone (on ME)

Avaya Communicator for Android (on ME)

Avaya Communicator for Windows (on ME)

Remote Avaya Communicator clients registered to ME via ASBCE

Group 3 — Avaya Communicator for Microsoft Lync User: A CS 1000 user who Call control
moves from CS 1000 to CM. This user’s previous extension is converted to a Virtual DN with
PCA to route the call via SM to CM. Their CS 1000 desk phone is configured with a new
extension number. Thus user also has Communicator for Lync client registered to SM as a SIP
end point and uses Other Phone Mode (aka telecommuter mode) to make and receive call trough
their new CS 1000 Desk phone DN. A CallPilot voice mailbox is assumed to be already in place
for this user but has to be updated to reflect the new configuration. Supported CS 1000 endpoints
are:

11xx IP (UNISTIM) desk phone

12xx IP (UNISTIM) desk phone

12002p2/i2004p2 (UNISTIM) desk phone

39xx Digital desk phone

Analogue Devices

Note: Other Phone Mode can also be used to make and receive calls with mobile and other
devices such as hotel room and home phone which have a defined E164 number.

Group 4 - Native User: A user on the Aura that has no corresponding CS 1000 desk phone.
Services for these users are provided via clients on the Aura only. Incoming PSTN calls or calls
from non-converged users are routed to the Aura over SIP trunk from CS 1000via PCA. The
endpoints in this arrangement are referred to as “Native Endpoints”. Some of these Aura clients
may also be remote users connected into the Enterprise network over the WAN via ASBCE. In
that case, the endpoints can be referred to as “Native Remote Endpoints”. Native clients
supported are:

e Avaya B179 SIP Conference phone

e Avaya one-X Communicator (SIP) with Audio provided by an Avaya one-X® Desk

phone96x1 SIP
e Avaya one-X Communicator (SIP) with Audio provided by an Avaya one-X® Desk
phone96x1 SIP phoneand extended with EC500 to an Avaya one-X® Mobile Lite.

e Avaya one-X® Mobile with Client Enablement Services (CES) which is supported with
an Avaya one-X® Desk phone 96x1 SIP on ME only (i.e. not supported for a CS 1000
phone).
Avaya one-X® Desk phone 96x1 SIP
Avaya Communicator for iPhone (on ME)
Avaya Communicator for Android (on ME)
Avaya Communicator for Windows (on ME)
Remote Avaya Communicator clients registered to ME via ASBCE
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¢ Remote Avaya one-X® Desk phone SIP on 96x1 registered to ME via ASBCE

Other components of the solution are also shown in Figure 1 above such as AAC, One-X CES
and Wireless LAN 8100 infrastructure and a description of how these are configured for the CS
1000 / Aura solution is outside of the scope of this application note. Section 10 has references to
other documentation guides and application notes relevant to the CS 1000 / Aura solution
covering topics such as configuration of CallPilot voicemail for Communicator for Lync users in
a CS 1000 / Aura solution.

This Application Note describes the configuration of the various system components required to
enable an existing CS 1000 user to be to Communicator for Lync user. It does not covers the
configuration required for provisioning converged or native users on the ME system.

For the purposes of this application note, a more simplified diagram of the CS 1000/ Aura
configuration is shown below in Figure 2. This diagram serves as the basis for the configuration
steps which will be described throughout this application note.

The numbering plan adopted for a Communicator for Lync user in the sample configuration has
been designed such that a DN of the user on the Aura side and the DN of its equivalent on the CS
1000 side are both sub sets of the User E164 number. In this example, the users existing DN
70408 will be configured as a virtual extension, their 1140 UniStim telephone set has been
provisioned on the CS 1000 system with a DN = 20408 and an Communicator for Lync user
endpoint on the Avaya Aura® Midsize Enterprise system has been provisioned with a DN =
4470408. In Active Directory their work number is defined as User E164 number +1 303 447
0408 this is synchronized with the Lync Address book and appears as their Lync work number.
The number routing and dial plan manipulations to allow the call routing of calls presented to the
CS 1000 and / or Avaya Aura® Midsize Enterprise systems. The overall result is that any call
made to user CS 1000 DN 70408 will automatically get routed to their new CM DN 4470408
and the user can adopt a mode to answer the call. By pre-selection Computer mode they are able
to answer on their PC or pre-selection Other Phone mode to have calls presented to their Desk
phone DN 20408.

Avaya Aura Solution for
Avaya Midsize Enterprise
Communication

(High Availability) MES IP Information
or 1 P =
___________ a?';";\vnoi?f;my ;i SIP Domain: Svstack.com
ISDN Trunk| 9 . - = S System Mgr: 192.168.186.89

CM: 192.168.186.82
Session Mgr: 192.168.186.87

Calipilot 2021 """}

€51000 IP Information s
SIP Domain: Systack.com &1 . - K

Call Server: 192.168.186.143

Native User
96X1 SIP

Signaling Server:

Node IP: 192.168.186.107
TLAN IP: 192.168.186.106
ELAN IP: 192.168.186.183

Native User (N1)

CS1000 PCA: DN =70408 CS1000 PCA: DN = 70080
1140 UNIstim Set CS1000 DN =20408 96x1 SIP set: ME DN = 4470080
Communicator for Lync DN =4470408
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Figure 2: Simplified CS 1000 / Aura Configuration

4. Equipment and Software Validated

The following equipment and software were used for the sample CS 1000 /Aura solution test
configuration.

Equipment/Software

Release/Version

Avaya Communications Server 1000E
PBX

R7.6 + latest patches. i.e. 7.65

Avaya CallPilot running on a 202i
integrated server

R5.01.01 + PEPs CP0501SU001S,
CP501S01G08S, CP501S01G09C

Avaya 1100 Series IP Telephonesfor
Avaya Communications Server 1000E

Firmware version 5.5 (UNIStim)

Avaya 1200 Series IP Telephonesfor
Avaya Communications Server 1000E

Firmware version 5.5 (UNIStim)

Avaya 3900 Series TDM Telephonesfor
Avaya Communications Server 1000E

Firmware version AA94 delivered with
CS 1000 R7.6

Avaya Aura® Solution
including Midsize Enterprise (ME)

Avaya Aura® Communication Manager
6.3.8/6.3.9/6.3.10

Avaya Aura® System Manager
6.3.8/6.3.9/6.3.10/6.3.11

Avaya Aura® Session Manager
6.3.8/6.3.9/6.3.10/6.3.11

Avaya Communicator for Microsoft Lync

6.4
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5. Configure Avaya Communication Server 1000E

This section describes the details for configuring CS 1000E to route calls to the Communication
Manager via Session Manager over a SIP trunk. These instructions assume that the CS 1000E
has been registered as a member of the System Manager Security framework. In addition, these
instructions also assume that the configuration of the CS 1000E Call Server and Signaling Server
applications has been completed to support SIP trunks, IP (UNIStim) telephones and Digital
telephones. Refer to Section 10 for more information on how to administer these functions.

Using the Avaya Unified Communications Management (UCM) interface, the following
administration steps will be described:
e Logon to Avaya Aura® System Manager
e Enable Avaya Unified Communications Manager services in Avaya Aura® System
Manager
e Confirm Node and IP addresses
e Configure SIP Trunk to Avaya Aura® Session Manager
e Confirm Virtual D-Channel, Routes and Trunks
o Confirm Virtual D-Channel Configuration
o Confirm SIP Route and Trunk Configuration
e Configure ESN for Route List Index and Digit Manipulation
o Create Route List Index
o Create Distant Steering Code

White Paper / Application Note 15 of 96
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5.1. Logon to Avaya Aura® System Manager

Using any supported browser, access the web based GUI of System Manager by using the URL
https://<FQDN>/SMGR, where <FQDN>is the Fully Qualified Domain Name of System
Manager (for example https://messmgr.svstack.com/SMGR). In the User ID box, enter admin
and enter the corresponding admin account password in the Password box. Click on the Log On
button to login to the System Manager 6.3 console.

Aura” System Manager 6.3

Recommended access to System Manager is via FQDN.

Go to central login for Single Sign-0On User ID: admin

If IP address access is your only option, then note that
authentication will fail in the following cases:

® First time login with "admin” account

® Expired/Reset passwords Cancel
Use the "Change Password” hyperlink on this page to change Change Password
the password manually, and then login.

Password: |esssssssss

Also note that single sign-on between servers in the same
security domain is not supported when accessing via IP @) supported Browsers: Internet Explorer 8.x, 9.x or 10.x or Firefox 26.0,
address. 27.0 and 28.0.

This system is restricted solely to authorized users for
legitimate business purposes only. The actual or attempted
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5.2. Navigate to CS 1000 Element Manager

To configure CS 1000 select Communication Server 1000 under the Elements

Last Logged on st February 9, 20

Aura System Manager 6.3

Administrators

Directory Synchronization
Groups & Roles

User Management

User Provisioning Rule

S
= - Elements

Collaboration Environment

Communication Manager
ICnmmunicatinn Server 1000 I

Conferencing

IP Office

Meeting Exchange
Messaging
Presence

Routing

Session Manager

Work Assignment

Navigate to the CS 1000 to be configured

Backup and Restore
Bulk Import and Export
Configurations

Events

Geographic Redundancy
Inventory

Licenses

Replication

Reports

Scheduler

Security

Shutdown

Software Management

Templates

Home Communication Seryer |00

— Metwark
Elgmpniy
— 5 1000 Taraces
Corporals Dhngclany
PEec
Mumbsnng Grouss
Paiches
EHUF Profies
Securs FTP Toloen
Softwars Deplaymant
— LIsa1 Sardces
deprrind phrabe Lisers
— Edwmal Auftarsication
SR ConSguraiion
Pappwirg
— Eacurty
Roles
Prliaes
At Sessions
Tacly

Homl Mames; 10 979 103 33 Usar Hamas dmin

E'EmEI'ITSI

Hpw tigmanty 3 regivkensd info Bie pecurly rameworns, of may B¢ adged oy pimple hyperinicy Click an glgment name §a lagnch e manageman] pandce You (30 gpboraly S

T WAL By SRITI() G 54 00N D

Aad Edut Ciedete
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5.3. Confirm Node and IP Addresses

On the left hand side of the CS 1000 Element Manager, if not already expanded, expand the
System list. Then expand the IP Network list and select Nodes: Servers, Media Cards. The IP
Telephony Nodes page is displayed as shown below. Click on the Node ID number in the Node
ID column to view details of the node (e.g. Node ID 6100).

AVAYA CS1000 Element Manager
- CM Retwork Serdces Managing: ML IPSSY Usermamse: sdmin
T gillrﬂl P Metwert s P Teleptasy Moded

- Links | IP Telephony Nodes |
- rminals = r
Click M Mode 10 b viee oF @38LilS properties

+ AlEITE
- Mainienance [ 1f | e
+ Core Equipment LAdd.. ||impent.. | Expo Dhelecte Prnd | Baltesh
- Paripheral Equipmant | HogelD=  Components  Enabled Aplicaions ELAN I BednTUAN Pyt HooeTLAH P Slaus
-5 LTPS, Presence Publisher,
: . 192.166.186.307 .
- Media Galeways Show:  Modes | | Componen Senars and cands /| IPvE a3dress

- Zones
= Hostand Rouln Tabiss
= Mitaork Address Translation (N
= Q05 Trdasholas
- Parsonal Diteciories
- Uinice:e Hama Dingsciony
s Inferlacas
= Engnesiad Values
+ EmMargenty Senices
+ Gaographic Redundancy
+ Golwad
- Cuglomers
= Roules and Trunks

= Routes and Tranks
- MrBusnals

The Node Details screen is displayed with additional details as shown below. Make a note of
The Node IPv4 address, Call server IP address and TLAN IPv4 addresses of any Signaling
Servers in the node. These addresses are used to configure other items later in this document.

AVAYA €S1000 Element Manager
U Hebaork Sendces Msnsging: 1013872593 Username: sdmin
. Home System s P Netwerk » P Tolaphony Hooes » Nods Detnis
+ Links cde Details JID: 6100 - LTPS, Presence Publisher, Gateway | SIPGw )

= Wirtwal Terminals
- Sysiem

« Alarms

[ T—— MogeD: G100 0000 | (-39

+ Cong Equipment

- Perigheral Equipment Call aerver [P sddress: 192 168 186143 TLAN address type @ |Pwd only
- P Mabwnek IPvd and IPvG

= Hpdes. Sereis, Moda Cards

- Mainbenance and Reports Embedded LAN [ELAN) 7

= Media Gabeways

- Zones Galeway IP sddress: 192 168 186173 ¢ Hiode iPvd address: 192 168 186107 -

- Hast and Route Tables

= Metwork Address Translation (N Subnel mask 255285 255 12F ° Subnatmask 255 255 28523 -
- 305 Threzholda
= Parscnal Difechorias Hoce IPv6 address
- Unicode Name Directory
w Inleraces W Telephony Node Proparties Applicatons (chick to edit coafiguration]
- Engineered Values * Yoice Gabeway (WGW) and Codecs * SIP Ling
+ Ermwrpancy Sendce * Qual (05! * Terming! Prosy Server (TPS)
+ Geographic Redundancy . AN ® Gabewar (5P Gw!
+ Software ® SNTP ® Personal Direciones (P
+ Customers * Mumbeing 2enes * Preseccs Publishee
- Routes and Tnanks * JAC m na T M * P Mpda Serdces
- Roules and Trunks
= D-Channals
= DHgital Trunk inlerface
+ Maling and Numbaring Plans - - - -
- Eleckronic Swilched Netwoark * Regquined Ve _ Save | | Cancel |

= Flaxbie Code Restiction

e Associated Signaling Servers & Cards

+ Phomes
= Temiplabes
- Repons Selecttoadd ~ | Add Rpmove Make Leader frind | Rafrosh
= Vigws =
- Lists || Hostnamg = il Daeloed ApolcIbons ELANIE TLAN Evd Role
= Pioperies SIF Ling, LTPS, Galéway 18 of 96
- Migralion cslkd Signaling_Server (SIPMH3Z3), PD, Presence 10.128.225.93 192.168.186.108 | Leader
+ Todls Publisher, IP Ldia Senices
+ Backup and Restore Show | IPVE sddeess

- Drate and Tima



5.4. Configure SIP Trunk to Avaya Aura® Session Manager

While still in the Node Details screen as shown above in the previous section 5.4, use the scroll
bar on the right side of the screen to navigate down to the Applications section and select the
Gateway (SIPGw) link.

R e Lt

= Network Address Transiaon (N

= QoS Thresholds
= Personal Diroctories
= Unicode Name Directory
« Interfaces
- Enginoered Values
+ Emergency Senaces
« Geographic Redundancy
» Soltware
= Customers
- Rowles and Trunks
- Routes and Trunks
- D-Channeis
= Digital Trunk Infectace
- Dialing and Numbering Plans
~ Electronic Switched Network
~ Flexitie Code Restricion
= Incoming Digit Transiation
- Phones
- Templates
- Repents
- Views
- Lists
- Properes
- Migration
- Tooks
« Backuo ana Restore

Suteetmask 255 255 255 12t * Subnetmask 255 2565 256 2«

Node IPV6 aderess

P Telephony Node Propertes Applications (Chck 10 edit configeration)
® \oucs GCateway (VOW) ang Codecs ® SIPLine
® Quakty of Seedcs (QoS) ® Terminal Peory Seey 3
- m -
* SNTP . ECI0OEs |
® Numbae ® Prasencs Pyblishar
(' en. 9 Teaatment { T ® 1P Mady Senscas
* Requred Value Save | | Cancel |
Associated Signaling Servers & Cards
Selecttoadd ~ Add Romove Mako Leades Pont | Retresh
Hostnama « Ipe DRaxiored Applicatons B TLAN 1P Role
SIP Line, LTPS, Galeway
[=217) Sonaling_Server (SIPAMI23) PD, Presence 10.128 225901 10128226 124 Leader
Putiishe IP Media Senices
7SI g PR A

The Node ID: 6100 - Virtual Trunk Gateway Configuration Details page appears. Verify that
the following fields have been pre-configured or enter new values if not (use default values for
fields not specified here). The SIP domain name field should contain the SIP domain name for
the solution (e.g. Svstack.com). Ensure that 5060 is entered in the Local SIP port field. A
descriptive name should be entered in the Gateway endpoint name field (e.g. cs1k4). For the
Application node ID field enter the Node ID value (e.g. 6100). Then click on the SIP Gateway
Settings link at the top of this page to jump to that section.

AVAYA

C51000 Element Manager

= LM Hebwork Serdces
= Homae
= Links
= Virtual Terminals
- System
+ Al
- Mainlenance
+ Cone Eguipmeni
= Peripheral Equipmint
= IP Mabwaork
= Mainlenance and Repods
= Modia Galeways
= Zones
- Host and Route Tables

- Metwork Address Translation (N

- oS Thresholds
- Pargonsl Dirsdones
= Unicode Name Diredory
+ Inberiaces
= Engineaned Values
+ Emergency Senices
+ Geographic Re-dundancy
+ Softwgry
- Customars
- Routas asd Tnanks
- Roulas and Tanks
- D-Chanivets
= Digital Truni insfacs

= Dialing and Hambering Plans
= Elacinonic Swilched Network

= Fleaibis Code Rosidion

Manageng: 1012532593 Ussrname: sdime
System » P Hetwork » P Talsphooy Hodey » liode Detads » 'Witual Trink Gabew sy Configurafion
Mode ID: 6100 - Virtual Trunk Gateway Configuration Detalls

MMIWI

Wk galily Spplicalion: ] Enatle jaléwdy Sanice on his node

General Wirtual Trunk Network Health Monior

Wirk gateway apgication

SIP Gateway (SIPGw) -

Morstor IF addresses (ksted below)
Swstack com _

SIP domain name

foemation will be caplured for the [P addresses st ed

| Local SIP por: 5060 |

Maonitce IP

Gateway endpoint name:  c5 k4

Manilee sddresses
Gat eway password :

[Appiﬂl-m nade I0: 6100 I

Erable fnlssbe MRS
Wb FalSals MRS wil ba anabled aly on Roks aarned 6
s whene MRS appboation i nol deployed
SiE ABAT & 1P

Higte: Changes made on this pape wil NOT be narsmied ust the Node i slsg aved

o S— - Smm | | Cancel |
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The SIP Gateway Settings page appears. Scroll down to the Proxy or Redirect Server section of
the page. In the sub-section titled Proxy Server Route 1, enter the IP address of the Session
Manager SIP signaling asset in the Primary TLAN IP address field (e.g. 192.168.186.87).
Enter 5061 in the Port field and select TLS as the Transport protocol.

Note: For more information on configuring the system to use TLS, see the Application Note
references in Section 10.

AVAyA C€S1000 Element Manager
— UCM Network Services Managing: 10.128.225.93 Username: admin
- Home System » IP Network » IP Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration
- Links Node ID: 6100 - Virtual Trunk Gateway Configuration Details
- Virtual Terminals
- System
+ Alarms General | SIP Gateway Settings | SIP Gateway Services
_ Maintenance FluRy U ReUIEG Se1ver

ver:
o GTEE e Proxy Server Route 1:

- Peripheral Equipment Primary TLAN IP address: |10.128 226 30
- IP Network
- Nodes: Servers. Media Cards
- Maintenance and Reporis

The [P address can have either Pv4 or IPv format based on the value of “TLAN

address type

- Media Gateways Port 5061 (1- 65535)
- Zones
- Hostand Route Tables Transport protocol: |TLS
- Network Address Translation (N N
— QoS Thresholds Options: [] Support registration
- Personal Directories [ Primary CDS proxy
~ Unicode Name Directory
+ Interfaces
- Engineered Values Secondary TLAN IP address: | 10.128.226.90
+ Emergency Senices The IP address can have either IPv4 or Py format based on the value of TLAN
+ Geographic Redundancy addi type
+ Software .
- Customers Port 5061 (1- 65535
- Routes and Trunks
- Routes and Trunks Transport protocal: | TLS v
- g_’?{'f;[:_ne‘il - Options: [] Support registration
- Digital Trunk Interface
_ Dialing and Numbering Plans "1 secondarv CDS proxv e

_ Electronic Switched Network * Required Value. Note: Changes mads on this page will NOT be transmitted unti the Nods is also saved
- Flexible Code Restriction
- Incoming Digit Translation

- Phones
- Templates

Save Cancel

Scroll further down to the SIP URI Map section of the page. In the Public E.164 domain
names and Private domain names sections, enter appropriate values in the fields to match the
Customer specific solution. In the sample configuration, the values shown were used (Note: in
the Private domain names section, the default entry for Unknown is “Unknown”. During test
the default value was changed to “UnknownTest” to monitor the behavior during call flows).
Click Save at the bottom of the screen to save any changes.

AVAyA CS1000 Element Manager

- UCM Network Services Managing: 10.128.225.93 Username: admin

- Home System » IP Metwork » IP Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration

- Links Node ID: 6100 - Virtual Trunk Gateway Configuration Details
- Virtual Terminals

- System . .
+ Alarms General | SIP Gateway Settings | SIP Gateway Senices
- Maintenance -
+ Core Equipment Mumber franslation: Strip: Prefix CLID display format:
- Peripheral Equipment X
_ P Network Subscriber (SH): 0

- Nodes: Servers, Media Cards

Mational (NM): 0
- Maintenance and Reports

- Media Gateways International: 0
- Zones
- Host and Route Tables
- Network Address Translation (N
_ QoS Threshalds L Public E.164 domain names Private domain names
- Personal Directories Mational UDP: udp
- Unicode Name Directory E
+ Interfaces ybscriber CDP: cdp.udp
- Engineered Values
+ Emergency Senvices Special number PublicSpecial Special number:  PrivateSpecial
+ Geographic Redundancy " .
+ Software Unknown:  PublicUnknown Wacant number:  PrivateUnknown
- Customers .
Unknown:  UnknownUnknown
- Routes and Trunks
- Routes and Trunks

SIP Gateway Services

- D-Channels

- Digital Trunk Interface SIP Converged Desktop: [7] Enable CD service b
- Dialing and Numbering Plans

- Elecironic Switched Network * Required Value. Note: Changes made on this page will NOT be transmitted until the Node is also saved Save Cancel

~ Frbls GodsRastcon (sme ] (Ganca]

- Incoming Digit Translation
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The Node Details: 6100 — LTPS, Presence Publisher, Gateway Details page re-appears.
Press Save.
AVAYA CS1000 Element Manager
- UCM Hetwork Serioes Managing: 1012832593 Username: sdmin
B Symsar g F Network s B Talsptooy Nodes » Node Detaily
= Links Node Detalls§{iD: 6100 - LTPS, Presence Publisher, Gateway ( SIPGw ))
- Wirlual Terminats
- Sysbem
» Mlaims
= Maintanance Hode IO
+ Core E mal
= pz:]m,trgm,pmﬂ Call server P addross:  TH2 961 W6 ) - TLAN adcress rpe B0 1Pud only
AT 1Pt 3nd IPG
- Maintenance and Repons Embadded LAMN (ELAN) Tasbephony LAN (TLAN)
- Mea Gaeways
- Zones Gateway P address. R MU L Hode 1P 330ress. TEZ WE 1S T
= Host and Route Tables
- Mabwark Address Translation (N Subnelmask 255 296 255 1 ° Subnel maskc 256 255 268 22 ¢
- Qo8 Thieshabds
= Personal Direclones Hode IPvE address:
= Unicods Nams Dingciory
+ Inkerfaces IF Telephosy Mode Propertes Applications (chck 10 edit configuration)
= Enginesred Vakies * Yoich Gabewsy (VGW) and Codecs * 5P Ung
+ Emergency Sendces * Juality of Serdce (D08 LI ¥ i}
+ Gacgraphic Redundancy ® LAY *
+ Software * SHTP & P i i
- Cuslomers ® Numnanng Zones - Prazen ichar
= Rowles and Truaks * WCD8 Afeenative Bouling Tregiment (MALT) Cayses - F
= Roubes and Tranks
= D-Channais
- Digital Trunk inlerfacs
= DHaling and Numbsering Plans 1 -
= Elwcironic Switched MNetaork * Required Valse Sam |I| Cancel |
- Fhexibla Code Rastricion
N -mlr-:m! DR Associated Signaling Servers & Cards
= Tamplabe
= R‘gr:.;m : Seleci toadd - Add R Maki Lasdar Piind | Befresh
- Wiews
- Lists Hoginame « Tige DECIGIE ACDUEINENG ELANP TLAN P Role
= Propestios SIP Line, LTFS, Galwway
- Migration cslid Signaling_Sener (SIPH3Z23) PD.Presence 1012822593 IR O6R 106008  Leader
- Tools PublishaL IP Wedia Seraces

+ Backuo and Resbore

A confirmation message of Node Saved appears to indicate that the changes have been saved on
the CS 1000 Call Server. Select Transfer Now.

AVAYA

CS1000 Element Manager

- UCM Network Services
- Home
- Links
- Virtual Terminals
- System
+ Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Metwork

- _Modes: Servers, Media Cards

- Maintenance and Reports
- Media Gateways

- Zones

- Host and Route Tables

Managing: 10.128.225.93 Username: admin
System » IP Network » |P Telephony Hodes » Node Saved

Node Saved

Mode |D: 6100 has been saved on the call server.

The new configuration must also be transferred to associated servers and media cards

I Transfer Mow... IYou will be given an option to select individual servers, or fransfer to all.

Show Modes You may initiate a transfer manually at a later time

- Metwork Address Translation (N

- QoS Thresholds
- Personal Directories
- Unicode Name Directory

Once the transfer is complete, the Synchronize Configuration Files (Node ID <6100>) page
appears. Select all the Signaling Servers listed on this page and click on Start Sync.
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AVAYA CS1000 Element Manager

- UCM Network Services Managing: 10.128.225.93 Username: admin
- Home System » IP Network » |P Telephony MNodes » Synchronize Configuration Files
= Synchronize Configuration Files (Node ID <6100>)
- Virual Terminals
- System = = = = =
+ Alarms Mote: Select components to synchronize their configuration files with call server data. This process transfers server INI files to selected
- Maintenance components, and requires a restart* of applications on affected server(s) when complete.
+ Core Equipment | § 4 R .
- Peripheral Equipment Start Sync @][ Restart Applications ] Print | Refresh
B 1F'NNoedh::.rléeNers Media Cards Hostname Type Applications Synchronization Status
- Maintenance and Reports SIP Line, LTPS, Gat y
- Media Gateways cslkd Signaling_Server (SIPMH323), PD, Presence  §Syncrequired
- Zones Publisher, IP Media Servic
- Host and Route Tables * Application restart is only required for initial system configuration or if changes have been made to general LAN configurations, SNTP setftings, SIP and
- Metwork Address Translation (M H323 Gateway settings, network connectivity related parameters like ports and IP address, enabling or disabling services, or adding or removing application
- QoS Thresholds EETNErS)

- Personal Directories
- Unicode Mame Directory
+ Interfaces

The screen will automatically refresh during the synchronization process. The Synchronization
Status field will update from Sync in progress (as shown for the first Signaling Server) to
Synchronized (as shown for the second Signaling Server).

AVAYA CS81000 Element Manager
— UCM Network Services Managing: 10.128.225.93 Username: admin
- Home System » IP Network » P Telephony Nodes » Synchronize Configuration Files
- Links ) Synchronize Configuration Files (Node ID <6100=)
- Virual Terminals - ) )
- System Synchronization in progress. Status will be updated automatically.
+ Alarms (vou may also navigate away from this page and return to the |P Telephony Nodes list to verify completion.)
- Maintenance
+ Core Equipment .
- Peripheral Equipment Start Sync Cancel Print | Refresh
- IP Network _ Hostname Type Applications Synchronization Status
- MNodes: Servers, Media Cards SIP Line. LTPS. Gat
- . ] ¥
- Maintenance and Reports cs1kd Signaling_Server (SIP/H323), PD, Presence Syncin progress

- Media Gateways

- Zones

- Host and Route Tables

- Metwork Address Translation (M
- QoS Thresholds

- Personal Directories

- lnicnde Mame Diractory

Publisher, IP Media Senviced
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After synchronization completes, again select all the Signaling Servers listed on this page and
click on Restart Applications to use new SIP Gateway settings.

AVAVA C81000 Element Manager
- UCM Network Services Managing: 10.128.225.93 Username: admin
- Home System » IP Network » IP Telephony Nodes » Synchronize Configuration Files
=L Synchronize Configuration Files (Node ID <6100>)
- Virtual Terminals
- System . _ _
+ Alarms Mote: Select components to synchronize their configuration files with call server data. This process transfers server INI files to selected
_ Maintenance components, and requires a restart® of applications on affected server(s) when complete.
+ Core Equipment .
- Peripheral Equipment Start Sync Restart Applications Print | Refresh
- 1PNNoedh:so'r;ervers Media Cards [ Hostname Type Applications Synchronization Status
- Maintenance and Reports SIP Line, LTPS, Gat 1y
- Media Gateways [ cs1k4 Signaling_Server (SIP/H323), PD, Presence f§ Synchronized
- Zones Publisher, IP Media Serice
- Host and Route Tables * Application restart is only required for initial system configuration or if changes have been made to general LAN configurations, SNTP settings, SIP and
- Metwork Address Translation (N H323 Gateway settings, network connectivity related parameters like ports and IP address, enabling or disabling services, or adding or removing application
- QoS Thresholds SERNETSS

- Personal Directories

A message will appear stating that Application restart/reboot has been invoked on selected
servers in a synchronized state to confirm the restart. Click on the Refresh button until this
message disappears to indicate that the restart has completed.

Synchrenize Configuration Files (Mode ID <6100=)

Mode: Select companants 1o symchronize Selr conhguradon files with call sereer data. This process anshers senser IN| Mes 1o selecled
COmponents, and reguires & ree1am® of apphications on afeched senens) whan complels

Start Sy Cancels||  Restan Applications Erird

Hastname Tres Applications Snchronitation Status
SIP Line, LTPS, Galéway
(=] Sgnaling_Sensr (SAFHEZ3), FO, Presenca Symchinonized

Publishir, 1P Media Seraces
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5.5. Confirm Virtual D-Channel, Routes and Trunks

The CS 1000E Call Server communicates with the SIP Gateway (Signaling Server) and Avaya
Aura® Session Manager using a virtual D-channel and associated SIP trunk and route. This
section describes the steps to verify that this administration has already been completed.

5.5.1. Confirm Virtual D-Channel Configuration

Still in the CS 1000 Element Manager page, expand Routes and Trunks list on the left
navigation panel and select D-Channels. The resulting screen shows all the D-channels
configured on the CS 1000 system. In the sample configuration, there is a single D-channel
assigned to Channel: 10 with Card Type: DCIP. Specifying DCIP as the card type indicates
that the D-channel is a virtual D-channel (i.e. D-Channel over IP).

AVAYA ©S1000 Element Manager
- UCM Network Services Managing: 10.128.225.93 Username: admin
- Home Routes and Trunks » D-Channels
- Links
- Virtual Terminals
_ ‘System D-Channels
+ Alarms
- Maintenance
+ Core Equipment Maintenance
- Peripheral Equipment . .
L-Lhannel Liagnostics
+ IP Network D-Channel Diagnostics (LD 96)

Metwork and Peripheral Equipment (LD 32, Virtual D-Channels)
MSDL Diagnostics (LD 96)

TMDI Diagnostics (LD 96)

D-Channel Expansion Diagnostics (LD 48)

+ Interfaces

- Engineered Values

+ Emergency Senvices

+ Geographic Redundancy

+ Software
ame

Configuration

Choose a D-Channel Mumber. 0 » andtype: DCH « | tgAdd
- Dialing and Numbering Plans
- Electronic Switched Network " Channel: 10 Type: DCH Card Type: DCIP Description: virk -Edit
- Flexible Code Restriction -
- Incoming Digit Translation

- Phones
- Templates
- Reports
- Views

5.5.2. Confirm SIP Route and Trunk Configuration

Still in the CS 1000 Element Manager page, expand the Routes and Trunks list on the left
navigation panel and select Routes and Trunks. The resultant Routes and Trunks page appears
as shown in the example below. Click on Customer: 0 to expand its entries. Route 10 is shown
with a description of VTRK (for Virtual Trunk). Expand Route 10 to show that it has been
configured with Total trunks: 32 which indicate that the system is configured to handle 32
simultaneous calls out to Session Manager over SIP. Select Edit to verify the configuration of
route 10.
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AVAYA CS81000 Element Manager

- UCM Network Services Managing: 10.128.225.93 Username: admin
- Home Routes and Trunks » Routes and Trunks
- Links

- Virtual Terminals
_system Routes and Trunks

+ Alarms
- Maintenance
+ Core Equipment

Total routes: 1 Total trunks: 32 Add route
- Peripheral Equipment
+ |P Metwork - Route: 10 Type: TIE Description: SIP Edit Add trunk
P

Interfaces
- Engineered Values +Trunk: 1 - 32 Total trunks: 32
+ Emergency Senices
+ Geographic Redundancy
+ Software
- Customers
outes and [runks
Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwork

The details of the virtual Route 10 defined for the sample configuration is shown below under
the heading Customer 0, Route 1 Property Configuration. This example confirms that the
Node ID of signaling server of this route (NODE) is set to 6100 and the Protocol ID for the
route (PCID) has already been set to SIP (SIP). It also shows that the D channel number
(DCH) field has been set to match the virtual D-Channel value(1) identified above in section

AVAYA CS1000 Element Manager
- UCM Network Services Managing: 10.128.225.93 Username: admin
- Home Routes and Trunks » Routes and Trunks » Customer 0, Route 10 Property Configuration
- Links
- Virtual Terminals B 5 i
S |Customer 0, Route 10 Property Configuration |
+ Alarms
- Maintenance
+ Core Equipment - Basic Configuration
- Peripheral Equipment
+ IP Network Route data block (RDB) (TYPE) ! | R0B
+ Interfaces Custemer number (CUST): |
- Engineered Values
+ Emergency Senices Route number (ROUT):[ 1
+ Geographic Redundancy .
+ Software Designator field for trunk (DES): gip
- Customers Trunk type (TKTP): | T|E
- Routes and Trunks .
- Routes and Trunks Incoming and outgoing trunk (ICOG): Incoming and Outgoing (1A0) ~
- D-Channels Access code for the trunk route (ACOD): ggag
- Digital Trunk Interface
- Dialing and Numbering Plans Trunk type M211P (M911P}:
- Electronic Switched MNetwork .
_ Flexible Code Resticlion The route is for a virtual trunk route (VTRK)
- Incoming Digit Translation -Zone for codec selection and bandwidth
- Phones management ZONE) : 00255 (0-8000)
- Templates Node ID of signaling server of this route
- Reporis I gnaling topE). 6100 -9999)
- Vi
_ L::;&;S | - Protecal 1D for the route (PCID) . sip (s1P -
- Properties - Print correlation 1D in CDR for the route &
- Migration (CRID):
- Tools

- Enable Shared Bandwidth Management for the ]

+ Backup and Restore route (SEWM) -

- Date and Time

+ Logs and reports Integrated senvices digital network option ISDN):
- Security .
o PRI - Made of operation (MODE)* Route uses ISDN Signaling Link (ISLD) -
+ Policies ID channel number (DCH): g IU-254)
+ Login Options
9 P - Interface type for route (IFC) 2 peridian M1 (SL1) v
- Private network identifier (PNI}: ool (0-32700)

- MNetwaork calling name allowed (NCMNA)
- Netwaork call redirection (NCRD) :
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5.6. Configure ESN for Route List Index and Digit Manipulation

This section provides details of the routing configuration used in the sample configuration to
route calls over the SIP Trunk from CS 1000 to Session Manager

Note: The CS 1000 Dialing plan and Aura routing with adaptations will normalize

the dial plan allowing Convergence of User endpoints. The routing rules defined in this section
are an example and were used in the reference configuration. Other routing policies may be
appropriate for different customer networks.

Note: All CS 1000 user before the introduction of Lync Integration have a 5 digit number
beginning with 7 (7xxxx). CS 1000 endpoints in the sample configuration used a 5-digit number
with all DNs beginning with 7 (e.g. 7xxxx). All Communicator for Lync Integration are provided
with a new5-digit number with all DN beginning with 2 (e.g.20xxx). To allow other CS 1000
users to continue to use the 5 digit dial plan all of the Communicator for Lync users will also
have a 5-digit virtual extension equal to their existing 5 digits of their endpoint extension (e.g.
7xxxX). All Aura endpoints in the sample configuration used a 7-digit number plan with all DNs
Aura DN 447xXXXX.

5.6.1. Create Route List Index

From the CS 1000 Element Manager page, expand Dialing and Numbering Plans on the left
navigational panel and select Electronic Switched Network. The Electronic Switched
Network (ESN) page appears. Click on the link for Route List Block (RLB).

AVAVA CS1000 Element Manager
- UCM Network Services Managing: 10.128.226.93 Username: admin
- Home Dialing and Mumbering Plans » Electronic Switched Network (ESN)
- Links
oyt TEmIna Electronic Switched Network (ESN)
+ Alarms
- Maintenance
+ Core Equipment - Customer 00
- Peripheral Equipment - Network Control & Services
+ IP Metwork - Metwork Control Parameters (NCTL)
+ |nteITEICES - ESM Access Codes and Parameters (ESN)
- Engineered Values - Digit Manipulation Block (DGT)
+ Emergency Senices - Home Area Code (HMPA)
+ Geographic Redundancy - Flexible CLID Manipulation Block (CMDB)
+ Software - Free Calling Area Screening (FCAS)
- Customers _ Free Special Mumhbe £

[ 4
- Routes and Trunks Route List B

- Routes and Trunks = g xclusion (ITGE)
= ch.hannels - Network Attendant Services (NAS)
- Coordinated Dialing Plan {CDP
- Dialing and Numbering Plans . g t !
- Elecironic Switched Network - Local Steering Code (LSC)

- Distant Steering Code (DSC)

T edibie Loge Reshinn - Trunk Steering Code (TSC)

- Incoming Digit Translation

- Phones - Numbering Plan {(NET)
- Templates - Access Code 1
- R_eports - Home Location Code (HLOC)
- V!ews - Location Code (LOC)
- Lists ] - Mumbering Plan Area Code (MPA)
- Properties - Exchange (Central Office) Code (NXCX)
- Migration - Special Number (SPN)
- Tools - MNetwork Speed Call Access Code (NSCL)

+ Backup and Restore
- Date and Time
+ Logs and reports

- Security

- Access Code 2
- Home Location Code (HLOC)
- Location Code (LOC)
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The Route List Blocks screen is displayed. Enter an available route list index number in the
Please enter a route list index field (e.g. 10) and click to Add as shown below.
AVAYA

CS1000 Element Manager

- UCM Network Services
- Home
- Links

Virtual Terminals

- System

+

+

+ o+ 1+ o+

+

Alarms

Maintenance

Core Equipment
Peripheral Equipment

IP Metwork

Interfaces

Engineered Values
Emergency Services
Geographic Redundancy
Software

- Customers
- Routes and Trunks

- Incoming Digit Translation
- Phones

Templates
Dannrte

Routes and Trunks
D-Channels
Digital Trunk Interface

Managing: 10.128.225.93 Username: admin

Dialing and Mumbering Plans » Electronic Switched Metwork (ESN) » Customer 00 » Metwork Control & Services » Route List Blocks

|Route List Blockd

I Please enter a route listindex 10 I(o -13858 | to Add

* Route List Block Index — 10

The Route List Block window appears. Under the Options section, in the drop-down list, select
the Route Number of the route identified above in Section 6.5.2(i.e. Route Number 10) and use
default values for remaining fields as shown below.

| AVAYA
|

CS81000 Element Manager

| - UCM Network Services
' - Home
- Links

Virtual Terminals

- System

+

+
+
+
+
+

+

Alarms

Maintenance

Core Equipment
Peripheral Equipment
IF Netwark

Interfaces

Engineered Values
Emergency Services
Geographic Redundancy
Software

- Customers
- Routes and Trunks

- Dialing and Numbering Plans
- Electronic Switched Netwaork

Routes and Trunks
D-Channels
Digital Trunk Interface

Flexible Code Restriction
Incoming Digit Translation

- Phones

Templates
Reports
Views
Lists
Properties
Migration

- Tools

+

+

Backup and Restore
Date and Time
Logs and reports

- Security

+
+
+

Passwords
Puolicies
Login Options

Managing: 10.128.225.93 Username: admin

Dialing and Numbering Plans » Electronic Switched Metwork (ESH) » Customsr 00 » Network Control & Services » Route List Blocks » Route List Block

rRouie List Block I

General Properties

Indexes

Options

Number of Alternate Routing Attempts: g [1-107)
Initial Set. [0-84)
Set Minimum Facility Restriction Level :
Overlap Length: g [0-24)
Extended Local Calls: [7]
Route ListIndex: |
Entry Mumber for the Route List: [0-83)

Time of Day Schedule:
Facility Restriction Level: (0-7)

ISL D-Channel Down Digit Manipulation Index:

0

0
Digit Manipulation Index: 0

0 {0-1999)

0

Free Calling Area Screening Index: -
Free Special Mumber Screening Index: [ «
Business Network Extension Route: [7]

Incoming CLID Table: g (0-100)

Local Termination entry: [

Route Number. 10 «

Skip Conventional Signaling: 7]
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Scroll down to the bottom of this window and click on Submit (not shown) to save the new RLB.
The Route List Blocks window reappears. Expand the item Route List Block Index -- 10 and
then expand the item Data Entry Index -- O for the new RLB and verify that the entries have
been added ok.

AVAYA CS1000 Element Manager
- UCM Network Services Managing: 10.128.2956.93 Username: admin
- Home Dialing and Mumbering Plans » Electronic Switched Metwork (ESN) » Customer 00 » Network Control & Services » Route List Blocks
- Links
- Virtual Terminals r ot B
S Route List Blocks |
+ Alarms
- Maintenance N
+ Core Equipment Please enter a route list index {o-1g892)| toAdd
- Peripheral Equipment
+ IP Network - . "
o Tt Route List Block Index 10 [ Eatt |
- Engineered Values itial Set 0

+ Emergency Senices . X
+ Geographic Redundancy Number of Alternate Routing Attempts: 5

+ Software Set Minimum Facility Restriction Level : 0
- Customers "
e T e Data Entry Index —- 0 Edit

- Routes and Trunks Route Number: 10

- D-Channels Expensive Route: N

- Digital Trunk Interface ) o
- Dialing and Numbering Plans Facility Restriction Level: 0

- Electronic Switched Metwork Digit Manipulation Index: 1
- Flexible Code Restriction ISL D-Channel Down Digit Manipulation Index: 0
_ ;,Llfluergmg FTEITETHEART Free Calling Area Screening Index: 0
- Templates Free Special Number Screening Index: 0
- Reports Business Network Extension Route: MO
- Views
- Lists
- Properties
- Migration
- Tonle

5.6.2. Create Distant Steering Code

A Distant Steering Code (DSC) digit string will be used as the unique Converged Route Prefix
for each CS 1000 user’s Personal Call Assistant (PCA) configuration to route voice calls to the
Aura Communication Manager via the Session Manager. This DSC will also route Message
Waiting Indicator (MWI) messages from CallPilot across the SIP trunk to Communication
Manager via the Session Manager. The following table summarizes this as follows:

Number type Prefix (DSC) / FLEN RLI Route
PCA: 447xXXX 447 | 7 10 10

So for example, a call made to CS 1000 virtual DN 70408 will also get sent, using the PCA
feature, to CM extension 4470408 . DSC 447, which has a Flexible Length (FLEN) of 7, will
send these 7 digits via RLI 1 to route 10 which is the SIP trunk route to Session Manager and on
to Communication Manager.

When CallPilot wants to send an MW!I to this user upon receiving a new voice mail, it will send
the MWI directly to the set on CS 1000 (DN20408) and also to CM 4470408.

From the CS 1000 Element Manager page, expand Dialing and Numbering Plans on the left

navigational panel and select Electronic Switched Network. The Electronic Switched
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Network (ESN) page appears. Select Distant Steering Code (DSC) under the Coordinated
Dialing Plan (CDP) section.

AVAYA C81000 Element Manager
- UCM Network Services Managing: 10.128.225.93 Username: admin
- Home Dialing and Numbering Plans » Electronic Switched Network (ESN)
- Links
) S;’;;‘:Ijl' Terminals Electronic Switched Network (ESN)
+ Alarms
- Maintenance
+ Core Equipment - Customer 00
- Peripheral Equipment - Network Control & Services
+ IP Network - Metwork Control Parameters (NCTL)
+ Interfaces - ESM Access Codes and Parameters (ESN)
- Engineered \falu.es - Digit Manipulation Block (DGT)
+ Emergency Services - Home Area Code (HMPA)
+ Geographic Redundancy - Flexible CLID Manipulation Block (CMDB}
+ Software - Free Calling Area Screening (FCAS)
- Customers - Free Special Mumber Screening (FSNS)
- Routes and Trunks - Route List Black (RLB)}
- Routes and Trunks - Incoming Trunk Group Exclusion (ITGE)

- D-Channels
__[lini

- Dialing and Numbering Plans
- Electronic Switched Network

- Flexible L.0de Kestncuon

LIAS)

- Coordinated Dialing Plan (CDP)

— Local sieenng Lode (Lol

Distant Steering Code (DSC)
- Incoming Digit Translation d =EHIT TS

- Phones - Numbering Plan (NET)

- Templates - Access Code 1

- R_eports - Home Location Code (HLOC)

- Views - Location Code (LOC)

- Lists - Mumbering Plan Area Code (NPA)

- Properties - Exchange (Central Office) Code (NXX)
:_Milgration - Special Number (SPM)

On the Distant Steering Code List page, select Add from the drop-down menu. In the box titled
Please enter a distant steering code enter the dialed prefix for calls to be routed over SIP trunk
to Session Manager (e.g. enter 447). Click to Add button to create the new distant steering code.

AVAYA CS1000 Element Manager
- UCM Network Services Managing: 10.128.225.93 Username: admin
- Home Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Coerdinated Dialing Plan (CDP) » Distant Steering Code List
- Links
- rual Terminals [Distant Steering Code List]
- System
+ Marms
- Maintenance Add hd

+ Core Equipment
- Peripheral Equipment

+ IP Network [Please enter a distant steering code 447 [ 1o Add
+ Interfaces

- Engineered Values
+ Emergency Senvices
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network

The Distant Steering Code window appears. For Flexible Length number of digits, enter 7.
For Route List to be accessed for trunk steering code, select the number 10 from the drop-
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down list. This was the RLI number added in the previous Section 5.6.1. Click on Submit to
save the new Distant Steering Code definition.

AVAYA

CS1000 Element Manager Help

~ UCM Network Services
- Home
- Links
- Virtual Terminals
- System
+ Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
+ IP Network
+ Interfaces
- Engineered Values
+ Emergency Semvices
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction
- Incoming Digit Translation
- Phones
- Templates
- Reports
- Views
- Lists
- Properties
- Migration
- Tools
+ Backup and Restore
- Date and Time
+ Logs and reports

Managing: 10.128.225.93 Username: admin
Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Coordinated Dialing Plan (CDP) » Distant Steering Code List » Distant Steering Code

Distant Steering Code

Distant Steering Code: | 447

I Flexible Length number of digits: 7 Ig_w y
ISplay. Local Steering Code (LSC) -
I Route Listto be accessed for trunk steering code: 10« I

Collect Call Blocking: [7]

Maximum 7 digit NPA code allowed:

Maximum 7 digit NX(X code allowed:

Cancel

The Distant Steering Code L.ist page reappears. To view the DSCs just added, enter a DSC into
the Starting Distant Steering Code box (e.g. 447) and click on the View button. Expand the
Distant Steering Code List — 447item to show the parameters of the DSC.

Distant Steering Code List

Display =

Starting Distant Steering Code 447

[ View ]

Number of Steering Codes to display

Distant Steering Code List -- 447 |

Flexible Length number of digits: 7
Display. LSC
Remote Radio Paging Access: N

Route Listto be accessed for trunk steering code: 1

Collect Call Blocking: N
Maximum 7 digit NPA code allowed
Maximum 7 digit NXX code allowed
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager to receive and route calls
over the SIP trunk between CS 1000 and the Avaya Aura

These instructions assume other administration activities have already been completed with the
Avaya Midsize Enterprise Template installation such as defining the SIP entity for Session
Manager and defining the network connection between System Manager and Session Manager.
Upon completion of the Avaya Midsize Enterprise Template installation and configuration, the
following Session Manager configuration tasks are required to align with the CS 1000.

Specifically, the following administration activities will be described:

Verify SIP Domains
Define a Location for Avaya Communication Server 1000
Configure Adaptation Module
Define SIP Entities
o SIP Entity for CS 1000
o SIP Entity for Communication Manager
Define Entity Links
o Entity Link for Avaya Communication Server 1000
o Entity Link for Communication Manager
Define Routing Policy
o Define the Routing Policy for calls to Avaya Aura® Communication Manager
o Define the Routing Policy for calls to Avaya Communication Server 1000
Define Dial Patterns.

White Paper / Application Note 31 of 96
©2015 Avaya Inc. All Rights Reserved.



6.1. Verify SIP Domains
From the main System Manager page under Elements, click on Routing.

Last Logged on at January 12, 20 2 pM

Aura” System Manager 6.3 & Log off admin

Home Session Manager e

e R e JNG e

Administrators Collaboration Environment Backup and Restore
Directory Synchronization Communication Manager Bulk Import and Export
Groups & Roles Communication Server 1000 Configurations
User Management Conferencing Events
User Provisioning Rule IP Office Geographic Redundancy
Meeting Exchange Inventory
Messaging Licenses
Presence Replication

Routing Session Manager Routing Reports
N Administration
Session Managcr Scheduler
Work Assignment Security
Shutdown

Software Management

Templates

Expand the Routing list and select Domains from the left navigation menu and verify that
the Domain Name is the same as the CS 1000 SIP Gateway Domain as shown in Section 5.4. In
this sample configuration svstack.com was used.

Last Logged on at January 12, 2015 2:

Aura System Manager 6.3

Home Session Manager *| Routing *

M< Home / Elements / Routing / Domains
| vomains | e
Domain Management
Adaptations New | |Edit| |Delete | |Duplicate
Routing Policies [[] ps39.D3.avaya.com sip
Dial Patterns [} ps39.D3.tma.com sip
- psabe.tma.com i
Regular Expressions B i P
]  ps-atlantic.avaya.com sip
| verurs [ ——— -
[0 pscluster.tma.com sip
[Tl psha.tma.com sip
sip.3vaya.com sip
[  systack.com sip
] tma.com sip
Select : All, None I4 4 Page| 2 |of2 &
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6.2. Define Location for Avaya Communication Server 1000

Locations are used to identify the logical and/or physical locations where SIP Entities reside and
are also used for the purposes of bandwidth management or location-based routing. Under the
Routing tab, select Locations from the left navigational menu. Click New.

Aura System Man:

Home Session Manager

¥ Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns

Regular Expressions

® Routing

x

4+ Home [/ Elements / Routing / Locations

Location

cat| [Delete] [puplcate

1Item & Filter:
I:‘ Name Correlation Notes

[ lab4 -

Select : All, None

In the General section, enter a location name in the Name box (e.g. Galway Stack). Optionally,
enter some text into the Notes box (e.g. Aura Galway). Use the default values for all remaining
fields and click Commit to save.

Aura System Manag

Home

Locations

Adaptations

Entity Links
Time Ranges
Routing Policies

Dial Patterns

Regular Expressions

Session Manager

£ Routing *

4 Home / Elements [ Routing / Locations
Location Details
Eene ral
* Name:
Notes:

Galway Stack

Aura Galway

Dial Plan Transparency in Survivable Mode

Associated CM SIP Entity:
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The resultant screen shows the Galway Stack location defined for CS 1000Aura in the sample
configuration.

Aura System Manager 6.3

Home Session Manager *

Locations

Adaptations

Entity Links
Time Ranges
Routing Policies
Dial Patterns

Regular Expressions

Routing *

Location

Edit | | Delete

« Home / Elements / Routing / Locations

Help #

2 Items 2

Filter: Enable

=] ‘Name

| Correlation

MNotes

"] Galway Stack

o

Aura Galway |

O laba
Selact : All, None

=

6.3. Configure Adaptation Module

To enable calls between endpoints on CS 1000 and SIP endpoints registered to Session Manager,
Session Manager should be configured to use an Adaptation Module designed for CS 1000 to
convert SIP headers in messages sent by CS 1000 to the format used by other Avaya products
and endpoints. All calls toCS 1000 will have the CS 1000 NARS access code added as they leave
Communication Manager (1’ is used for this sample configuration). The Session Manager will
route all digit strings with a leading ‘1’ to CS 1000. It will be necessary to delete the leading ‘1’
for those calls that terminate within CS 1000 (station calls and Call Pilot).

Under the Routing tab, select Adaptations from the left navigational menu. Click New.

Aura System Manager 6.3

Home Session Manager

Locations
Adaptations

SIP Entities

Time Ranges

Routing Policies
Dial Patterns

Regular Expressions

*| Rrouting

x

Location

Edit | | Delete

4« Home / Elements / Routing / Locations

Help #

2 Items

Filter: Enable

=] ‘Name

| Correlation

Notes

] Galway Stack

=

Aura Galway 1

[NNERE]

Select : All, None

5
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In the Adaptation Details page under the General section, enter the following values and use
default values for remaining fields.
e Adaptation Name: Enter an identifier for the Adaptation Module (e.g. CS 1000).
e Module Name: Select CS 1000Adapter from the drop-down menu.
e Module Parameter: enter fromto=true in this field to ensure that the ‘from” SIP header
IS updated.
e Notes: Optionally, enter some descriptive text into this field.

Home / Elements / Routing / Adaptations
Help ?

Adaptation Details

*|Adaptation name: CS1000 |

| Module name: CS1000Adapter E] |

|Module parameter: fromto=true |

Egress URI Parameters:

| Notes: CS1k Adapter for PhoneContext |

Matching patterns will be used for certain calls to adapt the SIP phone context information for
the relevant call. In the sample configuration to simulate a PSTN call, an ISDN trunk was
configured between the CS 1000E and a second CS 1000E system where a set with DN 2997
was used as the PSTN endpoint. When calls are made from a Collaborated endpoint to this
simulated PSTN, a Private domain name of type Unknown, called “UnknownTest” in the sample
configuration, will be sent back from the CS 1000 SIP Gateway to Session Manager which needs
to be stripped off using this adaptation (Note: this has been configured earlier above as part of
the SIP URI Map in Section 5.4).So the matching pattern of 29 is used for this purpose.
Similarly, when a voice call is made from CS 1000 to a Collaborated endpoint the call is
extended over SIP using a PCA and a CDP DSC of 447. Therefore a matching pattern of 44 is
used to strip off the phone context of cdp.udp which also was defined earlier in the SIP URI Map
in Section 5.4. These are summarized in the following table.

Matching | Min | Max | Phone Delete | Insert | Addressto | Notes
Pattern Context Digits | Digits | modify
29 4 4 UnknownTest | 0 origination | PSTN Calls
44 7 7 cdp.udp 0 both CS1k PCA calls to
CM
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In the Digit Conversion for Incoming Calls to SM section, click Add and enter these values. It
is also recommended to enter optional text in the Notes section as a description for each entry.

on at January

Aura System Manager 6.3 F Log off admin

Home | Routing ¥

M' Home / Elements / Routing / Adaptations ]

Adaptations

General
SIP Entities

5 - * Adaptation Name: |CS1000Adapter
Entity Links
Module Name: | C51000Adapter E|

Routing Policies Medule Parameter Type: E
EElEata Egress URI Parameters:
Regular Expressions

Digit Conversion for Incoming Calls to SM

Remove

2 Items Filter: Enable

a = Phone Delete o Address to n
[C] | Matching Pattern - |M|r| Max Context Digits Insert Digits modify Adaptation Data Notes
— s —
[} * |29 *la *4 UnknowTest *10 origination E PSTN calls
[ *aa =7 *17 cdp.udp * 0 both [+] CS1K PCA call to CM|
L fm 1
Select : All, None

Click Commit to save the changes.

6.4. Define SIP Entities

SIP entities must next be added for CS 1000 and Communication Manager. From the System
Manager main page under the Routing tab, select SIP Entities from the left navigational menu.
Click New to create a new SIP Entity.

on at January 12

Aura” System Manager 6.3

Home | Routing *
4 Home / Elements / Routing / SIP Entities ¢
[ oomaims | Hew?
SIP Entities
Adaptations - Edit| [Delete| [Duplicate
SIP Entities
Entity Links 27 Items & Filter: Enable
Routing Policies [ aamz2682 10.128.226.82 SIP Trunk AAM for ACA
Dial Patterns [ acez26117 10.128.226.117 Other
5 [ aes226106 10.128.226.106 Cther
Regular Expressions
[ as1 10.128.226.78 Conferencing
[ veaus [ 0128 108,61 otver
7] cmze254 100.20.26.254 cm ACA testing
[ cm-duplex-22615 10.128.226.15 M
[ csika 10.128.226.125 Other
[[]  LyncEdgeExternal 10.128.226.72 Other
B 548 10.128.228.48 Afully qualified domain name (ex. somehost.example.com) or an IP Address (ex.
192.186.2.1) is required.
] ps-atlantic 10.128.226.57 rr
[l ps-csik 10.128.198.30 SIP Trunk
[7]  pssvi9s3s 10.128.198.35 Presence Services
[ pssvigs3s 10.128.198.38 Presence Services
7l pssv19839 10.128.198.39 Presence Services
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6.4.1. SIP Entity for CS 1000

The SIP Entity Details page appears. In the General section, enter the following values and use
default values for the remaining fields. For Name, enter an identifier for the SIP Entity (e.g.
CS1kHA). For FQDN or IP Address, enter the Node IP address of the CS 1000 IP Telephony
interface (e.g. 192.168.186.107).For Type, select SIP Trunk from the drop-down menu. In the
Notes box, enter an optional description text (e.g. CS 1000 7.6 High Availability System).
From the drop-down Adaptation list select the CS 1000 Adaptation Module defined earlier in
Section 5.3. From the drop-down Location list, select the Galway Stack Location for CS 1000
as defined earlier in Section 5.2. In the SIP Link Monitoring section and from the SIP Link
Monitoring drop-down list, select Use Session Manager Configuration. Click Commit to save
the definition of the new SIP Entity.

Aura” System Manager 6.3

x

=

Routing

« Home / Elements / Routing / SIP Entities

Domains
Locations
Adaptations
SIP Entities

Entity Links

Time Ranges

Routing Policies
Dial Patterns

Regular Expressions

o
[

Help

SIP Entity Details Commit || Cancel
General
* Name: CS1kHA
* FQDN or IP Address: 192,168.186.107
Type: SIP Trunk |Z|
Notes: CS1000 7.6 High Availabily Systei
Adaptation: | [+]
Location: | Galway StackE
Time Zone: Europe/Dublin El
* SIP Timer B/F (in seconds): 4
Credential name:
Call Detail Recording: | egress E
Loop Detection
Loop Detection Mode: | Off |Z|

SIP Link Monitoring

SIP Link Monitoring:

Use Session Manager Configuration [=]

A second SIP Entity is required for the CS 1000 to be associated with the TLS link required to

send presence updates from CS 1000 to the Presence server. The name will be different than the
first Entity created above and no adaptation will be applied. Note: configuration details required
for Presence Services are not covered in this Application Note — check references in Section 10
for more documentation guides for Presence Services.

6.4.2. SIP Entity for Communication Manager

The SIP Entity built during the installation of the Midsize Enterprise (ME) server is required
for Collaboration clients to access Communication Manager for features and is dedicated to
IMS (IP Multimedia Subsystem) functionality. A second SIP Entity is built for
Communication Manager to handle Enterprise traffic (calls to/from CS 1000 and calls to PSTN
via CS 1000). This Entity will have the same IP address as the SIP Entity built during the ME
server installation but it will use a different TCP port (5062) and therefore use a different
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Communication Manager SIP trunk than the SIP Entity and Entity Link built during the ME
server install. This is done to ensure that Enterprise traffic can be handled separately from
Collaboration client feature verification traffic and so that adaptations applied to Enterprise
calling do not interfere with the IMS process. For the sample configuration, the second SIP
Entity is named MESCM-CS1kCollab.

From System Manager main page under the Routing tab, select SIP Entities from the left
navigational menu and click New to create a new SIP Entity (as shown above in Section
5.4).The SIP Entity Details page appears. In the General section, enter the following values and
use default values for the remaining fields. For Name, enter an identifier for the SIP Entity (e.g.
MESCM-CS1kCollab). For FQDN or IP Address, enter the IP address of the Communication
Manager (e.g. 192.168.186.82). For Type, select CM from the drop-down menu. In the

Notes box, enter an optional description text (e.g. For CS1k Aura PCA Calls). From the drop-
down Location list, select the Galway Stack Location as defined earlier in Section 5.2. In the
SIP Link Monitoring section and from the SIP Link Monitoring drop-down list, select Use
Session Manager Configuration. Click Commit to save the definition of the new SIP Entity.

Aura” System Manager 6.3

41 IIE3
3
=
B
&

Time Ranges

Routing Policies
Dial Patterns
Regular Expressions
Defaults

Home / Elements / Routing / SIP Entities

ome outin
S ]

SIP Entity Details

General

* Name:
* FQDN or IP Address:
Type:

Notes:

Adaptation:
Location:

Time Zone:

Commit || Cancel

MCSCM-CS1KCollab
192.168.186.82
M

for csik aura PCA calls

[=]

Galway Stack El

Europe/Dublin El

* STP Timer B/F (in seconds): 4
Credential name:

Call Detail Recording: none

Loop Detection
Loop Detection Mode: | Off

SIP Link Monitoring

SIP Link Monitoring: | Use Session Manager Configuration |z|

6.5. Define Entity Links

Any connections to Session Manager are described by an Entity Link. In the sample
configuration there are two Entity Links between Session Manager and CS 1000, one for
MWI/Voice traffic and one for Presence Services. Likewise, two Entity links are required
between Session Manager and Communication Manager, one for Collaboration client IMS
services (created during the ME server installation) and one for communication with the CS
1000.

From the System Manager main page under the Routing tab, select Entity Links from the left
navigational menu. Click New to create a new Entity Link.
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Aura System Manager 6.3

Home | Routing *

* Routing « Home / Elements / Routing / Entity Links [
2
Domains . i Help ?
Entity Links
Locations
Adaptations New Edit | | Delete Duplicate
SIP Entities
Entity Links 34 Items Filter: Enable
Time Ranges -~ ~ DNS Connection Deny New
[] |nName SIP Entity 1 Protocol | Port | SIP Entity 2 overnde | POrt e corvice | Motes
Routing Policies
7] smi9e48 cm-duplex-22615 5061 TLS sm19848 LS 5061 cm-duplex-22615 [} 5061 trusted O
L= i [ sm19848 pssy22076 5061 TLS sm19848 s 5061 pssv22076 m] 5061 trusted m]
Regular Expressions 7l sm22630 3ce226117 5060 UDP sm22630 UDP 5060 ace226117 m} 5060 trusted m}
Defaults [[] sm22630 aes226106 5061 TLS sm22630 TLS 5061 aes226106 [m| 5061 trusted [m|
[C]  sm22630 AS1 5061 TLS smM22630 TLS 5061 ASL O 5061 trusted O
[C]  sm22630 ces19861 5061 TLS sm22630 TLS 5061 ces19861 [m] 5061 trusted [m]
[F]  sm22630 cm26245 s sm22630 TLS 5061 (CM26254 [m] 5061 trusted [m]
7] sm22630 cm-duplex-22615 5061 TLS sm22630 LS 5061 cm-duplex-22615 [} 5061 trusted O
7] sm22630 CSiK4 5060 TCP sm22630 TCR 5060 CS1K4 [m] 5060 trusted [}
M am??2/2N | vnrFdasFyternal GNART TIS  =m22630 TS S0A1 I vneFdneFxternal m S0AR1 trusted m

6.5.1. Entity Link for Avaya Communication Server 1000

The SIP trunk between Session Manager and CS 1000 is described by an Entity link. In the
Entity Links page, for Name, enter an identifier for the link to each telephony system (e.g.
MESSM-CS1kHA). From the SIP Entity 1 drop-down list, select the SIP Entity defined for
Session Manager (e.g. MESSM). From the SIP Entity 2 drop-down list, select the SIP Entity
defined for CS 1000 for voice calls in Section 5.4 (e.g. CS1kHA). From the Protocol drop-
down list, after selecting both SIP Entities, select TLS as the required protocol. Verify that the
default listen values in the Port fields for both SIP entities have been automatically set to 5061
for TLS. Also verify that the default Connection Policy is set to Trusted. Optionally enter a brief
description in the Notes field (e.g. Link to CS1k).Click Commit to save the Entity Link
definition.

Aura System Manager 6.3

Home | Routing *

m4 Home / Elements / Routing / Entity Links [
Help ?
| swomiies |
1Item Filter: Enable
lame SIP Entity 1 Protocol |Port SIP Entity 2 Dvlzrrsi'de Port cn::ﬁ?yiun I:l‘:ll: Notes
-
LSM'CSIK‘HA +[smezsz0[v] (TS [¢] *|s081 + [ Ccs1kHA [+] O * 081 trusted  [v] [0 Lmk‘tn cs1K _
Select : A\I: None
| pefouns
6.5.2. Entity Link for Communication Manager
The Entity Link built between Session Manager and Communication Manager during the
installation of the ME server is required for the Collaboration clients to access the
Communication Manager for telephony features. A second Entity Link is required between
Session Manager and Communication Manager to handle Enterprise traffic (calls to/from
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CS 1000 and calls to PSTN via CS 1000). This link will use a different TLS port (e.g. 5062) than
that used for the Entity Link built during the ME server installation. Using a different port
requires a second SIP trunk to be built in Communication Manager and ensures that any inbound
or outbound digit manipulation does not affect the IMS traffic required by the Collaboration
clients to function properly.

From the System Manager main page under the Routing tab, select Entity Links from the left
navigational menu and click New to create a new Entity Link (as shown above in Section 5.5).In
the Entity Links page, for Name, enter an identifier for the link to each telephony system (e.g.
SM-CM-5062). From the SIP Entity 1 drop-down list, select the SIP Entity defined for Session
Manager (e.g. MESSM). From the SIP Entity 2 drop-down list, select the SIP Entity defined for
CM for voice calls in Section 5.4 (e.g. MESCM-CS1kCollab). From the Protocol drop-down
list, after selecting both SIP Entities, select TLS as the required protocol. Enter non-default listen
values in the Port fields for both SIP entities (e.g. 5062) for TLS. Also verify that the default
Connection Policy is set to Trusted. Optionally enter a brief description in the Notes field (e.g.
Second Link from MESM to CM).Click Commit to save Entity Link definition.

Aura” System Manager 6.3

F
Fl
]
s

8

4 Home [ Elements / Routing / Entity Links [4

Entity Links

4
=

Adaptations
SIP Entities
Entity Links Lltem & Filter: Enable

Time Ranges

H]
H

SIP Entity 1 Protocol | Port SIP Entity 2 il & e

Routing Policies Copuia
- " " ' i .

Dial Patterns SM-mescn smezs30[x] 15 [7] 5061 MCSCM-CS1KCollab [+] [m] 5061 trusted  [v] [0 Second Link from

Regular ressions
o Select : All, None

ome oul
| vomaies |
Locations

6.5.3. Define Routing Policy

Routing policies describe the conditions under which calls will be routed to CS 1000 from SIP
endpoints registered to Session Manager. Routing Policies will also be used to send calls and
Callpilot MWI notification messages from the CS 1000 to Communication Manager. From the
System Manager main page under the Routing tab, select Routing Policies from the left
navigational menu. Click New to create a new Routing Policy.
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Last Logged on at January 12, 2015 2:5

Aura” System Manager 6.3

Home Routing *

~ Routing 4+ Home / Elements / Routing / Routing Policies
Domains Help
Adaptations New | JEdit| |Delete |Duplicate
Entity Links 9 Items (" Filter: Enable
Time Ranges ] | Name |Disabled Retries Destination Notes
Routing Policies [[]  aac-poL ] 0 ASL
Dial Patterns [0 AAmM22682 O ] AAM22682 binh
. [0 ace117 O ] ace226117
Regular Expressions
[ cmzs254 [} 0 CM26254 ACA
BT - o A
[ tocm duplex 22615 O o cm-duplex-22615
[ ro csikd O 0 CS1K4
[ toPSAtlantic-pol O 0 ps-atlantic
[ tops-csik ] 0 ps-csik

Define the Routing Policy for calls to Avaya Aura® Communication Manager

In the General section, enter the following values. For Name, enter an identifier to define the
routing policy (e.g. TOMESCM_PCA). Leave the Disabled box unchecked. Optionally, enter
some descriptive text in the Notes box (e.g. CS1k Aura PCA calls to CM). In the SIP Entity as
Destination section, click Select. The SIP Entity List page opens (not shown).Select the SIP
Entity associated with Communication Manager as defined above in Section 5.4.2 (e.g.
MESCM-CS1kCollab) and click Select. The selected SIP Entity displays on the Routing Policy
Details page. Use default values for remaining fields. Click Commit to save Routing Policy
definition.

Aura” System Manager 6.3 & Log off admin

x

Home | Routing

m. Home / Elements / Routing / Routing Policies [+]
[ oomams | = e
Routing Policy Details Cancel
Adaptations
[ e [
— * Name: ToMESCM_PCA
Entity Links
[ tmemanges | S
Routing Policies * Retries: 0
Dial Patterns Notes: CSik Aura PCA calls to CM
Regular Expressions
SIP Entity as Destination
Name FQDN or IP Address Type Notes
MCSCM-C51KCollab 192.168.186.82 CcM for csik aura PCA calls
Time of Day
[Remuve] IV\ew Gaps;’overlapsl
1Item & Filter: Enable
|| |Ranking - ‘ Name ‘ Mon | Tue | Wed ‘ Thu | Fri | Sat | Sun |Start Time End Time Notes
] 0 24/7 00:00 23:59 Time Range 24/7
Salart + all Nana
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6.5.4. Define the Routing Policy for calls to Avaya Communication Server
1000

Following the same procedure as above in Section 5.6.1, a Routing Policy is built toCS 1000. In
the General section, enter the following values. For Name, enter an identifier to define the
routing policy (e.g. ToOCS1kHA). Leave the Disabled box unchecked. Optionally, enter some
descriptive text in the Notes box (e.g. Route to CS1k). In the SIP Entity as Destination section,
click Select. The SIP Entity List page opens (not shown). Select the SIP Entity associated with
CS 1000 as defined above in Section 5.4.1 (e.g. CS1kHA) and click Select. The selected SIP
Entity displays on the Routing Policy Details page. Use default values for remaining fields.
Click Commit to save Routing Policy definition.

Aura” System Manager 6.3

®

F

g
o
c

Routing

+ Home / Elements [/ Routing / Routing Policies {
?

Domains Help ?

[— Routing Policy Details |

Adaptations

General

* Name: ToCS1kHA

Time Ra Disabled: []
Routing Policies * Retries: |0
Dial Patterns Notes: |Route to CS1k
Regular Expressions
Defaults SIP Entity as Destination
e
CS1kHA 192.168.186.107 SIP Trunk C51000 7.6 High Availabily System
Time of Day
I Remuve] Iview Gaps/Overlaps
1ltem & Filter: Enable
[[] | Ranking | Name Mon Tue wed | Thu Fri sat Sun Start Time End Time Notes
0 o 24/7 00:00 23:59 Time Range 24/7
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6.6. Define Dial Pattern

Dial patterns are used to route calls to appropriate SIP Entities. In the sample configuration,
voice calls from CS 1000 to Communication Manager are extended by PCA with a prefix of 44
in front of the 5 digit DN. So a dial pattern of 44 is used to route these calls to Communication
Manager. Calls from the Aura stations to CS 1000 are routed first to Communication Manager
per the user profile application sequencing configuration. As CS 1000 extension has a prefix of 7
or 2, therefore dial patterns of 7 and 2 are used to route calls to CS 1000. Other Dial Patterns

required for PSTN bound traffic and emergency dialing can be configured using the same steps
described below.

From the System Manager main page under the Routing tab, select Dial Patterns from the left
navigational menu. Click New to create a new Dial Pattern.

Aura” System Manager 6.3 & Log off admir

Home Routing ®

« Home / Elements / Routing / Dial Patterns

?
Domains a Help 2
Dial Patterns
Locations

Adaptations New Edit| | Delete Duplicate
SIP Entities

Entity Links 14 Items &

Filter: Enable

Time Ranges

O
o
m
m
O 1s
BT -
m
m
o

Pattern

wloln|w|e wlelolE

n |Max | Emergency Call Emergency Type Emergency Priority SIP Domain Notes
11
36

Routing Policies 01687

sip.avaya.com

=1
o
=]

Dial Patterns

-ALL- EC500 binh

—
o

1
13
203

11
36
11
5

= avaya.com
Regular Expressions

-ALL-

sip.avaya.com

~
%]

-ALL-

)
o

36

ooooooono

-ALL-

)
o

5 -ALL-

Configure a dial pattern of 44 to be used to route CS 1000 voice calls to Communication
Manager as follows. In the General section, enter the dial Pattern for calls to Communication
Manager (e.g. 44). Because all voice calls to Communication Manager will be 7 digits in length,
enter 7 in the Min and Max fields. In the drop-down SIP Domain list, select the SIP domain or
select All (where Session Manager can accept incoming calls from all SIP domains). Optionally,
enter a brief description in the Notes field (e.g. CS1k PCA calls to CM). In the Originating
Locations and Routing Policies section, click Add.
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at January

Home | Routing

Domains
Locations

Adaptations

Entity Links
Time Ranges
Routing Policies
Dial Patterns

Regular Expressions

4« Home / Elements / Routing / Dial Patterns

Dial Pattern Details

General
* Pattern: 44
* Min: |7
* Max: 7
Emergency Call: []
Emergency Priority: 1
Emergency Type:
SIP Domain: | -ALL- [=]
Notes: CS1k PCA calls to CM
Originating Locations and Routing Polides
I Remove I
0ltems o

Filter: Enable

Originating Location
Name

Originating Location
Notes

Routing Policy ‘ Rank

Name

Routing Policy
Disabled

Routing Policy
Destination

Routing Policy
Notes

Denied Originating Locations

The Originating Locations and Routing Policy List page opens. In the Originating Locations
table, select Galway Stack. In the Routing Policies table, select the Routing Policy that should

Routing ¥

¥ Routing

Adaptations

Entity Links

Time Ranges

Routing Policies
Dial Patterns

Regular Expressions

4+ Home / Elements / Routing / Dial Patterns

f' Log off admin

(+]
Help 7
Originating Location
I Originating Location I
[”] Apply The Selected Routing Policies to All Originating Locations
2 Items Filter: Enable
[ |name Notes
V| Galway Stack I Aura Galway
O] labd
Select : All, None
Routi p
10 Items & Filter: Enable
[ | Name Disabled Destination Notes
[ Aac-POL AS1
[ aamzze82 AAM22682 binh
[ ace117 ace226117
[l cmze254 CM26254 ACA
[ Lync-Pol LyncEdgeExternal
[T te cm duplex 22615 cm-duplex-22615
[[] to_Csika CS1K4
ToMESCM_PCA MCSCM-C51KCollab C51k Aura PCA calls to CM I
[Tl toPsAHantic-pol ps-atlantic
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The Dial Pattern Details page is displayed. Click Commit to save.

Aura” System Manager 6.3

f Log off adr

Home | Routing *

m4 Home / Elements / Routing / Dial Patterns (4]
Dial Pattern Details Cancel
Emergency Priority: 1
m Emergency Type:
SIP Domain: |-ALL- =]

Notes: CS1k PCA calls to CM

Originating Locations and Routing Policies

Remove

1ltem

Filter: Enable
[[] |originating Location Name = ﬂ”tge';'at'"g pocarmn :‘;"’:;"g L Rank R“‘I;ti's":hr:;'w g:z:;:;r::w Routing Policy Notes.
] Galway Stack Aura Galway ToMESCM_PCA 0 MCSCM-CS1KCollab tcﬂé; ura calls
Select : All, None

Denied Originating Locations

Since all calls from Aura clients bound for the CS 1000 will have a leading digit ‘7’ or ‘2’
inserted, the dial pattern <7’ or 2’ is also used from Communicator for Lync clients, 5-digit
station calls on CS 1000 and calls to CallPilot voicemail. Follow the same steps described above
to configure a dial pattern of 7 to be used to route Communication Manager calls to the CS 1000.
The resultant dial pattern configuration should look as follows. The Originating Locations
Name is the same as before (i.e. Galway Stack). The Routing Policy Name this time should be
set to route the calls to CS 1000 (i.e. TOCS1kHA).
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Aura System Manager 6.3

Home | Routing *

4« Home [ Elements / Routing / Dial Patterns Q

Domains

[—— Dial Pattern Details Cancel

Adaptations

General
* Pattern:

* Min:

Time Ranges

7
£l
Routing Policies * Max: 5
Dial Patterns Emergency Call: [7]
1

Regular Expressions Emergency Priority:

Emergency Type:
SIP Domain: |-ALL-

Notes: Call to CSik/callpilot with prefix "1"

Originating Locations and Routing Policies

1Item & Filter: Enable

= Origi i

— Notes Name Disabled Destination Notes
[ Galway Stack Aura Galway ToCS1kHA 0 CS1kHA for CS1k HA
> oe

Note: For 112 / 911 Emergency calls from Aura clients, it may be desired not to strip off the
leading prefix of 44 from the Calling Line ID (CLID) so that Emergency Services will receive
the full 7-digit CLID rather than the usual 5-digit CLID for a converged / native user. This
information can help to determine that the call was made from a collaborated client rather than a
prime CS 1000 phone which may aid in locating the caller in this case. To do this a second SIP
Entity can be created for CS 1000 (e.g. called “CS1k Emergency’) with no adaptation applied
(therefore no leading digits will be deleted from the origination address as documented in
Section 5.3). Then a Routing Policy can be created specifically to route digits 112 or 911 to this
SIP Entity where the full 7-digit incoming CLID will be presented to CS 1000 for further
handling per standard emergency services. Detailed instructions and screenshots of this
configuration are not shown in this document.
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7. Configure Avaya Aura® Communication Manager

This section describes the steps required to configure Communication Manager (as an Evolution
Server) to support Communicator for Lync Users with Avaya Aura® Midsize Enterprise. These
instructions assume the Avaya G430 (or equivalent) Gateway is already configured on
Communication Manager.

The following administration steps will be described:

Verify System Access codes match

Verify IP Network Region — SIP Domain

Configure Trunk-to-Trunk transfers

Administer SIP Signaling Group

Administer SIP Trunk Group

Verify Signaling Group and Trunk Group are in-service
Configure incoming call handling for the SIP trunk group
Administer Private and Public Numbering Plans
Administer Uniform Dial plan

Administer a Route Pattern

Administer ARS Analysis

Administer ARS Digit Conversion
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7.1. Verify System Access Codes match

To allow users to utilize Converged dialing plans to route calls, verify Communication

Manager AAR and ARS access codes match CS 1000 Access Codes. From System Manager
Home Page under the Services category, navigate to UCM Services for CS 1000 management (as
described earlier in Section 4.2).The Avaya Unified Communications Management Elements
page opens in a new browser window. Under the Element Name column select one of the
elements corresponding to CS 1000 in the Element Type column (e.g. EM on cslkcoresl). From
the CS 1000 Element Manager page, expand Dialing and Numbering Plans on the left
navigational panel and select Electronic Switched Network. The Electronic Switched
Network (ESN) page appears. Click on the link for ESN Access Codes and Parameters (ESN).

AVAYA CS1000 Element Manager
- UCM Network Services Managing: 10.128.225.93 Username: admin
- Home Dialing and Mumbering Plans » Electronic Switched Network (ESN)
- Links
syator [rminate Electronic Switched Network (ESN)
+ Alarms
- Maintenance
+ Core Equipment - Customer 00
- Peripheral Equipment - Network Control & Services
- IP Network _
- Modes: Servers, Media Cards
- Maintenance and Reports = Digit Manipulation Block (DGT)
- Media Gateways - Home Area Code (HMPA)
- Zones - Flexiple CLID Manipulation Block (CMDB)
- Host and Route Tables — Free Calling Area Screening (FCAS)
- Metwork Address Translation (N - Free Special Number Screening (FSNS)
- QoS Thresholds - Route List Block (RLB)
- Personal Directories - Incoming Trunk Group Exclusion (ITGE)
- Unicode Name Directory - Network Attendant Services (NAS)
v TETEES - Coordinated Dialing Plan (CDP)
- Engineered Values .
+ Emergency Senvices - chal Sleerm_g Code (L3C)
+ Geographic Redundancy - Distant Steering Code (DSC)
+ Soffware - Trunk Steering Code (TSC)
— Customers — Numbering Plan (NET)
- Routes and Trunks - Access Code 1
- Routes and Trunks - Home Location Code (HLOC)
- D-Channels - Location Code (LOC)

— Digital Trunk Interface

- Lhaling and Numbenng Flans
— _Electronic Switched Metwork
YAl = "

- Mumbering Plan Area Code (NPA)
- Exchange (Central Office) Code (MNXK)
- Special Number (SPN)
- Metwork Speed Call Access Code (NSCL)
— Incoming Digit Translation _ Access Code 2
Phones . - Home Location Code (HLOC)
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The ESN Access Codes and Basic Parameters page appears. Take note of the numbers used for
CS 1000 NARS/BARS Access Code 1 (e.g. 6) and NARS Access Code 2 (e.g. 9).

AVAYA

CS81000 Element Manager

- UCM Network Services
- Home
- Links

Managing: 10.128.226.93 Username: admin
Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Network Control & Services » ESN Access Codes and Basic Parameters

- Virtual Terminals
- System

+ Alarms

- Maintenance

+ Core Equipment

- Peripheral Equipment

- IP Network
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
- Zones
- Host and Route Tables

eneral Properties

- Network Address Translation (N
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+ Interfaces
- Engingered Values
+ Emergency Services
+ Geographic Redundancy

ESN Access Codes and Basic Parameters

MNARSI/BARS Dial Tone after dialing AC1 or AC2 access codes:

- Number of digits in CDP DN (DSC + DN orLSC +DN). 5

NARS/BARS Access Code 1 g
MNARS Access Code 2. g
Expensive Route Wamning Tone:
- Expensive Route Delay Time: g (0-10)
Coordinated Dialing Plan feature for this customer.
- Maximum number of Steering Codes: 1pg (1-64000)
(3-10)

From the main System Manager page under Elements, click on Communication Manager.

Aura System Manager 6.3

Home | Communication Server 1000 *

[ 2., Virtual Machine neads to be rebootad as System Manager Patch installation updated the Kemel. l

Administrators

Directory Synchronization
Groups & Roles

User Management

User Provisioning Rule

Collaboration Environment

Communication Manager

Communication Server 1000

Conferencing

1P Office

Meeting Exchange
Messaging
Presence

Routing

Session Manager

Work Assignment

Backup and Restore
Bulk Import and Export
Configurations

Events

Geographic Redundancy
Inventory

Licenses

Replication

Reports

Scheduler

Security

Under the Communication Manager list on the left hand side, expand the System list and select
Dialplan Analysis. It is presumed that in the initial configuration of the Midsize Enterprise /
Communication Manager, dial codes of 9 and 6 may already have been configured as they are
commonly used codes. If so, they will show up on the Dialplan Analysis List (e.g. 9 is shown
below). Verify that the Total Length is 1 and the Call Type is fac (this identifies the one-digit
number as a Feature Access Code).

» Call Center

Element Cut-Through
* Endpoints

Dialplan Analysis

» Groups
b Parameters

T Sysit - - .
el Dialplan Analysis List

Select device(s) from Communication Manager List »

shaw List

Abbreviated
o | @ new |
Dialing Enhanced
Abbreviated 31Items & Show |15 [~] Filter: Enable
Dialing - Group or | Diated string | Total Lenatn call Type Location System
System = e a fac all cm-duplex-22615
Abbreviated N dac at
s87 10 ext all
Dialing Personal
a8 10 udp all ple:
Qufimig B Gl 80800 s udp all cm-duplex-22615
Class Of | - T Fac all :m-dup\=x-22§l§l
Restriction 59 s et all cm-duplex-22615
Clas= Of Sarvice ® s 7 ext all cm-duplex-22615
44 7 ext all cm-duplex-22615
Class Of Service P
az s udp all
Gre
218 s ext all
lan Analysis 318 s ext all em-duplex-22615
217 s axt all cm-duplex-22615
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7.2. Verify IP Network Region —SIP Domain

From the main System Manager page navigate to Elements and to Communication Manager.
Under the Communication Manager list on the left hand side, expand the Network list and
select IP Network Regions. From the IP Network Region List select Region 1 (presuming that
this has already been configured on the Communication Manager). Click on Edit to view the
details of this region.

# Log off adn

erver 1000 *| C

« Home /[ f C

= Help
|Sear(h =N

4\ status

Select device(s) from Communication Manager List »

Show List

IP Network Region List
. | @ new | |E s
2000 Items & Show |15 [+] Filter: Enable
Region Location Name Controlled by this CM Server System
Scation — —— =
= imain demain crm-duplex-22615 |
) Show 2 crm-duplex 22615
= Show = em-duplex-22615
= Show 4 cm-duplex-22615
= Show 5 cm-duplex-22615
= Show s em-duplex-22615
= Show 7 em-duplex-22615
=1 Show & crm-duplex-22615
= Show El em-duplex-22615
= Show 10 em-duplex-22615
£1 show 1 om-duplex-22615
IP Network = Show 1z em-duplex-22615
Regions = Show 13 em-duplex-22615

Page 1 of the IP NETWORK REGION appears. Verify or enter the following values and use
default values for remaining fields.
e Authoritative Domain: Enter the correct SIP domain for the configuration (e.g.
Svstack.com).
Name: Enter a descriptive name (e.g. LOCAL).
Codec Set: Enter 1
Intra-region IP-1P Direct Audio: Enter yes
Inter-region IP-IP Direct Audio: Enter yes
Click on Enter if any changes were made otherwise click on Cancel.

eation x | necds to be rebaot=d 35 System Manzger Patch installation updated the Kernel, |

4 Home f S c ication / Network / IP Network Regions

—

Hanages [searcn
earc g
» Call Center -
cm-duplex-22615
Element Cut-Through
» Endpoints change ip-network-region 1

I Enter [ gefresh | [ cancel | [ cleargield | [ Help Edit [ erevrage | [ mextpage More Actions

Info:

change ip-network-region 1 Page 1 of 20
I IP NETWORK REGIONI

Region: 1
Location: 1 Authoritative Domain: sip.avaya.com
Name: main domain Stub_Netwo e o
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: [q I Inter-region IP-IP Direct Audio yes I
UDP Port Min: [z04s 1P Audio Hairpinning? v

UDP Port Max: (3329
DIFFSERV/TOS PARAMETERS
call Control PHB wvalue: 46

Selection Toll
e —— Audio PHB Value: T
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7.3. Configure Trunk-to-Trunk Transfers

From the main System Manager page navigate to Elements and to Communication Manager.
Under the Communication Manager list on the left hand side, expand the Parameters list and
select System Parameters - Features. Select the System Parameters — Features List button
item (shown as false), and click on Edit.

% | needs to be rebootad 25 System Manager Patch installation updated the Kernel.

Home Communication Server 1000 *| Communication Manager

~ Communication « Home /[ El e ication ger / Parameters / System Parameters - Features (+]
Manager P Help ?
Search

=
ISystem Parameters - Featuresl
m Select device(s) from Communication Manager List »

¥ Parameters

System

System Parameters - Features List

"J.Vieﬂ_‘ I| Edjt|| ‘@uew|

Parameters - CDR

Options
System 1ltem & Show ALL|[v] Filter: Enable

Parameters - | Terminal Translation Initialization (TTI) Enabled | EMU Inactivity Interval for Deactivation(hours) | Switch Name System

Customer Options @ false cm-duplex-22615

System

Parameters -
Features
System

Parameters -

Security

The change system-parameters features page appears. Enable trunk-to-trunk transfers on a
system wide basis to allow an incoming call to a SIP station to be transferred to another SIP
station. Set the Trunk-to-Trunk Transfer field on Page 1 to all using the drop-down list. Press
Enter to save the change.

Home Communication Server 1000 *| c ication % | needs to be rebooted as System Manager Patch installation updated the Kernel,
~ Communication 4+ Home [ Elements / Communication Manager / Parameters / System Parameters - Features
Manager =
Search -
b Call Center
cm-duplex-22615
Element Cut-Through
} Endpoints I change system-parameters features I
m ” Enter I [ Refresh ] [ Cancel ] [ Clear Field ] [ Help Edit Prev Page ] [ Mext Page More Actions
b Network
System E
change system-parameters features of 20
Parameters - CDR
. FEATURE-RELATED SYSTEM PARAMETERS
Options
Self Station Display Enabled?
System
Trunk-to-Trunk Transfer: all I
Parameters -
. Automatic Callback with Called Party Queuing? n
Customer Options
Automatic Callback - No Answer Timeout Interval (rings): 3
System .
Call Park Timeout Interval {minutes): 10
Parameters -
Off-Premises Tone Detect Timeout Interval (seconds): 20

Features

AAR/ARS Dial Tone Required? v

White Paper / Application Note 51 of 96
©2015 Avaya Inc. All Rights Reserved.



7.4. Administer SIP Signaling Group

Signaling Group 3 and an associated SIP Trunk Group 3 is presumed to have already been setup
and configured for the solution with the ME installation. Signaling Group 4 and an associated
SIP Trunk Group 4 will be used for all Communication Manager traffic to the CS 1000 and
needs to be configured to use a different TLS port from the default.

From the main System Manager page navigate to Elements and to Communication Manager.
Under the Communication Manager list on the left hand side, expand the Network list and
select Signaling Groups. The Signaling Group List page appears. Click on New.

~ Communication 4« Home /[ / on ger [ Network / Signaling Groups

Manager |S N e | Help ?
earc X
-

» Call Center

-
Element Cut-Through ISlgnaIlng Gr‘""psl

» Groups

3

Select device(s) from Communication Manager List »

~ Network
Automatic Show List

Alternate Routing

[ Signaling Group List

Analysis
Automatic | view Edit I ) New I & Delete
Alternate Routing 5ltems & Show Filter: Enable
Digit Conversion ] | Group Number ‘ Group Type | Far End Node Name | Near End Node Name | Far End Domain | Far End Network Region | System
B 1w ap blucz_smi procr ' cm-duplex-22515
Selection Analysis 0 e sip sm1984g procr 1 cm-duplex-22615
nati /= 3 sip sm42 procr 1 cm-duplex-22615
|} 2 sip smM22690 procr 1 cm-duplex-22615
| S sip £m22630 procr 1 cm-duplex-22615

Automatic Route Select : All, None
Selection Toll

IP Interfaces
IP Network Maps

Conversi
TP Network

Regions

Node Names

Route Pattern
signaling Groups
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The Select Device(s) from Communication Manager List page appears. Select the
Communication Manager (or it may be automatically selected) and in the Enter Qualifier field,
enter 4 (this is the signaling group number) and select Add.

¥ Communication 4 Home / El / ication / Network / Signaling Groups
Manager [ =
Search L
} Call Center
} Coverage &\ status

Teerseseses  Select device from Communication Manager List

" Select a CM from the following list
Automatic

Alternate Routing 1ltem o Filter: Enable

Analysis | Element Name ‘ FQDN/IP Address Last Sync Time Sync Type Sync Status Location Software Version

February 12, 2015
11:00:06 PM +07:00

Automatic @ cm-duplex-22615 10.128.226.15 Incremental Completed RO16%.03.0.124.0

Alternate Routing

Digit Conversion

* Enter Qualifier I 4 1

Selection Analysis

Automa

Selection Digit *Required
Conversion

Automatic Route

Selection Toll

Data Modules
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Page 1 of the add signaling-group 4 page appears. Select or enter the following values and
leave all other fields as default.

Group Type: Select SIP from the drop-down list.

Transport Method: TLS may be selected by default (preferred choice).

Near-End Node Name: Select procr from the drop-down list (this name is created
during the ME server install).

Far-End Node Name: Select SM from the drop-down list (this name is created during
the ME server install).

Near-End Listen Port: Enter5062 as a different port number than the default used by
signaling group 3.

Far-End Listen Port: Enter 5062 as a different port number than the default used by
signaling group 3.

Far-End Network Region: Enterl in this field.

Far-end Domain: Enter the SIP domain for the configuration (e.g. svistack.com).

Click on Enter to save the new signaling group.

Home

Communication Server 1000 *| C ication

% ! needs to be rebooted as System Manzger Pztch installation updated the Kernel.

¥ Communication 4 Home / Elements / Communication Manager / Network / Signaling Groups
Manager comrch = H

b Call Center

Y

cm-duplex-22615
Element Cut-Through
[ Befresh | [ gancel | [ clearfield | [ melp Edit prevPage | | Nextpage | |More Actions

Automatic Iinfo:
Alternate Routing -
Analysis change signaling-group 4 Page 1) of 3
N SIGNALING GROUP
Automatic
Alternate Routing
Digit Conversion Group Number: 4 Group Type: sip
" IMS Enabled? | Transport Method: ts
Automatic Route
- 5 -SIP?
Selection Analysis Q n
5 IP Video? |y Priority Video? n Enforce SIPS URI for SRTP? n
Automatic Route
_ o Peer Detection Enabled? y Peer Serverr SM
Selection Digit
- Prepend '+ to Outgeing Calling/Alerting/Diverting/Connected Public Numbers? Y
5 Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Automatic Route
. Alert Incoming SIP Crisis Calls? n
Selection Toll
Near-end Node Name: Far-end Node Mame:
Data Modules . procr . sm19848
Near-end Listen Port: 5061 Far-end Listen Port: 5061
IP Interfaces .
Far-end MNetwork Region: 1
IP Network Maps
L Far-end Domain: |sip.avaya.com
SRS Bypass If IP Threshold Exceeded? n
Node Names Incoming Dialog Loopbacks: sliminate RFC 2382 Comfort Noise? |n
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7.5. Administer SIP Trunk Group

Trunk Group 4 will use signaling group 4 created in Section 7.4 and will be used for all traffic to
theCS 1000.From the main System Manager page navigate to Elements and to Communication
Manager. Under the Communication Manager list on the left hand side, expand the Network
list and select Trunk Group. The Trunk Group List page appears. Click on New.

* Communication 4 Home / El / C ication ger / Network / Trunk Group c
Manager = Help ?
Search <
N

b Call Center

¥ Coverage i =
Element Cut-Through Trunk Group

! Endpoints

Select device(s) from Communication Manager List »

¥ Groups

¥ Network

Automatic

Alternate Routing

) Trunk Group List
Analysis
Automatic 1 View Edit I|@ New ‘I @ Delete
Alternate Routing 5Items i Show ﬂ Filter: Enable
Digit Conversion Group
|| N Trunk Group Name | Group Type Tenant Number | TAC | Number of Members | COR CDR | Outgoing Display Queue Length System
Automatic Route
Selection Analysis [ 10 OUTSIDE CALL sip 1 101 32 1 true false ] cm-duplex-22615
[ a tosm19848 sip 1 004 32 1 true false ] cm-duplex-22615
Automa
] tosm42 sip 1 003 32 1 true false ] cm-duplex-22615
| 2 to-sm22690 sip 1 00z 32 1 true false ] cm-duplex-22615
ConvErTion | 1 to-sm22630 sip 1 001 32 1 true false ] cm-duplex-22615
Automatic Route Select : All, None

Selection Toll
Data Modules

IP Interfaces
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The Select Device(s) from Communication Manager List page appears. Select the CM (or it
may be automatically selected) and in the Enter Qualifier field, enter 4 (this is the trunk group
number) and select Add.

¥ Communication
Manager
F Call Center
» Coverage
Element Cut-Through

» Endpoints

¥ Network
Automatic
Alternate Routing
Analysis
Automatic
Alternate Routing
Digit Conversion
Automatic Route
Selection Analysis

Automatic Route

Selection Digit

Conversion

Automatic Route

4 Home /[ El /c ication ger / Network / Trunk Group
~ |
Search -

&\ status
Select device from Communication Manager List

Select a CM from the following list

1ltem 7

Filter: Enable

| Element Name FQDN/IP Address Last Sync Time Sync Type

Sync Status

Location

Software Version

February 12, 2015
11:00:06 PM +07:00

10.128.226.15 Incremental

Completed

R016x.03.0.124.0

* Enter Qualifier I 4 I

*Required

White Paper / Application Note
©2015 Avaya Inc. All Rights Reserved.

56 of 96



Page 1 of the add trunk-group 4 page appears. Select or enter the following values and leave all
other fields as default.
e Group Type: Select SIP from the drop-down list.
Group Name: Enter a description for the trunk group (e.g. SIP Trunk CS1Kk).
TAC: Enter *04 as the trunk access code.
Service Type: Enter tie from the drop-down list.
Member Assignment Method: Select auto from the drop-down list.
Signaling Group: Enter 4 as the signaling group created in Section 6.4.
Number of Members: Enter 100.
Click on Enter to save the new signaling group

¥ Communication 4 Home [/ Elements / Communication Manager / Network / Trunk Group

Manager [ =
Search -

» Call Center
cm-duplex-22615

Element Cut-Through

» Endpoints change trunk-group 4

——
% I Refresh I [ Cancel ] I Clear Field I [ Help Edit [ Prev Page ] I Next Page More Actions

Automatic Info:

Alternate Routing

Analysis

Automatic

Alternate Routing

Digit Conversion
Automatic Route
Selection Analysis

Automatic Route
Selection Digit
Conversion
Automatic Route
Selection Toll
Data Modules

1P Interfaces

IP Network Maps

1P Network

change trunk-group 4

G H- 3

TRUNK GROUP

Group Name: |tosm19848

up Type: EE I CDR Reports:
COR: TN: TAC:

Direction: two-way

Dial Access? n

Queue Length: g

Qutgoing Display?

l;ervwce Type: tia

1 Auth Code?

Member Assignment Method: |ayto

Signaling Group: 4

umber of MemDers: |32
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7.6. Verify Signaling Group and Trunk Group are in-service

After Signaling Group 4 and Trunk Group 4 have been added, ensure that both are up and in-
service. From the main System Manager page under Elements, click on Inventory.

System Manager 6.3

on at Fabrua

Home Communication Server 1000 ¥ Communication Manager

Administrators
Directory Synchronization

Groups & Roles

® - needs to be rebooted as System Manager Patch installzstion updated the Kernel, l

Collaberation Environment
Communication Manager

Communication Server 1000

Backup and Restore
Bulk Import and Export

Configurations

User Management Conferencing Events
User Provisioning Rule 1P Office Geographic Redundancy
Meeting Exchange
Messaging Licenses
Presence Replication
Routing Reports
Session Manager Scheduler
Work Assignment Security
Shutdown

Software Management

Templates

Under the Inventory list on the left hand side, expand the Synchronization list and
selectCommunication System. Click on Launch Element Cut Through.

511

f Log off admin

Home Communication Server 1000

~ Inventory 4 Home [ Services / Inventory / Synchronization / Communication System
2
Manage Elements | Search ~ Help ?
S

Create Profiles and
Discover SRS /SCS

} Manage

Communication
System
1P Office

Messaging System
ucl d

Application Server

€S 1000 and

Callpilot

Synchronization

® X I as System Manager Patch installation updated the Kernel.

Communication Manager *| Inventory

A\ status

Synchronize CM Data and Configure Options

Note: Please avoid any administration task on CM while synchronization or audit is in progress.

Synchronize CM Data/Launch Element Cut Through

1Item & Show ALLE Filter: Enabla
‘ Element Name | FQDN/IP Address | Last Sync Time | Last Translation Time | Sync Type | Sync Status | Location | Software Version | CM Notification
February 12,
10:00 THU FEB 12,
cm-duplex-22615 10.128.226.15 2015 11:00:06 2015 Gl Incremental Completed RO16%.03.0.124.0 false
FM +07:00
Select : All, None

@ Initialize data for selected devices

@ Incremental Sync data for selected devices

© Execute 'save trans all' for selected devices
Audit

[ Schedule ] i Launch Element Cut Through ]I IVIEW Audit Report
L

White Paper / Application Note 58 of 96
©2015 Avaya Inc. All Rights Reserved.



The Element Cut Through window appears. In the Command box, enter status signaling-

® 1 as System Manzger Patch installation updated the Kernel,

Home Communication Server 1000 * Communication Manager ® Inventory
[~ wentory |
Search —y

Create Profiles and
[Element Cut Through |

> Manage
Serviceability Agents

e duplex- 226143

C i I
ommunication Command: | status signaling-group 4
System

1P Office Enter [ Refresh ] [ Cancel ] Clear Field Edit ErevPage] [Mextpage] More Actions
Messaging System

UCM and

4 Home [ Services [ Inventory / Synchronization / Communication System

—~ k

Info:

Application Server -

[ v | s sl 2
STATUS SIGNALING GROUP

CS 1000 and

CallPilot
Group ID: 4

Synchronization

Group Type: sip

I Group State: in-service I

group 4 and click on Send. Verify that the Group State shows in-service.

In the Command box, enter status trunk 4 and click on Send. Verify that the Service State
shows in-service/idle and Mtce Busy is no for all 100 members (use Next Page to verify other
members).
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Aura  System Manager 6.3

Home  Communication Server 1000 *| Communication Manager *| Inventory X 335 System Manager Patch installation updated the Kerel,

¥ Manage
Serviceability Agents

m. Home [ Services [ Inventory [/ Synchronization / Communication System
=5
Manage Elements Search B
Create Profiles and
Discover SRS/SCS S ciaby
TR S IEIement Cut Through
Subnet Configuration

s Frr T cm-duplex-22615

z icati
emmunication Command: §status trunk 4
System

1P Office Enter [ Refresh I I Cancel Clear Field Help Edit Prev Page ] [ Next Page ] More Actions
Info: press CANCEL to quit -- press NEXT PAGE to continue
UCM and
Application Server
[ wweo | o fre ® o
TRUNK GROUP STATUS
CS 1000 and
CallPilot i
Member  Port Service State Mtce Connected Ports
Synchronization
Busy
0004/001 TOO0129 in-service/idle no
0004/002 TOO0130 in-service/idle no

7.7. Administer Private Numbering Plan

The full extension numbers used for the Aura clients registered to Session Manager must
be added to the private numbering table on Communication Manager. For the reference
configuration, private numbering was used and all extension numbers were unique within the
private network.
Using the same Element Cut Through window used in the previous Section 7.6, in the
Command box, enter a command of the format “change private-numbering n”, where n is the
length of the private number (e.g. 7). For the sample configuration where all collaborated
endpoint DNs were 7 digits long, the command is change private-numbering 7. Click on the
Send button. Fill in the indicated fields as shown below.

e Ext Len: Enter the length of the collaborated sets extension numbers (e.g. 7).

e Ext Code: Enter the leading digit(s) for the collaborated sets extension numbers (e.g. 44

was used as a prefix for all collaborated endpoints).

e TrkGrp(s): Enter3 as the trunk group.

e Total Length: Enter 7 since a private prefix was not defined.
Click on Enter to accept the change.
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~ Inventory « Home / Services / Inventory / Synchronization / Communication System

Search Q
Discover SRS/SCS =

Element Cut Throughl

Manage Elements

Create Profiles and

Element Type Access

Subnet Configuration
» Manage

Serviceability Agents
cm-duplex-22615

¥ Synchronization

G icati
ommumcation Cnmmand:l change private-numbering 7 I

System
[ Enter ] [ Refresh ] [ Cancel ] [ Clear Eield ] | Help | ‘ Edit | [ Prev Page ] [ Next Page ] |More Actions
Messaging System
Info:
UCM and
Application Server -
change private-numbering 7 Page 1 of 2

NUMBERING - PRIVATE FORMAT
CS 1000 and

Callpilot

Ext Ext Trk Private Total
Synchronization
Len Code Grp(s) Prefix Len
T
|‘7 |44 ‘1 I Total Administered: 8
‘7 |51 ‘3 7 Maximum Entries: 540

O

| | |
| [ ]
10 [sa8 | [x ] ]
| | |
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7.8. Administer Public Numbering Plan

The full extension numbers used for the Aura clients registered to Session Manager must be
added to the public numbering table on Communication Manager. For the reference
configuration, public numbering was used and all extension numbers were unique within the
public network. These settings will ensure that a 7-digit Collaborated SIP station will show a 5-
digit Calling Party Number (CPN) on outbound calls. For example, SIP extension 4470015 will
show a Calling Party Number of 70015.

Using the same Element Cut Through window used in the previous Section 7.6, in the
Command box, enter a command of the format “change public-unknown-numbering n”, where n
is the length of the public number (e.g. 7). For the sample configuration, the command used was
change public-unknown-numbering 7. Click on the Send button. Fill in the indicated fields as
shown below.

e Ext Len: Enter the length of the collaborated sets extension numbers (e.g. 7).

e Ext Code: Enter the leading digit(s) for the collaborated sets extension numbers (e.g. 44
was used as a prefix for all collaborated SIP endpoints).

e TrkGrp(s): Enter 4 as the trunk group in this case.

e Total Length: Enter 5 since a private prefix was not defined.
Click on Enter to accept the change.

Aura  System Manager 6.3

Home Communication Server 1000 * Communication Manager R Inventory % 25 System Manager Patch installztion updated the Kemel,

m‘ Home [ Services / Inventory / Synchronization / Communication System
=)
Manage Elements Search A
Create Profiles and
Discover SRS/SCS A status
Element Type Access emen u roug
Subnet Configuration
} Manage
Serviceability Agents
~ Synchronization cm-duplex-22615
Communication Command: |change public-unknown-numbering 7 Send
System
m I Enter I [ Refresh ] [ Cancel ] [ Clear Field ] Help Edit [ Prev Page ] [ MNext Page Maore Actions
Messaging System
Info: Enter number of digits to send (between 0-15), or blank
UCM and
Application Server
m change public-unknown-numbering 7 I Page 1 Ilf 2
I NUMBERING - PUBLIC/UNKNOWN FORMAT I
€S 1000 and
Total
Callpilot
Ext Ext Trk CPN CPN
Synchronization
Len Code Grp(s) Prefix Len
Total Administered: 0
I 7 lag 4 ks Maximum Entries: 9999

Mote: If an entry applies to
a SIP connection to Avaya
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7.9. Administer Uniform Dial Plan
From the main System Manager page under Elements, click on Communication Manager.

{ 2, Virtusl Machine needs to be reboored as Systsm Mansger Patch installation updatad the Kernal. ]

(favsers N eenens
Administrators i i Backup and Restore
Directory Synchronization Communication Manager Bulk Import and Export

Groups & Roles Communication Server 1000 Configurations
User Management Conferencing Events
User Provisioning Rule IP Office Geographic Redundancy
Meeting Exchange Inventory
Messaging Licenses
Presence Replication
Routing Reports
Session Manager Scheduler
‘Work Assignment Security
Shutdown

Software Management

Templates

Under the Communication Manager list on the left hand side, expand the System list and select
Uniform Dial Plan. Click on New.

As all extensions on the CS 1000 in the sample configuration begin with the digit 7 or 2, enter 7
into the Enter Qualifier box. (Do the same for ‘2°)

¥ Communication 4 Home / Flements / C ation ger [ System / mal Plan o
Manager = llelp ?
== =N
* Call Center .

} Coverage IUnifOI'm Dial PIanI
Element Cut-Through

select device(s) from Communication Manager List »

Show List

F Paramcters

e Uniform Dial I'lan
Abbrevialed | view s O mew || | update UDP Entries |
Dialing Cnhanced 17 Irems &2 show Al = Filter: Fnahle
Abbreviated | Matching Pattarn | Langth ‘ Dal Insert Digits Nt ‘Conv | Node Numbar | System
Dialing - Group or P 10 o aar false cm-duplex-22615
System 10 o sar talea cm-duplex-22615
PO — 5 0 aar falze an-duplex-22615
Rialing Personal 5 u aar false cem-duplex-11815
= 7 o aar falze om duplox 22615
Authorization Code
7 o aar false cm-duplex-22615
== E o aar talce cm-duplex-22515
Lesrmias 5 0 zar false cm-duplex-22615
Class Of Service 11 u aar false cm-duplex- 22615
Class Of Service 11 6 aar false om duplex 22615
T 09 10 o aar false cm-duplex-22615
- 0168 11 o aar falca om-duplax-22615
pialplan Analysis
Selecl : None

Dialplan
raramerers

Feature Access

Codec

Locations

Tenant
Uni




E ' Virtual Machine needs to be rebooted as System Manager Patch installation updated the Kernel,

Home Communication Manager

< Home / EI I C ication ger [ System [ Uniform Dial Plan
Manager =
° | Search 4

b Call Center S

Select device from Communication Manager List

Element Cut-Through

| Element Name FQDN/IP Address Last Sync Time | Sync Type Sync Status Location Software Version

Abbreviated @ - _ February 12, 2015
o @ cm-duplex-22615 10.128.226.15 11:00:06 PM +07:00 Incremental Cempleted R016x.03.0.124.0

;| | cancel

Select a CM from the following list

Dialing Enhanced

Abbreviated
Dialing - Group or *I Enter Qualifier 7 I
System Add(+)

Abbreviated
Dialing Personal *Required

Authorization Code

The change uniform-dialplan 7 window appears. In the reference configuration, 7xxxx was
used as the uniform dialing plan for Converged Users dialing across CS 1000/ Aura solution. Fill
in the indicated fields as shown below and use default values for remaining fields.

e Matching Pattern Enter a digit pattern to represent the prime extension number for all

user endpoints in the solution (e.g. enter 7).

e Len Enter extension length (e.g. 5).

e Del Enter number of digits to delete (e.g. 0).

e Net Enter ars from the drop-down list.
Click on Enter to accept the change.

T -
Home | Communication Manager * 2. Virtual Machine nesds to be rebooted a5 System Manager Patch installation updated the Kernel,

~ Communication 4« Home / Elements / Communication Manager / System / Uniform Dial Plan
Manager -
Search —y
b Call Center
L L TIRTLT I Ehange umform—dlalelan 7 I
» Endpoints
m Enter [ Refresh ] [ Cancel ] [ Clear Field ] [ Help Edit Prev Page ] [ MNext Page More Actions
change uniform-dialplan 7 Page 1 of 2
Al jated UNIFORM DIAL PLAN TABLE
D Enhanced Percent Full: 0
Al ated
Dialing - Group or Matching Insert Node
System Pattern Len Del Digits Net Conv Num
Jysm——— bl [ ] ]
Dialing Personal El I:l aar l:l
e —— | IS 5 |0 ars | |n |
Restriction (S — L1 JL |
T I o I oy B W
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7.10. Administer Route Pattern

This section describes the configuration of the Route Pattern used in Communication Manager
for the routing of calls to CS 1000. All calls from ARS will use this route pattern 4. Route
Pattern 3 is created during the ME server installation and is dedicated for the IMS signaling
required by the Aura clients. Using a separate route pattern (route pattern 4 in this sample
configuration) allows for digit manipulation on enterprise calls without affecting the IMS traffic

that is using Route Pattern3.

From the main System Manager page navigate to Elements and to Communication Manager.
Under the Communication Manager list on the left hand side, expand the Network list and

select Route Pattern. The Route Pattern List page appears. Click on New.

R e s 4+ Home / Elements / Communication Manager / Network / Route Pattern
Manager =
Search e
b Call Center
} Coverage 2

Element Cut-Through Route Pattern

¥ Endpoints
» Groups Select device(s) from Communication Manager List »
7 Network

Automatic

Help ?

Show List

Alternate Routing -
. Route Pattern List
Analysis

Automatic 2 View Edit I‘@Mewl I

Alternate Routing 5Items 2 Show

Filter: Enable

System

Digit Conversion | Pattern Number Pattern Name
Automatic Route ® 10 blue2_sm1
Selection Analysis ® 4 toSM19848
Automatic Route 3 tosma2

2 to sm22690
Selection Digit @ sm

1 to sm22630

Conversion =
Select : None

cm-duplex-22615
cm-duplex-22615
cm-duplex-22615
cm-duplex-22615
cm-duplex-22615

Automatic Route
Selection Toll
Data Modules

1P Interfaces

IP Network Maps

Enter the route pattern number 4 into the Enter Qualifier box and click on Add.

~ Communication 4+ Home / Elements / Communication Manager / Network / Route Pattern
Manager & |
Search

S
Select device from Communication Manager List

Automatic

Select a CM from the following list

Alternate Routing 1ltem &

Filter: Enable

Analysis ‘ Element Name FQDN/IP Address Last Sync Time |Sync Type Sync Status Location

Software Version

February 12, 2015
11:00:06 PM +07:00

Automatic @ cm-duplex-22615 10.128.226.15 Incremental Completed

Alternate Routing

R016x.03.0.124.0

Digit Conversion

" Enter Qualifier 4
Automatic Route
Selection Analysis

*Required

Automatic Route

Selection Toll

Data Modules
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In the change route-pattern 4page which appears, enter the following values and use default
values for remaining fields.

PatternName Enter a description of the route-pattern (e.g. ToCS1K).

Grp No Enter 4 as the trunk group number to be used for this route.

FRL Enter 0 as the minimal facility access code restriction value.

Inserted Digits Enter 1 which is the lead routing digit that Session Manager will use to
point calls to CS 1000.

Click on Enter to accept the changes.

« Home / Elements / Communication Manager / Network / Route Pattern
—
Search —y

} Coverage A status
cm-duplex-22615

¥ Communication

Manager

b Call Center

Element Cut-Through
» Endpoints change route-pattern 4

[ Enter ] I Refresh I [ Cancel ] lCiearEiEId] [ Help Edit Prev Pagel [Nextpage More Actions

7 Network

Automatic Info:

Alternate Routing

Analysis Ichange route-pattern 4 I Page 1of 3

Pattern Number: 4 Pattern Name:
Automatic attern Number attern Name: § toSM19848

? ?
Alternate Routing SCCAN? Secure SIP? |
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC

Digit Conversion

i "
| 1

- o Mrk Lmt List Del Digits QsSIG
Automatic Route

Selection Analysis

user I

Automatic Route
Selection Digit

user

Conversion

2 1L
N )
Automatic Route 4+ l:ll:l:l l:l:l I:l I:H
s T T 00000 O
s [ T T 10T 10000

Selection Toll

cllelfele |
GG 6|6
® @D @
ERIERIGRIE]

Data Modules
IP Interfaces .
BCC VALUE T5C CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR

IP Network Maps
» 012Maw Request Dgts Format
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7.11. Administer ARS Analysis

This section details the configuration of the ARS pattern used in the reference configuration
for routing calls between Aura clients and CS 1000 stations. All dialed numbers identified on the
ARS table will be sent to Session Manager and routed to the CS 1000 via Route pattern 4created

in section 6.11.

From the main System Manager page navigate to Elements and to Communication Manager.
Under the Communication Manager list on the left hand side, expand the Network list and
select Automatic Route Selection Analysis. The Automatic Route Selection (ARS) page

appears. Click on New.

} call Center

Automatic
Alternate Routing
Analysis
Automatic
Alternate Routing
Digit Conversion

Automatic Route

Selection Analysis

Automatic Route
Selection Digit
Conversion
Automatic Route
Selection Toll

In the Enter Qua

4« Home [ J Ce icati

on

=
“

Automatic Route Selection (ARS)

} Groups Select device(s) from Communication Manager List »
¥ Network

ger / Network / Automatic Route Selection Analysis

Help *

Show List

.Autumatic Route Selection Analysis List

lew Edit I@ New |I

123 Items 2 Show Filter: Enable

‘ Dialed String |Tutal Min Total Max Route Pattern Location System
137 11 11 deny all cm-duplex-22615
191 11 11 deny all cm-duplex-22615
01 s 17 deny all cm-duplex-22615
139 11 11 deny all cm-duplex-22615
o 178 11 11 deny all cm-duplex-22615
5 154 11 11 deny all cm-duplex-22615
) 1900555 11 11 deny all cm-duplex-22615
1200 11 11 deny all cm-duplex-22615

lifier box, enter the leading digit to add e.g. in the sample configuration, all set

DNs on CS 1000 start with digit 7 or 2 while all stations on Aura begin with digits 44. So in the
first pass, enter 7 and in the Enter Location box, leave it blank to include all locations. Click on
Add. (Do the same for ‘2)

¥ Communication
Manager
» Call Center
} Coverage
Element Cut-Through

} Endpoints

Automatic

Alternate Routing

Analysis
Automatic
Alternate Routing
Digit Conversion

Automatic Route

Selection Analysis
Automatic Route
Selection Digit

Conversion

4« Home / El f C

ication

Search

& status

ger [ Network / Automatic Route Sclection Analysis

Select device from Communication Manager List

Select 3 CM from the following list

| | Cancel

11:00:06 PM +07:00

1Item & Filter: Enable
| Element Name FQDN/IP Address Last Sync Time Sync Type Sync Status Location Software Version
©  cm-duplex-22615 10.128.226.15 Feimey 18, ZTiE Incremental Completed RO16x.03.0.124.0

* Enter Qualifier

Enter Location

7
L 1

*Required
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e Dialed String Enter leading digit(s) of extension numbers (e.g. enter 7).
Min Enter the minimum number of digits that must be dialed (e.g. 5).
Max Enter the maximum number of digits that may be dialed (e.g. 5).
Route Pattern Enter the Route Pattern for the call (e.g. 4).

Call Type Enter locl for a Local call.

Click on Enter to complete the change.

~ Communication « Home [ Elements / Communication Manager [ Network / Automatic Route Selection Analysis
Manager =
Search 4
» Call Center : J
e [
cm-duplex-22615
Element Cut-Through
» Endpoints change ars analysis 7
m Enter l Refresh ] [ Cancel I l Clear Eield ] [ Help Edit Prev Page I l Next Page More Actions
rsm—|
Automatic Info:
Alternate Routing -
Analysis Ichange ars analysis 7 I Page 1 of 2

" ARS DIGIT ANALYSIS TABLE
Automatic

Location:  a Percent Full: 1

Alternate Routing

Digit Conversion

Dialed

4
g

Route Ca

. | Node ANI
Automatic Route

l

1 i
st il

Selection Analysis

Automatic Route

| I
=

Selection Digit

@

Conversion 1
Automatic Route

Selection Toll 1

[

Data Modules 78

L
HHLEE
Lo e
FIETEIEIETE| )

|
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Repeat the same steps to add a Dialed String of 44 for calls to collaborated endpoints (except this
time, use a Min / Max value of 7). The completed ARS table should look like the following

example.

¥ Communication

Manager
» Call Center
} Coverage
Element Cut-Through
» Endpoints

Automatic
Alternate Routing
Analysis
Automatic
Alternate Routing
Digit Conversion
Automatic Route

Selection Analysis

Automatic Route
Selection Digit

Conversion
Automatic Route
Selection Toll
Data Modules

1P Interfaces

IP Network Maps
IP Network
Regions

Node Names

Route Pattern

©2015 Avaya Inc. All Rights Reserved.

4 Home / El [ C ication [ Network / Automatic Route Selection Analysis
Search r\_}s
&\ status
cm-duplex-22615
change ars analysis 44
[ Enter I [ Refresh ] l Cancel I [ClearEiEId] [ Help ] | Edit | [Erev Page] [Nextpage] ‘MoreActlons
Info:
Ichange ars analysis 44| Page 1 of 2 i
ARS DIGIT ANALYSIS TABLE
Location:  all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
s pa| [ |
sss | deny | hrpal ||
e | [ ]
3] []
[ ]
nnpa| ||
811 2 | L]
o ] [ ]
o1t []
976 deny hnpa I:l
= 77 - o 1 1] n] |
g T ]
(N e I O A B N O
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8. User Management

This section describes the details for configuring Converged and Native users across the CS 1000
and the Aura using Element Manager and System Manager User Management.

The Communication Address and Profile Extension number defined for Session Manager and
Communication Manager in the sample configuration is a seven-digit number which is identical
to the CS 1000 primary Directory Number plus the route prefix (e.g.4470xxx). The following
assumes Midsize Enterprise template is configured as the Primary Security Server for the

Unified Communications Management application and CS 1000 is registered as a member of the
System Manager Security framework.

In the sample configuration, a user with CS 1000 DN of 20408 already exists and a
Communicator for Lync client on Windows will be configured as a new Collaborated endpoint —
the end result will be a Converged User with DN 70408.

In the case of a new Native User who will have no physical CS 1000 desk phone but will have a
SIP endpoint on the Session Manager, a PCA configuration on CS 1000 is still required to direct
the call from the Prime DN to the user’s endpoint. So to add a new Native user, a PCA
configuration must be added on CS 1000 for this purpose.

The following administration steps will be described:

Confirm existing users in Avaya Communication Server 1000E Element Manager,
Create User Identities and Communication profiles,

Personal Call Assistant Configuration (PCA),

Manual Configuration of Avaya SIP Clients.

Synchronize CS 1000E Profile to User Identities in System Manager,

Add PCA to CS 1000 User Communication profiles.

8.1. Confirm existing users in Avaya Communication Server 1000E
Element Manager

It is presumed that existing CS 1000 users have been previously created using CS 1000 Element
Manager which has configured the main endpoint phone Terminal Number (TN) / Directory
Number (DN) and Call Party Name Display (CPND - First Name, Last Name). For each CS
1000 user defined in Element Manager a corresponding user identity must be added in System
Manager. The First Name and Last Name of the user must match exactly on both CS 1000
Element Manager and System Manager User Management. This is important for proper Presence
synchronization and import synchronization for user CS 1000 and CallPilot endpoint profiles.
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Using the UCM Services link in the System Manager main page, access the CS 1000 Element
Manager as described above in Section 5.2. Click on the link to Phones. In the Search For
Phones window, the Criteria drop-down box is set by default to Prime DN. In the Value box,
enter the prime DN of the existing CS 1000 user (e.g. 20408). Click on Search button.

AVAYA €51000 Element Manager

- BEM Hatwork Sarvioes =
Homa Managing: EM oo celkoores {135 64106947}
- Limkis Sasech for Phcne
- Wirtusl Teerninaly
- Sysiem
« Blarms | Search For Phones |
= Maindenancy
+ Corw Equigenant — Y
- Pinipharyl Equipmsnt

= Infertaces
=Enginesnd Vakss
* Emaigendy Serdcas

+ Golacany
- Cuslomaers Fesults PerPage 10 'I

- Recaters e Trunks
= Fosuties and Trunks

A |C§r=!lu Prima D# = walue 20408

- D-Channals

- Digital Trunk ebedace
[xaking and Humbering Flans
- Eledronic Switcrva Hetwurk Add_ | impe.| | Retie Char local DB | | <1000 At Rehean
- Flastie Code Rusiason
ol Tranalasion
- Phones Sabec T search orberia, enber of seleo Be desired vadue and dick Seandh
~ Ryeor M Prones may 150 be B30ed of it

The result of the search comes back and displays Phones Found. Click on the TN hyperlink for
the phone entry found (e.g. 004 0 04 08).
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Search For Phones

Crtena: PrimeON = Value: 20408

(1)
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The Phone Details page now appears. Scroll down to the Keys properties section and make note
of the First Name and Last Name of the user (e.g. 20408, CU6).

Ehone Details

Syzterm: EM on cskcorest
Enone Type: M3004

Sy Stahus TRH

General Propertins. | Foeatures | Keys | LserFiglds

Custom View: Al =

General Properties

Customer Mumber. 0 W

Terminal Mumber

Designaton; [aGI * (145 charachers
Keys
KeyNo. Key Type Key Value
SCR - Single Call Ringing - - x
0 Directory Number 20408 Q

/| Multiple Appearance Redirection Prime(MARP)
First Name LastName Display Format  Language

20408 Cu6 First, Last + Roman «~

m

Ensure Feature FTTC is configured as “Unrestricted Conf. or Transfer” to ensure conferences

and transfers work across SIP trunk between CS 1000 and Session Manager as shown below.
Features

Feature Description
FTTC Restricted Conference or Transfer

“Unreslnc!ed Conf. or Transfer :]
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8.2. Create User Identities and Communication profiles
To create new users on System Manager, go to the main System Manager page and under Users,

click on User Management.

Aura System Manager 6.3

[ 1%, Virtual Machine needs to be rebaoted as System Manager Patch installation updatad the Kamnel, ]

Administrators
Directory Synchronization

Groups & Roles

User Management

User Provisioning Rule

Collaboration Environment
Communication Manager
Communication Server 1000
Conferencing

1P Office

Meeting Exchange
Messaging

Presence

Routing

Session Manager

Work Assignment

Backup and Restore
Bulk Import and Export
Configurations

Events

Geographic Redundancy
Inventory

Licenses

Replication

Reports

Scheduler

Security

Shutdown

Software Management

Templates

Under the User Management list on the left navigation menu, click on Manage Users. Click on
New to add a new user.

Aura” System Manager 6.3

Home | User Management

x %', Wirtual Machine needs to be rebooted 25 System Manager Patch installation updated the Kernel,

Manage Users Search
Public Contacts
Shared Addresses

User Management

~ User Management 4 Home /[ Users [ User Management / Manage Users

7=
N

Help ?

System Presence
ACLs
Communication
Profile Password oess
Policy I'@ New |I Mare Actions ~ ‘ Advanced Search »
224 Items & Show 15 |z| Filter: Enable
[ |Last Name First Name | Display Name Login Name SIP Handle Last Login
D 23001 DuySIP 23001, DuySIP 23001@avaya.com 23001
[ 25706 25706 25706, 25706 25706@glob.avaya.com +25706
[ 2s860 SIPTr 25860, SIPTr 25860@glob.pssv19839.tma.com +25860
[0 2s861 H323Tr 25861, H323Tr 25861@glob.pssv19839.tma.com +25861
[ 2s862 SIPTr 25862, 25862 25862@glob.pssv19839.tma.com +25862
[ 2sse3 H323Tr 25863, H323Tr 25863@glob.pssvw19839.tma.com +25863
[ 2sses H323Tr 25865, H323Tr 25865@glob.pssw19835.tma.com +25865
[ 2s873 sip_25873 25873, sip_25873 25873@glob.pssv19839.tma.com +25873
[ =2s87a SIP_25874 25874, SIP_25874 25874@glob.pssv19839.tma.com +25874
[ 2s87s H323_25875 25875, H323_25875 25875@glob.pssv19839.tma.com +25875
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In the New User Profile page which appears, under the Identity section, enter values for the
following required attributes for a new user and use default values for remaining fields.
e Last Name: Enter last name of user (e.g. CU6 as noted above in Section 7.1).

the domain from Section 5.1 (e.g. 70408@svstack.com).

Authentication Type: Verify Basic is selected.
Password: Enter the password used to log into System Manager.
Confirm Password: Repeat password entered above.
Localized Display Name: Enter a display name for the user (optional).

Language Preference: Select the appropriate language from the drop-down list.

First Name: Enter first name of user (e.g. 70408as noted above in Section 7.1).
Description: Optionally enter a description.
Login Name: Enter using the format “handle@<domain>" where “<domain>"matches

The field names marked with an asterisk (*) are mandatory fields. Before you click
Commit & Continue ensure that all the mandatory fields have valid information.

¥ User Management

Manage Users
Public Contacts
Shared Addresses
System Presence
ACLs
Communication
Profile Password

Policy

4« Home / Users / User Management / Manage Users

I New User Profile I

_ Communication Profile

User Provisioning Rule «

Identity -

User Provisioning Rule:

Membership Contacts

* Last Name:
Last Name (Latin Translation):
* First Name:
First Name (Latin Translation):

Middle Name:

cus

cus

70408

70408

Description:

* Login Name:
* Authentication Type:
Password:

Confirm Password:

70408@avaya.com
Basic
---------

Localized Display Name:
Endpoint Display Name:
Title:

Language Preference:

[]

I Time Zane:

(+7:0)Bangkok, Hanoi, Jakarta,El I
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Next select the Communication Profile tab. Enter the password the user will use to register to
Session Manager in the Communication Profile Password and Confirm Password fields (e.g.
123456 was used in the sample configuration). Verify there is a default entry identified as the
Primary profile as shown below. Click on Commit & Continue to save this data.

~ User Management 4« Home [ Users / User Management / Manage Users

{44 Status
Shared Addresses User Profile Edit: 70408@avaya.com Commit & Centinue || Commit | | Cancel
System Presence
ACLs Identity * _ Membership Contacts
Communication
profile Password Communication Profile +
Policy Communication Profile Password:
Confirm Password: Cancel
|@ New | ® Delete |B Donel |0 Cancel |
‘Name
@  Primary
Select : None
* Name: |Primary
AT ~
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Next, Expand the Communication Address sub-section and select New to define a
Communication Address for the new user. Enter values for the following required attributes:
e Type: Select Avaya E.164 from the drop-down menu.
e Fully Qualified Address: Enter extension number+4470408 Domain: Verify value
matches Domain name defined in Section 5.1 (e.g. svstack.com).
Click Add to save the Communication Address. Note: The Avaya XMPP communication
address is added automatically to the communication profile because Presence Services is
enabled as part of the Avaya Midsize Enterprise template. Telephony Presence will not display
properly on a Collaboration client unless both XMPP and Avaya E.164 information have been
entered.

II ommunication Address = I

Type Handle e
Mo Records foumnd
Type: |Avaya E.164 =]
* Fully Qualified Address: [+4470408 & | zustack [=]
«Cam:el
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Scroll down to the Session Manager Profile section and expand this section. Enter the following
required values and leave other values as default.
e Primary Session Manager Select a Session Manager from the drop-down list (e.g.
sm22630).
e Survivability Server Select (None) from drop-down menu.
e Origination Application Sequence Select the Application Sequence defined for the
Communication Manager from the drop-down list (e.g. MESCM).
e Termination Application Sequence Select the Application Sequence defined for the
Communication Manager from the drop-down list (e.g. MESCM).
e Home Location Select a Location from the drop-down list (e.g. Galway Stack).
e Conference Factory Set Retain the default value of (None).

I V| Session Manager Profile "'I
SIP Reqistration
* Primary Session Manager Primary Secondary Maximum |
sm22630 (=]
: 125 i 125
Secondary Session Manager Primary | Secondary | Maximum |
Sm22690 [=]
0 5 79
Survivability Server | (None) E‘

Max, Simultaneous Devices |1 [=]

Block New Ragistration
When Maximum Registrations

Ackive?
Application Sequences
Origination Sequénce | MESCHM =]
Termination Sequence | MESCM =]
Call Routing Settings
I * Home Location | Galway Stack = I
Conference Factory Set | (None) E‘

Scroll back up to the top of the page and click on Commit & Continue (not shown) to save this
data before proceeding.
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Prior to creating the Communication Manager endpoint profile for a non-standard user / endpoint
(e.g. Avaya Communicator for Microsoft Lync ), it is recommended to create a customized
template. There is no standard template for Communicator for Lync type collaboration clients.
Using the default 9641 SIP template, a duplicate may be made which can then be used for
creating the Communication Manager endpoint profiles for these user types.

From the main System Manager page under the Services list, click on Templates.
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Under the Templates list on the left navigation menu, click on CM Endpoint. In the Endpoint
Templates check the box for System Type and Software Version as CM 6.2. Click on Show
List.

Hedp 7

| Endpoint Templates |

Supported Feature Server Versions =

5 Items Refresh Filter: Enable

System Type  Software Version .
o+ ' cM ' 63 '

CH 52
CH 5.0
=] =1
|

Select : All, None

In the Templates List screen find the template called DEFAULT_9641SIP_CM _6_3, select the
checkbox and the select the Duplicate button.

Note: Edit and Delete operations are not allowed on Default Templates.
Templates List
Miew ew| [Duphcate
63 Items Refresh Show 15 [+) Filter: Enable

Name Set Type  Owner Version Default System Type Software Version Last Modified

November 30,
DEFAULT_4602+_CM_6_3 4602+ System 0 Yes CM 6.3 2014 4:46:32 PM
+00:00
November 30,
DEFAULT_$64151PCC_CM_6_3 9641SIPCC  System 0 Yes CM 6.3 2014 4:46:31 PM
+00:00
November 30,
DEFAULT_$621SIPCC_CM_6_3 $621SIPCC  System 0 Yes M 6.3 2014 4:46:31 PM
+00:00
November 30,
DEFAULT_WCBRI_CM_6_3 WCERI System 0 Yes CcM 6.3 2014 4:46:30 PM
+00:00
November 30,
DEFAULT_S408_CM_6_3 9408 System 0 Yes CM 6.3 2014 4:46:29 PM
+00:00
November 30,
¢| DEFAULT_9641SIP_CM_6_3 9641SIP System 0 Yes M 6.3 2014 4:46:28 PM
+00:00
November 30,
DEFAULT_9608SIPCC_CM_6_3 9608SIPCC  System 0 Yes CM 6.3 2014 4:46:27 PM
+00:00
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In the next screen, Duplicate Endpoint Template, enter a name in the New Template Name
box (e.g. AC_Lync_SIP). Click on the Feature Options (F) tab.

Duplicate Endpoint Template

[Commit] [Clear] |Cancel

Template Name
* Set Type 9641SIP  [+] *| New Template Name  AC_Lync_SIP |
System Type A Software Version 6.2

l Feature Options (F) I Site Data (S) Abbreviated Call Dialing (A)

Enhanced Call Fwd (E) Button Assignment (B)

+ Class of Restriction 1 . Class Of Service 1
(COR) (cos)
*  SIP Trunk aar E];'n:plﬁe(:: ictn None 3
EE;reroency Location Message Lamp Ext.
Tenant Number 1 Coverage Path 1
Coverage Path 2 Lock Message

In the list of Features, tick the box for IP Softphone and IP Video Softphone (if Video calling
is required in Computer mode).

For Communicator for Lync user, CM extension should be enabled “call forward no answer” and

General Options (G) * _ Site Data (S) Abbreviated Call Dialing (&) Enhanced Call Fwd (E)

Button Assignment (B) Group Membership (M)

Active Station Ringing single |Z| Hunt-to Station
Auto Answer none E Display Language english |Z|
Coverage After Forwarding system |Z| :ﬂi:tga:mﬁepr - Send None |Z|
Loss Group 19 MWI Served User Type MNone |Z|
LWC Reception spe |Z| Survivable COR internal |Z|
AUDIX Name None [=] 1P Phone Group ID
Time of Day Lock Table None |Z| zmgns:;ﬂc:nso"e as-on-local |Z|
Speakerphone 2-way |Z|
::gg{;;:f::ﬂow ed default |Z| Voice Mail Number
EC500 State enabled |Z| Music Source
r Features
[ Always Use (| Idle Appearance Preference
[C] 1P Audio Hairpinning
[C] Bridged call Alerting LWC Activation
[C] Bridged Idle Line Preference [C] CDR Privacy
[[] Data Restriction Direct IP-IP Audio Connections
[C1 H.320 Conversion "] Bridged Appearance Origination Restriction
Survivable Trunk Dest
Precedence Call Waiting Coverage Message Retrieval
Restrict Last Appearance 7 per Button Ring Control i
Turn on mute for remote off-hook attempt

*Required

Done Cancel



“call forward busy” to its CS 1000 desk phone (e.g. Communicator for Lync user 70804 has CM
extension 4470408 and is set call forward to to its CS 1000 desk phone 20408)

General Options (G) * Feature Options (F)

Button Assignment (B) Group Membership

Unconditional For Internal Calls To
External Calls To

Busy For Internal Calls To
External Calls To

No Reply For Internal Calls To
External Calls To

*Required

Site Data (S) Abbreviated Call Dialing (&) Enhanced Call Fwd (E)

™)

Forwarded Destination Active

20408
20408
20408

OoooooO

20408]

Done Cancel

Select the Commit & Continue button (not shown) to save the data.

Navigate back to User Management and Manage Users as described earlier in this Section 8.2.
Edit the user “70408 CU6” and scroll down to the CM Endpoint Profile section and expand the
section. Enter the following values and use defaults for remaining fields.

e System Select Managed Element defined for Communication Manager (e.g. MESCM).

e Profile Type Select Endpoint.

e Use Existing Endpoints Leave this box unchecked to automatically create a new

endpoint when a new user is created.
e Extension Enter the CM extension number for the user (e.g. 4470408).
e Template Select the template called AC_Lync_SIP

e Security Code Enter n

umeric value used to register the Communicator for Lync SIP

endpoint. Note: this field should match the value entered for the Communication Profile
Password above (e.g. 123456).

Port Select IP from drop down menu.
Voice Mail Number Leave this field blank.
Preferred Handle Leave this set to (None).

+| CM |||d|1hiu| Profile =

| system | mESCH = I

* Profile Type | Endpoint [=]

Use Existing Endpoints

« Extension .4470408 Jlendpoint Editor |
* Template  AC_Lync_5SIP Z
Set Type

Secunty Code
* part O IP
Voice Mail Number

Preferred Handle  (Mone) -
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8.3. Synchronize Communication Profiles

System Manager provides an account synchronization feature to synchronize profiles between
the different elements of the solution e.g. CS 1000, CallPilot, etc. It synchronizes profiles in User
Management with the profiles in the respective elements. During synchronization, the account
synchronization feature uses the account data in the elements as the master data. Therefore, when
a profile data is not in synchronization with the element, the account data from the element is
copied to System Manager.

8.3.1. Avaya Communication Server 1000E

Account synchronization with CS 1000 will import and synchronize all CS 1000 users into their
previously created System Manager Identity CS 1000 Endpoint Profiles by matching each user’s
First Name and Last Name. After building the user identities, perform an on demand
synchronization with CS 1000. From the System Manager home page under Elements click on
Inventory (not shown). From the Inventory menu on the left hand side, under Synchronization,
select CS 1000 and CallPilot Synchronization. Select a row associated with the CS 1000 and
click on the Start button to initiate the synchronization process. Use the Refresh button in the
table header to verify status of the synchronization. This synchronization process will add the CS
1000 Endpoint Profile to System Manager for each CS 1000 user name match.

Aura System Manager 6.3

Home User Management % rhvento ry ® 1. Virtual Machine needs to be rebooted as System Manager Patch installation updated the Kernel,

Home [ Services / Inventory / Synchronization / C5 1000 and CallPilot Synchronization
Manage Elements N N R
_ Synchronize Communication Profiles

Erint | Refresh
Create Profiles and Communication Profile Synchronization synchronizes profiles in User Management with profiles in the elements. Select one or more elements,
in the list below, and click Start to begin the synchronization process
Note: This process can take a long time to run.
Synchronization Process: ldle

} Manage | stat N stop | [ clear | [Reload |
Serviceability Agents Elements Status Date ‘Summary (click to resolve anonymous profiles)

~ Synchronization LA EnoncsTks T profles) processed 1
Communication
System

Messaging System

UCM and
Application Server

VMPro

CS 1000 and
CallPilot

Synchronization
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8.4. Personal Call Assistant Configuration (PCA)

The PCA feature is utilized to enable the routing of calls for a CS 1000 user who is provisioned
with Avaya Communicator Microsoft Lync integration on the Communication Manager. When
calls are placed to the users published extension (DN: 70408) PCA will be used to route these
calls to an Aura Extension 4470408. The steps below describe PCA configuration for an existing
CS 1000 user (e.g. Prime DN 70408) to enable that user to be converged with a collaborated
endpoint at 4470408.

To achieve this call routing a PCA must be configured per Communicator for Lync user. When
there is a call on CS 1000to Communicator for Lync user, the PCA sends call signaling to the
Avaya client endpoint via a CS 1000 SIP trunk to Session Manager. It is presumed that the PCA
feature is licensed on the CS 1000 and enabled in the CS 1000 Customer Data Block. The
following steps are required to configure a PCA:
1. For each Communicator for Lync user:
e Configure key 0 as the Primary DN (e.g. 70408, note that CS 1000 desk phone DN for
this user should be configured as 20408).
e Configure key 1 as HOT P key with the appropriate route prefix and DN as required to
reach the twinned Avaya client endpoint. (e.g. 4470408)

Step to add PCA: first navigate to “Phones” menu of CS 1000 EM page then click “Add”:

For Phone Type select PCA-Personal Call Assistant from the drop down menu. Next check the
box to Automatically assign TN starting TN. Scroll down and select the Preview button (not
shown).

New Phones

Number of phones :

Maximum value for Attendant

Customer: 0 «

@ Phone Type PCA - Personal Call Assistant | v

Type : Template UEXTSIPL
Copy From TN * Q&

Options : [ | Defaultvalue for DES
Default value for ZONE

Only applicable to IP phone types

ﬁ
Default value for Node Id Ii
,7
ﬁ

Only applicable to UEXT-SIPL phone types

V] Automatically assign TN
starting TN
Automatically assign DN
starting DN
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The Phone Details screen appears. Enter a CS 1000 Customer Number (e.g. 0) and Designation
(e.g. Collab).

Phone Details

.93 System: EM on cs1kcores1
/
( a?j) Phone Type: PCA
Yy /
Sync Status: NEW
\ A Y

General Properties | Features | Keys | UserFields Custom View: All +

General Properties

CustomerNumber: 0 v %

Terminal Number: 096 00020 * &

Designation: CoIIab| * (1-6 characters

Scroll down to the Keys section. For Key No. 0, select SCR — Single Call Ringing from the
drop-down Key Type list. In the Directory Number enter the prime DN for the user (e.g.
70408). The First Name (e.g. 70408) and Last Name (e.g. CUG6) fields should automatically
populate at this point. For Key No. 1, select Hot_P — Hotline(PCA) from the drop-down Key
Type list. Enter the Target DN Length (e.g. 7) and the Target DN of the Collaborated endpoint
(e.g. 4470408).

Keys |
[ Key No. Key Type Key Value
SCR - Single Call Ringing -
|0 Directory Number 70408 -
Multiple Appearance Redirection Prime(MARP
First Name Last Name Desplay Format |Language
70408 Cue First Last +| Roman ~
CLID Entry (NumenicorD) 0O
ANIE Entry
HOT _P - Hotline(PCA) -
1 Target DN Length 7
Target DN 4470408 -~
NUL - Unassigned v

Select Commit (not shown) to save changes. When this is done, preform the account re-
synchronization of the CS 1000 users to System Manager again using instructions in Section
7.3.1.

White Paper / Application Note 85 of 96
©2015 Avaya Inc. All Rights Reserved.



8.5. Configuring CLID for the User’s CS 1000 desk phone

As described previously the Users CS 1000 desk phone has been configured with a new DN and
this DN is used by Avaya Communicator for Microsoft Lync Other Phone Mode to make and
receive calls on this device. While Communicator for Lync is controlling this desk phone the
correct CLID for this user is presented to other users and externally.

If the user decides to make a call from the device then the CLID for this device i.e. 20408 will be
exposed. To ensure the correct CLID is presented CS 1000 Load 15 is used to provide mapping
of the existing DN to the correct CLID.

Example:

C1000 extn (PCA) = 70408

CM Extension of Lync = 4470408
CS 1000 Desk phone = 20408
E164 number +1 303 447 0408

In LD 15 Set create a new table enter this example is using 16

INTL Country Code = +1

Entry = 16

HNTN National Area Code =303

HLCL Local Code for Listed Number = 447

DIDN_LEN DID Length = 4 (as the last 4 digits remain for the Lync extension and the CS 1000
phone and 0408 will be sent as part of the number)

scr 20408 HNT FNA 16

In LD 20 edit Key 0 of the phone to use this CLID table, configured as number 16 in this
example from Ld 15 above. This desk phone DN is 20408
key 0 scr 20408 16
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8.6. Manual Configuration of Avaya Communicator for Lync SIP client

This section shows the steps required to manually configure a Communicator for Lync as an
example of configuring a Collaboration endpoint / user to register to Session Manager.

It is presumed that the Communicator for Lync has been previously installed and the application
has been launched. Click on the settings icon to open the Settings window. From the left hand
list, select Phone. , Enter the Extension and Password and Server address of the Session
Manager (e.g. 192.168.186.87, Port 5061, TLS) and the domain name svstack.com. Click on
OK to save the settings.

Settings

Genera

Phone

Dialing Rules
Devices

Call History
Language

Web Collaboration
Security

Support
Protocol Settings
About

Phone
Extension: 70408
Password:  sessss

Servers:

Add Server

Bbme: Server: | 192.168.189.87|
Transport Type: ITLS v |

Port: 5061

—

|| Cancel ‘

ok || cancar ||

Help

Settings

Genera

Phone

Dialing Rules
Devices

Call History
Language

‘Web Collabaration
Security

Support
Protocel Settings
About

Phone

Extension-

Password:

Servers:

Diomain:

192.168.189.87:5061;transpo

m 3

Add |

svstack.com

OK l[ Cancel |[

Help
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Genera Dialing Rules
Proce

Number to dial to access an outside kne 9
Diaing Rutes
Devices Your country code 1
Video
Wegage Your area/city code 03
Web Cosaborat
;:pooj o PBX main prefx r)
AbCLt .
Number to dial for long distance calls 1
Number to dial for international calls 011
Extension length for intermnal extension calls 7
Length of national phone numbers 10

The following Dialing Rules are used for this

Conflguratlon V| Inchude area/city code when making a local call
o || Comet || nep
e ___________
Settings
H - Devices
Under Devices select Add and enter a name and the | |e===
N -
number of the user’s desk phone (20408). Dalng 235 Phone Numbers
Wideo
Language
Web Collaboration
Support
_ About
® - o %
; Add | Modity | Remove
File Meet Now Tools Help
Y i ?
Vehat=fappentng; oyt Phone numbers published to your contact
s g card in the Lync Client -= Options -=
N Barry O'Connor Phones settings will appear automatically
Available ¥ in the Other Phone menu of the Lync
A Integration Bar. Use this list to add
\= et Your Location additional devices fo the Lync Integration
® L Other Phone Menu.
a8 -‘J @‘ Phone Number g
Find someone pe) Mame 1140 Set
GROUPS ' STATUS = RELATIONSHIPS = NEW & Number 20408
Roberto Ri - Offline 144 days B
Vick Tagawa - Offline 16 days |
William Zakowski - Offline - Avaya
OK Cancel Help
4 Favorites i

Chris McGugan - Offline - Avaya

Joanna Franke - Offline 17 days

Paul Antonelli - Offline 17 days

Patsy Forester - Offline 16 days
4 Other Contacts (0/4)

Christopher Kraft - Offline 230 days This device as well as other devices specified in Lync
Juan Bogard - Offline 172 days | Options Phone such as their Mobile Phone will available to

Paul Halferd - Offline 39 days

- | the user to select to make calls through under Other Phone
Mode.

| Choose the Device for Calls:
v Computer
E Other Phone 3

Ml Mobite: +13034435555
1140 Set: 20408
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9. Verification Steps

To verify the status of some of the main elements in the solution, some checks can be carried out
on Session Manager which is a core component in the integration of all the elements.

9.1. Verify Avaya Aura® Session Manager Operational Status

To verify Session Manager operational status, navigate from the main System Manager page
under the Elements list, click on Session Manager.

. 2015 4:1

Aura System Manager 6.3 f Log off adr
Home [ _t virtual Machine needs to be rebooted as System Manager Patch installation updated the kernel, ]
Administrators Collaboration Environment Backup and Restore
Directory Synchronization Communication Manager Bulk Import and Export
Groups & Roles Communication Server 1000 Configurations
User Management Conferencing Events
User Provisioning Rule 1P Office Geographic Redundancy
Meeting Exchange Inventory
Messaging Licenses
Presence Replication
Routing Reports
Scheduler
Work Assignmen Security
Shutdown

Software Management

Templates

The Session Manager Dashboard window appears. For the Session Manager instance (e.g.
MESSM), verify that the following fields:

e Alarms should show as 0/0/0 to indicate no alarms present,
Test Pass should have a green tick-mark,
Security Module should show as Up,
Service State should show as Accept New Service,
Entity Monitoring should ideally show a count indication of 0 entity down links / total
links (in the example shown, there are 4 entity down links out of a total of 13 links — this
is because this sample Session Manager has other entity links which are not up at this
time).

Aura” System Manager 6.3

i
Home | Session Manager ¥ [ 2 Virtusl Machine needs to be rebosted 35 System Manager Patch installation updated the Kemel.

Help ?
T T Session Manager Dashboard
tion

administered Session Manager.

Session Manager Instances
Profile Editor 9

¥ Network [Serwce State - ] [Shutdowm System - ] As of 11:04 AM
Configuration
] =
[ — 3 Items o' Show ALLE Filter: Enable
Configuration . e BT Active Dt 35:"
. eCcurl ervice ntil - - ata ata -
» Application [F] |Session Manager Type |Tests Pass Alarms Module |State Monitoring E:::"t Registrations Replication | Storage Version
. Status
Configuration
No
s5m19848 Care . --- --- --- --- --- ---
EECTTTUN | e Connection

» System Tools v
[l sm22630 Core 0/0/0 Up New 20/29 0 a4 v g 6.3.11.0.631103
Service
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9.2. Verify Avaya Aura® Session Manager Entity Links Status

To further verify the Session Manager entity link status, click on System Status in the left hand
list. Click on the link to SIP Entity Monitoring. The SIP Entity Link Monitoring Status
Summary page appears. In the list of All Monitored SIP Entities, the sample configuration
shows two entity links relevant to the CS 1000 / Aura solution. These are CS1kHA and
MESCM-CS1kCollab. Click on theCS1kHA link first to check its status.

Session Manager

Administration
Communication Profile
Editor

Network Configuration
Device and Location
Configuration
Application

Configuration

SIP Entity Link Monitoring Status Summary

System Status

SIP Entity Monitoring

This page provides a summary of Session Manager SIP entity link monitoring status.

Entity Link Status for All Session Manager Instances

Run Monitor

1 Item Refresh )
Entity Links Down/Total Entity Links Partially

4/13

Session Manager Name

MESSM

Select : All, None

All Monitored SIP Entities

Managed Bandwidth

Usage

Security Module
Status

Registration

Summary
User Registrations
System Tools

Performance

12 Items Refresh Show|ALL[+]
SIP Entity Name

AAC70

CS1k Emergency
CS1kHA

EVOLUTION

MANGO

MESAES

MESCM

E |MESCM-CSlkColIab |

Filter: Enable

The SIP Entity, Entity Link Connection Status window appears. It shows All Entity Links to
SIP Entity: CS1kHA. Verify that the Conn. Status is shown as Up and the Link Status is also

Up.

SIP Entity, Entity Link Connection Status

This page displays detalled connection status for all entity links from all Session Manager instances to a single SIP entity.

| All Entity Links to SIP Entity: CS1kHA

Summary View

1 Item Refresh

Show MESSM

SIP Entity Resolved IP Port
192.168.186.107 5061 TLS Up

Filter: Enable
Link Status
200 OK Up

Proto. Conn. Status Reason Code

Similarly, from the SIP Entity Link Monitoring Status Summary page, click on the MESCM-
CS1kCollab link next to check its status (not shown). The SIP Entity, Entity Link Connection
Status window appears. It shows All Entity Links to SIP Entity: MESCM-CS1kCollab.
Verify that the Conn. Status is shown as Up and the Link Status is also Up.
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|SIP Entity, Entity Link Connection Status

This page displays detailed connection status for all entity links from all Session M

|Al| Entity Links to SIP Entity: MESCM-CS1kCollab

l\anager instances to a single SIP entity.

Filter: Enable

1Item Refresh

Name SIP Entity Resolved IP

Port Proto. | Conn. Status Reason Code Link Status

Show MESSM 192.168.186.82

5062 TLS Up 200 OK Up

9.3. Verify Avaya Aura® Session Manager Security Module Status

Next verify the Session Manager Security

Module status. From the Session Manager drop-down

list on the left hand side, click on System Status and then on Security Module Status. In the
Security Module Status window, verify the Status column displays Up as shown below.

fillHome / Elements / Session Manager / System Status / Security Module Status

Dashboard Help 2
SEEE SIS | Security Module Status |
Administration This page allows you to view the status of each Session Manager's Security Module and to perform certain actions.
Communication Profile
Ediior [Synchronize| [Certificate Mar -] [Connection Status
Network Configuration
- T iocat 1Item Refresh Show|ALL[+] Filter: Enable

evice and Location T = o= =

= Session Default = Entity Links Certificate
Conflauration | Details l Manager l Type ‘ Status | Connections ‘ IP Address ) | VLAN | Gateway NICP}Hfdmg (expected / actual) Used
S Show MESSM SM up 38 192.168.186.87/27 --- 192.168.186.65 Disabled 15/15 SIP CA
Application
Configuration
Select : None

SIP Entity Monitoring

Managed Bandwidth

Usage

Security Module I}

Status
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9.4. Verify Registrations of SIP Endpoints

To verify that SIP endpoints have successfully registered with the Session Manager, perform the
following check. From the Session Manager drop-down list on the left hand side, click on
System Status and then on User Registrations. In the User Registrations window, verify the
status of the sample endpoint which was successfully logged in per Section 8.5 (i.e. user “70408,
CUG6”) by checking that it is registered with the primary (Prim) session manager.

| Home [ EI ts / S ion M ger [ System Status [ User Registrations [+
Help ?

User Registrations

Select rows to send notifications to devices. Click on Details column for
complete registration status.

Customize ¥
View + | Default Force Unregister AS—I: [_)ev!ce Reboot Reload - Failback | As of 2:40 PM . -
Notifications: Advanced Search @&
1Item Found & Show | ALL v Filter: Disable, Apply, Clear
_ . Registered
[ |petails Address A= Last Name Actua_l IP Address REIP'IDtE Shaced 5""'."“' AST.
Mame Location oOffice Control Devices Device Prim Sec | Surv
fro408
=
O Show I 70408 @sip.avaya.com T0408 CUs 192.168.92.89 O O 1/1 AC) II:I
Select : All, None
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10. Conclusion

This Application Note describes the configuration and test results for Communicator for Lync
registered to Avaya Aura and interworking with CS 1000 Release 7.6.

The solution is made up of the either Avaya Aura® Midsize Enterprise system or discreet Aura
component and Avaya Communication Server 1000E Release with CallPilot Release. This can
be considered as a stepping stone for Avaya Communication Server 1000E installed base
migration to a full Avaya Aura solution.

Within the test set up calls to and from Communicator for Lync users were performed with the
following user types were successfully tested.

A list of the clients tested in the sample configuration is as follows:
CS 1000 Users:

11xx IP (UNISTIM) desk phone

12xx IP (UNISTIM) desk phone

12002p2/i2004p2 (UNISTIM) desk phone

39xx Digital desk phone

Avaya Communicator Microsoft Lync Users:
e Communicator for Lync clients registered to Communication Manager (SIP) making calls
On Other Phone Mode through CS 1000 registered devices
o 11xx IP (UNIStim) desk phone — CS 1000
12xx IP (UNIStim) desk phone — CS 1000
12002p2/i2004p2 (UNISTIM) desk phone — CS 1000
39xx Digital desk phone — CS 1000

o O O

Aura Users:

e Avaya Communicator for Windows — ME

e Remote Avaya Communicator for Windows registered to ME via ASBCE

e One-X Communicator (SIP/SIP)
All testing was successful with the exception of those issues and limitations documented in
Section 1.2.

White Paper / Application Note 93 of 96
©2015 Avaya Inc. All Rights Reserved.



11.

Additional References

Relevant Application Notes:

Al

A2.

A3.

Application Note to administer voice mailboxes on Avaya CallPilot® R5.1 to provide
shared messaging services for users in a CS 1000 Collaboration Pack solution.
Configuring Secure SIP Connectivity using Transport Layer Security (TLS) between
Avaya Aura® Communication Manager R6.3, Avaya Aura® Session Manager R6.3 and
Avaya Communication Server 1000E R7.6.

Application Notes for Configuring Converged and Native Users in a Collaboration Pack
1.1 for Avaya Communication Server 1000E Release 7.6

Additional Avaya product documentation is available at http://support.avaya.com.

Avaya Communicator for Microsoft Lync technical documentation

Administrating Avaya Communicator for Microsoft Lync on Aura Release 6.4

Specific CS 1000Release 7.6 documentation guides relevant to this sample configuration are:

Software Input Output Reference — Administration Avaya Communication Server 1000
(NN43001-611).

Software Input Output Reference — Maintenance Avaya Communication Server 1000
(NN43001-711).

IP Peer Networking Installation and Commissioning Avaya Communication Server 1000
(NN43001-313).

Unified Communications Management Common Services Fundamentals Avaya
Communication Server 1000 (NN43001-116).

Element Manager System Reference — Administration Avaya Communication Server
1000 (NN43001-632).

Emergency Services Access Fundamentals Avaya Communication Server 1000
(NN43001-613).

Call Detail Recording Fundamentals Avaya Communication Server 1000 (NN43001-
550).

Relevant Avaya Aura® documentations are also listed below for reference:

ME Intelligent Workbook,

Overview of Avaya Aura® Solution for Midsize Enterprise, Release 6.3,
Implementing Avaya Aura® Solution for Midsize Enterprise Template Release 6.3,
Installation and Upgrades for the Avaya G430 Branch Gateway,

Administering Avaya Aura® Communication Manager(Doc ID 03-300509),
Administering Avaya Aura® Communication Manager Server Options(Doc ID 03-
603479),

Administrating Avaya Aura® System Manager,
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A sample of Avaya CallPilot documentation guides relevant to this sample configuration are
listed below for reference:

e Avaya CallPilot® Fundamentals Guide (NN44200-100)
Avaya CallPilot® Library Listing (NN44200-117)
Avaya CallPilot® Planning and Engineering Guide (NN44200-200)
Avaya Meridian 1 and Avaya CallPilot® Server Configuration Guide (NN44200-302)
Avaya Communication Server 1000 System and Avaya CallPilot® Server Configuration
Guide (NN44200-312)
e Avaya CallPilot® Administrator Guide (NN44200-601)
e Avaya CallPilot® Software Administration and Maintenance Guide (NN44200-600)
e Avaya CallPilot® 202i Server Maintenance and Diagnostics Guide (NN44200-708)

A sample of documentation references relevant to the optional CS 1000 / Aura solution
components of Avaya Aura® Conference and ASBCE are given below. These documents can be
obtained from http://support.avaya.com.
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