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Notice

Every effort was made to ensure that the information in this document was complete and accurate at
the time of printing. However, information is subject to change.

Warranty

Avaya Inc. provides a limited warranty on this product. Refer to your sales agreement to establish the
terms of the limited warranty. In addition, Avaya's standard warranty language as well as information
regarding support for this product, while under warranty, is available through the following Web site:
http://www.avaya.com/support.

Preventing Toll Fraud

“Toll fraud” isthe unauthorized use of your telecommunications system by an unauthorized party (for
example, a person who is not a corporate employee, agent, subcontractor, or is not working on your

company's behalf). Be aware that there may be arisk of toll fraud associated with your system and that,
if toll fraud occurs, it can result in substantial additional charges for your telecommunications services.

Avaya Fraud Intervention

If you suspect that you are being victimized by toll fraud and you need technical assistance or support,
in the United States and Canada, call the Technical Service Center's Toll Fraud Intervention Hotline at
1-800-643-2353.

How to Get Help

For additional support telephone numbers, go to the Avaya support Web site:
http://www.avaya.com/support.

If you are:

» Within the United States, click the Escalation Management link. Then click the appropriate link
for the type of support you need.

 Outside the United States, click the Escalation Management link. Then click the International
Services link that includes telephone numbers for the international Centers of Excellence.

Providing Telecommunications Security

Telecommuni cations security (of voice, data, and/or video communications) is the prevention of any
type of intrusion to (that is, either unauthorized or malicious access to or use of) your company's
telecommunications equipment by some party.

Your company's “telecommunications equipment” includes both this Avaya product and any other
voice/data/video equipment that could be accessed viathis Avaya product (that is, “ networked
equipment”).

An “outside party” is anyone who is not a corporate employee, agent, subcontractor, or is not working
on your company's behalf. Whereas, a“malicious party” is anyone (including someone who may be
otherwise authorized) who accesses your telecommunications equipment with either malicious or
mischievous intent.
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Such intrusions may be either to/through synchronous (time-multiplexed and/or circuit-based) or
asynchronous (character-, message-, or packet-based) equipment or interfaces for reasons of:

« Utilization (of capabilities special to the accessed eguipment)

* Theft (such as, of intellectual property, financia assets, or toll facility access)
 Eavesdropping (privacy invasions to humans)

» Mischief (troubling, but apparently innocuous, tampering)

» Harm (such as harmful tampering, data loss or alteration, regardless of motive or intent)

Be aware that there may be arisk of unauthorized intrusions associated with your system and/or its
networked equipment. Also realize that, if such an intrusion should occur, it could result in avariety of
losses to your company (including but not limited to, human/data privacy, intellectual property,
material assets, financial resources, labor costs, and/or legal costs).

Responsibility for Your Company’s Telecommunications Security

The final responsibility for securing both this system and its networked equipment rests with you -
Avaya's customer system administrator, your telecommunications peers, and your managers. Base the
fulfillment of your responsibility on acquired knowledge and resources from avariety of sources
including but not limited to:

* Installation documents

» System administration documents

* Security documents

» Hardware-/software-based security tools

* Shared information between you and your peers
» Telecommunications security experts

To prevent intrusions to your telecommunications equipment, you and your peers should carefully
program and configure:

* Your Avaya-provided telecommunications systems and their interfaces

* Your Avaya-provided software applications, as well as their underlying hardware/software
platforms and interfaces

» Any other equipment networked to your Avaya products

TCP/IP Facilities

Customers may experience differencesin product performance, reliability and security depending
upon network configurations/design and topol ogies, even when the product performs as warranted.

Standards Compliance

Avaya lnc. is not responsible for any radio or television interference caused by unauthorized
modifications of this equipment or the substitution or attachment of connecting cables and eguipment
other than those specified by Avaya Inc. The correction of interference caused by such unauthorized
modifications, substitution or attachment will be the responsibility of the user. Pursuant to Part 15 of
the Federal Communications Commission (FCC) Rules, the user is cautioned that changes or
modifications not expressly approved by Avaya Inc. could void the user’s authority to operate this
equipment.



Product Safety Sandards

This product complies with and conforms to the following international Product Safety standards as
applicable:

Safety of Information Technology Equipment, IEC 60950, 3rd Edition including al relevant national
deviations as listed in Compliance with IEC for Electrical Equipment (IECEE) CB-96A.

Safety of Information Technology Equipment, CAN/CSA-C22.2
No. 60950-00 / UL 60950, 3rd Edition

Safety Requirements for Customer Equipment, ACA Technical Standard (TS) 001 - 1997

One or more of the following Mexican national standards, as applicable: NOM 001 SCFI 1993, NOM
SCFI 016 1993, NOM 019 SCFI 1998

The equipment described in this document may contain Class 1 LASER Device(s). These devices
comply with the following standards:

» EN 60825-1, Edition 1.1, 1998-01
» 21 CFR 1040.10 and CFR 1040.11.

The LASER devices operate within the following parameters:

* Maximum power output: -5 dBm to -8 dBm
 Center Wavelength: 1310 nm to 1360 nm

Luokan 1 Laserlaite
Klass 1 Laser Apparat

Use of controls or adjustments or performance of procedures other than those specified herein may
result in hazardous radiation exposures. Contact your Avaya representative for more laser product
information.

Electromagnetic Compatibility (EM C) Standards

This product complies with and conforms to the following international EM C standards and all
relevant national deviations:

Limits and Methods of Measurement of Radio Interference of Information Technology Equipment,
CISPR 22:1997 and EN55022:1998.

Information Technology Equipment — Immunity Characteristics — Limits and Methods of
Measurement, CISPR 24:1997 and EN55024:1998, including:

Electrostatic Discharge (ESD) |EC 61000-4-2
Radiated Immunity IEC 61000-4-3

Electrical Fast Transient |EC 61000-4-4
Lightning Effects |EC 61000-4-5

Conducted |mmunity |EC 61000-4-6

Mains Frequency Magnetic Field IEC 61000-4-8
Voltage Dips and Variations | EC 61000-4-11
Powerline Harmonics | EC 61000-3-2

Voltage Fluctuations and Flicker IEC 61000-3-3

Federal Communications Commission Statement



Part 15:

Note: This equipment has been tested and found to comply with thelimitsfor a Class A digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful inter ference when the equipment is operated in a commercial
lenvironment. This equipment gener ates, uses, and can radiate radio frequency energy and, if
not installed and used in accordance with the instruction manual, may cause har mful
interferenceto radio communications. Operation of thisequipment in aresidential areaislikely
to cause harmful interference in which case the user will berequired to correct theinterference
at hisown expense.

Part 68: Answer-Supervision Signaling

Allowing this equipment to be operated in amanner that does not provide proper answer-supervision
signaling isin violation of Part 68 rules. This equipment returns answer-supervision signals to the
public switched network when:

 answered by the called station,

 answered by the attendant, or

* routed to arecorded announcement that can be administered by the customer premises equipment
(CPE) user.

This equipment returns answer-supervision signals on al direct inward dialed (DID) calls forwarded
back to the public switched tel ephone network. Permissible exceptions are:

e A call isunanswered.
* A busy toneis received.
* A reorder toneisreceived.

Avaya attests that this registered equipment is capable of providing users access to interstate providers
of operator services through the use of access codes. Modification of this equipment by call
aggregators to block access dialing codes is a violation of the Telephone Operator Consumers Act

of 1990.

REN Number
For MCC1, SCC1, CMC1, G600, and G650 M edia Gateways:

This equipment complies with Part 68 of the FCC rules. On either the rear or inside the front cover of
this equipment is alabel that contains, among other information, the FCC registration number, and
ringer equivalence number (REN) for this equipment. If requested, this information must be provided
to the telephone company.

For G350 and G700 M edia Gateways:

This equipment complies with Part 68 of the FCC rules and the requirements adopted by the ACTA.
On therear of this equipment is alabel that contains, among other information, a product identifier in
the format USSAAAEQ#ET XXX X. The digits represented by ## are the ringer equival ence number
(REN) without adecimal point (for example, 03 isaREN of 0.3). If requested, this number must be
provided to the telephone company.

The REN is used to determine the quantity of devices that may be connected to the telephone line.
Excessive RENs on the telephone line may result in devices not ringing in response to an incoming
call. In most, but not all areas, the sum of RENs should not exceed 5.0. To be certain of the number of
devices that may be connected to aline, as determined by the total RENs, contact the local telephone
company.



REN is not required for some types of analog or digital facilities.

M eans of Connection
Connection of this equipment to the telephone network is shown in the following tables.

For MCC1, SCC1, CMC1, G600, and G650 Media Gateways:

Manufacturer’s Port FIC Code SOC/REN/ Network
Identifier A.S.Code Jacks
Off/On premises station OL13C 9.0F RJ2GX,
RJ21X,
RJ11C
DID trunk 02RV2-T 0.0B RJ2GX,
RJ21X
CO trunk 02GS2 0.3A RJ21X
02LS2 0.3A RJ21X
Tietrunk TL31IM 9.0F RJ2GX
Basic Rate Interface 021S5 6.0F, 6.0Y RM9C
1.544 digital interface 04DU9-BN  6.0F RJ8C,
RJA8M
04DU9-IKN  6.0F RJA8C,
RJA8M
04DU9-ISN  6.0F RJ8C,
RJ48M
120A3 channel serviceunit  04DU9-DN  6.0Y RJM8C

For G350 and G700 M edia Gateways:

Manufacturer’s Port FIC Code SOC/REN/ Network
Identifier A.S.Code Jacks
Ground Start CO trunk 02GS2 1.0A RJ11C
DID trunk 02RV2-T AS.O RJ11C
Loop Start CO trunk 02LSs2 0.5A RJ11C
1.544 digital interface 04DU9-BN  6.0Y RJ8C
04DU9-DN  6.0Y RJ8C
04DU9-IKN  6.0Y RJ8C
04DU9-ISN  6.0Y RJM8C
Basic Rate Interface 021S5 6.0F RJ49C

If the terminal equipment (for example, the media server or media gateway) causes harm to the
telephone network, the telephone company will notify you in advance that temporary discontinuance
of service may be reguired. But if advance notice is not practical, the telephone company will notify
the customer as soon as possible. Also, you will be advised of your right to file acomplaint with the
FCC if you believe it is necessary.

The telephone company may make changes in its facilities, equipment, operations or procedures that
could affect the operation of the equipment. If this happens, the tel ephone company will provide
advance notice in order for you to make necessary modifications to maintain uninterrupted service.



If trouble is experienced with this equipment, for repair or warranty information, please contact the
Technical Service Center at 1-800-242- 2121 or contact your local Avaya representétive. If the
equipment is causing harm to the telephone network, the telephone company may request that you
disconnect the equipment until the problem is resolved.

A plug and jack used to connect this equipment to the premises wiring and telephone network must
comply with the applicable FCC Part 68 rules and requirements adopted by the ACTA. A compliant
telephone cord and modular plug is provided with this product. It is designed to be connected to a
compatible modular jack that isalso compliant. It is recommended that repairs be performed by Avaya
certified technicians.

The equipment cannot be used on public coin phone service provided by the telephone company.
Connection to party line service is subject to state tariffs. Contact the state public utility commission,
public service commission or corporation commission for information.

This equipment, if it uses a telephone receiver, is hearing aid compatible.

Canadian Department of Communications (DOC) Interference Information
ThisClass A digital apparatus complies with Canadian ICES-003.
Cet appareil numérique de laclasse A est conforme ala norme NMB-003 du Canada.

This equipment meets the applicable Industry Canada Termina Equipment Technical Specifications.
Thisisconfirmed by the registration number. The abbreviation, IC, before the registration number
signifiesthat registration was performed based on a Declaration of Conformity indicating that Industry
Canada technical specifications were met. It does not imply that Industry Canada approved the
equipment.

DECLARATIONS OF CONFORMITY
United States FCC Part 68 Supplier’s Declaration of Conformity (SDoC)

Avaya Inc. in the United States of America hereby certifies that the equipment described in this
document and bearing a TIA TSB-168 label identification number complies with the FCC's Rules and
Regulations 47 CFR Part 68, and the Administrative Council on Terminal Attachments (ACTA)
adopted technical criteria.

Avaya further asserts that Avaya handset-equipped termina equipment described in this document
complies with Paragraph 68.316 of the FCC Rules and Regulations defining Hearing Aid
Compatibility and is deemed compatible with hearing aids.

Copies of SDoCssigned by the Responsible Party in the U. S. can be obtained by contacting your local
sales representative and are available on the following Web site: http://www.avaya.com/support.

All Avaya media servers and media gateways are compliant with FCC Part 68, but many have been
registered with the FCC before the SDoC processwas available. A list of all Avayaregistered products
may be found at: http://www.part68.org by conducting a search using “Avaya’ as manufacturer.

European Union Declarations of Conformity

&S

Avaya Inc. declares that the equipment specified in this document bearing the “CE” (Conformité
Europeénne) mark conforms to the European Union Radio and Telecommunications Terminal
Equipment Directive (1999/5/EC), including the Electromagnetic Compatibility Directive
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(89/336/EEC) and Low Voltage Directive (73/23/EEC). This equipment has been certified to meet
CTR3 Basic Rate Interface (BRI) and CTR4 Primary Rate Interface (PRI) and subsets thereof in
CTR12 and CTR13, as applicable.

Copies of these Declarations of Conformity (DoCs) can be obtained by contacting your local sales
representative and are available on the following Web site: http://www.avaya.com/support.

Japan

ThisisaClass A product based on the standard of the Voluntary Control Council for Interference by
Information Technology Equipment (VCCI). If this equipment is used in a domestic environment,
radio disturbance may occur, in which case, the user may be required to take corrective actions.

ZORE T, FHABEESERES A TEAERS (VCCT) ol
ZEASC 7 7 ANFRFER T, ZoREXFEERE THEMT5 L Elk
HEEGISEIT LN HY E9. ZOEEITITEEE S EY) 5 i A
HEIERSNWDEBEHVET,

To order copies of thisand other documents:

Cal: Avaya Publications Center
Voice 1.800.457.1235 or 1.207.866.6701
FAX 1.800.457.1764 or 1.207.626.7269

Write: Globalware Solutions
200 Ward Hill Avenue
Haverhill, MA 01835 USA
Attention: Avaya Account Management

E-mail:  totalware@gwsmail.com

For the most current versions of documentation, go to the Avaya support Web site:
http://www.avaya.com/support.
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Welcome

Why this book?

You have told us that you want step-by-step instructions on everyday
administration tasks for Avaya Communication Manager. This book
contains the information you need for basic phone system
administration.

Although some steps might vary between the different versions of the
software, these instructions are designed to help you through the most
basic operations.

If you are familiar with earlier versions of this book, you will notice
some changes:

» Thefields on some forms have changed.

* We have moved the area code instructions to a section on
routing.

« We have given troubleshooting its very own book, the Avaya
Communication Manager Little Instruction Book for Basic
Diagnostics, 555-233-758.
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14  We wrote this book for you!

We wrote this book for you!

Use thisbook if you are a system administrator. Use it before you
attend training, and take it with you to your class. Mark it up, make
notesin it, and use it daily even after you complete training.
This book isfor you if:
* You are anew administrator taking over from someone else.
* You arefilling in for your company’s regular administrator.
¢ You want to refresh your memory.

What information is in this book?

The Little Instruction Book for Basic Administration is divided into
sections to guide you through your day-to-day operations.

Getting started provides an overview of a phone system and types of
phones. It providesinstructionsto log in, save changes, and log off.

Planning the system explains how to read and update your dia plan. It
also explains how to change feature access codes.

Managing phones explains how to add, change, and remove phones
from your system. It also explains how to alias phones and how to
customize a phone.

Managing features explains how to administer useful features
including abbreviated dialing, pickup groups, call forwarding, call
coverage, and bridged appearances.

Routing outgoing calls explains how to add area codes and prefixes.
This section also includes instructions for setting up ARS partitioning
and authorization codes.

November 2003
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Enhancing system security explains how to add and change user
logins and passwords. This section also provides an overview of
security issues related to Communication Manager.

Keeping records provides guidelines for keeping records and explains
how to print certain system reports. This section also explainshow to
contact the Communication Manager helpline, and listswhat
information you need to gather before you call.

How to use this book

Become familiar with the following terms and conventions. They help
you use this book with Communication Manager.

« A*“form” isthe display of fieldsand prompts that appear on a
termina monitor screen. See Figure 2, Terminal form for
login, on page 27 for an example of aform and how it is
shown in this book.

*  Weusetheterm “phone” in this book. Other Avaya books
might refer to phones as tel ephones, voice terminals, stations,
or endpoints.

» Keysand buttons are printed as follows: KEY.

» Titles of forms are printed in a bold constant width italic font,
asfollows: FORM DI SPLAY.

« Tomoveto acertain field on aform, you can use the TAB key,
directional arrows, or the ENTER key on your keyboard.

e If you use terminal emulation software, you need to determine
what keys correspond to ENTER, RETURN, CANCEL, HELP,
NEXT PAGE, €tC.

e Commands are printed in abold constant width font, as
follows: conmand.

» Variables are printed in abold constant width italic font, as
follows: vari abl e.

November 2003
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How to use this book

We show complete commands in this book, but you can
always use an abbreviated version of the command. For
example, | i st configuration station canbetyped
aslist config sta.

We show commands and forms from the newest rel ease of
Communication Manager and refer to the most current books.
Substitute the appropriate commands for your system and
refer to the manuals you have available.

If you need help constructing a command or completing a
field, remember to use HELP.

— When you press HELP at any point on the command
ling, alist of available commands appears.

— When you press HELP with your cursor in afield on a
form, alist of valid entries for that field appears.

Text (other than commands) you should type in aform are
printed in abold font, as follows: text.

The status line or message line can be found near the bottom
of your monitor. Thisiswhere the system displays messages
for you. Check the message line to see how the system
responds to your input. Write down the message if you need to
call the helpline.

When a procedure requires you to press ENTER to save your
changes, the form you were on clears. The cursor then returns
to the command prompt. The message line shows “command
successful |y conpl et ed” to indicate that the system
accepted your changes.

November 2003
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Systems, circuit packs, and media
modules

e Theword “system” isagenera term encompassing all
references to an Avaya media server running Communication
Manager.

« Circuit pack codes (for example, TN780 or TN2182B) are
shown with the minimum acceptabl e al phabetic suffix (likethe
“B” in the code TN2182B). Generally, an a phabetic suffix
higher than that shown is aso acceptable. However, not every
vintage of either the minimum suffix or a higher suffix codeis
necessarily acceptable. A suffix of “P” means that firmware
can be downloaded to that circuit pack.

« Theterm “cabinet” refersto the external casing (shell) of an
MCC1, SCC1, CMC1, G600, or G650 Media Gateway. Circuit
packs are installed in the cabinet in a specific carrier (row),
and in aspecific dot within that carrier.

* Thedesignation “UUCSSpp” refers to the location (address)
of acircuit pack in cabinet-carrier-dot-port order. In this
address designation, UU is the cabinet number, C isthe carrier
letter, SS isthe slot number of a specific circuit pack, and pp
(if applicable) is aspecific port on the circuit pack. A sample
address for port 4 on acircuit pack on an MCC1 Media
Gateway might look like this: 02A0704.

e A G350 or G700 Media Gateway uses media modules instead
of circuit packs. The media module addressis designated as
XXXVSpp, where XXX is the administered number of the
media gateway, VS is the slot number of a specific media
module location on the media gateway, and pp (if applicable)
isaspecific port on the mediamodule. The V isnot avariable
and needs to be included in the command exactly where
shown. A sample address for port 4insdot V3 onan MM711
Media Module on a G700 Media Gateway might look like
this: 002V 304.

November 2003



18 Admonishments

If an S8300 Media Server isinstalled in a G700 Media
Gateway, it must be installed in slot number V1.

Admonishments

We use the following iconsin this book:

o NOTE:

Draws attention to information.

CAUTION:

Indicates possible harm to software, possible loss of data, or
possible service interruptions.

ASECURITY ALERT:

Indicates when system administration might leave your system
open to toll fraud.

Security concerns

Toll fraud isthe theft of long distance service. When toll fraud occurs,
your company is responsible for charges. See the Avaya Toll Fraud
and Security Handbook, 555-025-600, for information on how to
prevent toll fraud. You can aso call the Avaya Security Hotline at

1 800 643 2353 or contact your Avaya representative.

November 2003



Welcome 19

Trademarks

All trademarks identified by ® or ™ are registered trademarks or
trademarks, respectively, of Avaya, Inc. All other trademarks are the
property of their respective owners.

Related books

There are two companions to this book:

* The Avaya Communication Manager Little Instruction Book
for Advanced Administration, 555-233-757

* The Avaya Communication Manager Little Instruction Book
for Basic Diagnostics, 555-233-758

The Administrator’s Guide for Avaya Communication Manager,
555-233-506, explains system features and interactions in greater
detail. The Administrator’s Guide provides a reference how to plan,
operate, and administer your system.

0 NOTE:

Prior to April 1997, this same information was in two separate
books: the DEFINITY Implementation and the DEFINITY
Feature Description books.

We also refer to the Overview for Avaya Communication Manager,
555-233-767, and the Avaya Toll Fraud and Security Handbook,
555-025-600.

November 2003



20  Tell us what you think!

Tell us what you think!

Tell uswhat you like or do not like about this book. Although we
cannot respond personally to al your feedback, we read each
response. Your suggestions make this book more useful for everyone.

Writetousat:  Avaya
Product Documentation Group
Room B3-H13
1300 W. 120th Avenue
Denver, CO 80234 USA

Fax to: 1303538 1741

Send e-mail to:  document@avaya.com

How to get this book on the Web

If you have internet access, you can view and download the latest
version of Avaya Communication Manager Little Instruction Book for
Basic Administration. To view this book, you must have a copy of
Acrobat Reader.

o NOTE:

If you do not have Acrobat Reader, you can get a free copy at
http://www.adobe.com.

To get the latest version of this book:

1 Gotothe Avaya customer support Web site at
http://www.avaya.com/support/.

2  Click the Product Documentation link.

November 2003
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Welcome
3 Type 555-233-756 (the document number) in the Search
Support text box, then click Go.
How to order more copies
cdl: Avaya Publications Center
Voice: 1-800-457-1235 or 1-207-866-6701
Fax: 1-800-457-1764 or 1-207-626-7269
Write: Globalware Solutions
Attn: Avaya Account Management
200 Ward Hill Ave
Haverhill, MA 01835 USA
E-mail: totalware@gwsmail.com
Order: Document No. 555-233-756, Issue 6, November
2003

We can put your name on an order list so you will automatically
receive updated versions of this book. For more information and to
receive future issues of this book, contact the Avaya Publications
Center.

November 2003
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22 How to get help

How to get help

If you need additional help, go to the Avaya customer support Web
site at_http://www.avaya.com/support/.

If you are:

« Within the United States, click the Escalation Management
link. Then click the appropriate link for the type of support
you need.

» Outside the United States, click the Escalation Management
link. Then click the International Serviceslink, which
includes phone numbers for the international Centers of
Excellence.

You can also access the following servicesin the USA. You might
need to purchase an extended service agreement to use some of these
services. Contact your Avaya representative for more information.

Avaya Communication Manager Helpline (for 1800 225 7585
help with feature administration and system
applications)

AvayaNational Customer Care Center Support 1 800 242 2121
Line (for help with maintenance and repair)

Avaya Toll Fraud Intervention 1800 643 2353
Avaya Corporate Security 1800 822 9009

November 2003
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1 Getting started
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This section contains a brief overview of a system running Avaya
Communication Manager. It also explains how to log in to your
communication system, change the date and time, save changes to the
system, and log off.

Overview of Avaya Communication
Manager

Avaya Communication Manager organizes and routes voice, data,
image, and video transmissions. Your system can be connected to
communications paths that transmit voice and data signals between
the phone system and a central office, and to other public and private
networks. Figure 1, Sample system running Avaya Communication
Manager, on page 24 shows typical system connections, software
packages, and additional hardware.

To find more detailed information and a comprehensive overview of
Communication Manager, refer to your Overview for Avaya
Communication Manager, 555-233-767.

0 NOTE:

Your equipment may be different from the equipment shown in
the figure.
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24 Overview of Avaya Communication Manager

Figure 1: Sample system running Avaya Communication
Manager

Avaya Interactive Gateway

Response (IR)

IP Telephone
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Basic Call
Management
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Computer

Computer

cydfgar2 LAO 070803 Computer

System running Avaya Communication
Manager

Your system running Communication Manager may include some or
al of the following components:

* Avaya Interactive Response (IR)— provides response to
spoken information

e System Access Terminal (SAT) — alows remote connection
for administration and reports
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e Basic Call Management System (BCMS) — collects
information and prints reports on call-center performance

e ASAI — dlowsintegration between adjunct computers and
systems running Communication Manager

« Cadll Detail Recording (CDR) — collects, stores, filters, and
prints records on calls handled by your system
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* Message Manager — access to AUDIX voice processing on a
personal computer

* PCwithterminal emulation software — allows remote system
administration from a personal computer

e Cal Accounting System (CAS) — uses call records to create
billing reports for the hospitality industry

« Call Management System (CMS) — collects information and
generates reports on telemarketing centers

e AUDIX workstation — allows you to administer voice mail

e System printer/LAN gateway — connects to the system
printer and local area network server

Phone types

Your system may have a combination of phone types administered as
user phones. As you make changes to your system, you' Il need to
know whether each phone is an analog, digital, hybrid, ISDN, or IP
phone.

For alist of phone types and how they should be administered, refer to
the “ Station” section in the Administrator’s Guide for Avaya
Communication Manager, 555-233-506.

o NOTE:

Avaya no longer supports some older phone models.
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Accessing your system

You need to log in before you can administer your communication
system. To log in, you need to know:

e your login and password

« thetype of terminal or terminal emulation program that you
are using

Change your password frequently, at |east once a month, to help keep
hackers out of your system. For instructions on how to change your
password or add new logins, refer to Assigning and changing users on
page 112.

Logging into the system

0 NOTE:

If your system requires Access Security Gateway procedures,
refer to the Administrator’s Guide for Avaya Communication
Manager, 555-233-506, for more information.

1  Atthe prompt, type your login ID and press ENTER.
The system prompts you for your password.
2 Typeyour password and press ENTER.

Your password does not display on the form. Be sure to keep
your password private.

The system prompts you for your terminal type. (The terminal
type enclosed in square brackets is the default.)
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Figure 2: Terminal form for login

Logi n:
Passwor d:

System XXXXXX Sof twar e Versi on: XXXXXXXXXXXX

Term nal Type: (513, 715, 4410, 4425, VT220): [513]

3 PresseNTER if you are using the default terminal. Otherwise,
enter the terminal type and press ENTER.

Onceyou login, “Command” appears. The system is ready to accept a
new command.

Setting the system time and date
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Update the system time and date for events such as leap year or
daylight savings time. The correct time and date ensure that records
are correct.

0 NOTE:

Changing the date and time may modify Call Detail Recording
(CDR) data by 9 hours and 59 minutes. Therefore, you should
change the date and time after normal business hours.

To set the system time and date:
1 Typeset time and pressENTER.
The DATE AND TI ME form appears.
2 Complete the appropriate fields.

Use a 24-hour clock to set the hour. For example, for 2:00 p.m.
(14:00) type 14. Do not try to update the Second field
because it automatically resetsto O when you press ENTER.
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3 PressENTER to save your changes.

Figure 3: Date and Time form
DATE AND TI ME

DATE
Day of the Wek: _ Month:
Day of the Month: __ Year: __
T ME
Hour: __ Mnute: __ Second:
XX Type:

Dayl i ght Savi ngs Rul e:

4  Typedi spl ay ti nme and pressENTER to double check the
new date and time.

o NOTE:

When you change the date or time, some display phones may
not automatically refresh the display. If this happens, have each
user press the date/time button on their phone and the display
should update.

See the Administrator’s Guide for Avaya Communication Manager,
555-233-506, for more information about setting the date and time on
your system.

Saving changes

There are two methods for saving changes to your system: temporary
saves and permanent backups.
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Temporary save

Asyou are working with the system, your changes to the system
memory are considered temporary. These changes are lost if your
system loses power before the next permanent save (or backup).

1 PressENTER to save any changes you make on aform.

When you pressENTER, “command successful |y
conpl et ed” appears and the cursor returns to the command
prompt.

Permanent backup

A permanent backup copies your changes from the system memory to
acard (also caled aflash ROM), disk, or tape. You can perform
manual backups or your system may be administered to automatically
backup every 24 hours.

o NOTE:

To determine if your system backs up automatically, type
di spl ay systentparaneters mai nt enance and see
if you have scheduled maintenance.

When you make large changes, perform amanual backup in case your
system loses power before the next backup. To create a backup:

1 Besurethat the backup card or tapeisin place.
2 Check the alarms panel and clear any active alarms.
3 Typesave transl ati on and presseENTER.

The save process may take up to 10 minutes. You cannot
administer your system while the save process takes place.

If an error message appearsin the Conmand Conpl eti on
St at us field, clear the error and repeat the save process.
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Accessing your system

Figure 4: Save Translation form
SAVE TRANSLATI ON

Processor Conmmand Conpl etion Status Error Code
SPE_A Success 0

Itisagood ideato have at least two backups. You can run the backup
again to a second card, or you can copy an automatic backup with the
backup command (if your system allows). You may want to keep this
second (or athird) backup off premises to ensure you could recover
from a disaster or system failure.

See the Administrator’s Guide for Avaya Communication Manager,
555-233-506, for more information about performing backups of your
system.

Saving announcements

You can save announcements only if your system has an integrated
announcement board and you have administered announcements.

See the Avaya Communication Manager Little Instruction Book for
Advanced Administration, 555-233-757, for information about Voice
Announcements over LAN (VAL) and VAL Manager.

If you change your recorded announcements and you have a TN750C
board, the system automatically saves your changes to the on-board
FLASH memory.

If you have aTN750 or TN750B board, you need to manually save
the recorded announcements on your system.
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1 Typesave announcenents and pressENTER to save the
changes.

This process can take up to 40 minutes. You cannot administer
your system while the system is saving announcements.

0 NOTE:

If you have both TN750B and TN750C boards, save
announcements to the TN750B dlot.

See the Administrator’s Guide for Avaya Communication Manager,
555-233-506, for more information about saving announcements.

Logging off the system

For security reasons, log off every time you leave your terminal.
1 Tolog off the system, typel ogof f and press ENTER.

You may see a security form that indicates that you have
Remote Access, Facility Test, or Busied Out administered.
You may want to disable these features before you log off. For
more information about these features, refer to the Avaya
Communication Manager Little Instruction Book for Basic
Diagnostics, 555-233-758.

Thisform also indicates whether or not you have any active
minor or magjor alarms that you should address before you end
your session.

2  Typey and press ENTER to proceed with log off.
If you use terminal emulation software to administer the switch, you

should log off the system and exit the emulation application before
aternating or switching to another software package.
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2 Planning the
system
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This section provides you with background on system-wide functions.
It explains how to read and use your dial plan, and shows you how to
make simple changes such as adding extension ranges. This section
also explains how to assign feature access codes.

Understanding the dial plan

Your dial plantellsyour system how to interpret dialed digits. For
example, if you dia 9 on your system to access an outside ling, it is
actually the dial plan that tells the system to find an external trunk
when a dialed string begins with a 9.

The dial plan also tells the system how many digits to expect for

certain calls. For example, the dial plan may indicate that al internal
extensions are 4-digit numbers that start with 1 or 2.
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Dial plans with Avaya Communication Manager

0 NOTE:

In this book, we do not usually explain each form as thoroughly
aswedo the dial plan. However, thisform serves as the basis
for almost everything in the system, so we wanted to be sure
you have a clear understanding of how to read and update your
dial plan. The forms shown may not exactly match your system.

If you have a system that is running Communication Manager,
see Dial plans with Avaya Communication Manager on page 34.
If you have a system that is running Avaya software rel ease R10
or earlier, see Dial plans with Avaya software release R10 or
earlier on page 41. If you need more information, refer to the
Administrator’s Guide for Avaya Communication Manager,
555-233-506.

Dial plans with Avaya Communication

Manager

Communication Manager allows you to create your dia plan using
from three to seven digits.

o NOTE:

If you have a system running Avaya software release R10 or
earlier, see Dial plans with Avaya software release R10 or
earlier on page 41.

Let ustake alook at an example dial plan so you'll know how to read
your system’s dia plan. The following figure shows an example of a
simpledial plan.
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Figure 5: Dial Plan Analysis Table form
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A set of three columns indicate how long the dialed string will be for
each type of call. For example, this dial plan shows that when users
dial a7-digit number that starts with 5, they are dialing an extension.

The third column may have any of the following call types:

» Attendant (attd) — Defines how users call an attendant. Attd
access numbers can be any number from 0 to 9 and only
contain one or two digits. In our example figure, the system
calls an attendant when users dial 0.

If you usethe At t endant Access Code field onthe
FEATURE ACCESS CODE ( FAC) form, you cannot make
an “attd” entry here. For more information, see Multi-location
dial planson page 40, and the Administrator’s Guide for Avaya
Communication Manager, 555-233-506, for more
information.

e Automatic Alternate Routing (aar) — Used to route calls
within your company over your own private network.
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Dial plans with Avaya Communication Manager

0 NOTE:

Before you can use this call type in your dial plan, the

ARS/ AAR Di al i ng wit hout FACfeature must be
enabled. To check if thisis enabled, usethedi spl ay

syst em par amet ers cust oner - opt i ons command.

When dialing digitsof Cal | Type aar, assoon asthe dialed
digits have reached the administered length, the digits are
treated asif an AAR feature access code (FAC) was dialed.
Control istransferred and the digits are routed according to the
AAR Analysis and Digit Conversion forms.

In our example, extensions of 3xxx cannot be dialed directly.
Whenever auser dialsthe first digit of 3, the system
immediately interprets the dialed string as an AAR string and
transfers control to AAR.

Extensions of 3xxx can only be accessed using AAR Digit
Conversion. That is, you must dial alonger AAR number from
which AAR Digit Conversion deletes leading digitsto form a
number of the form 3xxx.

Automatic Route Selection (ars) — Used to route callsthat go
outside your company over public networks. ARSisalso used
to route callsto remote company locationsif you do not have a
private network.

o NOTE:

Before you can use this call type in your dial plan, the

ARS/ AAR Di al i ng wit hout FACfeature must be
enabled. To check if thisis enabled, usethedi spl ay

syst em par anet ers cust oner - opt i ons command.
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When dialing digitsof Cal | Type ars, assoon asthe dialed
digits have reached the administered length, the digits are
treated asif an ARS feature access code (FAC) was dialed.
Control istransferred and the digits are routed according to the
ARS Analysis and Digit Conversion forms.

In our example, extensions of 4xxxx cannot be dialed directly.
Whenever auser dialsthe first digit of 4, the system
immediately interprets the dialed string as an ARS string and
transfers control to ARS.

Extensions of 4xxxx can only be accessed using ARS Digit
Conversion. That is, you must dia alonger ARS number from
which ARS Digit Conversion deletes leading digitsto form a
number of the form 4xxxx.

For more information, see Understanding ARS analysis on
page 96.

Dia Access Codes (dac) — Allows you to use trunk access
codes (tac) and feature access codes (fac) in the same range.
For example, you could define the group 100-199 for dacs,
which would alow both facs and tacs in that range. Dial
access codes can start with any number from 1 to 9 and
contain up to 4 digits. Thefirst digit can a'so be* and #. In our
example figure, dial access codes begin with 1 and must be

3 digitslong, so this company can have a feature access code
set to 133 and atrunk access code assigned to 134.

Extensions (ext) — Defines extension ranges that can be used
on your system. In our example, extensions must be in the
ranges: 3000—3999, 4000049999, 5000000-5999999,
6000000—6999999, and 90000—99999.
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Feature Access Codes (fac) — facs can be any humber from 1
to 9 and contain up to 4 digits. You can use* or #, but only as
afirst digit. In our example, this company can use * 31 to
activate a feature and use #31 to deactivate the same feature.
Our example also shows that one fac can be set to 8 (first
digit 8, only one digit long).

Displaying your dial plan

You might want to take this opportunity to look at and interpret your
own dia plan. To display your system’s dial plan:

1

Typedi spl ay di al pl an anal ysi s and pressSENTER.

Modifying your dial plan

It is easy to make changes to your dial plan. For example, let usadd a
new range of dial access codesto the dial plan. We want to be able to
assign both facs and tacs in the 700—-799 range.

1

o O~ WN

Typechange di al pl an anal ysi s and pressENTER.
The Dl AL PLAN ANALYSI S TABLE form appears.
Move the cursor to the next available row.

Type 7 in thefirst column.

Type 3 in the second column.

Type dac in the third column.

Press ENTER to save your changes.
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Adding extension ranges to your dial plan

You may find that as your needs grow you want a new set of
extensions. Before you can assign a station to an extension, the
extension must belong to arangethat isdefined inthe dia plan. Let us
add anew set of extensions that start with 8 and are 6 digits long
(800000-899999).

To add this set of extensions to the dial plan:

1 Typechange dial pl an anal ysi s and pressENTER.
TheDl AL PLAN ANALYSI S TABLE form appears.
Move the cursor to the next available row.

Type 8 in the first column.
Type 6 in the second column.
Type ext in the third column.

o O~ WN

Press ENTER to save your changes.

Adding feature access codes to your dial
plan

Asyour needs change, you may want to add a new set of feature
access codes for your system. Before you can assign afac on the
FEATURE ACCESS CODE form, it must conform to your dial plan.

In our example, if you want to assign a feature access code of 33 to
Last Number Dialed, first you need to add a new fac range to the dial
plan. To add a fac range from 30-39:

1 Typechange di al pl an anal ysi s and presseNTER.
The Dl AL PLAN ANALYSI S TABLE form appears.
2 Movethe cursor to the next avail able row.
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40  Dial plans with Avaya Communication Manager

Type 3 in thefirst column.
Type 2 in the second column.
Type fac in the third column.

o 01~ W

Press ENTER to save your changes.

Multi-location dial plans

When a customer migrates from amultiple independent node network
to asingle distributed server whose gateways are distributed across a
data network, it may initially appear asif somedial plan functions are
no longer available.

The multi-location dial plan feature preservesdial plan uniquenessfor
extensions and attendants that were provided in amultiple
independent node network, but appear to be unavailable when
customers migrate to a single distributed server. Thisfeatureis
available with Communication Manager, release 2.0.

For example, in adepartment store with many locations, each location
might have had its own switch with a multiple independent node
network. The same extension could be used to represent a unique
department in all stores (extension 4567 might be the luggage
department). If the customer migrates to a single distributed server, a
user could no longer dial 4567 to get the luggage department in their
store. The user would have to dial the complete extension to connect
to the proper department.

Instead of having to dial acomplete extension, the multi-location dial
plan feature allows a user to dial a shorted version of the extension.
For example, a customer can continue to dial 4567 instead of having
to dial 123-4567.
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Communication Manager takes the location prefix and adds those
digitsto the front of the dialed number. The switch then analyzes the
entire dialed string and routes the call based on the administration on
the DI AL PLAN PARAMETERS form.

Prerequisites

Before you can administer the multi-location dial plan feature, the
Mul ti pl e Locati ons field onthe OPTI ONAL FEATURES
form must be enabled. To check if thisis enabled, usethedi spl ay
syst em par anet ers customner-opti ons command. The
Mul ti pl e Locati ons fieldison page 3 of the OPTI ONAL
FEATURES form.

)
c
c
c

<
o

For amore detailed explanation of this feature, its function, and the
necessary forms, see the Administrator’s Guide for Avaya
Communication Manager, 555-233-506.

Dial plans with Avaya software release R10
or earlier

0 NOTE:

If you have a system running Avaya Communication Manager,
see Dial plans with Avaya Communication Manager on page 34.

Let ustake alook at an example dial plan so you'll know how to read
your system’s dia plan. The following figure shows an example of a
simpledial plan.
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Dial plans with Avaya software release R10 or earlier

Figure 6: Dial Plan Record form

-

UDP Ext ension Search Order: | ocal -extensions-first
FIRST DIG T TABLE
First
Digit

HFrIeoNouhwNe

DI AL PLAN RECORD Page 1 of 1 \
Local Node Number:
ETA Node Nunber:
UniformDialing Plan: 4-digit ETA Routing Pattern:

Lengt h
- 4-

-1- - 2- 5 6
ext
ext
aar ext
ars ext
ext
dac
fac
attd
fac

fac /

If you look at the lower half of the DI AL PLAN RECORD form, you
seetheFI RST DI G T TABLE. Thistable defines the dialing plan
for your system.

Therowsinthe Fl RST DI G T TABLE indicate what the system
does when the row’sfirst digit is dialed. The columns indicate how
long the dialed string will be for each type of call. For example, this
dial plan shows that when users dial a4-digit number that starts with
2, they are dialing an extension.

TheFI RST DI G T TABLE may have any of the following call
types:

e Attendant (attd) — Defines how users call an attendant. Attd
access humbers can be any number from 0 to 9 and only
contain one or two digits. In our example figure, the system
calls an attendant when usersdial 0.

« Automatic Alternate Routing (aar) — Used to route calls
within your company over your own private network.
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0 NOTE:

Before you can use this call type in your dial plan, the

ARS/ AAR Di al i ng wit hout FACfeature must be
enabled. To check if thisis enabled, usethedi spl ay

syst em par amet ers cust oner - opt i ons command.

When dialing digitsof Cal | Type aar, assoon asthe dialed
digits have reached the administered length, the digits are
treated asif an AAR feature access code (FAC) was dialed.
Control istransferred and the digits are routed according to the
AAR Analysis and Digit Conversion forms.

In our example, extensions of 3xxx cannot be dialed directly.
Whenever auser dialsthe first digit of 3, the system
immediately interprets the dialed string as an AAR string and
transfers control to AAR.

Extensions of 3xxx can only be accessed using AAR Digit
Conversion. That is, you must dial alonger AAR number from
which AAR Digit Conversion deletes leading digitsto form a
number of the form 3xxx.

« Automatic Route Selection (ars) — Used to route calls that go
outside your company over public networks. ARSisalso used
to route callsto remote company locationsif you do not have a
private network.

0 NOTE:

Before you can use this call type in your dial plan, the

ARS/ AAR Di al i ng wit hout FACfeature must be
enabled. To check if thisis enabled, usethedi spl ay

syst em par anet ers cust oner - opt i ons command.
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When dialing digitsof Cal | Type ars, assoon asthe dialed
digits have reached the administered length, the digits are
treated asif an ARS feature access code (FAC) was dialed.
Control istransferred and the digits are routed according to the
ARS Analysis and Digit Conversion forms.

In our example, extensions of 4xxxx cannot be dialed directly.
Whenever auser dialsthe first digit of 4, the system
immediately interprets the dialed string as an ARS string and
transfers control to ARS.

Extensions of 4xxxx can only be accessed using ARS Digit
Conversion. That is, you must dia alonger ARS number from
which ARS Digit Conversion deletes leading digitsto form a
number of the form 4xxxx.

For more information, see Understanding ARS analysis on
page 96.

Dial access codes (dac) — Allows you to use trunk access
codes (tac) and feature access codes (fac) in the same range.
For example, you could define the group 300-399 for dacs,
which would alow both facs and tacs in that range. Dial
access codes can start with any number from 1 to 9 and
contain up to 4 digits. You can use* or #, but only asafirst
digit. In our example figure, dial access codes begin with 6
and must be 3 digits long, so this company can have afeature
access code set to 633 and atrunk access code assigned to 634.

Extensions (ext) — Defines extension ranges that can be used
on your system. In our figure, extensions must be in the
ranges. 1000—1999, 20002999, 3000—3999, 4000049999,
and 5000-5999.

Feature access codes (fac) only — facs can be any humber
from 1to 9 and contain up to 4 digits. You can use * or #, but
only asafirst digit. In our example, this company can use * 31
to activate a feature and use #31 to deactivate the same
feature. Our example a so shows that one fac can be set to 9
(first digit 9, only one digit long).
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Miscellaneous code (misc) — (for R10 or earlier only) these
codes are used if you want to have more than one kind of code
start with the same digit and be the same length. Using amisc
code requires that you also define a second digit table. Refer to
the DEFINITY Enterprise Communications Server Release 10
Administrator’s Guide, 555-233-506, for information about
the second digit table. Our example does not show this code.

Displaying your dial plan

You might want to take this opportunity to look at and interpret your
own dia plan. To display your system’s dial plan:

1

Typedi spl ay di al pl an and press ENTER.

Modifying your dial plan

It is easy to make changes to your dial plan. For example, let usadd a
new range of dial access codesto the dial plan. We want to be able to
assign both facs and tacs in the 700—-799 range.

1

Typechange di al pl an and press ENTER.
The DI AL PLAN RECORD form appears.
Move the cursor to the 7th row in the 3rd column.

This field defines what the system does when users dial any
number from 700 to 799.

Type dacin the selected field.
Press ENTER to save your changes.
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Adding extension ranges to your dial plan

As your needs grow, you may want a new set of extensions. Before
you can assign a station to an extension, the extension must belong to
arange that is defined in the dia plan. Let us add a new set of
extensions that start with 8 and are 4 digits long (8000—8999).

To add this set of extensions to the dial plan:
1 Typechange di al pl an and press ENTER.
The Dl AL PLAN RECORD form appears.
Move the cursor to the 8th row in the 4th column.
Type ext in the selected field.

Press ENTER to save your changes.

Adding feature access codes to your dial
plan

Asyour needs change, you may want to add a new set of feature
access codes for your system. Before you can assign afac on the
FEATURE ACCESS CODE form, it must conform to your dial plan.

In our example, if you want to assign a feature access code of 77 to
Last Number Dialed, you need to add a new fac range to the dia plan.
To add afac range from 70-79:
1 Typechange di al pl an and press ENTER.
The Dl AL PLAN RECORD form appears.
Move the cursor to the 7th row and the 2nd column.
Typefac in the selected field.

Press ENTER to save your changes.
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Changing feature access codes

Feature access codes (FAC) allow usersto activate and deactivate
features from their phones. A user who knows the fac for a feature
does not need a programmed button to use the feature. For example, if
you tell your users that the FAC for the Last Number Dialed is* 33,
then users can redial a phone number by entering the FAC, rather than
requiring a Last Number Dialed button.
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Many features already have factory-set feature access codes. You can
use these default codes or you can change them to codes that make
more sense to you. However, every fac must conform to your dial plan
and must be unique. For more information about the dial plan, refer to
Understanding the dial plan on page 33.

Let ustry an example. If you want to change the feature access code
for Call Park to * 72:

1 Typechange feature-access-codes and press
ENTER.

The FEATURE ACCESS CODE ( FAC) form appears.
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Changing feature access codes

Figure 7: Feature Access Code (FAC) form
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Access Code 2: *33
Deactivation: *55
Deactivation: *44

/

Move the cursor to the Cal |
Type*72intheCal |

old code.

Par k Access Code field.
Par k Access Code field over the

4 PressENTER to save your changes.

If you try to enter a code that is assigned to a feature, the
system warns you of the duplicate code and does not allow
you to proceed until you change one of them.

o NOTE:

To remove any feature access code, delete the existing fac and

leave the field blank.
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3 Managing
phones

This section explains how to add, swap, or remove the phones on your
system. This section also gives you tips for customizing your own
phone so it has the feature buttons you need for many administration
and troubl eshooting tasks.

0 NOTE:

Note that this section does not tell you how to administer
attendant consoles or | P softphones. If you need to add or
modify an attendant console or |P softphone, refer to the
Administrator’s Guide for Avaya Communication Manager,
555-233-506.

Adding new phones

When you are asked to add a new phone to the system, what do you
do first? To connect a new phone you need to do three things:

e find an available port
« wirethe port to the cross-connect field or termination closet
« tell the phone system what you’re doing
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Before you can determine which port to use for the new phone, you
need to determine what type of phone you are installing, what ports
are available, and where you want to install the phone.

Gathering necessary information

Determine whether the phone is an analog, digital, ISDN, IR,
or hybrid set.

You need this information to determine the type of port you
need, because the port type and phone type must match. If you
do not know what type of phone you have, refer to the
“Station” section in the Administrator’s Guide for Avaya
Communication Manager, 555-233-506, for alist of phone
types and how they should be administered.

o NOTE:

Avaya no longer supports some older phone models.

Record the room location, jack number, and wire number.

You may find this information on the jack where you want to
install the phone, recorded in your system records, or from the
technician responsible for the physical installation.

Display the available boards (circuit packs) and ports — or
media modules and ports.

To view alist of available ports on your system, typel i st
configuration stations and presSENTER.
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0 NOTE:

Because information is dlightly different for different system
configurations, portions of this chapter are divided into two
groups. MCC1, SCC1, CMC1, G600, or G650 Media
Gateways, and G350 or G700 Media Gateways.

Figure 8: System Configuration form

/ SYSTEM CONFI GURATI ON
Boar d Assi gned Ports
Nunber Board Type Code Vi nt age u=unassi gned t=tti p=psa
01A05 DI G TAL LI NE TN754B 000002 0l u 03 u 05u 07 08
01A06 ANALOG LI NE TN742 000010 01 020304 u u u u
01B05 ANALOG LI NE TN746B 000008 u u u u u u u u
u u u u u u u u
01C04 ANALCG LI NE TN746B 000008 u u u u u u u u
u u u u u u u u
01005 DI G TAL LI NE TN2224 000004 0Olu u 04 u u 0708
u u u u u u u u
01C06 HYBRI D LI NE TN762B 000004 0102P P P P P P
01009 MET LI NE TN735 000005 Olu u u u u u u
01C10 DI G TAL LI NE TN754 000004 Uu u u u u u u u
001Vv2 DCP WM MW 12AP HW2 FW05 u u u u u u u

u u

\OOlVB ANA MM MW 11AP HW3 FW16 u u

cc
c
=

The SYSTEM CONFI GURATI ON form shows all the boards
(circuit packs) or media modules on your system that are
available for connecting phones. You can see the board
number, board type, and status of each board’s ports.

4 Choose an available port and record its port address.

Each port that is available or unassigned isindicated by a‘u.’
Choose an available port from a board type that matches your
phone type (such as aport on an analog board for an analog
phone).

Every phone must have avalid port assignment, also called a
port address. The combined board number and port number is
the port address.
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MCC1, SCC1, CMC1, G600, or G650 Media Gateways:

If you want to attach a phone to the 3rd port on the 01C05
board, the port address is 01C0503 (01=cabinet, C=carrier,
05=dlot, 03=port).

G350 or G700 Media Gateways:

If you want to attach a phone to the 3rd port on the MM 711
media module, the port address is 001V 303 (001=number of
the G700 Media Gateway, V3=dot, 03=port).

0 NOTE:

If you add several phones at one time, you may want to print a
paper copy of the SYSTEM CONFI GURATI ON form. To print
theform to aprinter attached to the system terminal, typel i st
configuration stations print andpresseNTER. TO
print to the system printer that you use for scheduled reports,
typel i st configuration stations schedule

i mredi at e and presSENTER.

Choose an extension humber for the new phone.

The extension you choose must not be previously assigned and
must conform to your dial plan. You should also determine
whether this user needs an extension that can be directly dialed
(DID) or reached through a central phone number.

Be sure to note your port and extension selections on your
system’s paper records.
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Physically connecting the phone

Once you have collected all the information, you are ready to
physically wire the port to the cross-connect field.

If you have an Avaya representative or on-site technician who

completes the physical connections, you need to notify them that you
are ready to add the phone to the system. To request that Avayainstall
the new connections, call your Avaya representative to place an order.

If you are responsible for making the connections yourself and if you
have any questions about connecting the port to the cross-connect
field, refer to your system installation guide.

Now you are ready to configure the system so that it recognizes the
new phone.

Completing the station forms

The information that you enter on the St at i on form advisesthe
system that the phone exists and indicates which features you want to
enable on the phone.

To access the STATI ON form for the new phone:

1 Typeadd station n andpresseNTER, wheren isthe
extension for the new phone.

Make sure the extension conforms to your dial plan. You can
asousetheadd station next command to add aphone
to the next available extension.

When the STATI ON form appears, you see the extension
number and some default field values. For example, the
following form is for a new phone at extension 2345.
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Figure 9: Station form

/ STATI ON \
Ext ensi on: 2345 Lock Messages? _ BCC. __
Type: 8411D Security Code: ___ N 1
port: Coverage Path 1: _ COR 1
Nane: Coverage Path 2: _ cos: 1

o

STATI ON OPTI ONS

Hunt-to Station: _

Loss Goup: __ Personal i zed Ringing Pattern: 1
Data Modul e? __ Message Lanp Ext: 2345
Speaker phone: 2-way Mite Button Enabl ed? y
Di spl ay Language: english

Medi a Conpl ex Ext: _
| P Sof t phone? n

_/

5

Type the model number of the phone into the Ty pe field.

For example, to install a8411D phone, type 8411D in the
Type field. Note that the displayed fields may change
depending on the model you add.

Type the port addressin the Por t field.
Type aname to associate with this phone in the Nane field.

The name you enter appears on called phones that have
display capabilities. Also, some messaging applications
recommend that you enter the user’s name (last name first)
and their extension to identify the phone.

Press ENTER to save your changes.

To make changes to this new phone, such as assigning coverage paths
or feature buttons, type change st ati on n and presSENTER,
where n isthe extension of the new phone.
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Using station templates to add phones

A quick way to add phonesisto copy theinformation from an existing
phone and modify it for each new phone. For example, you can
configure one phone as atemplate for an entire work group. Then, you
merely duplicate the template STATI ON form to add all the other
extensionsin the group.

Note that only phones of the same model can be duplicated. The
duplicate command copies al the feature settings from the template
phone to the new phones.

To duplicate an existing phone:

1 Typedi spl ay stationnandpressenTER, wheren isthe
extension of the STATI ONform you want to duplicate to use
asatemplate. Verify that this extension is the one you want to
duplicate.

Press CANCEL to return to the command prompt.

3 Typeduplicate stationnandpresseNTER, wheren is
the extension you want to duplicate.

The system displays a blank duplicate STATI ONform.
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Figure 10: Duplicate Station form

/

Ext . Por t

STATI ON ﬁ\\\

Security
Nare Code Room Jack Cabl e

/

5

Type in the extension, port address, and phone name for each
new phone you want to add.

Therest of the fields are optional. You can complete them at
any time.

Press ENTER to save your changes to system memory.

To make changes to these phones, such as assigning coverage paths or
feature buttons, type change st ati on n and pressSeNTER,
where n is the extension of the phone that you want to modify.

Using an alias

Not every phone model has aunique STATI ONform in the system.
You might have to use an available model number as an “alias’ for
another. If you need to enter a phone type that the system does not
recognize or support, use an alias.
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For example, you may need to install a phone model that is newer
than your system. In this case, you can use an available model type
that best matches the features of your phone. You can refer to your
phone's manual to determine which aliasto use. If your manual does
not have this information, contact the Communication Manager
helpline for an appropriate alias.

For example, we will create two aliases: one to add a new 6220 phone
and one to add modems to our system.

1  Seeyour new phone's manual to find the correct alias.

In our example, we find that the 6220 should be administered
on an older system as a 2500 phone.

2 Typechange alias station andpressRETURN.
The ALI AS STATI ONform appears.

Figure 11: Alias Station form

/ ALI AS STATI ON \

Alias Set Type Supported Set Type
6220 2500
nodem 2500

K "# indicates previously aliased set type is now native J

3 Type6220intheAl i as Set Type field.
Thisisthe name or model of the unsupported phone.

4  Type2500intheSupported Set Type field.
Thisisthe name or model of the supported phone.
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5 Typemodem inthesecond Al i as Set Type field.

You can call the alias set anything you like. Once you define
the alias, you can use the alias set in the Ty pe field on the
St ati on screen.

6 Type2500inthesecond Supported Set Type field.

Entering 2500 indicates to the system that these models are
basic analog devices.

7  PressENTER to save your changes.

Now you can follow the instructions for adding a new phone (or
adding afax or modem). Communication Manager now recognizes
the new type (6220 or modem) that you entered in the Ty pe field.

Be sure to see your phone's manual for instructions on how to set
feature buttons and call appearance buttons. Note that if you need to
use an alias for a phone, you may not be able to take advantage of al
the features of the new phone.

Adding or changing feature buttons

Once you add a phone to the system, you can use the station form to
change the settings for the phone, such as adding or changing feature
button assignments. The system allows you to assign features or
functionality to each programmable button. It is up to you to decide
which features you want for each phone and which feature you want
to assign to each button.

o NOTE:

If you have 6400-series phones, your users can administer some
of their own feature buttons. See “ Setting up Terminal Self
Administration” in the Administrator’s Guide for Avaya
Communication Manager, 555-233-506, for more information.
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To assign feature buttons:

1 Typechange stationn andpresseNTER, wheren isthe
extension for the phone you want to modify.

The STATI ON form appears.

2 PressNEXT PAGE until you locatethe Feat ure Butt on
Assi gnnent fields.

Some phones have several feature button groups. Make sure
that you are changing the correct button. If you do not know
which button on the phone maps to which button-assignment
field, refer to your phone’s manual, or refer to the
Administrator’s Guide for Avaya Communication Manager,
555-233-506.

Move the cursor to the field you want to change.

Type the button name that corresponds to the feature you want
to add.

To determine feature button names, press HELP or refer to the
Administrator’s Guide for Avaya Communication Manager,
555-233-506.

5  PressENTER to save your changes.
Some phones have default assignments for buttons. For example, the
following figure shows that the 8411D includes defaults for 12

softkey buttons. It already has assignments for features like Leave
Word Calling and Call Forwarding.
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Figure 12: Default softkey assignments for an 8411D phone

STATI ON \

SOFTKEY BUTTON ASSI GNVENTS

lwe-store

| we- cancel

aut o- chack
timer

call-fwd Ext :
call-park
date-tinme
priority
abr - prog
abr-spchar Char: ~

abr - spchar Char: ~w J

K

e
NEQOINOURWNE

/
E

If you do not use an alias, you can easily assign different featuresto
these buttons if you have different needs.

If you use an alias, you must leave the default softkey button
assignments. The system allows you to change the button assignments
on the form, and the features work on the aias phone. However, the
labels on the display do not change.
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Customizing your phone

This section provides recommendations for setting up or enhancing
your personal phone. You need a phone that is powerful enough to
allow you to use al the features you may give to other employees.
You may want to add feature buttons that allow you to monitor or test
the system, so that you can troubleshoot the system from your phone.

It will be much easier to monitor and test your system if you have a
phone with:

« alarge multi-button display (such as 8434D or 8410D)
e aclassof service (cos) that has console permissions
« thefollowing feature buttons

— ACA and Security Violations (assign to lamp buttons)
— Busy verify

— Cover message retrieval button

— Major/minor alarm buttons

— Trunk ID buttons

— Verify button

Once you select a phone, you'll want to determine if you want to
place this phone at your desk or in the switch room. If the phoneisin
the switch room (near the system administration terminal), you can
quickly add or remove feature buttons to test features and facilities.
You may decide that you want a phone at both your desk and in the
switch room — it’s up to you.
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Upgrading phones

You may also find it handy to set up multiple phones for testing
applications and features before you provide them to users. You may
want to have a phone that mimics each type of user phone in your
organization. For example, if you have four basic phone templ ates,
one for executives, one for marketing, one for technicians, and onefor
other employees, you may want to have examples of each of these
phones so you can test new features or options. Once you are satisfied
that achange works on the test phone, you can make the change for all
the usersin that group.

Upgrading phones

If you want to change phone types for a user and do not need to
change locations, you can just access the station form for that
extension and enter the new model number.

o NOTE:

This method can be used only if the new phone type matchesthe
existing port type (such as digital phone with adigital port).

For example, if auser at extension 4556 currently has a 7410+ phone
and you want to replace it with a new 6408D+ phone:

1 Typechange station 4556 and presSENTER.
The STATI ONform for extension 4556 appears.
2 Overwrite 7410+ with 6408D+ in the Ty pe field.

Now you can access the functions and feature buttons that
correspond to an 6408D+ phone.
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Swapping phones

You will often find that you need to move or swap phones. For
exampl e, employees moving from one office to another may want to
bring their phones.

In general, to swap one non-IP phone (phone A) with another non-1P
phone (phone B), you change phone A’s port assignment to x, change
phone B’s port assignment to A’s old port, and, finally, change the x
for phone A to B's old port.

These swapping instructionswork only if the two phones are the same
type (both digital or both analog, etc.).

0 NOTE:

You can use Terminal Translation Initialization (TTI) to merge
an x-ported extension to avalid port. You can also use
Automatic Customer Telephone Rearrangement (ACTR) to
unplug certain phones from one location to move them to a new
location without additional switch administration. Refer to the
Administrator’s Guide for Avaya Communication Manager,
555-233-506, for information about TTI and ACTR.

To swap an |P phone, simply move the phone and update the site data
(see step #7 in the following instructions). For an IP phone, you
should also update the 911 information. See E911 ELIN for IP wired
extensions on page 93 for more information.
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For example, to swap phones for extension 4567 (port 01C0505) and
extension 4575 (port 01C0516), complete the following steps:

1 Typechange station 4567 and presSENTER.

2 Record the current port address (01C0505) and type x in the
Port field.

Press ENTER to0 save your changes.

Typechange station 4575 and presseENTER.
Record the current port address (01C0516).

Type 01C0505 inthe Por t field.

Update the Roomand Jack fields.

Press ENTER to save your changes.

© 00 N o 00~ W

Typechange station 4567 again and press ENTER.
10 Type01CO0516inthePort fied.

Thisisthe port that used to be assigned to extension 4575.
11  Update the Roomand Jack fields.
12 PressENTER to save your changes.

13 Physicaly unplug the phones and move them to their new
locations.

When you swap phones, the system keeps the old button assignments.
If you are swapping to a phone with softkeys, the phone could have
duplicate button assignments, because softkeys have default
assignments. You may want to check your button assignments and
modify them as necessary.
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Removing phones

Before you physically remove a phone from your system, check the
phone's status, remove it from any group or usage lists, and then
delete it from the system’s memory.
For example, to remove a phone at extension 1234:
1 Typestatus station 1234 and pressENTER.
The GENERAL STATUS form appears.
2 Make sure that the phone:
* isplugged into the jack
e isidle(not making or receiving calls)

» has no messages waiting (message waiting lamp)

» hasno active buttons (such as Send All Calls or Call
Forwarding)

3 Typelist groups-of-extension 1234 and press
ENTER.

The EXTENSI ON GROUP MEMBERSHI P form shows
whether the extension is a member of any groups on the
system.

Press CANCEL.

If the extension belongsto a group, access the group form and
delete the extension from that group.

For example, if extension 1234 belongs to pickup group 2,
typechange pi ckup group 2 and delete the extension
fromthelist.

6 Typelist usage extension 1234 and presSENTER.

The USAGE form shows whether the extension is used in any
vectors, has any bridged appearances, or used as a controller.

7  PressCANCEL.
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10

If the extension appears on the USAGE form, access the
appropriate feature form and del ete the extension.

For example, if extension 1234 belongs to hunt group 2, type
change hunt group 2 and deletethe extension from the
list.

Typechange station 1234 and pressENTER.

Delete any bridged appearances or personal abbreviated
dialing entries and press ENTER.

Typer enove station 1234 and presseENTER.

The system displays the station form for this phone so you can
verify that you are removing the correct phone.

o NOTE:

12

13

14

Be sure to record the port assignment for thisjack in case you
want to use it again later.

If thisisthe correct phone, press ENTER.

The system responds with command successful |y
conpl et ed.

If the system responds with an error message, the phoneis
busy or still belongs to agroup. Press CANCEL to stop the
request, correct the problem, and enter r enove st ati on
1234 again.

Remove the extension from voice mail serviceif the extension
has a voice mail box.

Typesave transl ati ons and press ENTER to save your
changes.

Note that you do not need to del ete the extension from coverage paths.
The system automatically adjusts coverage paths to eliminate the
extension.
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Now you can unplug the set from the jack and store it for future use.
You do not need to disconnect the wiring at the cross-connect field.
The extension and port address remain available for assignment at a
later date.

Once you successfully remove a set, that set is permanently erased

from system memory. If you want to reactivate the set, you haveto
add it again as though it were a new phone.
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4 Managing
features

This section explains how to administer some of the major
Communication Manager features. It provides instructions for
changing feature parameters, using abbreviated dialing, creating
pickup groups, setting up call forwarding, defining coverage paths,
and administering bridged call appearances.
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Changing feature parameters

You can modify the system parameters that are associated with some
of the system features. For example, you can use the system
parameters to allow music to play if callers are on hold or to allow
trunk-to-trunk transfers on the system.

o NOTE:

You can find most of the system-wide parameters on the
FEATURE- RELATED SYSTEM PARAMETERS form.
However, if you have DEFINITY ECS R6.3.1 or later, some
parameters have moved to new forms, such asthe SYSTEM
PARAMETERS CALL COVERAGE/ CALL FORWARDI NG
form.
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Changing feature parameters

Generally, Avaya sets your system parameters when your system is
installed. However, you can change these parameters as your
organization’s needs change.

As an example, say that your company uses Call Park, where a call
can be put on hold and picked up from any other phone within the
system. You need to change the time limit for parked calls from 10 to
5 minutes.

To change the time limit for parked calls:

1

Typechange system paraneters features and
press ENTER.

The FEATURE- RELATED SYSTEM PARAMETERS form
appears.

Figure 13: Feature-Related System Parameters form

-

I nternal

\ Di splay Calling Nunber for Roomto Room Caller ID Calls?

Aut omatic Cal | back -

O f-Prem ses Tone Detect Tinmeout Interval

Aut o- Answer for Attd-Extended/ Transferred Calls?

Abbrevi ated Di al
Aut o Abbrevi at ed/ Del ayed Transition Interval

FEATURE- RELATED SYSTEM PARAMETERS \
Sel f Station Display Enabl ed?
Trunk-to-Trunk Transfer?

No Answer Tineout Interval (rings):
Call Park Timeout Interval (mnutes):
(seconds):
AAR/ ARS Di al Tone Required?

Misic (or Silence) On Transferred Trunk Calls:
DI D/ Tie/l SDN I ntercept Treatnent:

Messagi ng Service Adjunct (MSA) Connected?

S5 3
o
>
0]

‘g\‘<‘8\0‘l\w

QD

=
—_
o

ransferred
Autonmatic Circuit Assurance (ACA) Enabl ed?
Programm ng by Assigned Lists?
(rings):
for Caller ID Anal og Term nal s:

Pr ot ocol el | core

S WNIDS S| S

Type5intheCal | Park Ti meout Interval
(m nut es) field and press ENTER to save the change.

If aparked call is not answered within 5 minutes, the call
returns to an attendant or to the user who put the call in park.

November 2003



Managing features 71

Refer to the Administrator’s Guide for Avaya Communication
Manager, 555-233-506, for details about changing other feature-
related system parameters.

Setting up abbreviated dialing

Abbreviated dialing is sometimes called speed dialing. It allows you
to dia ashort code in place of an extension or phone number.

When you dia abbreviated-dialing codes or press abbreviated-dialing
buttons, you access stored numbers from special lists. These lists can
be personal (your list of numbers), group (a department-wide list),
system (asystem-widelist), or enhanced numbers (allows for alonger
list of numbers). The version and type of your system determine
which lists are available and how many entries you can have on each
list.

0 NOTE:

Note that this section does not tell you how to administer |P
softphones or screenphones. If you need to set up an I P phone,
refer to the Administrator’s Guide for Avaya Communication
Manager, 555-233-506.
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As an example, let us define anew group list:

1 Typeadd abbrevi ated-dialing group next and
press ENTER.

The ABBREVI ATED DI ALI NG LI ST form appears. In our
example, the next available group list is group 3.
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Figure 14: Abbreviated Dialing List form

ABBREVI ATED DI ALI NG LI ST

Goup List: 3
Size (multiple of 5): _ Program Ext: __ Privileged? _
DI AL CODE

2 Enter anumber (in multiples of 5) inthe Si ze field. This
number defines the number of entries on your dialing list.

For example, if you have 8 phone numbers you want to store
inthelist, type10inthe Si ze field.

3 If you want another user to be able to add numbersto thislist,
enter their extension in the Pr ogr am Ext field.

For example, if you want the user at 4567 to be able to change
group list 3, enter 4567 in this field.

4 Enter the phone numbers you want to store, one for each dial
code.

Each phone number can be up to 24 digits long.
5 PressENTER to save your changes.

You can display your new abbreviated-diaing list to verify that the
information is correct or print acopy of thelist for your paper records.

Once you define a group list, you need to define which stations can
usethelist. For example, let us set up station 4567 so it has access to
the new group list.

To give station 4567 access to the group list:
1 Typechange station 4567 and presSENTER.
The STATI ONform for extension 4567 appears.

November 2003



Managing features 73

2 PressNEXT PAGE to get tothe Abbr evi at ed Di al i ng
Li st fields.

Figure 15: Station form (page 3)

-

o

STATI ON
S| TE DATA
Room _ Headset ? n
Jack: __ Speaker? n
Cable: __ Mounting? d
Floor: Cord Length: 0O
Building: __ Set Color: __
ABBREVI ATED DI ALI NG
Listl: group 3 List2: List3: ___
HOT LI NE DESTI NATI ON
Abbrevi ated Dialing List Number (From above 1, 2 or 3): _
Dial Code: __

Li ne Appearance: ___ J
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3 Typegroupinany of theLi st fieldsand press ENTER.
A blank list number field appears.
4 Type3inthelist number field.

When you assign a group or personal list, you must also
specify the personal list number or group list number.

5 PressENTER to save your changes.
The user at extension 4567 can now use thislist by dialing the feature

access code for the list and the dial code for the number they want to
dial.
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Creating pickup groups

A pickup group is alist of phones where each member of the group
can answer another member’s calls. For example, if you want
everyone in the payroll department to be able to answer callsto any
payroll extension (in case someone is away from their desk), create a
pickup group that contains all of the payroll extensions. Members of a
pickup group should be located in the same area so that they can hear
when the other extensionsin the group ring.

Note that each extension may belong to only one pickup group. Also,
the maximum number of pickup groups may be limited by your
system configuration.

To create a pickup group:
1 Typeadd pi ckup-group next and pressENTER.

The Pl CKUP GROUP form appears. The system selects the
next Group Number for the new pickup group.

2  Enter the extension of each group member.
Up to 50 extensions can belong to one group.
3 PressENTER to save your new group list.

The system automatically completes the name field when you
press ENTER to save your changes.
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Figure 16: Pickup Group form

PI CKUP GROUP \

G oup Nunber: _
GROUP MEMBER ASS| GNVENTS
Ext Nane Ext Nane
1 14: _
2 5.
3 16:
4: 7.
5 _ 18: _
6: I 19: .
7 200
8 21: o
9 22: o
10: _ 23
1. 24
12: 25.
13:

/
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Once you define a pickup group, you can assign call-pickup buttons
for each phone in the group or you can give each member the call-
pickup feature-access code. Use the STATI ONform to assign call-
pickup buttons.

To allow usersto answer callsthat are not in their pickup group, you
may be able to use Directed Call Pickup. To alow members of one
pickup group to answer calls directed to another pickup group, you
may be able to add an extended pickup group. For information, refer
to the Administrator’s Guide for Avaya Communication Manager,
555-233-506.
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Setting up call forwarding

This section explains how to administer various types of automatic
call forwarding. To provide call forwarding to your users, assign each
extension a Class of Service (COS) that allows call forwarding. Then
assign call-forwarding buttons to the user phones (or give them the
feature access code for call forwarding) so that they can easily
forward calls. You use the station form to assign the cos and any call-
forwarding buttons.

Within each class of service, you can determine whether the usersin
that cos have the following call forwarding features:

» Call Forwarding All Calls— allows usersto redirect all
incoming calls to an extension, attendant, or external phone
number.

e Call Forwarding Busy/Don’'t Answer — allows usersto
redirect calls only if their extensions are busy or they do not
answer.

e Cal Fwd-Off Net — prevents users from forwarding callsto
numbers that are outside your system network.

Asthe administrator, you can administer system-wide call-forwarding
parameters to control when calls are forwarded. Use the Syst em
Paraneters -- Call Coverage / Call Forwarding
form to set the number of times an extension rings before the system
redirects the call because the user did not answer (CFWD No Answer
Interval). For example, if you want callstoring 4 times at an
extension and then, if the call is not answered, redirect to the
forwarding number, set this parameter to 4. Note that this parameter
also affects call coverage, so acall rings 4 times at each coverage
point.
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You aso can usethe SYSTEM PARAMETERS CALL COVERAGE/
CALL FORWARDI NGform to determine whether the forwarded-to
phone can override call forwarding to allow callsto the forwarded-
from phone (Call Forward Override). For example, if an executive
forwards incoming callsto an attendant and the attendant needsto call
the executive, the call can be made only if Call Forward Overrideis
setto ‘yes'.

To determine which extensions have call forwarding activated:

1 Typelist call-forwardi ng and pressENTER.

Thiscommand lists all the extensionsthat are forwarded along
with each forwarding number.

0 NOTE:

If youhaveaV1l, V2, or V3 system, you can seeif a specific
extension isforwarded only by typing st at us stati onn,
where n isthe specific extension.

Creating coverage paths

This section explains how to administer various types of call
coverage. In general, call coverage refers to what happensto
incoming calls. You can administer paths to cover all incoming calls,
or define paths for certain types of calls, such as callsto busy phones.
You can define where incoming calls go if they are not answered and
in what order they reroute to other locations. For example, you can
define coverageto ring the called phone, then moveto areceptionist if
the call is not answered, and finally access a voice mailbox if the
receptionist is not available.
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Creating coverage paths

With call coverage, the system redirects a call to alternate answering
extensions when no one answers at the first extension. An extension
can have up to 6 aternate answering points. (If you have an older
system, you may have only 3 answering positions.) The system
checks each extension in sequence until the call connects. This
sequence of alternate extensionsis called a coverage path.

The system redirects calls based on certain criteria. For example, you
can have a call redirect to coverage without ever ringing on the
principal set, or after a certain number of rings, or when one or all call
appearances (lines) are busy. You can set coverage differently for
internal (inside) and external (outside) calls, and you can define
coverage individually for different criteria. For example, you can
decide that external callsto busy phones can use the same coverage as
internal callsto phones with Do Not Disturb active.

To create a coverage path:
1 Typeadd coverage path next and pressSENTER.

The system displays the next undefined coverage path in the
sequence of coverage paths. Our example shows coverage
path number 2.

2 Typeacoverage path number in the Next Pat h field.

The next path isoptional. It isthe coverage path to which calls
are redirected if the current path’s coverage criteria does not
match the call status. If the next path’s criteria matches the call
status, it is used to redirect the call; no other path is searched.
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Figure 17: Coverage Path form

/ COVERAGE PATH \

Coverage Path Number: 2 Hunt after Coverage? n
Next Path Nunber: __ Li nkage:
COVERAGE CRI TERI A
Station/ Group Status I nside Call Qutside Call

Active? n n

Busy? y y

Don’t Answer? y y Nunber of Rings: 2
Al? n n
DNDY SAC/ Got o Cover ? y y

COVERAGE PO NTS
Terminate to Coverage Pts. with Bridged Appearance? _
Poi nt 1: Poi nt 2: _

~ Point3:

Point4: __ Point5: _ Point6: __

N J

3 FillintheCoverage Criteri afields.

You can see that the default setsidentical criteriafor inside
and outside calls. The system sets coverage to take place for a
busy phone, if there is no answer after a certain number of
rings, or if the DND (do not disturb), SAC (send al calls), or
Go to Cover buttons are pressed or feature-access codes are
diaed.

4 Fill inthe Poi nt fieldswith the extensions you want for
coverage points.
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Each coverage point can be an extension, hunt group,
coverage answer group, remote number, vdn, or attendant.

5 Press ENTER to save your changes.
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Now assign the new coverage path to a user. For example, let us
assign this new coverage path to extension 2054:

1 Typechange station 2054 and pressENTER.
The STATI ON form for extension 2054 appears.
2 Type2intheCoverage Path 1 field.

To give extension 2054 another coverage path, you can type a
coverage path number inthe Cover age Pat h 2 field.

3 PressENTER to save your changes.

o NOTE:

If you want to see which extensions or groups use a specific
coverage path, typedi spl ay coverage sender group
n, where n isthe coverage path number. For example, you
should determine what extensions use a coverage path before
you make any changesto it.

Defining time-of-day coverage

The Time of Day Coverage Table on your system lets you redirect
callsto coverage paths according to the time of day and day of the
week when the call arrives. You need to define the coverage paths you
want to use before you define the time of day coverage plan.

As an example, say you want to administer the system so that
incoming calls to extension 2054 redirect to a coworker in the office
from 8:00 am. to 5:30 p.m., and to a home office from 5:30 p.m. to
8:00 p.m. on weekdays. You want to redirect the callsto voice mail
after 8:00 p.m. weekdays and on weekends.
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To set up atime-of-day coverage plan that redirects calls for our
example above:

1

Typeadd coverage tine-of-day next andpress
ENTER.

The system displaysthe TI ME OF DAY COVERAGE
TABLE and selects the next undefined table number in the
sequence of time-of-day table numbers. If thisisthe first time-
of-day coverage plan in your system, the table number is 1.
Record the table number so that you can assign it to extensions
later.

To define your coverage plan, enter the time of day and path
number for each day of the week and period of time.

Figure 18: Time of Day Coverage Table form

%]
(]
S
\ =
=
TI ME OF DAY COVERAGE TABLE 8
—
CVG Act CVG Act CcVG Act CVG Act CVG
PATH Ti me PATH Ti me PATH Ti me PATH Ti me PATH
08:00 1 17:30 2 20:00 3 —— =
08:00 1 17:30 2 20:00 3 T
08:00 1 17:30 2 20: 00 3 i
08:00 1 17:30 2 20: 00 3 i
08:00 1 17:30 2 20: 00 3 _ _

WWWWWwWww

/

Enter time in a 24-hour format from the earliest to the | atest.
For this example, assume that coverage path 1 goesto the
coworker, path 2 to the home, and path 3 to voice mail.

Define your path for the full 24 hoursin aday. If you do not
list a coverage path for a period of time, the system does not
provide coverage for that time.

Press ENTER to save your changes.
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Creating coverage paths

Now assign the time-of-day coverage to a user. For example, we use
extension 2054:

1 Typechange station 2054 and pressENTER.
The STATI ON form for extension 2054 appears.

2 Moveyour cursorto Cover age Pat h 1 andtypet plusthe
number of the TI ME OF DAY COVERAGE TABLE.

3 PressENTER to save your changes.

Now calls to extension 2054 redirect to coverage depending on the
day and time that each call arrives.

Creating coverage answer groups

You can create a coverage answer group so that up to eight phones
simultaneously ring when calls cover to the group. Anyonein the
answer group can answer the incoming call.

To add a coverage answer group:

1 Typeadd coverage answer-group next and press
ENTER.

The COVERAGE ANSVEER GROUP form appears.

Figure 19: Coverage Answer Group form

COVERAGE ANSVEER GROUP

G oup Nunber: _
Group Name: COVERAGE GROUP_

GROUP MEMBER ASSI GNMENTS

hrunk

Nane (first 26 characters) Ext Nanme (first 26 characters)

NG
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2 IntheG oup Nane field, enter anameto identify the
coverage group.
In the Ext field, type the extensions of each group member.
Press ENTER to save you new group list.

The system automatically completes the Narre field when you
press ENTER.

Setting up advanced call coverage

Advanced incoming call coverage:
« redirects calls based on time-of-day.

« alows coverage of callsthat are redirected to sites not on the
local server running Communication Manager.

« alowsusersto change back and forth between two coverage
choices (either specific lead coverage paths or time-of-day
tables).
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Covering calls redirected to an off-site
location

You can provide coverage for calls that have been redirected to an off-
site location (for example, your home). This capability, called
Coverage of Calls Redirected Off-Net (CCRON) alows you to
redirect calls onto the public network and bring back unanswered calls
for further coverage processing.
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Before you start

e Onthe SYSTEM PARAMETERS CUSTOMER- OPTI ONS
form, verify the Cover age of Calls Redirected
O f- Net Enabl ed fieldisy. If not, contact your Avaya
representative.

¢ You need call classifier ports for all situations except ISDN
end-to-end signaling, in which case the ISDN protocol does
the call classification. For all other cases, use one of the
following:

— Tone Clock with Call Classifier - Tone Detector circuit
pack. See the Hardware Guide for Avaya
Communication Manager for more information on the
circuit pack.

— Call Classifier - Detector circuit pack.

To provide coverage of callsredirected to an off-site location:

1 Typechange system paraneters coverage-
f or war di ng and press ENTER.

The SYSTEM PARAMETERS -- CALL COVERAGE /
CALL FORWARDI NGform appears. Go to page 2.

Figure 20: System Parameters -- Call Coverage / Call
Forwarding form

change system paraneters coverage-forwarding page 2
SYSTEM PARAMETERS -- CALL COVERAGE / CALL FORWARDI NG
COVERAGE OF CALLS REDI RECTED OFF- NET ( CCRON)
Coverage of Calls Redirected O f-Net Enabl ed?
Activate Answer Detection (Preserve SBA) On Final CCRON Cvg Point?

I gnore Network Answer Supervision?
Di sable call classifier for CCRON over |SDN trunks?

oo
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2 IntheCoverage of Calls Redirected O f- Net
Enabl ed field, typey.

This instructs Communication Manager to monitor the
progress of an off-net coverage or off-net forwarded call, and
provide further coverage treatment for unanswered calls.

3 IntheActivate Answer Detection (Preserves
SBA) On Final CCRON Cvg Poi nt field, leavethe
default asy.

4 Inthel gnore Network Answer Supervi sion field,
leave the default as n.

5 Inthel medi ate Redirection On Receipt O
PROGRESS | nband | nf ornati on field, leave the
default asn.

6  PressENTER to save your changes.

Defining coverage for calls redirected to
external numbers

You can administer the system to allow callsin coverage to redirect to
off-net (external) or public-network numbers.

Some systems allow you to send a call to an external phone, but do
not monitor the call once it leaves your system. With this remote call
coverage, make the external number the last coverage point in a path.

With newer systems you may have the option to use the Coverage of
Calls Redirected Off-Net feature. If this feature is active and you use
an external number in a coverage path, the system can monitor the call
to determine whether the external number is busy or does not answer.
If necessary, the system can redirect a call to coverage points that
follow the external number.
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With this feature, you can have a call follow a coverage path that
starts at the user’s extension, redirects to the user’s home phone, and
if not answered at home, returns to redirect to their voice mail box.

The call will not return to the system if the external number isthe last
point in the coverage path.

To use aremote phone number as a coverage point, you need to define
the number in the REMOTE CALL COVERAGE TABLE form and
then use the remote code in the coverage path.

For example, to add an external number (303-538-1000) to coverage
path 2, complete the following steps:

1 Typechange coverage renpte and presSENTER.
The REMOTE CALL COVERAGE TABLE form appears.

Figure 21: Remote Call Coverage Table form

/ REMOTE CALL COVERAGE TABLE
01: 93035381000__ e 3
o2: _ iz 32:
o3 __ 8 33
o4: 9 _ 4
os: _ 20 _ 3%
o6: _ 2 6:
o7: 22 37
og: __ 23 _ 38
o9: _ 24: 3.
0 _ 2. 40:.
e 26 4.
22 27 42:
3 28 43:
4. 2: 4.

2 Type 93035381000 in one of the remote code fields.

If you use adigit to get outside of your network, you need to
add the digit before the external number. In this example, the
system requiresa ‘9’ to place outside calls.
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3 Besureto record the remote code number you use for the
external number.

In this example, the remote code isr01.

Press ENTER to save your changes.

Typechange coverage path 2 and presseENTER.
The COVERAGE PATH form appears.

o NOTE:

Before making changes, you can use the command di spl ay
coverage sender group 2 todeterminewhich
extensions or groups use path 2.

Figure 22: Coverage Path form

/ COVERAGE PATH \

Coverage Path Nunmber: 2
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Hunt after Coverage? n

Next Path Number: __ Li nkage:
COVERAGE CRI TERI A
Station/ Goup Status I nside Call Qut si de Call
Active? n n
Busy? y y
Don’t Answer ? y y Nurmber of Rings: 2
All? n n
DND/ SAC/ Got o Cover ? y y

COVERAGE PO NTS

Terminate to Coverage Pts. with Bridged Appearance? _
Point1: 4104 Point2: ro01 Point3: h77
Point4: __ Point5: __ Point6: ___

\_ v
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TyperOlinacoverage Poi nt field.

In this exampl e, the coverage rings at extension 4101, then
redirects to the externa number. If you administer Coverage
of Calls Redirected Off-Net and the external number is not
answered or is busy, the call redirects to the next coverage
point. In this example, the next point is Point3 (h77 or hunt
group 77).

If you do not have the Coverage of Calls Redirected Off-Net
feature, the system cannot monitor the call onceit leaves the
network. The call ends at the remote coverage point.

Press ENTER to save your changes.

Defining telecommuting coverage

Telecommuting access allows users to change their lead-coverage
path or call-forwarding destination no matter where they are. You
need to set up coverage paths and assign security codes before
telecommuting coverage will work.

To seeif telecommuting coverage is enabled on your system, make
sure the Feature Access Codes form contains the correct codes.

1

Typedi spl ay feature-access codes and press
ENTER.

The FEATURE ACCESS CODES form appears. Make sure
codes arein these fields:

e« Change Coverage Access Code

e Extended Call Fwd Activate Busy D/ A,
Al'l, and Deactivation

Telecommuters use these codes to dial into the system.
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Your users can make remote changes to coverage when the Class of
Restriction (COR) form assigned to their phoneshas ay in the Can
Change Cover age field. Users can make remote changes to call
forwarding when the Class of Service (COS) assigned to their phones
hasay inthe Ext ended Forwardi ng Al | and Ext ended
Forwar di ng B/ DAfields. Display the cor and cos forms with the
di spl ay command.

Make sure that Cover age Path 1 and Coverage Path 2
fields are completed on each station form assigned to people using
telecommuting access. The security code field on the STATI ONform
must also be completed.

0 NOTE:

If the security code has been assigned, a* appearsin the
Security Code field onthe STATI ONform.

To alow users remote access to the system:

1 Typechange tel econmuti ng- access and press
ENTER.

2 Enter the extension that you want remote usersto use to access
the system.

All remote users dia this same extension.
3  PressENTER to save your changes.

If theTel ecommuti ng Access Ext ensi onisleft blank, you
disable the feature for al users.

ASECURITY ALERT:
Invalid extensions and station security codes are logged as
security violations. See the Administrator’s Guide for Avaya
Communication Manager, 555-233-506, for information on
security violations.
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20 Setting up bridged call appearances

Setting up bridged call appearances

Think of abridged call appearance as a phone (the primary set) with
an extension (the bridged-to appearance). Both phones can be used to
call in and out, and both show when alineisin use. A cal to the
primary phoneis bridged to a specific appearance, or button, on the
secondary phone. The secondary phone retains all its functions, and a
specific button is dedicated as the bridged-to appearance from the
primary phone.

Bridged call appearances have to be assigned to phones with double-
lamp buttons, or lights. The phone types do not need to match, but as
much consistency as possible is recommended for all phonesin a
bridged group. When a call comesin on bridged phones, the buttons
assigned to the bridged appearances flash.

You can assign as many bridged appearances as there are line
appearances on the primary phone, and you can assign ringing
(alerting) to one or more of the phones.

To create a bridged call appearance:
1 Notethe extension of the primary phone.

A call to this phone lights the button and, if activated, rings at
the bridged-to appearance on the secondary phone.

2 If you want to use a new phone for the bridged-to extension,
duplicate a station (see Managing phones on page 49).

3 Typechange st ati on and the bridged-to extension and
press ENTER.

The STATI ON form appears.
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Figure 23: Station form

/FEATURE OPTI ONS

LWC Reception?

LWC Activation?

LWC Log External Calls?
CDR Privacy?

Redi rect Notification?
Per Button Ring Control?

Bri dged Cal |

N

Al erting?

Active Station R nging:

H. 320 Conversion?
Servi ce Link Mde:
Mul tinedi a Mode:

MAr  Served User Type:

| P Energency Calls:
Energency Location Ext:

STATI ON \

Auto Sel ect Any |dle Appearance?
Coverage Msg Retrieval ?

Aut o Answer ?

Data Restriction?

I dl e Appear ance Preference?

y Per Station CPN - Send Calling Nunber? vy
as- needed
basi c Audi bl e Message Waiting?

Di splay dient Redirection?

Sel ect Last Used Appearance?
Coverage After Forwarding?

Ml tinedia Early Answer?

Direct |IP-1P Audio Connections?
| P Audi o Hai rpi nni ng?

Restrict Last Appearance? _

S wnw s S

/

If. ..

Press NEXT PAGE until Per Button Ri ng Control
appears (digital setsonly).

e If you want to assign ringing separately to each
bridged appearance, typey.

« If youwant al bridged appearances to either ring or
not ring, leave the default n.

MovetoBridge Call Alerting.

If you want the bridged appearance to ring when a call arrives
at the primary phone, typey. Otherwise, leave the default n.

Complete the appropriate field for your phone type.

Then. ..

your primary phoneis  movetotheLi ne Appear ance field

analog

and type abrdg-appr

your primary phoneis  movetotheBut t on Assi gnnment s

digital

field and type brdg-appr
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7  PressenNTER.

Bt n and Ext fieldsappear. If Per Button Ri ng
Cont r ol issettoyonthedigital form, Bt n, Ext ,and Ri ng
fields appear.

Figure 24: Station form (analog set)

/ STATI ON \
SI TE DATA

Room __ Headset? n
Jack: __ Speaker? n
Cable: Mounting? d
Floor: Cord Length: 0
Building: __ Set Color: __

ABBREVI ATED DI ALI NG
Li st 1: Li st 2: Li st 3:

HOT LI NE DESTI NATI ON

Abbreviated Dialing List Number (From above 1, 2 or 3):
Di al Code:
Li ne Appearance: brdg-appr Bt n: Ext :

o %

Figure 25: Station form (digital set)

STATI ON
SI TE DATA
Room _ Headset ? n
Jack: __ Speaker? n
Cable: __ Mounting: d
Floor: __ Cord Length: 0
Building: __ Set Color: __
ABBREVI ATED DI ALI NG
Listl: _ List2: __ List3: __
BUTTON ASSI GNMVENTS
1. brdg-appr Btn: Ext : Ri ng:
1: brdg-appr Btn: Ext : Ri ng:
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8  Enter the primary phone’s button number that you want to
assign as the bridged call appearance.

This button flashes when acall arrives at the primary phone.
9  Enter the primary phone extension.
10 If the Ri ng field appears:

« If you want the bridged appearance to ring when a cal
arrives at the primary phone, typey.

« If you do not want the bridged appearance to ring,
leave the default n.

11  PressENTER to save your changes.

To seeif an extension has any bridged call appearances assigned, type
[ ist bridge n,wheren istheextension, and press ENTER.
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E911 ELIN for IP wired extensions

This feature automates the process of assigning an emergency
location information number (ELIN) through an | P subnetwork during
a 911 emergency call. The ELIN isthen sent over CAMA or ISDN
PRI trunks to the emergency services network.

Users have the ability to move their IP phones without notifying the
administrator. If auser dials 911 after moving their |P phone without
administering this feature, the emergency response personnel might
go to the wrong physical location.

Thisfeature properly identifies locations of wired IP phones that call

an emergency number from anywhere on a campus or location. This
feature is available with Communication Manager, Release 2.0.
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This feature performs three essential functions:

»  Emergency response personnel can now go to the correct
physical location if an emergency call came from amoved IP
wired telephone.

» Emergency response personnel can now go to the correct
physical location if an emergency call came from a bridged
call appearance.

« Emergency response personnel can return a call to the proper
extension if acaller gets disconnected during the emergency
call.

o NOTE:

This feature depends upon the customer having subnetworks
that correspond to geographical areas.

If you have Communication Manager, Release 2.0 or greater, thisis
an important feature to administer. For a detailed explanation of this
feature, its function, and its forms, see the Administrator’s Guide for
Avaya Communication Manager, 555-233-506.
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5 Routing
outgoing calls

This section describes how Communication Manager routes outbound
calls and how you can modify call routing. It also provides
instructions for creating partitions and setting authorization codes.

0 NOTE:

Thisinformation represents digit analysis information for
DEFINITY ECSRY or later. If you have an earlier version, you
will notice somewhat different fields on your forms.

World class routing

Your system uses world class routing to direct an outgoing call. There
are two types of routing:

« Automatic Alternate Routing (AAR) is used for calls within
your company over your own private network.

« Automatic Route Selection (ARS) is used for callsthat go
outside your company over public networks. ARS is also used
to route callsto remote company locationsif you do not have a
private network.

November 2003



96

World class routing

This section describes only ARS call routing. If you do not use ARS
routing, thisinformation does not apply to your system.

Understanding ARS analysis

With ARS, the switch routes outgoing calls based on the dialed digits
and the calling privileges of the caller. Your system usesan ARS Digit
Analysis Table to determine how to handle the dialed digits and uses
Class of Restriction (COR) and Facility Restriction Level (FRL) to
determine the calling privileges.

Letuslook at asmple ARS DI G T ANALYSI S TABLE. (Your
system may have more defined dialed strings than our example.)

Figure 26: ARS Digit Analysis Table form

Di al ed Tot al Rout e Cal | Node ANl

String Mh MK Pattern Type Num Rq
i 1 1 12 svcl o n
i 11 11 30 f npa o n
i 12 23 17 intl - n
10xxx___ 5 deny op _ n
i800__ 11 11 30 f npa - n
2 7 7 2 hnpa - n
3 7 7 2 hnpa o n
4 7 7 2 hnpa o n
5 7 7 2 hnpa o n
6 7 7 2 hnpa - n
< 7 7 2 hnpa - n
8 7 7 2 hnpa - n
911~ 3 3 1 emer o n
976__ 11 11 deny f npa n

ARS DIG T ANALYSI S TABLE
Location: all Percent Full: 6

.

ThisARS DIG T ANALYSI S TABLE isused for al locationsin
this system. The far-left column of the ARS DI G T ANALYSI S
TABLE liststhefirst digitsin the dialed string. When a user makes an
outgoing call, the system analyzes the digits, looks for amatch in the
table, and uses the information in the matching row to determine how
to route the call.
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Asan example, say acaller placesacall to 1 303 233 1000. The
switch matches the dialed digits with those in the first column of the
table. In this example, the dialed string matchesthe ‘1. Then the
systems matches the length of the entire dialed string (11 digits) to the
minimum and maximum length columns. In our example, the 11-digit
call that started with 1 follows route pattern 30 as an fnpa (long
distance) call.

0 NOTE:

For alist of all valid entriesfor the various fields and what those
entries mean, see the Administrator’s Guide for Avaya
Communication Manager, 555-233-506.

Thefirst dialed digit for an external call is often an access code.
If ‘9" isdefined as the ARS access code, the switch drops this
digit and analyzes the remaining digits with the ARSDIGIT
ANALYSISTABLE.

Managing calling privileges

Each time you set up a phone, you use the Station form to assign a
COR. You can create a different COR for different groups of users.
For example, you may want executives in your company to have
different calling privileges than receptionists.

When you set up a COR, you specify afacility restriction level (FRL)
on the Class of Restriction form. The FRL determines the calling
privileges of the user. Facility restriction levels are ranked from 0—7,
where 7 has the highest level of privileges.

You also assign an FRL to each route pattern preference in the Route
Pattern form. When auser makes a call, the system checks the user’s
COR. Thecall isalowed if the caller’s FRL is higher than or equal to
the route pattern preference’s FRL.
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Modifying call routing

Displaying ARS analysis information

You'll want to become familiar with how your system currently routes
outgoing calls. Todisplay the ARS DI G T ANALYSI S TABLE that
controls how the system routes calls that begin with 1:

1 Typedisplay ars anal ysis 1 andpresSENTER.

The ARS DI G T ANALYSI S TABLE for dialed strings that
begin with the number 1 appears. Note that the switch displays
only as many dialed strings as can fit on one form at atime.

To see dl the dialed strings that are defined for your system, run an
ARS DIG T ANALYSI S REPCRT.

1 Typelist ars anal ysi s and pressENTER.

The ARS DI G T ANALYSI S REPORT appears. You may
want to print this report to keep in your paper records.

Modifying call routing

If your system uses ARS Digit Analysisto analyze dialed strings and
select the best route for acall, you must change the digit analysistable
to modify call routing. For example, you'll need to update thistable to
add new area codes or to restrict users from calling specific areas or
countries.
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Adding a new area code or prefix

A common task for system administratorsisto configure their system
to recognize new area codes or prefixes.

0 NOTE:

If your local areacode is changing or splitting, call the
Communication Manager helpline and have them walk you
through all the changes needed to have your system recognize
the new area code.

When you want to add a new area code or prefix, you look up the
settings for the old area code or prefix and enter the same information
for the new one.

Let us add a new area code. When the California area code 415 split
and portions changed to 650, you’'ll need to add this new area code to
your system.

o NOTE:

If you do not need to use 1 for area code calls, omit the 1 in
steps 1, 3, and 5 in our example. Also, enter 10 in the Tot al
M n and Tot al Max fields (instead of 11) in step 6.

To add this non-local area code:

1 Typelist ars route-chosen 14152223333 and
press ENTER.

You can use any 7-digit number after 1 and the old area code
(415). Weused 222- 3333.

The ARS ROUTE CHOSEN REPORT form appears.
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Figure 27: ARS Route Chosen Report form

ARS ROUTE CHOSEN REPORT
Location: 1 Partitioned Goup Nunber: 1

Di al ed Tot al Rout e Cal | Node Locati on
String M n Max Pattern Type Nunber

141 11 11 30 f npa al |

2 WritedowntheTotal M n, Total Max, Route
Pattern,andCal I Type valuesfrom thisform.

Inthisexample, theTotal M nisl11, Total Maxisl1,
Route Patternis30,andtheCal | Type isf npa.

3 Typechange ars anal ysis 1650 and pressENTER.

Type 1 and the new areacode (650). TheARS DIA T
ANALYSI S TABLE form appears.

Figure 28: ARS Digit Analysis Table

/ ARS DIG T ANALYSI S TABLE \
Location: all Percent Full: 6

Di al ed Tot al Rout e Cal | Node ANl

String Mh MK Pattern Type Num Rq
_______ 11 11 30 fnpa - n
167 11 11 30 fnpa - n
1650__ 11 11 2 f npa - n
1800__ 11 11 30 f npa - n
2. 7 7 2 hnpa - n
3 7 7 2 hnpa - n
4 7 7 2 hnpa - n
5 7 7 2 hnpa - n
< 7 7 2 hnpa - n
8 7 7 2 hnpa - n
911 3 3 1 emer - n
111 d - n

\ 976____ 111 eny hnpa

N

4  Usethearrow keysto movetoablank Di al ed String
field.

If the dialed string is already defined in your system, the
cursor appearsin the appropriate Di al ed Stri ng field,
where you can make changes.
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Type 1650intheDi al ed Stri ng field.

Type the minimum and maximum values from step 2 in the
Total MiandTotal M fields.

In our example, type 11 in each field.

7  Typetheroute pattern from step 2inthe Rout e Pattern
field.

In our example, type 30.
8 Typethecal typefromstep2intheCal | Type field.
In our example, type fnpa.
9  Typethe node number from step 2 in the Node Numfield.
For our example, you would leave the node number blank.
10 PressENTER to save your changes.
To add anew prefix, follow the same directions, except use a shorter

dial string (suchasl i st ars route-chosen 2223333, where
222 isthe old prefix) and adia type of hnpa.

Using ARS to restrict outgoing calls

ARS alows you to block outgoing calls to specific dialed strings. For
example, administratorsin the United States may want to restrict users
from making calls to 900 and 976 pay-per-call numbers or callsto
countries where they do not do business.

ASECURITY ALERT:
To prevent toll fraud, deny callsto countries where you do not
do business. The following countries are currently concerns for
fraudulent calling.
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country code country code
Colombia 57 Pakistan 92
Ivory Coast 225 Peru 51
Mali 23 Senegal 221
Nigeria 234 Yemen 967

To prevent callers from placing calls to Colombia (57):

1

~N o o b~ W

Typechange ars anal ysi s 01157 and pressENTER.

You enter 011 (international access) and the country code
(57). The ARS DI G T ANALYSI S TABLE form appears.

Use the arrow keysto movetoablank Di al ed Stri ng
field on the right of the form.

If the dialed string is already defined in your system, the
cursor appearsin the appropriate Di al ed Stri ng field.
Skip to Step 5 to deny callsto thisdialed string.

Type 01157 intheDi al ed Stri ng field.
TypelOintheTotal Mhand23inTotal M fields.
Type deny (denied) inthe Rout e Patt er n field.
Typeintl intheCal | Type field.

Press ENTER to save your changes.
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Overriding call restrictions

You can use authorization codes to enable callers to override a
station’s calling privileges. For example, you can give a supervisor an
authorization code so they can makes calls from a phone that is
usually restricted for these calls. Since each authorization code hasits
own COR, the system uses the COR assigned to the authorization
code (and FRL assigned to the COR) to override the privileges
associated with the employee's phone.

Note that authorization codes do not override route patternsthat are
denied. For example, if your ARS tablesrestrict users from placing
callsto Colombia, acaller cannot override the restriction with an
authorization code.

0 NOTE:

Authorization codes are optional. To see if authorization codes
are enabled on your system, usethedi spl ay system
par anet ers cust oner - opti ons command.

ASECURITY ALERT:
You should make authorization codes as long as possible to
increase the level of security. Set the length of authorization
codes on the FEATURE- RELATED SYSTEM PARAMETERS
form.

Let us create an authorization code 4395721with a COR of 2.

1 Typechange aut hori zati on-code 4395721 and
press ENTER.

The AUTHORI ZATI ON CODE - COR MAPPI NGform
appears.

2 Inthe ACfield, type 4395721.
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3 Inthe CORfidd, type 2.
4 PressENTER to save your changes.

Figure 29: Authorization Code - COR Mapping form

Aut hori zati on Code - COR Mappi ng

NOTE: 2 codes adnministered. Use 'list’ to display all codes.
AC COR AC COR AC COR AC COR AC COR
9260839 3 _

2754609 4

ARS Partitioning

Most companieswant all their usersto be able to make the same calls
and follow the same route patterns. However, you may find it helpful
to provide special calling permissions or restrictions to agroup of
users or to particular phones.

ARS partitioning allows you to provide different call routing for a
group of usersor for specific phones.

0 NOTE:

If you used partitioning on a prior release of Communication
Manager and you want to continue to use partitioning, please
read this section carefully. In this release of Communication
Manager, partition groups are defined on the PARTI TI ON
ROUTE TABLE form. If you want to define routing based on
partition groups, use the PARTI TI ON ROUTE TABLE form.
Partition groups are no longer defined ontheDl G T
ANALYSI S TABLE form.
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Before you start

Verify that the Tenant Partiti oni ng field onthe SYSTEM
PARAMETERS CUSTOMER OPTI ONSformisy.

Verify that the Ti me of Day Routi ng field onthe SYSTEM
PARAMETERS CUSTOVER OPTI ONSformisn.

Setting up a partition group

Asan example, say you allow your employees to make local, long
distance, and emergency calls. However, you have alobby phone for
visitors and you want to allow users to make only local, toll-free, and
emergency calls from this phone.

To restrict the lobby phone, you modify the routing for a partition
group to enable only specific calls, such as U.S.-based toll-free 1 800
cals, and then assign this partition group to the lobby phone.

To enable 1 800 calls for partition group 2:

1 Typelist ars route-chosen 18002221000 and
press ENTER.

You can use any 7-digit number following the 1800 to create
an example of the dialed string. The ARS ROUTE CHOSEN
REPORT for partition group 1 appears.
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Figure 30: ARS Route Chosen Report form

ARS ROUTE CHOSEN REPORT

Location : 1 Partitioned G oup Nunber: 1

Di al ed Tot al Rout e Cal | Node Location
String Mn Mx Pattern Type Nunber

1800 11 11 pl__ f npa o al |

2 Record the route pattern for the selected dialed string.

In our example, the route pattern for 1800ispl. Thisindicates
that the system uses the PARTI TI ON ROUTI NG TABLE to
determine which route pattern to use for each partition.

o NOTE:

If thereisanumber (with no p) under Rout e Patt er n onthe
ROUTE CHOSEN REPORT, then al partitions use the same
route pattern. You need to use the PARTI TI ON ROUTI NG
TABLE only if you want to use different route patterns for
different partition groups.

3 PressCANCEL to return to the command prompt.

Typechange partition-route-table index 1
and press ENTER.

The PARTI TI ON ROUTI NG TABLE form appears. In our
example, partition group 1 can make 1800 calls and these calls
use route pattern 30.
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Figure 31: Partition Routing Table form

Partition Routing Table \

Routing Patterns

Rout e

I ndex PGN 1 PGN 2 PGN 3 PGN 4 PGN 5 PGN 6 PGN 7 PGN 8
1 30 30 deny - o o o o
2 o o o o o o o -
3 . o o . . o o -
4 o - - o o - - -
5 o o o o o o o -
6 o o o o o o o -
7

5 Inthe PGN 2 columnthat correspondsto Rout e | ndex 1,
type 30 and press Enter.

Thistells the system to use route pattern 30 for partition
group 2 and alow partition group 2 members to make callsto
1800 numbers.

Assigning a phone to a partition group

To assign an extension to apartition group, you haveto first assign the
partition group to aclass of restriction (COR) and then assign that
COR to the extension.

To assign aclass of restriction (COR) to partition group 2.
1 Typelist cor and pressENTER.

The CLASS OF RESTRI CTI ON | NFORMATI ONform
appears.
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Figure 32: Class

of Restriction Information form

CLASS OF RESTRI CTI ON | NFORMATI ON

COR COR Description

0
1
2
3

super vi sor
tel ecommuti ng

2 Choose a COR that has not been used and press CANCEL.

In our example, select 3.

3 Typechange cor 3 and pressENTER.
The CLASS OF RESTRI CTI ONform appears.

Figure 33: Class

of Restriction form

-~

N

CLASS OF RESTRI CTI ON

x

COR Nunber: 3
COR Descri ption: |obby
FRL: O APLT? y
Can Be Service Cbserved? n Calling Party Restriction: none
Can Be A Service Cbserver? n Called Party Restriction: none
Time of Day Chart: _ Forced Entry of Account Codes? n
Priority Queuing? n Direct Agent Calling? n
Restriction Override: none Facility Access Trunk Test? n
Restricted Call List? n Can Change Coverage? n
Access to MCT? y Ful ly Restricted Service? n
Category For MFC ANl : 7
Send ANl for MFE? n_ Add/ Remove Agent Skills? n
MF ANl Prefix: __ Aut onati ¢ Charge Display? n
Hear System Music on Hold? y PASTE (Di spl ay PBX Data on Phone)? n
Can Be Picked Up By Directed Call Pickup? n
Can Use Directed Call Pickup? n
Group Controlled Restriction: inactive
4 Typeanamefor thisCOR inthe COR Descri pti on field.

In our example, type lobby.

5 Type2inthePartition G oup Nunber field.
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0 NOTE:

The Partition Group Number field appears only when Ti ne
of Day Routi ngisnonthe SYSTEM PARAVETERS
CUSTOMER OPTI ONS form. Otherwise, you specify the
partition group number (PGN) onthe TI ME OF DAY
ROUTI NG PLAN form. For information on Time of Day
Routing, refer to the Administrator’s Guide for Avaya
Communication Manager, 555-233-506.

6 PressENTER to save your changes.

Now assign COR 3 to the lobby phone at extension 1234
1 Typechange station 1234 and presseNTER.
The STATI ON form for extension 1234 appears.
In the CORfield, type 3.

Press ENTER to save your changes.
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6 Enhancing
system security

This section explains how to add and modify user logins. It also
provides an introduction to phone system security issues. It describes
possible security problems you should be aware of and gives you
instructions for detecting these problems.

0 NOTE:

If your organization has not yet completed the Service
Agreement Indemnity Enhancement Certification, we highly
recommend that you call the Security Hotline at the World-class
Customer Service Center (1 800 643 2353) and ask how to
become certified. When you complete this certification and
administer your system according to Avaya's fraud prevention
requirements, Avayawill indemnify your organization for
charges associated with toll fraud.
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Assigning and changing users

The system allows you to add or change user logins as needed. When
you want to add or change alogin, remember the following system
security requirements:

« alogin must be 3 to 6 aphanumeric characters in length

» apassword must be from 4 to 11 a phanumeric charactersin
length and contain at least one non-al phabetic character

o NOTE:

To create or change logins, you must log in as a superuser with
administrative permissions.

Assigning new logins and passwords

Asyou work as an administrator, you may be fortunate enough to
have help administering your switch or you may want to have an
assistant make changes to the switch while you are out of the office. In
these cases, you should set up anew user in the system and limit what
thisindividual can do. Asyou'll see, adding loginsis very easy.

0 NOTE:

You increase system security when you choose the longest
possible password with a mix of lowercase and uppercase
numbers and letters.

The following example shows you how to add a new login called
angi3 with a password of b3stmOm.
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To add this user and password, log in with a superuser |D and
complete the following steps:

1 Typeadd | ogi nangi 3 and press ENTER. (Use the new
login name as part of theadd command.)

TheLOG N ADM NI STRATI ON form appears.

Figure 34: Login Administration form

/ LOG N ADM NI STRATI ON \

Password of Login Maki ng Change:

LOG N BEI NG ADM NI STERED
Login’ s Nane: angi 3
Logi n Type:
Service Level:
Di sabl e Fol lowing a Security Violation?
Access to I NADS Port? _

LOG N S PASSWORD | NFORVATI ON
Logi n’ s Password:
Reenter Login's Password:
Password Aging Cycle Length (Days): 30

LOGOFF NOTI FI CATI ON
Facility Test Call Notification?y Acknow edgnent Requi red? y
Renpt e Access Notification? y Acknow edgrment Required? y

ACCESS SECURI TY GATEWAY PARAMETERS
Access Security Gateway? n

. _/

TheLogi n’ s Narre field shows the name you typed in the
add command. Other fields contain defaults.

2 InthePassword of Logi n Maki ng Change field,
type your superuser password.

3 IntheDi sabl e Following a Security
Vi ol at i on field, typey to disable thislogin following a
login security violation.
Thisfield appearsonly if on the SECURI TY- RELATED

SYSTEM PARAMETERS form, the SYN Logi n
Violation Notificationfieldisy.
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114  Assigning and changing users

4 IntheLogi n’ s Passwor d field, assign aninitia password
for the new login. For our example, type b3stmOm.

The password does not appear on the form as you type.

5 IntheReenter Login’'s Password field, retypethe
initial password for the new login. For our example, retype
b3stmOm.

The password does not appear on the form as you type.

6 InthePassword Agi ng Cycl e Length (Days) field,
type 30.

This requires the user to change the password every 30 days.
7  PressENTER to save your changes.
Now you need to set the permissions for this new login.

Setting login permissions

Once you add the new user, you should review the user’s command
permissions and modify them, if necessary.
To review command permissions for our new example login:

1 Typechange permni ssi ons angi 3 and pressENTER.
(Use the new login name as part of the change command.)

The COMVAND PERM SSI ON CATEGORI ES form appears.
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Figure 35: Command Permission Categories form

/ Logi n Narme: angi 3 \

COVMON COMVANDS
Di splay Admin. and Maint. Data? n
System Measurenents? n

ADM NI STRATI ON  COMVANDS
Adni ni ster Stations?
Adni ni ster Trunks?
Addi tional Restrictions?

Adni ni ster Features? n
Adni ni ster Permi ssions? n

< o<

MAI NTENANCE COMVANDS

Maintain Stations? n Maintain Switch Circuit Packs? n
Mai ntai n Trunks? n Mai ntain Process Circuit Packs? n
Mai ntai n Systens? n Mai nt ai n Enhanced DS1? n

N /

If you want the default permissions, press CANCEL.

If you want to change any permissions, typey to give the user
access, or n to restrict access for each permission type. For
example:

2 IntheAdnmi ni ster Stati ons field, typey.

Thisalows your user to add, change, duplicate, or remove
stations (phones), data modules, and associated features.

3 IntheAddi ti onal Restrictions field,typey.

Ay inthisfield brings up the second and third pages of this
form.
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Figure 36: Command Permission Categories form

/ COMWAND PERM SSI ON CATEGORI ES \

RESTRI CTED OBJECT LI ST

vdn

4 Inthefirst field, typevdn.
This restricts your user from administering a VDN.

5 PressENTER to save your changes.

Changing passwords

You should change your passwords often.

0 NOTE:

To force users to change passwords, set password aging in the
Login Administration form. See Changing logins for
instructions.

To change the password (b3stmOm) for angi3:
1 Typechange password angi 3 and pressENTER.
The PASSWORD ADM NI STRATI ON form appears.
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Figure 37: Password Administration form

/ PASSWORD ADM NI STRATI ON \

Password of Login Making Change

LOG N BEI NG CHANGED
Logi n Name: angi 3

LOG N S PASSWORD | NFORMVATI ON
Logi n’ s Password:
Reenter Login' s Password:

N /

2  Completethe following fields:

« Password of Login Maki ng Change

Thisisyour password that you used to log into the
session.

* Login Nane

e Login's Password

e Reenter Login' s Password
3 PressENTER to save your changes.
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Changing logins

Occasionally you’ll need to change permissions for auser’slogin. For
example, you may want to change alogin so that the user must change
their password every 30 days (agood rule of thumb).
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To change the password aging for our new login, angi3:
1 Typechange | ogi nangi 3 and press ENTER.

The LOG N ADM NI STRATI ON form appears with the
current information for angi3.

2 Type30inthePassword Agi ng Cycle Length
(Days) field.

3 PressENTER to save your changes.

Preventing toll fraud

Animportant role for every administrator isto manage the security of
their phone system. You need to make every effort to ensure that your
phone system is not open to toll fraud. Toll fraud is the unauthorized
use of phone features and services and the theft of long distance
service. When toll fraud occurs, your company is responsible for
charges.

For more information on system security and preventing toll fraud, we
recommend you obtain the Avaya Toll Fraud and Security Handbook,
555-025-600, and use it often, or call your Center of Excellence.

ASECURITY ALERT:
When you suspect toll fraud, call the Security Hotline
immediately (1 800 643 2353) or contact your Avaya
representative.
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Top 15 tips to help prevent toll fraud

You can reduce your company’srisk of toll fraud by following afew
important guidelines.

1

Protect system administration access.

Make sure secure passwords exist for all logins that allow
System Administration or Maintenance access to the system.
Change the passwords frequently.

Set logoff notification and forced password aging when
administering logins. You must assign passwords for these
logins at setup time.

Establish well-controlled procedures for resetting passwords.
Prevent voice mail system transfer to dial tone.
Activate “secure transfer” features in voice mail systems.

Place appropriate restrictions on voice mail access/egress
ports.

Limit the number of invalid attempts to access avoice mail to
fiveor less.

Deny unauthorized users direct inward system access (screen).

If you are not using the Remote Access features, deactivate or
disable them.

If you are using Remote Access, require the use of barrier
codes and/or authorization codes set for maximum length.
Change the codes frequently.

It isyour responsibility to keep your own records regarding
who is allowed to use which authorization code.

Place protection on systems that prompt callers to input digits.

Prevent callers from dialing unintended digit combinations at
prompts.

Restrict auto attendants and call vectors from allowing access
to dia tone.
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10

Use system software to intelligently control call routing.

Create Automatic Route Selection or World Class Routing
patterns to control how each call is to be handled.

Use “Time of Day” routing capabilitiesto limit facilities
available on nights and weekends.

Deny all end-points the ability to directly access outgoing
trunks.

Block accessto international calling capability.

When international accessis required, establish permission
groups.

Limit access to only the specific destinations required for
business.

Protect access to information stored as voice.

Password restrict access to voice mail mailboxes.

Use non-trivial passwords and change passwords regularly.
Provide physical security for telecommunications assets.

Restrict unauthorized access to equipment rooms and wire
connection closets.

Protect system documentation and reports data from being
compromised.

Monitor traffic and system activity for abnormal patterns.

Activate features that “turn off” access in responseto
unauthorized access attempts.

Use Traffic and Call Detail reports to monitor call activity
levels.

Educate system users to recognize toll fraud activity and react
appropriately.

From safely using calling cards to securing voice mailbox
password, train your users on how to protect themselves from
inadvertent compromises to the system’s security.
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Monitor access to the dial-up maintenance port. Change the
access password regularly and issueit only to authorized
personnel. Consider activating Access Security Gateway (see
the Administrator's Guide for Avaya Communication
Manager, 555-233-506).

Create a system-management policy concerning employee
turnover and include these actions:

» Delete any unused voice mailboxes in the voice mail
system.

« Immediately delete any voice mailboxes belonging to a
terminated employee.

« Immediately remove the authorization code if a
terminated employee had screen calling privileges and
apersonal authorization code.

« Immediately change barrier codes and/or authorization
codes shared by aterminated employee. Notify the
remaining users of the change.

* Remove aterminated employee'slogin ID if they had
access to the system administration interface. Change
any associated passwords immediately.

Back up system files regularly to ensure atimely recovery.
Schedule regular, off-site backups.

Callers misrepresenting themselves as the “ phone company,”
“AT&T,” “RBOCS,” or even known employees within your
company may claim to be testing the lines and ask to be
transferred to “900,” “90,” or ask the attendant to do “start 9
release.” Thistransfer reaches an outside operator, allowing
the unauthorized caller to place along distance or international
call. Instruct your usersto never transfer these calls. Do not
assume that if “trunk to trunk transfer” is blocked this cannot

happen.
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Using

15  Hackersrun random generator PC programs to detect dial
tone. Then they revisit those lines to break barrier codes
and/or authorization codes to make fraudulent calls or resell
their services. They do this using your telephone lines to incur
the cost of the call.

Frequently these call/sell operations are conducted at public
pay phones located in subways, shopping malls, or airport
locations. Seethe“ QSIG to DCS TSC Gateway” section inthe
Administrator’s Guide for Avaya Communication Manager,
555-233-506, to prevent this happening to your company.

Vector fraud is one of the most common types of toll fraud because
vectors route calls based on the Class of Restriction (COR) assigned

tothe VDN. Refer to Avaya Toll Fraud and Security Handbook,
555-025-600, or your Avaya representative for more information.

reports to detect problems

Call Detail Recording

Call Detail Recording (CDR) collects detailed information about calls
handled by your system. This CDR information can be sent directly to
aprinter or into call accounting software. You can use the printed
CDR output or call accounting reportsto monitor calls on your system
and look for possible toll fraud problems.

Review your call accounting reports or CDR output each day to help
detect possible toll fraud. When reviewing these records, look for:

» unusual calling patterns
— numerous calls to the same number
— callsoutside of normal business hours
— longcalls
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» calsto suspicious destinations, including international calls
not typical for your business

» patterns of authorization code usage (same code used
simultaneously or high activity)

« high numbers of “ineffective call attempts’ indicating
attempts at entering invalid codes

+ undefined account codes

« attempts to change the access code or to use an invalid access
code when using conferencing features.

If you are unfamiliar with reading CDR printed output, you’ll want to
refer to the description of CDR in the Administrator’s Guide for
Avaya Communication Manager, 555-233-506.

If your organization uses call accounting software to analyze your
CDR output, you probably receive formatted reports that list the
information you need to detect possible toll fraud. If you have
guestions about reading your call accounting reports, refer to your call
accounting software manuals.

Security Violations Notification

You can administer Security Violations Notification (SVN) so that the
system notifies you and provides reports when users enter invalid
information. You want to know about the following types of
violations, which may indicate an attempt to breach your security:

* loginviolations

e remote access barrier code violations
e authorization code violations

e station security code violations
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For example, let us have the system notify us at extension 8000 when
someone tries to enter more than 3 invalid authorization codes within
a 1-minute time span.

To set up Security Violations Notification for our example:

1 Typechange system paraneters security and
press ENTER.
The SECURI TY- RELATED SYSTEM PARANMETERS form
appears.

Figure 38: Security-Related System Parameters form

/

SECURI TY VI OLATI ON NOTI FI CATI ON PARAMETERS
SVN Login Violation Notification Enabled? n

SVN Renpte Access Violation Notification Enabled? n
SVN Aut hori zation Code Violation Notification Enabled? y

Aut hori zati on Code Threshold: 3 Time Interval: 0:01
Announcenent Ext ensi on:

SECURI TY- RELATED SYSTEM PARAMETERS \

Originating Extension: Ref erral Destination: 8000

2 IntheSVN Login Violation Notification
Enabl ed field, typey and press ENTER. Additional fields
now display on the form.

This sets SVN login violation notification.

3 IntheOri gi nati ng Ext ensi on field, typethe extension
you want the system to use to originate the call.

Use the extension of an unused non-dial station.
4  Type8000intheRef erral Desti nati on field.
Thisisthe extension you want the system to notify.
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5 If thereferral destination ison adifferent system or isanon-
display phone, fill inthe Announcement Ext ensi on
field.

6 Type3intheAut horizati on Code Threshol d field.

Thisis the maximum number of invalid entry attempts you
want to allow.

7 Type0:01 (I minute) intheTi me | nterval field.

Use an hour:minute format for the amount of time you want
the system to use for the monitor interval.

8 PressENTER to save your changes.

For more examples, see the Enhancing System Security section in the
Administrator’s Guide for Avaya Communication Manager,
555-233-506.

Viewing security reports

Your system generates two types of Security Violations reports:

e SECURITY VI CLATI ONS DETAI L report — displaysthe
number of successful and failed login attempts by login ID.

e SECURI TY VI CLATI ONS SUMVARY report — displays
valid and failed access attempts, as well as security violations
for logins, authorization codes, barrier codes, and station
security codes.

Todisplay aSECURI TY VI OLATI ONS DETAI L report and seea
list of login data:
1 Typelist measurements security-violations
det ai | and presseNTER.
To display aSECURI TY VI OLATI ONS SUMVARY report:

1 Typelist measurenents security-violations
sunmary and press ENTER.
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126 Using reports to detect problems

Printing security reports

You may want to keep a paper copy of a Security Violations report to
monitor security trends for a specific time period.

Toprint aSECURI TY VI OLATI ONS SUMMARY report to the dave
printer associated with the administration terminal:

1 Typelist measurements security-violations
sumary print and presseENTER.

Toprint aSECURI TY VI OLATI ONS SUWMMARY report to the
system printer:

1 Typelist measurenents security-violations
sunmary schedul e and presSeENTER.

The system prompts whether you want to print the report
immediately or scheduleto print it later.

2 Typetheappropriate Pri nt | nterval andpresSENTER to
send the report.

Clearing security reports

Once you review the security measurement reports, you may want to
clear the current measurements and reset the Count ed Si nce field.

To clear measurements for security violations and reset the counter:

1 Typecl ear neasurenents security-violations
and press ENTER.
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Keeping
records

Paper

Record keeping plays avita role in system administration. Your
records should provide a current status of what hardware and features
are installed on your system. Your records also help you determine
which phone features are available for your users.

Whether you are the administrator of a new or existing switch, follow
your own company policy concerning keeping records. We have
included the information below only as a guide. Our list contains
different types of information for you to consider, but you need to
determine which method of record keeping works best for you and
your organization.

records

Your switch keeps an electronic record of your system configuration
and any changes you make.

A common method for keeping paper records is to print copies of
forms and reports so you have backup copies of theinformation stored
on your system. If you use this method, be sure to keep the copiesin a
safe and easy-to-access location.
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128 Paper records

If youendal i st ordi spl ay command with the command
pri nt, the system prints a paper copy of the selected list or display
form to the slave printer associated with the administration terminal.

For example, to print alist of stations that are currently administered
on your system, complete the following steps at the command prompt:

1 Typelist station print andpresSENTER.

0 NOTE:

To print aform or report to the system printer, end al i st or
di spl ay command with theword schedul e. The system
then prompts you to select to print immediately or schedule
printing.

For more information about generating reports, refer to the Avaya
Communication Manager Little Instruction Book for advanced
administration, 555-233-757, or to the Reports for Avaya
Communication Manager, 555-233-505.

System information

You should keep current copies of each of the following system lists
inyour records. If you ever need to replace information because of a
system failure, these lists help Avaya rebuild your system.

Use the following commands to print general system lists, and save
these lists as your paper records:

« display dialplan anal ysis print — printsyour
dial plan analysistable

e« display dialplan paraneters print — prints
your dia plan parameters
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e display system paraneters custoner-
opti ons print — printsthe current software version and
shows which features have been enabled on your system

e« display systemparaneters features print
— prints the parameter settings for features on your system

e display feature-access-codes print —prints
the current feature access codes by feature

e |ist configuration all print — printsyour slot
and port assignments

e |ist extension-type print —printsinformation for
each extension on your system

e |ist station print — printsinformation for each
station on your system

 list data print — printsinformation for each data
module on your system

e list type group print —wheretype canbe
replaced with hunt, trunk, pickup, and so on. Prints parameters
for the specified group.

 list coverage path print — printseach defined
coverage path and each of the coverage points

In addition to the above reports, you may want to periodically print
other lists, traffic reports, or security reports to monitor the use of
your system.
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130 Paper records

Specific extension information

You'll probably want to keep both system and individual extension
records. To keep extension records, print acopy of the station form for
each extension. For example, to print a station form for

extension 4567:

1 Typedi splay station 4567 print and presSeENTER.

As another example, to print a station form for data module 5567:

1 Typedi splay data 5567 print and presSENTER.

Other information

You may find that you want to keep track of information that is not
stored on the system and is specific to your company, such as:

« switch locations and handles (names)

e groups of extensions you've reserved for certain departments
or types of lines

* login names and privileges

e customized soft-key assignments

Basically, you can track whatever information is appropriate for your
company. And you can decide whether you want to keep just paper
copies or perhaps design a computer database to track all your system
information. It is up to you.

Remember that the better records you keep, the better ableyou'll beto

solve problems, reconstruct information, and make the best use of the
features on your system.
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Preparing to contact Avaya

Do you need to call Avayafor additional information or helpin
solving a problem?

If you do, please have the following information handy. This helpsthe
person taking your call find the answer to your question.

* Your installation location ID (also called your IL)

(Writeyour IL number here for easy reference)
e Your name
* Your phone number (in case we need to call you back)
* Your company’s main listed phone number

e Thetask you want to accomplish, complete with all the
numbers involved in the task (for example, extensions or
phone numbers, trunk group numbers, phone types, or report

types)

Once you gather the information you need, refer to the section How to
get help on page 22.
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Notes
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Index

A

AAR. See Automatic Alternate Rout-
ing (AAR)
abbreviated dialing, 71
access, remote, 89
accessing the system, 26
ACTR. See Automatic Customer Tele-
phone Rearrangement (ACTR)
adding
area codes, 99
extension ranges
Communication Manager, 39
software release R10 or
earlier, 46
feature access codes
Communication Manager, 39
software release R10 or
earlier, 46
phones, 49
prefixes, 99
address/location designation
circuit packs, 17
media modules, 17
admonishments, 18
alias, 56
announcement board circuit packs, 30
announcements, saving, 30
answering
backup, see call coverage
shared, see pickup groups
area codes, adding, 99
ARS. See Automatic Route Selection
(ARS)
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assigning
coverage paths, 80
logins, 112
ringing, 91
attd code, 35, 42
AUDIX, 25
Automatic Alternate Routing (AAR), 95
Automatic Customer Telephone Rear-
rangement (ACTR), 63
Automatic Route Selection (ARS), 95
partitioning, 104

Avaya support Web site, 22

B

backup answering, see call coverage
backups, translations, 30
Basic Call Management System
(BCMS), 25

books

how to order more copies, 21
bridged call appearance, 90
buttons

call appearance, 90

feature, 54

help, 16

programmed, 47

C

cabinet, definition of, 17
Call Accounting System (CAS), 25
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call appearance, 90
Call Coverage
advanced, 83
redirecting calls to an off-net
location, 83
call coverage, 77
Call Detail Recording (CDR), 25, 122
call forwarding, 76
Call Management System (CMS), 25
calling Avaya, 131
CAS. See Call Accounting System
(CAS)
CDR. See Call Detail Recording (CDR)
changing
Feature Access Codes (FAC), 47
feature buttons, 58
logins, 117
paths, see call coverage
phones, 63
routing, 99
circuit pack codes, 17
Class of Restriction (COR), 89, 96,
122
Class of Service (COS), 76, 89
CMS. See Call Management System
(CMS)
commands
add abbreviated-dialing group, 71
add coverage path, 78
add coverage time-of-day, 81
add login, 113
add pickup-group, 74
add station, 53
change ars analysis, 100, 102
change authorization-code, 103
change coverage path, 87
change coverage remote, 86
change dialplan, 45, 46
change dialplan analysis, 38, 39
change feature-access-codes, 47
change login, 118
change password, 116
change permissions, 114
change station, 54, 72, 80, 82, 90

change system feature, 70

commands, (continued)
change system-parameters
security, 124
change telecommuting-access, 89
display coverage sender group, 80
display dialplan, 45
display dialplan analysis, 38
display feature-access codes, 88
display station, 55
display system-parameters
maintenance, 29
display time, 28
duplicate station, 55
list ars route-chosen, 99
list bridge, 93
list call-forwarding, 77
list configuration station print, 52
list configuration stations, 50
list cor, 107
list measurements security-
violations, 125
logoff, 31
save announcements, 31
save translation, 29
set time, 27
status station, 77
Communication Manager
adding feature access codes, 39
dial plans, 34
adding extension ranges to, 39
displaying, 38
modifying, 38
sample system running, 24
connecting phones, 53
COR. See Class of Restriction (COR)
COS. See Class of Service (COS)
coverage answer group, 82
coverage paths
assigning, 80
creating, 78
remote, 85
time-of-day, 81
customizing phones, 61
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DAC. See Dial Access Codes (DAC)
dates, system, 27
detecting problems, 122
Dial Access Codes (DAC), 37, 44
dial plans
adding extension ranges
Communication Manager, 39
software release R10 or
earlier, 46
adding feature codes
Communication Manager, 39

software release R10 or
earlier, 46
Communication Manager, 34
displaying

Communication Manager, 38
software release R10 or
earlier, 45
first digit table, 42
modifying
Communication Manager, 38
software release R10 or
earlier, 45
multi-location, 40
software release R10 or earlier, 41
understanding, 33
directed call pickup, 75
displaying dial plans
Communication Manager, 38
software release R10 or earlier, 45

E

extensions, 37, 44, 52
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F

FAC. See Feature Access Codes
(FAC)
Facility Restriction Level (FRL), 96, 97
Feature Access Codes (FAC), 38, 39,
44, 46
feature buttons, 54, 58
forms, 15
Abbreviated Dialing List, 72
ARS Digit Analysis Table, 96, 100
ARS Route Chosen Report, 100,
106
Authorization Code - COR
Mapping, 104
Class of Restriction, 108
Class of Restriction
Information, 108
Command Permission
Categories, 115, 116
Coverage Path, 79, 82, 87
Date and Time, 28
Dial Plan Analysis Table, 35
Dial Plan Record, 42
Duplicate Station, 56
Feature Access Codes, 88
Feature-Related System
Parameters, 70
Login Administration, 113
Partition Routing Table, 107
Password Administration, 117
Pickup Group, 75
Remote Call Coverage Table, 86
Save Translation, 30
Security-Related System
Parameters, 124
Station, 54, 73, 91 to 92
System Configuration, 51
System Parameters -- Call Cover-
age / Call Forwarding, 76, 84
Terminal form for login, 27
Time of Day Coverage Table, 81
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FRL. See Facility Restriction Level
(FRL)

G

group answering, see pickup groups

H

help
buttons, 16
numbers to call, 22
how to use this book, 15

information, system, 128

K

keeping records, 127

|

L

last number dialed, 39, 46
logging in, 26

logging off, 31

logins

assigning, 112
changing, 117
permissions, 114
requirements, 112

system security, 119

M

message line, 16
miscellaneous code, 45
modifying dial plans
Communication Manager, 38
software release R10 or earlier, 45
multi-location dial plans, 40

O

off-net, see coverage path, remote

=

parameters, system, 69
partitioning, Automatic Route Selection
(ARS), 104

passwords, 26, 112, 116
permanent backups, 29
permissions, login, 114
phones

adding, 49

alias, 56

analog, 25, 51, 91

changing, 63

connecting, 53

customizing, 61

digital, 25, 91

duplicate, 55

hybrid, 25

IP, 25

IP screenphone, 71

IP softphone, 49, 71

ISDN, 25

removing, 65

swapping, 63

upgrading, 62
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pickup groups, 74

port address, 51
prefixes, adding, 99
problems, detecting, 122
programmed buttons, 47

R

records, keeping, 127
redirecting

calls to an off-net location, 83
redirecting calls, see call coverage
remote access, 89
remote coverage paths, 85
removing phones, 65
reports, security, 125
ringing, assigning, 91
routing, changing, 99

S

SAT. See System Access Terminal
(SAT)
saving
announcements, 30
permanent backups, 29
temporary changes, 29
translations, 29
screens, see forms, 15
security
concerns, 18
hotline, 111
passwords, 112
reports, 125
violations, 89
notification, 123

shared answering, see pickup groups
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software release R10 or earlier dial
plans, 41
adding extension ranges, 46
adding feature access codes, 46
displaying, 45
modifying, 45
speed dialing, see abbreviated dialing
status line, 16
swapping phones, 63
system
access, 26
parameters, 69
time and date, 27
System Access Terminal (SAT), 24
system information, 128
system security
logins, 119
system, definition of, 17

T

TAC. See Trunk Access Codes (TAC)
telecommuting, 88
temporary changes, 29
Terminal Translation Initialization
(TTI), 63
terminal type, 26
time, system, 27
time-of-day coverage path, 81
toll fraud, 18, 118
trademarks, 19
translations
backups, 30
saving, 29
Trunk Access Codes (TAC), 37, 44
TTI. See Terminal Translation Initial-
ization (TTI)
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U

upgrading phones, 62
UUCSSpp designation, 17

Vv

violations, security, 89
voice terminals, see phones

w

Web sites
Avaya support, 22

X

XXXVSpp designation, 17
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