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Abstract

These Application Notes describe the steps for configuring a SIP trunk between Avaya IP
Office R7.0 and Cisco Unified Communications Manager (CUCM) Release 8.6.2.
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1. Introduction

Session Initiation Protocol (SIP) is a standards-based communication protocol capable of
supporting voice, video, instant messaging and other multi-media communication. These
Application Notes will outline a solution for using SIP as a trunking protocol between
Avaya IP Office and Cisco Unified Communications Manager.

2. Overview

The sample network shown in Figure 1 consists of two IP PBX systems each belonging
to a different domain with its own dialing plan. The Avaya IP PBX system consists of
Avaya IP Office system capable of supporting a variety of Avaya 1100 Series SIP
Telephones, Avaya 1600 Series IP Telephones along with digital and analog phone/fax
stations. The Cisco IP PBX system consists of Cisco Unified Communications Manager
(CUCM) supporting Cisco SIP and SCCP stations along with analog fax station through
the use of an optional Cisco V(G248 gateway (not shown). A SIP trunk is configured
between Avaya IP Office and CUCM to support calling between the Avaya and Cisco IP
PBX systems. With the use of the SIP trunk trans-coding, media and protocol
conversion, calls between any 2 telephones are supported in this sample network
regardless of whether they are between SIP, H.323, digital, SCCP or analog stations.

3. Configuration

Figure 1 illustrates the configuration used in these Application Notes. All IP telephones
in the 192.45.2.0/24 1P network are registered with Avaya IP Office and use extension
2xx. All IP telephones in the 10.80.60.0/24 IP network are registered with CUCM and
use extension 720-567-8xxx. A single SIP trunk was configured and connected between
Avaya [P Office and CUCM. All inter-system calls are carried over this SIP trunk.
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Figure 1: Sample Network Configuration
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4. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration:

DEVICE DESCRIPTION VERSION TESTED
Avaya IP Office 500v2 7.0(232702)
Avaya [P Office Manager 9.0(5)
Avaya 1618 IP Telephone (H323) 1.30
Avaya 9630G IP Telephone (H323) 3.186a
Avaya 1408 Digital Telephone n/a
Avaya 1140eSIP 04.01.13.00
Cisco Unified Communications Manager 8.6.2.20000-2
Cisco 7975 Unified IP Phone (SIP) 75.9-2-1S
Cisco 7965 Unified IP Phone (SCCP) 45.9-2-1S

5. Configure Cisco Unified CM

This section describes the SIP Trunk configuration for CUCM as shown in Figure 1.
Fields left using default values are not highlighted. It is assumed that the basic
configuration needed to support the VG248 gateway (needed for analog phone and fax
support) and support for Cisco IP telephones has been completed. For further
information on CUCM, please consult Section 10, References [3]-[7].

5.1. Login to Cisco Unified CM Administration

Open Cisco Unified CM Administration by entering the IP address of the CUCM into the
Web Browser address field, and log in using an appropriate Username and Password.

alhnl,  Cisco Unified CM Administration YEVIERIEE Cisco Unified CM Administration v NGO

cisco For Cisco Unified Communications Solutions

Username

Cisco Unified CM Administration o

Login Reset

Copyright © 1999 - 2011 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of
Cisco cryptographic products does not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and users
are responsible for compliance with U.5. and |local country laws. By using this product vou agree to comply with applicable laws and regulations. If you are
unable to comply with U.S. and local laws, return this product immediately.

A summary of U.5. laws governing Cisco cryptegraphic products may be found at our Export Compliance Product Report web site.

For information about Cisco Unified Communications Manager please visit our Unified Communicaticns System Documentation web site.

For Cisco Technical Support please visit our Technical Support web site.
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5.2. Add a SIP Trunk Security Profile

Select System = Security Profile > SIP Trunk Security Profile from the top menu
then click Add New to add a new SIP Trunk Security Profile.

alimlin  Cisco Unified CM Administration Navigation
cisco

For Cisco Unified Communications Solutions T e Sear

System »+  CallRouting +  hiedia Resources +  Advanced Festures - Device = Application »=  User Management = Bulk Administration +  Help -

Find and List SIP Trunk Security Profiles

EEH Acld Mewy
SIP Trunk Security Profile
Find SIP Trunk Security Profile where | Name | begins with |[ Clear Filter ] E]
Mo active query, Please enter your search criteria using the options above,
Add New

The following is a screen capture of the SIP Trunk Security Profile used in the sample
network. The following values were used in the sample configuration:

e Name A descriptive name for the profile

e Device Security Mode “Non Secure” indicates unencrypted SIP signaling

e Incoming Transport Type  “TCP+UDP” indicates CUCM will listen for both
protocols

e Outgoing Transport Type “TCP” indicates CUCM will only use TCP to
initiate SIP signaling

e Incoming Port “5060”. Typical value for UDP and TCP SIP
Signaling
e Accept Presence Subscription Enable

e Accept Out-of-Dialog REFER **  Enable

Accept Unsolicted Notification Enable
e Accept Replaces Header Enable
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I|||I|I|I Cisco u"ified CH Administration MNawigation Cisco Unified CM Admini:

CIsCo

For Cisco Unified Communications Solutions

ccmadministrator Search Documentation

System « CallRouting + Media Resources » Advanced Featurez - Device = Application +  User Management -+  Bulk Admir

SIP Trunk Security Profile Configuration Related Links:

H Save

— SIP Trunk Security Profile Information

|Name* |SIP Trunk to IPC 7.0 | |
Description | |
Device Security Mode | Mon Secure V_l
Incoming Transport Type* |-|-Cp+u|:|p vl
Qutgoing Transport Type |TCP Vl
[lEnable Digest Authentication
Nence Validity Time (mins) ¥ |5:: |
X.509 Subject Name | |
Incoming Port* 5060 |

[1Enable Application level authorization

Accept presence subscription
Accept out-of-dialog refer**

Accept un=olicited notification

Ac:c:ept replaces header

[ Transmit security status

O Allow charging header
SIP W.150 Qutbound SDP Offer Filtering® [ e Default Filter

b
Click Save to commit the configuration.
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5.3. Create a SIP Trunk

Select Device = Trunk from the top menu then click Add New to begin adding a new
SIP trunk.

almliy  Cisco Unified CM Administration Mavig

cisco For Cisco Unified Communications Solutions

ccmadministrator

System »  Call Routing +  Media Resources »  Advanced Festures «  Device = Application »  User Management = Bulk Administration = Help

Find and List Trunks

Ell} Aelc] hewy

Trunks
Find Trunks where | Device Mame * | begins with vl |[ Clear Filter ] E]
| Select itemn or enter search text v|
Mo active query, Please enter your search criteria uzing the options above,

Select SIP Trunk as the Trunk Type and the Device Protocol field will automatically
change to SIP. Click Next to continue.

wlialin Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

Swystem » Call Routing - Media Resources - Advanced Features - Device - Application -

Trunk Configuration

— Trunk Information

Trunk Type* | SIP Trunk |
Device Protocaol ™ | =IP vl
Trunk Service Type® | Mone(Default) V|

=

@ *_indicates reguired itern.
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Enter the following information for the SIP Trunk.

e Device Name A descriptive name/identifier for the SIP Trunk.
(Make sure there are no spaces in the device name).
Description Additional descriptive information about the SIP Trunk
e Device Pool Select Default
e Media Termination
Point Required This will cause CUCM to include SDP information in its

initial SIP Invite message.

aluilin  Cisco Unified CM Administration Mavigation [RSIEI
€I5€@  E Cisco Unified Communications Solutions

System w» Call Routing »  Media Resouwrces »  Advanced Features » Device = Application »  User bk »  Bulk Admini ion +  Help

Trunk Configuration Related Lin

BS&HE xl}ele‘be %'Rﬁet #MNH

— Device Information
Product: SIP Trunk
Device Protocol: sSIp
Trunk Service Type MaonelDefault)
Device Mame® |51P_ta_tPO_7.0 |
Description [Direct 51P Trunk to 1PO 7.0 |

Device Pool® Diefault W
Coemmen Device Cenfiguration = Mone = W

Call Classification® |USE System Default Vl
Media Rescurce Group List |MRGL i Vl
Location® |Huh_N0nE Vl
AAR Group |< Mone = Vl
Tunneled Protocal ® |NDI1E Vl

QSIG Wariant® 2 Cha

ASN.1 ROSE OID Encoding® o Chanaes

Packet Capture Mode® |NDI1E Vl

Packet Capturs Duration ||:| |

I [“] Media Termination Point Required I

[v] Retry Video Call as Audio
Path Replacement Support
[ Transmit UTE-8 for Calling Party Mame

Transmit UTF-28 MNames in Q5IG APDU

O unattended Port

[ srTE Allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end te end security. Failurs to do so
infermation,
Cansider Traffic an This Trunk Secure® When einn hath cBTD and TS

Route Class Signaling Enabled® |DE‘Fau|t V|

Use Trusted Relay Point® |DE‘FEIJ|1: V|

[l pSTN Access

CJRun on &ll Active Unified CM Modes
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Scroll down to the section titled SIP Information and fill in the fields as indicated

below.
o Destination Address IP Address of IP Office
e Destination Port Port 5060 is typically used for TCP and UDP SIP

signaling
e SIP Trunk Security Profile Use the Security Profile defined in Section 5.2
e DTMEF Signaling Method Select RFC2833.

— SIP Information
Destination
[ pestination Address is an SRV
Destination Address Destination Address IPwE Destination Port
1* [10.80.100.130 | | B | =]
MTP Preferred Originating Codec® |?llu|aw vl
®
Presence Group |Standard Presence group Vl
|EIPTrunk Security Profile® S1P Trunk te IPO 7.0 P |
Rercuting Calling Search Space = None > v
Cut-Of-Dialeg Refer Calling Search Space | = None * vl
SUBSCRIBE Calling Search Space | < Mane > v/
®
SIP Profil= |5tandard SIF Profile Vl
DTMF Signaling Method ® |H,=C2833 v|

Click Save to complete.

Following screen will appear and click OK.

Message from webpage

! The configuration changes will not take effect on the trunk until a reset is performed. Use the Reset bukton ar Job
) Scheduler bo execute the reset,

Follow the instructions from Section 10, Reference 5 and perform a reset for the Cisco
Call Manager.
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Create a Route Pattern
Select Call Routing - Route/Hunt = Route Pattern then click Add New to add a new
route pattern for extension 2xx which are for telephones registered with Avaya IP Office.

Maw

alal,  Cisco Unified CM Administration

cisco f e icati n
For Cisco Unified Communications Solutions crenmEalTe e

Syatern +  Call Routing = Media Besources »  Sdvanced Festures »  Device »  Application +  User Management »  Bulk Administrstion = He

Find and List Route Patterns

Ell} A Mew

Route Patterns

Find Route Patterns where | Pattern ~ | begins with | » |[ Clear Filter ] E

Mo active query, Please enter your search criteria using the options above,

The following screen shows the route pattern used in the sample network. The route
pattern 2xx will cause all 3-digit calls beginning with “2” to be routed to the SIP Trunk
defined in Section 5.3. Click Save to complete.

whali  Cisco Unified CM Administration REREELLLY Cisco
cisco For Cisco Unified Communications Solutions

System » Csll Routing »  Medis Resources »  Advanced Features »  Device »  Applicstion »  Ussr M v  Bulk Administration w Help

— Pattern Definition

|Ruute Pattern™® |2}O( | |
Route Partition |=: Mone = V-l
|D|=_-scriptiun fre PO R7.0 | |

Mumbering Plan Mot Selected --

Reoute Filter = Mone =

MLPP Precedence® |DE'Fa|.|It vl

DAppIy’ Call Blacking Percentage | |

Rescurce Pricrity Mamespace Metwoerk Domain | < Maone = Vl
Routs Class*® | Default vl
| Gateway/Route List® | SIP_to_IPO_7.0 Vl | Edit) |
Route Option ) Route this pattern
) Block this pattern | Mo Error Vl
Call Classification™® |Uﬁ'|'\|et v|

[ allow Device Override Provide Outside Dial Tone [ &llow Crwerlap Sending ¥ Urgent Priarity

[ Require Farced Authorizaticn Code

Authorization Level® |IZ| |

| Require Client Matter Code
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Following screen will appear and click OK.

il NEDDdee

9P The Autharization Cade will nok be activated,
\t/ Press QI if wou want ko proceed and activate it at a later time,
Press Cancel and check the Force Authorization Code checkbox if wou want o ackivate it now.

[ 8] 4 ] [ Cancel

Following screen will appear and click OK.

Message from webpage

L] E any update to this Route Pattern automatically resets the associated gateway or Route Lisk
"

6. Configure Avaya IP Office

This section describes the SIP Trunk configuration for Avaya IP Office as shown in
Figure 1. It is assumed that the basic configuration has been completed and Avaya IP
Office is accessible from the network. Begin by connecting to the Avaya IP Office using
the Avaya IP Office Manager and log in using an appropriate User name and Password.
Fields that need to be configured are highlighted, all other fields are left with their default
value. For further information on Avaya IP Office, please consult Section 10: Reference

[1].

6.1. Verify SIP License

Select License = SIP Trunk Channels from the left panel menu and verify that there is
a valid SIP Trunk Channel license and the quantity. If a required feature is not enabled
or there is insufficient capacity, contact an authorized Avaya sales representative to make
the appropriate changes.
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"] Avaya IP Office R7 Manager Test Room 1 [ 7.0{232702]] [Administrator(Administrator)]

File  Edit Miew  Tools  Help

Test Room 1 7 Licence = SIP Trunk Channels i J

i 5-4ARE Al 28
IP Offices = SIP Trunk Channels

~ &y, Phone Manager Pro IP Audic & [ | |jcences |
B, Power User

- %2 Preferred Edition (YoiceMail | Licence Key | INOVEMAVYYREYE_TISNOLWACH Adghs
By, Preferred Edition Additional
g, Preferredjadvanced to Bran Licence Type |SIP Trunk Channels

@y, Proactive Reporting

% RAS LRQ Support (Rapid Re:
% Receptionist Instances |255
o g, Report Wiewer
"W - Trnk Channels
Wy, Small OFFice Editian YCM {ch
& Small OFfice Edition iFi

- B Small Site Software |Jpgrade
o EAFruzea |mme sda 68

|
|
Licence Status |Va|ic| |
|
|

Expiry Date |Never

6.2. Obtain LAN2 IP Address

From the configuration tree in the left pane, select System to display the IPOS00V2
screen in the right pane. Select the LAN2 tab, followed by the LAN Settings sub-tab in
the right pane. This IP Address is used in Section 5.3 to configure SIP Trunks.

Note: The LAN1 IP Address is used for the LAN port of the IP Office control unit. The
LANTI interface was used to connect the Avaya IP Office to the enterprise site [P
network. The LAN1 interface configuration is not directly relevant to the interface with
the Cisco Call Manager, and therefore it is not described in these Application Notes.

WHU; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 24
SPOC 1/16/2012 ©2012 Avaya Inc. All Rights Reserved. CUCMSIPO7SIPtk



| IP Offices @ Test Room 1

& R BoOTP (3) A | System | Lamt I LAMZ |pMS | Moicemail | Telephony | Directory Services | System Events
B Operatar (3 . - = — —- — . 1
& %8y Test Room 1 I LAM Settings |lyolp Metwork, Tu:upu:ulu:ugy__
] | T L —— e —————
Py . IP Address [10 . 80 . 100 . 130 |
: %23 Test Room 1 L |
=4 Line L5 IP Mask. B
AT L
T2 == Primary Trans, IF Address | 0 0 0 0 |
4 2 o : ,
ot Firewall Profile | <Mone> \:|
o RIP Mode [Mane v |
[ Control Unit (3) — —— — —
[+ 48 Extension (23) [] Enable MaT
g User (19 R
200 =
- % HuntGroup (17 Mumber OF DHCP IP Addresses I _‘.’._I
#- 8% Short Code (53] DHCF Maode
& @ servEE ) i) Server i Client ) Dialin () Disabled
H-ail; RAS (1)
[+ @ Incoming Call Rout

6.3. Configure Network Topology

From the configuration tree in the left pane, select System to display the IPOS00V2
screen in the right pane. Select the LAN2 tab, followed by the Network Topology sub-
tab in the right pane. Configure Firewall/NAT Type to “Open Internet”. Configure
Binding Refresh Time to “5”. Click OK.

Swskem || LAMI IL-‘:'-|"'-|2 |DNS Yoicemail | Telephony || Directary Services | System Events | SMTP || SMDR | Twinni 4 *

LAN Settings || VoIP INetWDrkTDpnlnw |

Metwark Topology Discovery

STUN Server IP Address | 69 . 90 . 168 . 13 | STUM Port 478 &

Firewal/MAT Type |O|:uen Internet L |
Binding R.efresh Time 5 =

(seconds) b

Public IP Address 0 1] 1] 1]

Public Port Foun ST Zancel

[ ] Run STUN on startup
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6.4. Create a SIP Line

Select Line from the left panel menu and then right-click and select New = SIP Line to
create an SIP line to CUCM.

In the SIP Line tab, enter the following

ITSP Domain Name: Enter the domain name. “avaya.com” was used in
the sample configuration.
e Call Routing Method: Select “To Header” from drop down menu
- & BOOTP (3) * ransport SIP URI|MaIP || T38 Fax| SIP Credentials|
g Operator (3) — - - —
=)-=% Test Room 1 Line Mumber |17 £
= System (1) ; = !
w2 Test Room 1 ITSP Ciomain Name | avaya.com | In Service
214 )'#';31(5) Use Tel URI il
Fi2 Prefix ' | Check0os
I.j i Mational Prefix U Call Routing Method fT_o H@a__der |
. I, I Criginatar nuriber For S —
- :Z!ontlrzl Lt (3) Couriry Code | forwarded and twinning calls |
-y Extension (23) International Prefix fUD

W-f User (19)

e 1:! HunkGroup (1) Send Caller ID Mone v

- @) Short Code (63) Association Method | By Source IP address v
@ Service (0) :

-l RAS (1) REFER. Support

& § Incoming Call Route (1) Freorg [&ia =~

#8) wanPort (0) ;
o Directary (0 Qukgaing Auta o |
£ Time Profile (0) T T

In the Transport tab, enter the following
e ITSP Proxy Address: Enter the IP address of CUCM.
“192.45.130.100” was used in the sample
configuration. (Administrative screens is

not shown)
e Layer 4 Protocol: Select “TCP” from drop down menu
e Send Port: Select “5060” from drop down menu
e Use Network Topology Info: Select the LAN port from Section 6.2
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SIP Line| Transpart [SIP URI|WoIP | T38 Fax| SIP Credentials

ITSP Proxy Address  |192,45,130.100

Metwark Configuration

Layer 4 Protocol TP w Send Port  |S060 s
IJse Metwork Topology Info |LAM 2 w

Explicit DMS Server(s) | 205 . 171 . 3 . &5 ||205 . 171 . 2 . &5

Calls Route wia Reqistrar

Separake Regiskrar

In the SIP URI tab, select Add button and enter the following:

e Local URI:

Select “Use Internal Data” from drop down menu

e Contact: Select “Use Internal Data” from drop down menu
e Display Name: Select “Use Internal Data” from drop down menu
¢ Incoming Group: Enter the line number created above
e Outgoing Group: Enter the line number created above

Select the OK button when done.

SIF Line || Transpaork| SIP URD WaIP || T35 Fax | SIP Credentials

Channel  Groups Wia Local URI Contact  Display Mame | PAI | Credential Max Calls add...

1 17 17 1... * 3 3 3 0: «<Non... 10

2 17 17 1. M... 0 <Mon... 10 Remove

Edit...
Mew Channel
Via 10.50,100,130
[ 1

Local URI Ise Inkernal Data LY

Cankack Ise Inkernal Data -

Display Mame Ise Inkernal Data w

Al Mone w

Reqistration 0: <MNone:> b

Incoming Group 17

Oubgoing Group 17

Max Calls per Chanmel |10 -
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In the VolIP tab:
e Select Automatic Select for Compression Mode.
e DTMEF Support should be set for RFC2833.
e Select the OK button (not shown) at the bottom of the screen once all changes
have been made.

T
SIP Line| Transpart| SIP URI| YoIP |58 Fax |SIP Credentials

Compression Mode Advanced Automnatic Select w [ vep Silence Suppression

] Re-invike Supported

I
Fax Transpork Suppork Mone s
— [] use offerer's Preferred Codec
Call Initiation Timeout (s) 4 -
i ; [] codec Lockdown
DTMF Suppork RFCZ533 w

6.5. Create Outgoing Routing Entry for Calls to Cisco UCM

In the left pane, under 9NShort Codes, by default there should be a short code for 9N
that routes calls to a default ARS group called Main. These Application Notes will use
ARS to route call to CUCM. The screen capture below shows the default 9N Short Code.

IP Offices = ON;: Dial*

oz, # || Shart Cade

B a7

x o5 Code an;

B Faorkp

B *D35M Feature Dial w

93¢ *50N Telephone Mumber M

B *SkN ; ;
B 1305 mm Line Group Id 50: Main L

B¢ 3030 T :
A% GM: Locale v

Force Account Code [

1. Select ARS = Main from the left panel menu, and then click on Add to create a new
Code entry to route calls to CUCM. Note: 50:Main is the default Line Group Id for
ARS.
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T -

B fa Ll IRV
B Y5
= -] ARS A K L] Sacorodary’ Diad bara
Rl
o e Bk Wy L =
B T
B T [l [uedry Tare Sashern Dl [4) 2 =] ok L il Bt
B Y7 i
| R Ll
B iR InSaaE =] R o S Rl e e ar

B
B =57
= R
T hihi] Torw Profia e Tk of Hourn R Mo w
B TEEH

B “30H |-

B "3
T ] Code Tadaphore Hursber Faalurn Line Group L2y E

B NESESs iRy iH Cand i 1]
B g Wk N =S5 ] o
B 2y S ] H Casd m) i7 I
Sevios 00 [ [ ILERRG Dl (4
B EA5i1] ] WG], [0 57 [asd iT
i N [rapormineg Coll B 113 TR TIDSETHOGN D A, L. L Coad 1T
WPt (0]
i ety (1
L3 T Profils [0 |.
& il Feewelprofis |13
o [l (PR A
i o Gode [0 l
- Lot [74) |
W Turred 001
& By UrRighis (0 il He ¥
W o Seredann (00
= " @RSl
501 Fen

2. Enter the appropriate information for the Code entry. The following screen capture
shows a portion of the Cisco dialing plan “720567” is being used as part of the Code.
The Telephone Number is composed of the called phone number appended with “@”
and the CUCM IP Address. Line Group ID created in Section 6.4 will be used to
send out the call.

Mew Short Code

Code | 7208567N; |

Feature Dial v|
Telephone Mumber | 720567N"@192.45.130100" |
Line Group 1d |1? "’|
Locale | 3

Force Account Code o
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6.6. Create Incoming Routing Entry for Calls From Cisco UCM

1. Select Incoming Call Route from the left panel menu and then right-click it and
select New (not shown) to create a new Incoming Call Route. Under the Standard
tab, select the Line Group number created in Section 6.4 in the Line Group Id field.
The following screen shows the setting used in the sample network.

IP Offices B 17
= K BOOTP(3) Standard | woice Recording | Destinations
& -',:'r Dperator (3 | L =
545 Test Foom 1 | Bearer Capability |_F_\n}.:‘v'o|ce o
il <Ry Systsm (1) ‘ Line Group Id |1? W i
%20 Tesk Room 1
=4 Line (5} Incoming Murnber ! |
e
T2 Incoming Sub Address | |
AT 3
: g‘: 4 Incoming CLI | _|
-, 17 Locale | vl
[#)-=2e Cantral Unik {30
-4 Extension (23) Priority 1-Low v
Ei-ﬁ User (19} i | .
-4 HuntGroup (1) = |
=@ Shart Cade (53] Hald Music Source | Syskem Source v '
! @ Service (0) Bl |
-

2. Under the Destination tab, enter ““.” as the Default Value. The “.” indicates the
incoming call can be routed to the extension specified by the caller. The following
screen shows the setting used. Select the OK button when complete.

Standard || Yoice Recordingl Destinations |

TimeProfile Destination Fallback Extension
4 | Default Value [ w v
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7. Verification

The following steps may be used to verify the configuration:

1. Call and trunk status (among other things) can be monitored using IP Office
System Status. From IP Office Manager select the File menu - Advanced =
System Status. Log in with appropriate credentials.

¥} IP Office R7 System Status

AVAyA IP Office System Status

Help: Exit  Abouk

Online [&Ffline

Logon

Control Unit IP Address: [EEERE SR
Services Base TCP Port: g3sl=iaps
Local TP Address: RINdint=10s

User Name: FELIREERRS St 1.1

Password:

H Auto reconneck
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Once logged in, in the left-pane expand Trunks and select the appropriate SIP

Trunk. In the sample c

onfiguration this is Line 17. The screen below shows 1

active call and several idle channels on Line 17.

TP Trund Channsd Licsrcas
1P Do Feabues

IP Office System Status

Paar Dorssin Hersa: P N
Aesiban] dedliess 18545 430 100
L Plusrban: 1T

gy of dednriteded Channeds c 1]

Phurdar of Chamadi in Lim: 1

st Coraprersin eajin

Shane DEpraie: off

5 Tiunk Channel Liceriss: U]

@~

FEREA rcoanandy el Dalpdna ) UPDRSTE [indonere] mrad (o]l

[Exin 22T, Piortmut posng |

s (027 |15 45, |67
e ]
AmzEa|
PRI

RIFA

== = " - L
1291 A T (S5 Al gt
1311 £ 0543 AM-I0ra
13 A E 0515 Al (0w
13101 £0515 SAMA-08Tra
11 HY S05015 Al e
15910171 & [E-A0 5 A1 N
120 HY L0505 Al e
1A 4050 T AT
13051 20503 A (e
1H1THT 40240 AM- [T Era
G s R TN
131 HT 40548 A IESra

Coll Pt w10, S Coudes MAbIis0 m S, 90,

Call Pl =10, Crigimaics Shatw = Cisling, T = Lies, Dadtirasion Siale = Saoed, Tvpe = Terpel Lixd

Lingsm 17, Clisrwedd m ] S0P hbsgunces w bvales, Gl o o 10, Cognion = Froi Sestoh, Fiods = 220Grenms oody, 10 T00EED B0Gy
Lra= 17, Chamal =1, 5F arosge » Feaporas, Cel Fel = 10, Cieclian = Ta Swilch, From = ZE@ersrpe.com, To= FSTEETEL
ol Pt w0, Cwgurentnr St w [laling Tigss = Ly, [atinalon Saks w Caling, Type = Trand

Lirm= 17, Thevel = 5P Kacesga = Poaperas, Call Bai =10, Drscian = Ta Swich, From s 2000raree oo, Toe JEETBOD
ool Pl w10, bt Lingm 1T, Chearingd =1

Cull Bl =110, Orignator Shads = Argheck, Type = Lizer, Desinston Sishs = Oulkgang Abring, Ty = Trunk

Lingtm 17, Chuwwesd w || S8 binnsags o Resgoras, Gl Bl w0, Canoin = T Switoh, Frodys 20 Doy, Tos TOSEN RO
Lirw= 17, Chernad = 1 5F Kazcaga = Ak, Cull Barl = 11, Cerecion = Frams Swich, From = 2508 rsrps con, Tos T20SETDO0GE
Gl Foerd w 1) cvgarentnn Saaie o Corirescien, Type = Ly | Debinesbion Siabe = Cormsoied, Type= Tnnk

Coll Pt = {1, Afceserad  Lins =17, Chanrsi = 1

|
|| Tracs || P

|| Py | Prirk... || Srea ... |
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2. From the computer where IP Office Manager is installed, select Start >
Programs - IP Office = Monitor to view Avaya IP Office debugging
information. The following is a screen capture of the sysMonitor window.

£ Avaya IP Office R7 SysMonitor, - [STOPPED] Monitoring 192.168.2.50 (Test Room 1); Log Settings - ... E]@|E|

File Edit Wiew Filters Status Help

= ~gm x z ¥==

FREXEXELEY Warning: Logging to Screen Started FFrdadasss
759467780 5IP Bx: UDP 192.168.2.106:5060 ->= 192.168.2.50:5060

BEGISTER zip:awava.com: 5060 S3IPS2.0
¥ia: SIP/2.0/UDPF 192.168.2.106:5060;branch=z%hG4bK73523406eealflsda
Max-Forwards: 70
From: <sip:2ZZlfavaya.coms;tag=5939£254el
To: <zip:221l@avaya. coms
Call-TDh: &655d438351lbe0sa’y2
C3eq: 32261 REGISTER
Accept-Encoding: nt-im-1.0
41llow-Events: wig-rtcpxr,dialog
Contact: <3ip:221[@192.168.2. 106>
Expires: S6400
Supported: path
Oser-agent: Awaya IP Phone 1230 (3IPl:=x0.04.01.13.00)
¥-nt-GUID: S551626COZ3F7
Allow: INVITE, ACE, OPTICON3, CANCEL, BYE, RFEFER, INFO, ME3SAGE, HOTIFY, UPDALTE
Content-Length: 0O v
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3. The Cisco Real Time Monitoring Tool (RTMT) can be use to monitor events on
CUCM. This tool can be downloaded by selecting Application - Plugins from
the top menu of the Cisco Unified CM Administration Web interface. The
following is a screen capture of the Cisco Unified Communcations Manager Real
Time Monitoring Tool showing a call being traced in real time. For further
information on this tool, please consult with reference Section 10: reference [7].
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8. Features Tested

Basic calling features are supported including Hold, Transfer, Conference and Fax Pass-
through. Supplemental features such as Call Forward All, Call Park/Unpark are also
supported by this configuration.

8.1. Known Limitations

During interoperability testing, several functional limitations were observed:

1. G.729 Codec is not supported with this solution.

2. The version of IP Office shown in these Application Notes only supports an initial
SIP Invite message that contains SDP information, which is not the default
configuration for CUCM. One way to configure CUCM to include SDP with its
initial SIP Invite message is to enable the Media Terminal Point Required
option as shown in Section 5.3.

3. A number of telephone display anomalies were observed while testing call-
transfer and call-forwarding scenarios. In several test scnearios it was observed
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that phones on both CUCM and IP Office would not update their display with the
‘connected to’ name and/or number.

4. 1P Office SIP phone displays “transfer failed” when attempt to transfer a call to
CUCM using attended call transfer. However, call was successfully transferred.

9. Conclusion

These Application Notes described the administrative steps required to configure a SIP
trunk to support calls between Avaya IP Office and a Cisco Unified Communications
Manager system.

10. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com

[1] Avaya IP Office Release 7.0 Manager 9.0, Document Number 156010011
[2]
[3] Avaya IP Office 7.0: IP Office Installation, Document Number 156010042

Product documentation for Cisco Systems products may be found at
http://www.cisco.com

[4] Cisco Unified Communications Manager Documentation Guide for Release 8.6(2)

[5] Cisco Unified IP Phone Administration Guide for Cisco Unified Communications
Manager 8.0 (SCCP and SIP), Part Number: OL-21035-01

[6] Cisco Unified Communications Manager Features and Services Guide, Release
8.0(2), Part Number: OL-21855-01

[7]1 Cisco Unified Real-Time Monitoring Tool Administration Guide, Release 8.0(2),
Part Number: OL-21722-01
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