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Abstract

These Application Notes describe the configuration steps required for Tetherfi Omni Channel
Management (OCM) Multimedia Agent Client to interoperate with Avaya Aura®
Communication Manager and Avaya Aura® Application Enablement Services (AES).

Tetherfi Multimedia Agent Client (TMAC) is a web based CTI solution. This thin client
provides a single unified CTI desktop capable of servicing Voice, SMS, Email, Chat, Video
and Social Media Channels. TMAC communicates with Avaya AES using the (Telephony
Services Application Programming Interface) TSAPI Service.

Readers should pay attention to section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use
cases are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Tetherfi Omni Channel
Management (OCM) Multimedia Agent Client (to interoperate with Avaya Aura®
Communication Manager and Avaya Aura® Application Enablement Services (AES).

2. General Test Approach and Test Results

The feature test cases were performed manually. Inbound and outbound calls were made on
Communication Manager and calls handled by agents running the TMAC. In this testing,
agents were logged in from the respective phones as expert agents. Also, inbound email were
also sent and handled by agents running the TMAC according to their skill levels.

The serviceability test cases were also performed manually by disconnecting/reconnecting the
ethernet cable on the client PC, restarting the TSAPI service on AES server as well as the
CTI link on Communication Manager.

DevConnect compliance testing is conducted jointly by Avaya and DevConnect members.
The jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces
pertinent to the interoperability of the tested products and their functionalities. DevConnect
compliance testing is not intended to substitute full product performance or feature testing
performed by DevConnect members, nor is it to be construed as an endorsement by Avaya of
the suitability or completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying TMAC for the following:

Agent in manual in or auto-in login mode, logout and failure scenarios.
Handling of incoming and outgoing calls.

Holding and resuming of calls.

Consult voice transfers as well as voice conference.

Correct status of Agent reflected on the wallboard API

Handling of email base on their skill levels.

The serviceability testing focused on verifying the ability of TMAC to recover from adverse
conditions such as disconnecting the ethernet cables on the TMAC PC and restarting of the
TSAPI service on the Avaya AES server, and CTI link on the Communication Manager.
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2.2. Test Results
All feature test cases were successfully completed.

2.3. Support
Technical support on Interlink can be obtained through the following:

e Phone: +65-31507414
e Email: info@ilinknet.com.sq
e Web: http://www.ilinknet.com.sq

3. Reference Configuration

Figure 1 illustrates a sample configuration consisting of a duplex pair of Avaya S8800
Servers, an Avaya G430 Media Gateway, Avaya AES Server and Avaya 96x1 H.323 IP
Telephones. TMAC accessed the Tetherfi OCM through browsers installed on a Microsoft
Windows 7 Professional PCs. Tetherfi OCM is installed on Microsoft Windows 2012 R2
server which communicates with the TSAPI Service on the Avaya AES Server. Microsoft
SQL 2012 was installed as the database on the same server. The Avaya 4548GT-PWR
Converged Stackable Switch provides ethernet connectivity to the servers and IP telephones.
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Figure 1: Test Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Version
Avaya Aura® Communication Manager on S8300 R6.3.12.0-SP12
Duplex Servers (R016x.03.0.124.0-22505)
Avaya G430 Media Gateway 36.14.0
Avaya Aura® Application Enablement Services R6.3.3
(6.3.3.4.10-0)
96x1 Series (H.323) IP Telephones 6.6029
Tetherfi Omni Channel Management running on 1.3.08.05
Microsoft Windows 2012 R2 with Microsoft SQL
2012 application
Tetherfi Multimedia Agent Client accessed 1.3.08.05
through browser on PC running on Microsoft
Windows 7 SP1
Table 1: Equipment/Software Validated
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5. Configure Avaya Communication Manager

This section provides the procedures for configuring Computer Telephony Integration (CTI)
links on Avaya Communication Manager. Setup of Agent Stations, Agent Login ID, VDNSs,
Hunt Groups, Trunks and Call Center features is assumed to be configured and will not be
detailed here.

All the configuration changes in Communication Manager are performed through the System
Access Terminal (SAT) interface. The highlights in the following screens indicate the values
used during the compliance test.

5.1. Configure AES and CTI Links

Avaya AES server forwards CTI requests, responses, and events between Tetherfi OCM and
Communication Manager. Avaya AES server communicates with Communication Manager
over an AES link. Within the AES link, CTI links may be configured to provide CTI services
to CTI applications such as Tetherfi OCM. The following steps demonstrate the configuration
of the Communication Manager side of the AES and CTI links.

Step | Description

1. | Enter the display system-parameters customer-options command. On Page 3,
verify that Computer Telephony Adjunct Links is set to y. If not, contact an
authorized Avaya account representative to obtain the license.
display system-parameters customer-options Page 3 of 11

OPTIONAL FEATURES
Abbreviated Dialing Enhanced List? y Audible Message Waiting? vy
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01?2 y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links?

ARS/AAR Partitioning? y Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASAI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? y DCS with Rerouting? y

Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP? y
ATMS? y DS1 Echo Cancellation? y

Attendant Vectoring? y

(NOTE: You must logoff & login to effect the permission changes.)

2. | Enter the add cti-link m command, where m is a number between 1 and 64,
inclusive. Enter a valid Extension under the provisioned dial plan in Avaya
Communication Manager, set the Type field to ADJ-1P, and assign a descriptive
Name to the CTI link.
add cti-1link 3 Page 1 of 3

CTI LINK
CTI Link: 3
Extension:| 10093
Type: |ADJ-IP
COR: 1
Name: | TSAPT Service - AES6x |
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Step | Description

3. | Enter the change node-names ip command. In the compliance-tested configuration,
the processor of the communication manager with the node-name procr was utilized
for connectivity to Avaya AES server.

change node-names ip Page 1 of 2
IP NODE NAMES
Name 1P Addre
|procr 10.1.10.230 |
procrb6 T

4. | Enter the change ip-services command. On Page 1, configure the Service Type
field to AESVCS and the Enabled field to y. The Local Node field should be set to
the procr that was configured previously in Step 3. During the compliance test, the
default port was utilized for the Local Port field.

change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote
Tyre Node Port Node Port
IAESVCS y procr 8765 I

On Page 4, enter the hostname of the Avaya AES server for the AE Services Server
field. The server name may be obtained by logging in to the Avaya AES server using
Secure Shell (SSH) and running the uname -a command. Enter an alphanumeric
password for the Password field and set the Enabled field to y. The same password
will be configured on Avaya AES server in Section 6.3 Step 2.

change ip-services Page 4 of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1:
|2: aesb6bx abcdef1234567890 y |
B

5. | Enter the save translation command to save the changes to the system. This
completes the configuration of Avaya Communication Manager.
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6. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya Application Enablement
Services. The procedures fall into the following areas:

Administer CTI User

Verify Avaya Application Enablement Services License
Administer Switch Connection

Administer TSAPI link and Verify TSAPI Service Port
Administer CTI user permission

6.1. Administer CTI User

Step | Description

access the AES Management Console web based interface. Log in to AES
Management Console using an administrative login and password (not shown)
the Welcome To OAM screen will be displayed.

1. | Launch a web browser and enter https://<IP address of Avaya AES server> to

and
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Step

Description

Select User Management - User Admin - Add User in the left pane. Specify a
value for User Id, Common Name, Surname, User Password and Confirm
Password. Set CT User to Yes. Use the values for User Id and User Password to
configure OCM in Section 7 to access the TSAPI Service on Avaya AES server.
Scroll down to the bottom of the page and click Apply (not shown).

AVAYA

Application Enablement Services
Management Console

el | User Adean | ASS User

+ AE Services

& Communicstion Manages
Intarface

Migh Availabitiey
» Licensing
» Maintesasce

+ Networking
» Security
» Status

¥ User Mamagement
Secvioe Admin
Uhver fulimie
o Add User
o Changs User Pasaward
o Lt All Usery
« Moty Default Users
« Saarch Users

Add User

Feitn marked with * con it be avpiy

ptatudin

* Lser 14 |Tathark

* Comman Name Tethedt

* Bumame Tothert

“ Unar Pussword [vesvsssnene
L2

¥ Confem Pusamerd  [sssssssssns

Adimen Noce

Avays Rde Noow

Setiness Category
Car Lisense
CM nome

Caz Farme

‘:Y Jrer Yes = ]

Departmet humber
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6.2. Verify Avaya Application Enablement Services License

Step | Description

1. | Select Status from the Welcome to OAM Screen page. Verify that Avaya
Application Enablement Services license has proper permissions for the features
illustrated in these Application Notes by ensuring the TSAPI service is licensed. If
the TSAPI service is not licensed, then contact the Avaya sales team or business
partner for a proper license file.

AVAYA Application Enablement Services

Management Consobe

e | Welp | Logos

» AE Sarvices
g Commamicatine Manager Swevices Summory
Interfnce
High Availihility Server Ugtene 41 2ayinl 17 hounia), €8 swaanis)
e T ) T )
s Maintinancs T N Y T T . e 1
» Netwerking OLG Service [orrune « {z015-10-33 17:14:30 [wo_13cense_acquiren
> Sacusity [oMES Zervica |omine {s0t5-12-28 17:14:98 [momsear
[rsast Service [omine f2015-12:34 18:21:08 |
Al Vowsr
Log Manager
Loge * The state of the CVLAN and DLG services can either be ONLINE or OFFLINE. Also, the OFFLINE status
Stangs a0 Cootrol would appear either until a link is administered or a vald icense s acquired,
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6.3. Administer Switch Connection

Step | Description

1. | From the Home menu, select Communication Manager Interface - Switch
Connections. Enter a descriptive name for the switch connection and click Add
Connection. In this configuration, Duplex is used.

AVAyA Application Enablement Services

Management Console

Commenicsies Masager Inferfece | Switsh Consertions

» AL Services

. Communication Manager Swiich Connecsions

Imtorface

Mumser af Actien Cannections

Chal Par

2. | The Connection Details — Duplex screen is displayed. For the Switch Password
and Confirm Switch Password fields, enter the password that was administered in
Avaya Communication Manager using the IP Services form in Section 5.1 Step 4.
Here we are using the Processor Ethernet as well for connection and the field needs
to be checked. Click on Apply to effect changes.

AVAYA Application Enablement Services

Manageient Console

Home | Hdp | Logeut

Communication Meveger imtertacs | Switch Coannectiens

+ AE Servioes

. Commsunication Manager Connection Detalls - Dvgplew
Interfacs

[SEE srfi Gaitch Paspward [resenesiiannnnns
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Step | Description
3. | The Switch Connections screen is displayed. Select the newly added switch
connection name and click Edit PE/CLAN IPs.
Welcomp
Last log
. - - Number (d
AVAYA Application Enablement Services HostNarh
Server
Management Console SW Versi
Server [
HA Statu
» AE Services
» Communication Manager Switch Connections
Interface
Switch Connections
Dial Plan
High Availability Yes 30
} Licensing -
© G450 Yes 30
» Maintenance
— | Edit connection || Edit PE/CLAN 1Ps | Edit H.323 Gatekeeper | [ Dél
5. | In the Edit Processor Ethernet IP — Duplex screen, enter the host name or IP
address of the PE/C-LAN used for AES connectivity. In this case, 10.1.10.230 is
used, which corresponds to the Common IP address of the Avaya Communication
Manager. Click Add/Edit Name or IP.
Application Enablement Services
AVAyA Management Console
Cammihm M Maiager [nlerfan | Sabch Cannes Thnrs Mo | Melp | Lagow
» Al Sarvems
.:::::-::num Manager Edit Processor Ethernet IP - Duplex
| EXETET AS¢/T M Marve 30 35 I
_z_m
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6.4. Administer TSAPI Link and Verify TSAPI Service Port

Step | Description
1. | To administer a TSAPI link on AES, select AE Services = TSAPI &> TSAPI
Links. Click Add Link.
AVAYA Applicati?‘l:nil:zl::te(l?::': Services i
LN TSAPY Links
[ Unk | GwichCesamtion | SwachCTIUn® | ASAIUnkVemima | Secwy |
”‘ !m Lk | Delete Lirk
s
2. | In the Add TSAPI Links screen, select the following values:
e Link: Select an available Link number from 1 to 16.
e Switch Connection: Administered switch connection in Section 6.3
Step 1.
e Switch CTI Link Number: Corresponding CTI link number in Section 5.1
Step2.
e ASAI Link Version: Set to 7 for the latest version.
e Security: Select Both to allow for encrypted or unencrypted
link.
Note that the actual values may vary. Click Apply Changes.
AVAyA Application Enablement Services
Management Console
CVLAN Add TSAPI Links
;u-:c lf;:‘nv-n Cormechon Duplex =
SMS Seitch CTEUnk Nombef 3 =
SAP] Mropeenes Appby Thanges Cancel Changes
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Step | Description

3. | From the home screen, select AE Services = TSAPI - TSAPI Properties. Select
the button on Advertise only those Tlinks that are currently in service. This will
have the effect that only those Tlinks that are in service will be available to TSAPI
applications. Any Tlinks that are not in service will not be available to TSAPI
applications.

AVAyA Application Enablement Services

Management Console

AE Services | TSAPT | TSAPT Properties

CVLAN TSAPI Advanced Settings

otG TCP Send Wait Time 300 ‘}}tmu:s

oMcc TCP Send Retries s ]

SMS Persistent AAOY v

TSAPI Persistent A0 Audit Interval 2 jminutes

* TSAPT Links Persistent AMD Maxieum Age |2 iminutes

« TSAPI Propertices

Advartise all Thnks
TWS TSAPL Service Advertising Moda:
%) Advertise only those Tlinks that are currently in service

uwmnmiulion Manager d -
" Interface | Apply Changes. || Cancel Changes || Restare Dafaults |
High Availability

4. | To restart the TSAPI Service, select Maintenance = Service Controller from the
Home menu. Check the TSAPI Service checkbox and click Restart Service.

AVAYA Application Enablement Services

Management Console

Maintenance | Service Controlles

b M Barviens

Compmunication Munager Sarvice Controber

' tntartace

Migh Availatality

b Licesming

* Maintunance
Ciate TIme/ TR Sarvas

Security Databiass

Tampert Liyw
Fat ahis 03 3ch 16000e). (henns 1o Staties and Control
_m - = mr".d —— S —
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Step

Description

5. | Navigate to the Tlinks screen by selecting Security = Security Database - Tlinks
from the Welcome to OAM home menu. Note the value of the Tlink Name, as this
will be needed to configure the Omni Channel Management in Section 7. In this
configuration, the unencrypted Tlink Name AVAYA#DUPLEX#CSTA#AES6X,
which is automatically assigned by the Avaya AES server, is used.

AVAYA Application Enablement Services ‘; N
Management Console .
. ::::’:::ll.bmly hu’n‘--.
o e
: ::"'N'lbﬂi' Cudate Theb
6. | Navigate to the networking ports by Networking = Ports. Verify that the default

TSAPI Service Port 450 is enabled.

AVAYA

Mutworking |Parts

» AE Survices

Commuas Lation Menagur
" teturfacu

High Avadlahibity
» Moensing
» Maistnnance

* Metwarkioeg

» Security

» Ratus

» Usnr Maagemont
b Ublthes
» Hulp

Application Enablement Services

Management Console

Hume | Melo | Logout

Enadles Dizatlod

Uneneypied TOP Poey o900 »

SneryEhed TCP Purt 5ot

TCP Port

Eraties Cinynias

[ reart senice pon T v |

TacE TLP Furts

1EP et e 1824

TCP Port My 18

Unencrypted TLIK Morts

1EP Port M 10%0

TP Port M 166S
Enarypted TLINK Pty
TTP Port e 1066

TCP Port M 1061
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6.5. Administer CTIl User Permission

Step | Description

1. | Select Security - Security Database = CTI Users - List All Users from the
AES Management Console Home menu. Select the User ID created in Section 6.1
Step 2 and click Edit.

AVAYA Application Enablement Services

Management Console

Mome | Halp | Legoot

» AR Services
, Communication Manages
Interfacs
High Arnitabiihy Comemon Name Workton Nome Device 1D
Lo [ lm: NoNe noNE
+ Mandesance
Nistworking [ |devconcact NONE NONE
v Sacurlly [ Fr— NONT NOHE
Aude
- i psadmn |psasme KOKE NONT
Cortificate Management
T J .
Erterprse Deactary . it Nkl
HOSE AA Eor | Latal
Security Dutinbass
« Control
8 CT1 iy

o List Al Upers

= Sgarch Users

2. | Tick the Unrestricted Access box. Click Apply Changes.

AVAYA Application Enablement Services

Management Console

Security | Securily Dutabase | 11 Users | List AS Users Memu | Helo | Logout

» AL Services

X Commmbcation Maneger Ean €1 User
Indetiace
High Avallabelity Uner Profe Uper 32 Orange
v e ig ::I'E' -
» Maintnnancs '.]
+ Nabwarking
- Smcurity Call wntdl Dwvtes Cerrteed St Nora
At
Cal s Dwdin Morilonieg Dawe Montorng Ware
Carttficste Maragoment Cais O & Darvice Mookodng Nowe
Erdecpeise Dirpctsry Cab Mertarmg
't"'::v Datalinye Postiry Contral Alow Rosting on Usted Devicon Nure
- Conrol Cancal Chanpes
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7. Configure Tetherfi Multimedia Agent Client

This section highlights the configuration of TMAC which includes the following areas:
e Configure Omni Channel Management
e Configure Agents

7.1. Configure Omni Channel Management

7.1.1. Setup & Configuration files

Installation and configuration of OCM server will be performed by Interlink engineers and
will not be detailed here. Below installer screen will help setup the basic TMAC
configuration. However, the interface setting to AES is illustrated below.

1§ TMAC instasier =X

Please provide below details

AES Dalai

AES 4P |

AES User Name |

AES Passwond |

AES Lk |

AES Fans Achon |

AES Racovery LoopTme ]
AES Becoveny Max Loops |

Concl | cgak [ wer ]

Locate the file ‘AMACWebServerWin.exe.config” and ‘TSLIB.ini’ configuration settings
file. In this compliance testing it was located in C:\Tetherfl\TMAC\TMAC_Server. This
path is specified during the TMAC Server software installation.

e BT [=To T
. | » T fC » Locd Ont (G o TMAC » TMAZ Sever
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Below illustrates the configuration file ‘AMACWebServerWin.exe.config’ where AES
access is configured with the aesUserName/aesPassword and aesLink corresponding to
Section 6.1 Step 2 and Section 6.4 Step 5 respectively. The aesPassword was not displayed
for security reason.

AMACWhEerrerWin e - Notepad

<ogd Reys"sesPassword” values®
e aaslink”™ va

casd cay="smalsertiame” value=“Tether?i“/>

s " EVAYARDUPLEXRCSTARAESEX "/ »

>

tadd bey="Polilise® velue="6B0"/)»
1

cadd wey=TolaTine™ value="30°/>

add wy="TransterAiTinme™ valus="60"/>

The TSLIB configuration settings file defined the AES IP address 10.1.10.70 and port 450
(defined in Section 6.4 item 6).

weeee

o

File Edit Format

TSLIE - Notepad

View Help

(=1

HTelephuny Servers]
18.1.18.78=458

£

7.2. Configure Agents

Launch a web browser and enter http://<IP address of OCM server>/OCM to access the
OCM for configuration of OCM Admin Users and TMAC Agents.

7.2.1. User creation

Assuming user accounts for agents are already created in the Windows Domain, click on the
User Management to add agents.
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« C # [)10110.123/0CM il % B 9 =

3t Apps [) Bookmarks Toolbar (T Adjunct Home page [ Avaya CM [T Avays CM/SMAPO.. (3 Other baokmarks

tetherfi  Omni Channel Manager

Home | Exit

Welcome WIN-6V37FVCKMMO\Administrator
Last Login: 09-Dec 2015 15:56:51

User Admin Menu Reports And DashBoard Module

Agent Settings Schedule Report
Agent Broadcast Message Speed Dial List
User Management I
Email Template

Below is a list of ‘OCM Admin’ users already created. To create new users, click on the
Create soft button.
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’ % CMM Users
% C fA [} 10.1.10.123/0CM/CMM_USER % E1 %

122 Apps [ Bookmarks Toolbar (] Adjunct Home page (] AvayaCM (] Avaya CM/SM/IPO/..,

»  [] Other bookmarks

L

tetherfi Omni Channel Manager

User Access
Management

Home | Exit

Welcome WIN-6V37FVCKMMO\Administrator
Last Login: 09-Dec-2015 15:56:51

Search

User ID

All v Clear Search
B T T
i)

Page 1 of 1

00 v View1 -3 0f 3
User ID ~ User Name Last Changed By Last Changed On

WIN-6V37FVCKMMO\Administrator |WIN-6V37FVCKMMO\Administrator | WIN-6V37FVCKMMO\Administrator |09-Nov-2015 03:12:34

WIN-6V37FVCKMMO\TMACUSER WIN-6V3 7FVCKMMO\TMACUSER

WIN-6V37FVCKMMO\Administrator |09-Nov-2015 03:13:43
WIN-6V37FVCKMMO\TMACUSER2

WIN-6V37FVCKMMO\TMACUSER2 | WIN-6V37FVCKMMO\Administrator |24-Nov-2015 19:57:02

-
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A sample of the agent created for TMACUSER account and its capabilities is illustrated

below.
tetherfi Omni Channel Manager
Home | Exit
Edit User Welcome WIN-6V37FVCKMMO\Administrator
Last Login: 09-Dec-2015 15:56:51
User ID WIN-6V37FVCKMMO\TMACUSEF
User Management Disable ¥
Email Template Enable ¥
Agent Broadcast Message Enable ¥
Speed Dial List Enable ¥
Schedule Report Disable ¥
Agent Settings Disable ¥
OCM Reports
Dashboard Enable ¥
CMM Audit Trail Report Disable ¥
Email Summary Report Enable ¥
Email Skill Daily Report Enable ¥
Interval Report Enable v
Email SL Report Enable ¥
Agent AHT Report Enable ¥
Pending Email Ageing Report  praple v
Agent Performance Skill Enable ¥
Report
Call Work Report Enable v
Modify Reason*
=m
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7.2.2. Agent Settings

From the initial login screen or click on Home button on the top right; select Agent Settings
- Create.

tetherfi Omni Channel Manager

Home | Exit

Welcome WIN-6V37FVCKMMO\Administrator

Agent Settings Last Login: 09-Dec-2015 15:56:51

Search

UserName

. Cloa Search

Configure the agent as below:
1. User Name - Enter user windows account name
2. First Name - Enter user first name
3. Last Name — Enter user last name
4. Team — Select team user is under
5. Profile — Select Agent or Supervisor
6. Avaya LoginID — Enter LoginID configured on Communication Manager
7. Supervisor — Select Supervisor user account
8. Features — Select features desired
9. Total Tabs — Enter total number of tabs for agent that include voice, chat and email
10. Total Voice Tabs — Enter number of VVoice calls agent can handle
11. Total Chat Tabs — Enter number of Chats agent can handle
12. Total Email Tabs — Enter number of Emails agent can handle
13. Auto-In/Manual-In — Select agent be in Auto-In or Manual-In after login
14. Auto answer all ACD calls — Incoming calls will be auto-answered if selected
15. Go to ACW after any calls — As the name implies

The screenshot of a typical agent is illustrated on next page.
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Agent Settings

User Name*
First Name*

Last Name

Team

Profile

Avaya LoginlD
Supervisor *
Features

Total Tabs *
Total Voice Tabs*
Total Chat Tabs *

Total Email Tabs *

tmacuser

Tmac B
User

Tetherfi v

® Agent ' Supervisor
11002

Admin User v

¥ Voice ¥ Email ¥/ SMS ¥ Text Chat ¥ Video Chat
20

10

5

5

® Auto-In Manual-In
¥ Go to ACW after each ACD calls
L1 Auto answer all ACD calls

- Go to ACW after any calls
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8. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya Application Enablement Services and TMAC.

8.1. Verify Avaya Communication Manager

Verify the status of the administered TSAPI CTI link by using the status aesvcs cti-link
command. The Service State field should display established.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 no down 0 0
2 1o down 0 0
L3 7 no aesbx established 861 861 |

8.2. Verify Avaya Application Enablement Services

From the Welcome to OAM web pages, verify the status of the TSAPI Service by selecting
Status. The State field for the TSAPI Service should display ONLINE.

AVAyA Application Enablement Services

Management Console

Homse | Hellp | Logout

» AT Serviows
E Communication Managar Services Summary
Intorfacn
Migh Availability Sarver Optirss 41 dap(s), 13 harin) 00 mevetela)
» ticonsing e N e
» Maintenance ICVLAN Servics loMuIne 2015-10-28 17:34:54 NGRMAL
» Neaworking DA Service _rnrnmr > 0L5-10-20 17:24:50 NO_LICERSE_ACQUIRSD
» Security |DMCT Service oM NE 2015-10-20 17:)4:56 INGRMAL
75471 Servica JOMLINE 2015-11-24 162108 |
Alarm Veewer
Log Manager
Logs * The state of the CVLAN and DLG services can either be ONLINE or OFFLINE. Also, the OFFLINE status
Status aod Coctrol would appear either untd a Ink is administered or a valid Scense is acquired.
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8.3. Verify Tetherfi Multimedia Agent Client

Launch a web browser on the agent PC and enter address http://<IP address of
OCM>/tmac/ui to access the TMAC. Log in to an agent user account in password box.

e b o e

On the next screen that pop-up, enter an available station number as below and in this case
10001.

4

B Sign In
tetherfi 0
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The agent will be in default mode. Change the agent to Available mode by clicking on the
mode and select (not shown). The agent login station 10001 and loginID 11001 is also
displayed. Skills assigned to agent are shown on left Wallboard along with the real-time
queue status.

Ad——t o -

Make an incoming call to the agent. Verify the agent desktop is now highlighted with call
control functionality (onhook, call hold, consult transfer and conference) visible at the top
middle of the interface. The ANI details is presented and the On Call mode is displayed on
the top right bar. Verify also on the same place that the Duration timer is counting.

Nt e -
e
MYCRM
=
S
= (G e ] o o]
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Put the call on hold by pressing the Hold soft button. Verify the green Unhold soft button is
displayed and the Hold timer is counting.

——

Send an email to the OCM and verify that the appropriate agent with the relevant skill for
handling that email is able to see it and handle it.
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9. Conclusion

These Application Notes describe the configuration steps required for Tetherfi Multimedia
Client to interoperate with Avaya Aura® Communication Manager and Avaya Aura®
Application Enablement Services using the Telephony Services Application Programming
Interface (TSAPI). All feature test cases were completed successfully.
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10. Additional References

This section references the Avaya and Tetherfi documentations that are relevant to these
Application Notes.

The following Avaya product documentations can be found at http://support.avaya.com.

[1] Avaya Aura® Application Enablement Services Administration and Maintenance Guide,
Document Number 02—300357, Release 6.3, Jun 2014.

[2] Avaya Aura® Avaya Communication Manager Feature Description and Implementation,
Document Number 555-245-205, Issue 12, Jun 2015.

Tetherfi product documentations can be obtained from Interlink Network Systems.
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