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Note: Integrating Aura
Messaging with multiple
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special consideration
regarding Aura SM
administration to ensure
call handling and MWI

delivery. It is advisable to PSTN [AVAYA Session

consult with your ATAC or 4 SIP.M ing » Manager

Sales Engineer

representative. G650 Gateway
These platforms require minimum
hardware and software levels. Refer to
seetions-2-and 3 for details.

SESSION MANAGER and PBX are Co-located
Overview

This Configuration Note (CN) is intended for AVAYA certified technicians and
engineers familiar with Aura Messaging. The document assumes the user is
AVAYA certified or familiar with the features and functionality of the AVAYA PBXs
supported in the CN and SIP protocol.

Use this document in conjunction with the AVAYA Aura Messaging Installation
Guide and the AVAYA CM Administration Guide. Visit http://support.avaya.com
and search for the mentioned documentation.

Please read the entire document before attempting any configuration.

Disclaimer: Configuration Notes are designed to be a general guide reflecting AVAYA Inc. experience configuring its systems. These
notes cannot anticipate every configuration possibility given the inherent variations in all hardware and software products. Please
understand that you may experience a problem not detailed in a Configuration Note. If so, please notify the Technical Service
Organization at (800) 876-2835, and if appropriate we will include it in our next revision. AVAYA Inc. accepts no responsibility for errors
or omissions contained herein.
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SIP Trunks allows the AVAYA
PBX and AVAYA Aura
Messaging Server to
communicate over a LAN.

AVAYA Aura Messaging

Requirements
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1.0 METHOD OF INTEGRATION

The Session Initiation Protocol (SIP) integration provides connectivity with the
AVAYA PBX over a Local Area Network (LAN). The connectivity between the
AVAYA Aura Messaging Server and the AVAYA PBX is achieved using an IP-
connected SIP trunk via AVAYA Aura Session Manager, which serves as a proxy.
This integration passes call information and MWI1 using SIP packets.

2.0 AVAYA AURA MESSAGING SERVER REQUIREMENTS

e The following servers are supported:
o Common Servers 1
= HP DL360G7 and Dell R610
o Common Servers 2
= HP DL360G8 and Dell R620
o Common Servers 3

= HP DL360G9 and Dell R630

e Minimum releases required:
o AVAYA Aura Messaging 7.0.0 base software.
At the time of writing, ensure you have the latest AAM patchware:

= CM 7.0 Kernel Service Pack 4 (combined with VMWT)
KERNEL-2.6.32-642.3.1.el6.AV4

= CM 7.0 Security Service Pack 5
= CM 7.0.1.2 Service Pack

=  AAM SP0004 (SPORev04)

3.0 PBXREQUIREMENTS

Before performing the installation ensure the customer site has had an AVAYA
Network Assessment and the customer has implemented the recommendations.

e AVAYA CM 6.3.114 is the MINIMUM supported s/w release.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




AVAYA SIP Integration 4

IMPORTANT:

4.0 SUPPORTED INTEGRATION FEATURES

[v] Items are supported

System Forward to Personal

Greeting
All Calls [V]
Ring/no answer V]
Busy [V]
Busy/No Answer V]
Station Forward to Personal
Greeting
All Calls [V]
Ring/no answer [v]
Busy [v]
Auto Attendant 4
Call Me [v]
Direct Call [V]
External Call ID (ANI) [v]
Fax * [V]
Find Me [v]
Internal Call ID [V]
Message Waiting Indication [v]
(MWI)
Multiple Call Forward [v]
Multiple Greetings 4
N+1 [V]
Outcalling 4
Queuing [v]
Return to Operator [V]

PBX options or features not described in this
Configuration Note are not supported with this

integration. To implement options/features not
described in this document, please contact the AVAYA
Messaging “Product Manger” or

integsupport@avaya.com for clarifications in seeking
further guidance.

* T.38 fax is supported starting with Aura Messaging 6.1.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




PBX Configuration
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5.0

Note:

SWITCH CONFIGURATION FOR IP INTEGRATION

The following tasks must be completed in the following order when programming
the PBX to integrate. PBX programming is intended for certified PBX
technicians/engineers.

Verify customer option for SIP trunking
Assign Local Node Number

Administer C-LAN and IP Media Processor circuit packs (if using an S8xxx
that requires this)

Assign IP node names and IP addresses to C-LAN, IP Media Processor
(if using an S8xxx that requires this)

Define IP interfaces (if using an S8xxx that requires this)

Administer IP Network Regions

Add SESSION MANAGER Servers to the node names

Create SIP signaling groups to the SESSION MANAGER servers

Create a SIP trunk groups associated to the SIP signaling groups

Create Hunt Groups (Pilot Numbers)

Create Coverage Paths to Pilot Hunts

Create Route Patterns for SIP trunking

Modify AAR/ARS Analysis Table

Modify AAR Digit Conversion Table

Modify ARS Digit Conversion Table

Define Public Numbering Format

The screens shown in this section are taken from an AVAYA Site
Administration (ASA) terminal. Some parameters may not appear on
all software releases.

Us the following screens as an EXAMPLE ONLY.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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The table of Fields shown below and their associated Values are used in examples
throughout this Config Note with regard to the S8300 / S84x0 / S85x0 / S87x0
setup.

Page Field/Value

- Extension Length = 8

12 Local Node Number= 1

CLAN & MedPro Circuit Packs:
01A08 = TN799D C-LAN

01A09 = TN2602 IP Media Processor
15 IP Node Names:

clan2-mtn 135.9.81.29
clan3-mtn 135.9.81.111
mountain-prow3 135.9.81.214
mountain-prow2 135.9.81.52
Gateway001 135.9.81.254
mmsesmgrl 135.9.80.49
mmsesmgr2 135.9.80.95

IP Interfaces (refer to CLAN & MedPro Circuit Packs

above)
14 IP Network Regions = 1
15 SIP Signaling Group =15 & 16
16 Trunk Group = 15 & 16
17 Hunt group = 252, 253

Pilot # 25281100, 25281099
18 Coverage Path = 252, 253

19, 20 | Route Pattern = 15, 16
AAR Analysis = 25281099 / 25281100

19 AAR Digit Conversion:
Digits = n/a

20 Public Numbering Format:Public
Extension Length = 8

21 Subscriber extensions = 252XXXXX

Note: These are example entries used for illustration only. Consult with
your customer for the actual/proper values of your system.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




Configuring Session
Manager with AVAYA CM
and Aura Messaging
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The diagram below illustrates traffic engineering and load balancing used with
Session Manager “Diamond Configuration”

The AVAYA CM is configured so users (stations) are divided up for load
balancing by assigning users one of two cover paths and routing
preferences.

Users can use either one of two pilot numbers for voicemail retrieval. In
this way traffic is engineered so some sip traffic will use trunk x, y as the
1st and 2n choice and others will use trunk y, x as the 1st and 2n choice.

All users can be served by either SM server should one go out of service
for maintenance or any other reason. This provides for redundancy and
provisioned load balancing.

The Aura Messaging System is configured such the PBX Site has two
entries: 10.1.1.4 and 10.1.1.5.

Should one become unavailable AURA MESSAGING will automatically
route all originations to the second IP address in the PBX administration.

If using Session Manager in a Diamond Configuration you will need to
provision two SIP trunk groups, two route patterns, two routing entries, two
SIP pilot numbers (Hunt Groups) and two cover paths.

Session Manager
Controller
(Panther)

N

Avaya CMBrvrl / Gatewa
CLAN 10.1.1.1

Medprol 10.1.1.2

Medpro2 10.1.1.3

{

Avaya CM Server 2

Note:

AVAYA Site Manager or AVAYA ProVision allows you to easily
assign alternate cover paths to a range of stations. Most of the
following examples show only one of the two trunk groups, signal
groups (etc).

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5.1

NOTE: VERIFY CUSTOMER OPTIONS FOR SIP TRUNKING
Ensure all required software features are enabled on the PBX. Access the System
Parameters Customer Options form. Below is an example of the forms required
for SIP integration, with the required features in boldface.

OPS Licenses

“Off-PB X-Station”

OPS Licenses are needed IMPORTANT: Only change the recommended fields.

for all SIP  stations
(telephones).  They are
considered non-native /

off-premise to CM. OPS
Licenses are not needed
for SIP far-end appliances

display system-parameters customer-options
OPTIONAL FEATURES

Page 1 of 10

G3 Version: V15 Software Package: Standard
such as MM & AAM Location: 1 RFA System ID (SID): 1
Platform: 12 RFA Module ID (MID): 1
NOTICE: USED
Platform Maximum Ports: 44000 1105
. . . Maximum Stations: 36000 1013
The screens in this Conflg Maximum XMOBILE Stations: 0 0
Note are only for Maximum Off-PBX Telephones - EC500: 100 0
illustration purposes Maximum Off-PBX Telephones - OPS: 100 28
’ Maximum Off-PBX Telephones - PBFMC: 0O 0
. Maximum Off-PBX Telephones - PVEMC: 0O 0
It is recommended a Maximum Off-PBX Telephones - SCCAN: 100 0
qualified technician review
the customer’s
configuration for
accuracy. (NOTE: You must logoff & login to effect the permission changes.)
display system-parameters customer-options page 2 of 10
OPTIONAL FEATURES
IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 100 0
Maximum Concurrently Registered IP Stations: 500 0
Maximum Administered Remote Office Trunks: 0 0
Maximum Concurrently Registered Remote Office Stations: 0 0
Maximum Concurrently Registered IP eCons: O 0
DKJIE- Max Concur Registered Unauthenticated H.323 Stations: 0 0
Maximum Video Capable H.323 Stations: O 0
These are license based Maximum Video Capable IP Softphones: 0 0
Maximum Administered SIP Trunks: 5000 70
changes.
. Maximum Number of DS1 Boards with Echo Cancellation: 0 0
Proper SIP licenses are Maximum TN2501 VAL Boards: 1 0
required. Please refer to Maximum G250/G350/G700 VAL Sources: 0 0
« ) Maximum TN2602 VoIP Channels: 0 0
SIP 3.1 AVAYA Solution
Designer Rules” to obtain Maximum Number of Expanded Meet-me Conference Ports: 0 0
proper codes. (NOTE: You must logoff & login to effect the permission changes.)

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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NOTICE:
The screens in this display system-parameters customer-options Page 3 of 10
OPTIONAL FEATURES
Config Note are only for
illustration purposes. Abbreviated Dialing Enhanced List? n Audible Message Waiting? n
Access Security Gateway (ASG)? n Authorization Codes? n
. ded th Analog Trunk Incoming Call ID? n Backup Cluster Automatic Takeover? n
Itis recommended that A/D Grp/Sys List Dialing Start at 01? n CAS Branch? n
a qualified technician Answer Supervision by Call Classifier? n CAS Main? n
. 5 ARS? y Change COR by FAC? n
review the customer’s ARS/AAR Partitioning? y Computer Telephony Adjunct Links? n
configuration for ARS/AAR Dialing without FAC? n Cvg Of Calls Redirected Off-net? n
accuracy. ASAI Link Core Capabilities? n DCS (Basic)? y
ASAI Link Plus Capabilities? n DCS Call Coverage? y
Async. Transfer Mode (ATM) PNC? n DCS with Rerouting? y
Async. Transfer Mode (ATM) Trunking? vy
ATM WAN Spare Processor? n Digital Loss Plan Modification? y
ATMS? n DS1 MSP? n
Attendant Vectoring? n DS1 Echo Cancellation? n
(NOTE: You must logoff & login to effect the permission changes.)

Note: Setting sw to yes (y)
would enable SRTP
Media Encryption.

display system-parameters customer-options Page 4 of 11
OPTIONAL FEATURES

Emergehcy Access to Attendant?
Enakle 'dadmin' Login?

IP Stations? y

y
y
Enhancéd..Conferencing? y ISDN Feature Plus? n
EnHéhQ@d EC500? y ISDN/SIP Network Call Redirection? n
Enterprise Survivable"S@{yer? n ISDN-BRI Trunks? y
Enterprise Wide Licensiﬁmen ISDN-PRI? y
ESS Administration? mn™.. Local Survivable Processor? n
Extended Cvg/Fwd Admin? n .. Malicious Call Trace? n
External Device Alarm Admin? n Media Encryption Over IP? y
Five Port Networks Max Per MCC? n Mode Code for Centralized Voice Mail? n
Flexible Billing? n
Forced Entry of Account Codes? n Multifrequency Signaling? y
Global Call Classification? n Multimedia Call Handling (Basic)? n
Hospitality (Basic)? y Multimedia Call Handling (Enhanced)? n
Hospitality (G3V3 Enhancements)? n Multimedia IP SIP Trunking? n
IP Trunks? y
IP Attendant Consoles? n

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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*NOTE:

Trunk-to-trunk transfer
should be set to none and
COS used to access this
feature.

Important:
Transfers may be affected
by new P-Asserted

Identity functionality in
AAM.

display system-parameters customer-options
OPTIONAL FEATURES

Multinational Locations? n

Page 5 of 11

Station and Trunk MSP?

Multiple Level Precedence & Preemption? n Station as Virtual Extension? n
Multiple Locations? n

System Management Data Transfer? n

Personal Station Access (PSA)? n Tenant Partitioning? n

PNC Duplication? n Terminal Trans. Init. (TTI)? y

Port Network Support? y Time of Day Routing? n

Posted Messages? n TN2501 VAL Maximum Capacity? y

Uniform Dialing Plan? y

Private Networking? y Usage Allocation Enhancements? y
Processor and System MSP? n

Processor Ethernet? y Wideband Switching? n

Wireless? n
Remote Office? n
Restrict Call Forward Off Net? y
Secondary Data Module? y

e Onthe System-Parameters Features page, enable the following:
display system-parameters features Page 1 of 18

FEATURE-RELATED SYSTEM PARAMETERS

Self Station Display Enabled?

Trunk-to-Trunk Transfer:

Automatic Callback with Called Party Queuing?

Automatic Callback - No Answer Timeout Interval (rings):
Call Park Timeout Interval (minutes):

Off-Premises Tone Detect Timeout Interval (seconds):
AAR/ARS Dial Tone Required?

Music/Tone on Hold: music Type:

Music (or Silence) on Transferred Trunk Calls?
DID/Tie/ISDN/SIP Intercept Treatment:

Internal Auto-Answer of Attd-Extended/Transferred Calls:
Automatic Circuit Assurance (ACA) Enabled?

Abbreviated Dial Programming by Assigned Lists?

Auto Abbreviated/Delayed Transition Interval (rings):
Protocol for Caller ID Analog Terminals:

Display Calling Number for Room to Room Caller ID Calls?

n
all*

n

3

10

20

Yy

port 01C1001
all

attd
transferred
n

n
2
Bellcore
n

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e Change features-access-codes and assign your private network access
code, in this example we assigned 799.

display feature-access-codes Page 1 of 7
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code:
Answer Back Access Code:
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: 799

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
Automatic Callback Activation: Deactivation:

Call Forwarding Activation Busy/DA: All: *21 Deactivation: #21
Call Forwarding Enhanced Status: Act: Deactivation:

Call Park Access Code:
Call Pickup Access Code:
CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code:
Change COR Access Code:
Change Coverage Access Code:
Conditional Call Extend Activation: Deactivation:
Contact Closure Open Code: Close Code:

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




AVAYA SIP Integration

e Assign Local Node Number. Ensure the PBX has an assigned Local Node
Number. If there is no assigned number, enter 1.

display dialplan parameters
DIAL PLAN PARAMETERS

Local Node Number: 1 ETA Node Number:
UDP-ARS Calls Considered Offnet? n ETA Routing Pattern:
UDP Extension Search Order: local-extensions-first

Retry ARS/AAR Analysis If All-Location Entry Inaccessible? n

EXTENSION DISPLAY FORMATS

Inter-Location/SAT Intra-Location

6-Digit Extension: XX . XX . XX XX . XX . XX
7-Digit Extension: XXX—XXXX XXK—XKXXX
8-Digit Extension: XXXXXXXX XXXKXXKKX
9-Digit Extension: XXX—XXX—XXX XXKX—XXX—XXX
10-Digit Extension: XXX—KKXX~XXKX XXX —KKXX~KXKX
11-Digit Extension: XXX —KXK=KKKX XXKX—KKXK=KKKX
12-Digit Extension: XXXXXX-XXXXXX XXXXKKX—XKKXXKKX
13-Digit Extension: XXXXXXXXXXXXX KXXXXKKXXKKXXKK

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




Multiple Network Regions:

If you plan to use multiple
network regions please read
Consideration section near the
end of this document.

IMPORTANT:

“Media Encryption” will only appear
on the ip-codec-set screen if it is
enabled in Customer Options.

Several types of encryption are
available. The encryption type “1-
srtp-aescm128-hmac80” shown here
is one example. Please consult with
the appropriate technical resources
to determine what type is needed for
your PBX.

NOTE: SRTP to HIGH or LOW and
correspond to:

High = 1-srtp-aescm128-hac80 or 1-srtp-
aescm256-hmac80

Low = 2-srtp-aescm128-hmac32 or 2-srtp-
aescm256-hmac32

For Fax:

If you plan to use internal fax, you
must administer FAX Mode as

“t.38-standard”
(page 2 of the ip-codec-set)

Note: T.38 fax requires AVAYA
Aura Messaging 6.1.

AVAYA SIP Integration 13

Define the IP Codec Set and ensure G.711 is added. You can use G.711
mu-law or G.711 a-law or have both entries in the set. G.729 is now
supported starting with AAM 6.3.

change ip-codec-set 1 Page 1 of 2
IP Codec Set
Codec Set: 1
Audio Silence Frames Packet
Codec Suppression Per Pkt Size(ms)

1: G.711MU n 2 20

2: G.711A n 2 20

3:

4:

5:

6:

7

bedp Media Encryption

1: l-srtp-aescml28-hmac80

2:

3:

o Note: Frames per packet should be set to 2 and packet (ms) size to 20.
display ip-codec-set 1 Page 2
of 2

IP Codec Set
Allow Direct-IP Multimedia? n
Mode Redundancy
FAX t.38-standard 0
Modem off 0
TDD/ Us 3
ear-channel n 0

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




Authoritative Domain:
The name entered here
(our example shows
cmapsv.AVAYA.com)
must match what is used
on the Signaling Group or
a call from the Aura
Messaging Server to the
CM will not authenticate.

AVAYA SIP Integration 14

Define IP Network Regions. In this example network region ‘1’ is selected.

UDP Port Min:.20648

H.323 IP ENDPOINTS
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5

Define the local domain for the SIP network in this example
“cmapsv.AVAYA.com” is used.

display ip-network-region 1 Page 1 of

IP NETWORK REGION
Region: 1
Location: Authoritative Domain: cmapsv.avaya.com
Name: quv

MEDIA PARAMETERS " Tntra-region IP-IP Direct Audio: yes

Codec Set: 1 . Inter-region IP-IP Direct Audio: yes

: IP Audio Hairpinning? y

8001

RTCP Reporting Enabled? y

"""" Call Control PHB Value: 34 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y
Video PHB Value: 26

802.1P/Q PARAMETERS
Call Control 802.1p Priority: 7

Audio 802.1p Priority:
Video 802.1p Priority: 5

()}

RSVP Enabled? n

Keep-Alive Count: 5 Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

AUDIO RESOURCE RESERVATION PARAMETERS

19

Allow SIP URI Conversion? (default is “y”) — Used to specify whether a
SIP Uniform Resource Identifier (URI) is permitted to change. For
example, if “sips://in the URI is changed to “sip://” then the call would be
less secure but this may be necessary to complete the call. If you enter n
for ‘no’ URI conversion, then calls made from SIP endpoints that support
SRTP to other SIP endpoints that do not support SRTP will fail. Enter “y”
to allow conversion of SIP URIs.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




Far-end Domain: The name
entered here (our example shows
cmapsv.avaya.com) must match
what's in the Author Domain field
on the NR or inbound calls (SIP
messages) to CM from the AAM
may not work.

For SIP Options use with Session
Manager, Enable Later 3 Test must
be set to “Y”

AVAYA SIP Integration 15

Add the Session Manager Servers to the IP Nodes Names. Enter the IP
address used for SIP trunking on these servers.

list node-names all

NODE NAMES

Type Name IP Address
IP mmsesmgrl 135.9.80.49
Ip mmsesmgr2 135.9.80.95
Ip mountain-prow 135.9.81.131
1P mountain-prow?2 135.9.81.52
Ip mountain-prow3 135.9.81.214

Create the signaling group for SIP. The Near-end Node Name is the name
assigned to the C-LAN above. The Far-end Node Name is the name
assigned to the SESSION MANAGER Server above. For this example
signal group 8 was selected using TLS transport with port 5061.

Group Number: 15

Near-end Listen Port:

Far-end Domain:

Session Establishment Timer (min): 3

display signaling-group 15

SIGNALING GROUP

Group Type: sip
Transport Method: tls

IMS Enabled? n

clanl
5061

Far-end Node Name: mmsesmgrl
Far-end Listen Port: 5061
Far-end Network Region: 2

Near-end Node Name:

cmapsv.avaya.com

Bypass If IP Threshold Exceeded? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

IP Audio Hairpinning? y

ﬁhable Layer 3 Test? y
Alternate Route Timer (sec): 6

Messaging recommends ‘Direct IP’ and ‘Hairpining’ be enabled (set to ‘y’). When using pure SIP IP Phone endpoirﬁs this recommendation
is without concern. If however you have H323 phone endpoints, it's possible, during a voice mailbox greeting recording, during playback,
one may observe audio ‘clipping’ at about the 6 second mark of your greeting. This is expected architecture behavior with H323 phones

and Direct IP-IP Audio Connections set to ‘y'.

Enabling these two CM features minimizes your G450/G650 DSP media needs to which is desirable. If you leave the settings at ‘n’, all
phones assigned to this trunk group will, now, all the time, use your gateway media resources full time and you run the risk consuming
more gateway resources than available. Such designs should ensure enough gateway resources are in place to avoid unanswered calls. If
the audio clipping is bothersome, best practices, should be to create a separate trunk group for you H323 phones with these settings set to

‘n”and all SIP phones setto ‘y'.

Direct IP must be enabled for reliable (Aura Messaging) fax transmissions.

AVAYA recommends setting the
Alternate Route Timer to “4” and the
SIP Timer B/F (secs) on the SM
Entity Link form to “2”

Note: In newer CM releases there
is a newer parameter “Initial IP-1P-
direct Media” this should also be
setto Y (yes).

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e Create the trunk group for SIP.

Note: With a Session manager “Diamond Configuration” 2 SIP trunk groups
are programmed; 1 between the PBX and Each SM. These Trunk Groups
can be used by all applications that interface with SM. You will need to
confirm how many members it has.

Additionally, you can use Class of Restriction (COR) on the PBX to
prevent inbound/outbound calls on that trunk group as needed. The
COR controls inbound calls where the external originating endpoint, for
example an Aura Messaging or another CM, does not send a known
P-Asserted Identity, or if this has been modified using adaptation on
Session Manager to an unknown ID (AVAYA CM Endpoint Extension) on
the local CM. For example, If Aura Messaging asserts as a local CM
station, that station’s COR and COS is used for calling or transfer
permissions instead of the Trunk COR and COS 1.
display trunk-group 15 Page 1 of
TRUNK GROUP
Group Number: 15 Group Type: sip CDR Reports: y
Group Name: mmesmgrl COR: 1 TN: 1 TAC: 715
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0O
Service Type: tie Auth Code? n

Signaling Group: 15
Number of Members: 255

display trunk-group 15 Page 2 of 21

Group Type: sip

TRUNK PARAMETERS

Unicode Name: yes

Redirect On OPTIM Failure: 5000

SCCAN? n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval (sec): 600

/

In

“Disconnect Supervision —In? and Out? match CM'’s known default value.
Should be BOTH y (yes).

newer CM trunk screen shots, Ensure the value is set to 600 to

Past CNs stated 900 — do not use

going forward.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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display trunk-group 15 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: public

Replace Unavailable Numbers? n

e Add Hunt Group(s). Configure a Hunt Group to be used as the Call
Coverage Point for the Call Coverage Path assigned to the AAM
subscribers. This hunt group’s extension number is going to be used as
the Aura Messaging Access Number. This hunt group is configured with
no members assigned to it, and should be configured as follows:

display hunt-group 252 Page 1 of
HUNT GROUP
Group Number: 252 ACD? n
Group Name: Apollol2 Queue? n
Group Extension: 25281100 Vector? n
Group Type: ucd-mia Coverage Path:
TN: 1 Night Service Destination:
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display: mbr-name

60

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e On page 2, the voice mail handle will be used by the ASM. In the “Routing
Digit (e.g. AAR/ARS Access Code)” field of this form, enter your PBX’s
AAR Access Code as defined on page 1 of the Feature Access Codes
form if using AAR to route call to SIP trunk(s).

The Voice Mail Number and Voice change hunt-group 252 Page 2 of
Mail Handle are sent to the HUNT GROUP

SESSION MANAGER.

These are provisioned in the
Network Routing Policy, Dial

Patterns, and Regular
Expressions. Message Center: sip-adjunct
*Note: With CM 5.2.x and CM 6.x, Voice Mail Number Voice Mail Handle Routing Digits
the Voice Mail Hunt Group Pilot > . (€.9., AAR/ARS Access Code)
number may not be available to 25281100 25281100 799

the VXIBrowser. To correct this /

change the "voice mail handle” |
field to match the "voice mail

number."

Additionally, in Session

Manager if you are using a

"Regular  Expression"  that e Setup a coverage path for the subscriber’s extensions. Assign to it the
matches  the  alphanumeric pilot hunt group number created in the earlier step.

"voice malil handle"

delete/change it. For new
systems, simply do not add it.

display coverage path 252

COVERAGE PATH

Coverage Path Number: 252
Cvg Enabled for VDN Route-To Party? n Hunt after Coverage? n
Next Path Number: Linkage

COVERAGE CRITERIA

Station/Group Status Inside Call Outside Call
Active? n n

Busy?

Don't Answer?

All?

DND/SAC/Goto Cover?

Holiday Coverage?

Number of Rings: 2

DK DK K
DK BKK

COVERAGE POINTS
Terminate to Coverage Pts. with Bridged Appearances? n

Pointl: h252 Rng: Point2:

Point3: Point4:

Pointb: Pointé6:
Command:

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




Administer LAR for the first
choice trunk group to “next”

AAR is a technically a public
numbering format. The Type of
Number /Numeric Plan Indicator is
national/E.164. Although we use AAR
for private network routing, the
encoding of the Call Type remains
public.

If you are using an AVAYA CM 6.x
and set the Call Type in the AAR
Analysis screen to aar, CM will add a
‘+’ prefix to the CPN and calls may not
integrate properly. Setting the Call
Type to “unku” will prevent the “+”
from being added as a prefix. An
alternative method would be to
change the Numbering Format on the
Route Pattern to private.

Also see Consideration 8.8
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Create a Route Pattern for the SIP trunk group created earlier. For this
example route pattern 9 is used, with trunk group 7.

If you are using SRTP this must be set to “y”

display route-pattern 15 . Page 1 of 3
Patterquumber: 15 Pattern Name: sml-2
SCCAN? n Secure SIP? y Grp FRL NPA Pfx Hop Toll No. Inserted
DCS/ IXC
No Mrk ILmt List Del Digits QSIG
Dgts Intw
1: 15 0 0 n user
2: 16 0 0 n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
w0nl.2.M 4. W - Request Dgts Format
O N . Subaddress
1. yyyyyn n rest » next
2: yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none
S5: yyyyyn n rest none
6: yyyyyn n rest none

Within the AAR Digit Analysis Table, create a dialed string that will map
calls to the newly created Route Pattern. The dialed string created in the
AAR Digit Analysis Table should contain a map to the Pilot Number for the
Aura Messaging system. Below is an example of an AAR dialed string in
boldface.

Display aar analysis Page 1 of 2
AAR DIGIT ANALYSIS REPORT
Location: all
Dialed Total Route Call Node
String Min Max Pattern Type Number
13000 5 5 130 aar
............... 131 5 5 130 aar
.......... 13999.. 5 5 30 aar
14000 T G S 130, aar
25281099 8 8 16 “ % unku
25281100 8 8 15 unku
26341000 8 8 10 aar

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




The “Proxy Selection Route
Pattern” field identifies the
routing pattern that is used to
route-to the proxy server.
Normally this refers to the
route pattern between CM
and SM.

If multiple switches are in
use, you may need to
configure this parameter
setting further to better
adhere to your telephony
switch topology. Please refer
to "Communication Manger"
documentation in reference
to further specifics.
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e Set the route pattern for the switch location.

display locations
LOCATIONS

ARS Prefix 1 Required For 10-Digit NANP Calls? y

Loc Name Timezone Rule NPA pProxy Sel

No offset Rte Pat
1: Main + 00:00 0 15

o Define Public Numbering. For this example extension 8XXX is used. For
the trunk group use the same trunk group number created above (7 for
example).

Note: No morethan 7 digits should be sent, so administer with a blank CPN
Prefix. Ext Len and CPN Len values should not be more than 7.

This may not be applicable with current CM releases.

list public-unknown-numbering
Page

NUMBERING - PUBLIC/UNKNOWN FORMAT

Total
Ext Ext Trk CPN CPN
Len Code Grp (s) Prefix Len
8 2 8
5 3 5
5 3 130 5
4 4 13 1415263 11

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5.2 SUBSCRIBER ADMINISTRATION

Subscriber administration has several parts: Administering the MWI, assigning the
call coverage path, and specifying softphone capability.

Follow these steps to program the subscribers stations assigned to the AAM.

The screens for station 25281101 show how to administer for a non-SIP phone.
The screens for station 25281110 show how to administer for a SIP phone which
includes off-PBX administration.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




Note: Ensure you administer
each user's MWI Served
User Type as “sip-adjunct”
or  MWI interrogation
(polling) will not work.

AVAYA SIP Integration

5.2.1 ADMINISTERING A NON-SIP STATION

(This section is NOT MADATORY for AAM setup. It's an optional overview.)

change station 25281101 Page 1 of 5

STATION
Extension: 25281101 Lock Messages? n BCC: 0
Type: 7406+ Security Code: 25281101 TN: 1
Port: 01C1702 Coverage Path 1: 252 COR: 1
Name: apollol2 x25281101 Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:
Personalized Ringing Pattern: 1
Message Lamp Ext: 25281101

Loss Group: 2

Data Module? n

Display Module? vy
Display Language: english

Survivable COR: internal
Survivable Trunk Dest? y

Media Complex Ext:
IP SoftPhone? n

change station 25281101 Page 2 of
STATION
FEATURE OPTIONS

LWC Reception: spe Auto Select Any Idle Appearance?

o}

LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer:
none
CDR Privacy? n Data Restriction? n
Redirect Notification? y Idle Appearance Preference? n
Per Button Ring Control? n Bridged Idle Line Preference? n
Bridged Call Alerting? n Restrict Last Appearance? y
Active Station Ringing: single

H.320 Conversion? n
Service Link Mode: as-needed
Multimedia Mode: basic
MWI Served User Type: sip-adjunct

Per Station CPN - Send Calling Number? y
EC500 State: disabled

Audible Message Waiting? n
Display Client Redirection? n
Select Last Used Appearance? n
Coverage After Forwarding? s

Direct IP-IP Audio Connections?
IP Audio Hairpinning?

[=2LS

Emergency Location Ext: 25281101

Note: See the Considerations/Alternatives section in this document, for
information about changing the MWI Served User Type for many

users.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




Note: Ensure you administer
each user's MWI Served
User Type as “sip-adjunct’
or MWwI interrogation
(polling) will not work
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5.2.2 ADMINISTERING A SIP STATION

display station 25281112 Page 1 of 5
STATION
Extension: 25281112 Lock Messages? n BCC: O
Type: 4620 Security Code: TN: 1
Port: S00000 Coverage Path 1: 253 COR: 1
Name: apollol2 x25281112 Coverage Path 2: COS: 1
Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 26341112
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Expansion Module? n
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n
Customizable Labels? y
Note: See the Considerations/Alternatives section, Section 8.0 in this
document, for information about changing the MWI Served User
Type for many users.
display station 25281112 Page 2 of 5
STATION
FEATURE OPTIONS
LWC Reception: spe Auto Select Any Idle Appearance? n
LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y Idle Appearance Preference? n
Per Button Ring Control? n Bridged Idle Line Preference? n
Bridged Call Alerting? n Restrict Last Appearance? y
Active Station Ringing: single
EMU Login Allowed? n
H.320 Conversion? n Per Station CPN - Send Calling Number? y
Service Link Mode: as-needed EC500 State: disabled
Multimedia Mode: enhanced Audible Message Waiting? n
MWI Served User Typeinﬁip—adjunct Display Client Redirection? n
...................................................... Select Last Used Appearance? n
""""""""""""""""""" Coverage After Forwarding? s
Direct IP-IP Audio Connections? y
Emergency Location Ext: 25281112 Always Use? n IP Audio Hairpinning? n

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5.2.3 CREATE AN ‘OFF-PBX” STATION MAPPING
o Create an “Off-PBX” station mapping using the SIP trunk defined earlier.

Note: In our previous example screens we had used trunk 7. Your trunk may be

different.
display off-pbx-telephone station-mapping 25281112 Page 1 of
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION
Station Application Dial CC Phone Number Trunk Config Dual
Extension Prefix Selection Set Mode
25281112 OPS - 25281112 aar 1

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5.3

CONFIGURING THE SESSION MANAGER

Log using a web browser per example below:

Please note that section 5.3 includes information enough to configure SM to work
with AAM single server. If you need information about cluster system

configuration, please additionally refer to section 7.0 SESSION MANGER
CONFIG & AAM CLUSTERING.

Default login and password are Admin / admin — please check with your
customer service representative for account access questions.

7} System Manager - Mozilla Firefox ﬂ =10 ﬂ
Edit View History Bookmarks Tools Help
System Manager I + |
& @ hipe /10138571 3/ network-dogind B- cooge > % & W

Aura” System Manager 6.3

Recommended access to Systemn Manager is via FGDN.

Go to central login for Single Sign-Cn

If IP address access is your only option, then note that
authentication will fail in the following cases:

® First time login with "admin” account
® Expired/Reset passwords

Use the "Change Password” hypedink on this page to changs the
password manually, and then [agin,

Also note that single sign-on between servers in the same security
domain is nok supported when accessing via IP address.

This system is restricted solely to authorized users for legitimate
business purposes only. The actual or atternpted unauthorized
access, use, or modification of this system is strictly prohibited.

Unautherized users are subject to campany disciplinary proceduras
and or ariminal and il penalties under state, federal, ar other
applicable domestic and foreign laws.

The use of this systern rmay be monitored and recorded for
adrninistrative and security reasans, Anyone accessing this system
expressly consents ta such maenitoring and recording, and is
aduised that if it revesls possible svidence of criminal activity, the
suidence of such activity may be provided to law enforcement
officials.

All users rnust cornply with all corporate instructions regarding the
protection of information assets,

User ID:  Admin

Password: (esssssss|

Log On tancel

0 supported Browsers: Internet Explorer 8., 9.% or 10, of Firefox
18,0, 20,0 of 21,0,

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e Most administration on AVAYA Aura SM is performed from the Network
Routing Policy screens accessed from the Routing section.

e For more complete programming information on AVAYA Aura Session
Manager please refer to the appropriate documentation.

%) Dashboard - Mozilla Firefox =l -0l

File  Edit “iew History Bookmarks Tools Help
‘:: Dashboard | + |

€ @ hios// 1013857, 134/5MER/ ¢ |{B8- oo Ple & W

h 10, 2014 5:35 PM
Help | About Log off Admin

Aura” System Manager 6.3

Administrators Collaboration Envirenment Backup and Restore
Directory Synchronization Communication Manager Bulk Import and Export
Groups & Roles Communication Server 1000 Configurations
User Management Conferencing Events
User Provisioning Rule 1P Office Geographic Redundancy
Meeting Exchange Inventory
Messaging Licenses
Presence Replication
Routing Reports
Session Manager Scheduler
Security
Shutdown

Softmare Management

Templates

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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) Introduction to Network Routing Policy - Mozilla Firefox o —[ox|
Fle Edi View Hgtoy Bockmaks Took Help

| {7 Intockicton to Network Routing Policy |}

€ @ hps/1013857138/5HGR! | [B- some |4 & w

x

Home | Routing

« Home / Elements / Routing

Help ?
= Introduction to Network Routing Policy "
e
Step 41 Create "SIP E
- SIP Entities that are used as "Outbound Proxies" e.g. a certain "Gateway" or "SIP Trunk'
- Greate all "other SIP Enti ion Manager, CM, SIP/PSTN Gateways, SIP Trunks)
- Assign the appropriste "Locations”, "Adaptations” and "Outbound Proxies’ 3
Step 51 Create the "Entity Links"
- Batuszn Session Managers
- Between Session Managers and "other SIF Entities"
Step 61 Create "Time Ranges"
- align with the tariff i mation received from the Service Providers
Step 71 Greate "Routing Policies" B
- Assign the sppropriste "Routing Destination” and "Time Of Day”
(Time Of Day = assign the appropriats "Time Range" and define the "Ranking")
Step 8! Create "Dial Patterns”
- Assign the appropriste "Locations” and "Routing Policies” to the "Dial Patterns”
Step 91 Creste "Regular Expressions”
- Assign the appropriste "Routing Policies” to the "Regular Exprassions”
Each "Routing Poli defines the "Routing Destination” (which is a "SIP Entity") as well as the "Time of Day" and its associated "Ranking".
‘MTF]\R'ANT: the tDDrDDQn:te dial patterns are defined and assigned afterwards with the help of the routing application "Dial patterns”, That's why this overall routing =

When you administer the Routing section, you will see the following list of tasks:
Welcome to the Network Routing Policy Application

AVAYA Aura System Manager contains several NRP applications like “SIP
Domains”, “Locations”, “SIP Entities”, etc.

The recommended order to use the routing applications (that means the overall
routing workflow) to configure your network configuration is as follows:

1. Create SIP Domains
e Other routing applications are referring domains of type SIP
2. Create Locations
3. Create Adaptations
4. Create SIP Entities

e SIP Entities used as Outbound Proxies. For example, a “Gateway”
or “SIP Trunk.”

e Create all other SIP Entities such as a Session Manager, CM,
SIP/PSTN Gateway, or SIP Trunk

e Assign appropriate Locations, Adaptations, and Outbound Proxies
5. Create the Entities Links

e Links Between Session Managers

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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e Links Between Session Managers and other SIP Entities
6. Create Time Ranges

e Align with the tariff information from Service Providers
7. Create Policies

e Assign Routing Destination and Time Of Day. (Time Of Day =
assign appropriate “Time Range” and define “Ranking”)

8. Create Dial Patterns

e Assign Locations and Policies to the Dial Patterns
9. Create Regular Expressions

e Assign routing Policies to the Regular Expressions

e Eachrouting Policy defines the Routing Destination (aka SIP Entity)
and Time of Day with its associated Ranking.

IMPORTANT: The Dial Pattern is defined/assigned later by administering the
Dial Pattern screens (found in the Routing group on the Home
Screen). This is why the overall Network Routing Policy, or NRP,
workflow is described as a “Dial Pattern driven approach to
define routing policies”.

To help understand this, steps 7-9 handle this:

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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Below are screen shots are from a configured system and are to be used as an
example.

Note: You may find it necessary to complete later steps first in order to populate
all the necessary fields.

1. Create the SIP Domains.

©) Domain Management - Mozilla Firefox

Fle Edt Ven Hitoy Bookmaks Tooks Hefpe

| £ Domain Management |+t

€ | @ hips//10.13857.134/SMGR/

c|[B- Googe

. Home / Elements / Routing / Domains
o
e gaie| el uplicais | [ore acins =

Filter: Enable
s T caavava.com
Selact 41, one
[ oeteu |

In the name field above we added a SIP Domain of ca.avaya.com. Notes can
contain any text you like.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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2. Create Locations.

©) Lacation - Mozilla Firefox

File  Edit View Higtoy Bookmarks Tools Hel

| £ Location [+

€ B hips/1013857.134/5MGR)

¢ |[8- conge

tom Manager 6.3

Home | Routing *

« Hgime f Elements / Routing / Locations

ation
Lacations

Adaptations Mew| ede| oeiece| Dupiesse| more actions -

Entity Links 1ttem
Time Ranges T |Name Notes
Routing Policies T bvw

Select : All, None.

Regular Expressions

Defaults

Help 7

Filter: Enable

In our example screen above, we added a location and named it bvw.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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When a new location is added you will see the screen below where you need to
add an IP Address Pattern. In our example we used “10.*” as our pattern.

©) Location De! Mozilla Firefox = =10x|
Fie Edt View Higtoy Bookmarks Tooks Help

ocstion Detais L+

& @ hips (ADIBETIEMER ¢ |[B- tuoge P ¥ A W

x

Home | Routing

BT ¢ vome / Hements { routng { Locstions

| oomans | e
Location Details Gommit | Gancel
conera
*Name: by
Notes: [bvw
Time Ranges
Dial Plan Transparency in Survivable Mode
Enabled:
"
T —
Associated €M STP Entity: |
Overall Managed Bandwidth
Managed Bandwidth Units: |kbit/sec =]
Total Bandwidth:
Multimedia Bandwidth:
Audio Calls Can Take Multimedia Bandwidth: [
Per-Call Bandwidth Parameters
Maximum Multimedia Bandwidth (Intra-location): 1000/ Kbit/ Sec
Maximum Hultimedia Bandwidth (Inter-Location): 1000/ Kbit/ Sec
* Minimum Multimedia Bandwidth: &4/ Kbit/sec
+ Default Audio Bandwidth: 80] [Kbit/sec 7|
Alarm Threshold
Overall Alarm Threshold: [0 =l
Multimedia Alarm Threshold: |80 e
* Latency before Overall Alarm Trigger: 5| Minutes
* Latency before Multimedia Alarm Trigger: 5| pinutes
Location Pattern
Add| Remave
1tem O Filtars Enabla
T 1P Address Pattem Notes
BT

Select : All, Nane

commit|_cance

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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3. Create Adaptatipns (If used).

File  Edit  View History Bookmarks Tools  Help

(] Adaptations

2| -lofx|
[
’ c|[B- socde e A w

€ @ hips/A0IBERI3/IMER)

jstem Manager 6.

Selact ¢ All, Nonz

Regular Expressions

Home | Routing *

EL B iors/ ements ] voutng { adsptations

[ comans

BT P | | o] o] e ctons «

] Jrome ol e — =
[ sepmin |

| oeraut |

Help 7

Filter: Enable

Our example configuration has “no adaptation.” All entries are default.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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4. Create SIP Entities

e S|P Entities used as “Outbound Proxies” (e.g. a certain “Gateway” or
“SIP Trunk”)

e Create all “other SIP Entities” (e.g. Session Manager, CM, SIP/PSTN
Gateways, SIP Trunks)

e Assign appropriate “Locations”, “Adaptations” and “Outbound
Proxies”

%) 1P Entities - Mozilla Firefox =] =lofx]

Fle Edt Wew Histoy Bookmaks Tooks Help
|1/ SIP Enties [

& Hips /1013857 134/5MGR, e|[B- Googe | & & w

Routing %

EC" I oo / Elements £ Routing / S10 Entities
Adaptations tew| edie| cece]| cuplicste|  More Adtions -
i ———
Entity Links 28 Items Filter: Enabla

e QO or 2 divecs = otne

PV woasasnass Py

sawzas wasasnae 106 ch Faders
samzss 1813 aaozs

AAMCluster AAMZSS (250-247-244)

AAMClusterz AAMZ23 (220-217-214)

addaaaaaoaoanala

Mol 10,138,57. <MD 1
CPMG162 4711245061 Other CPMG Node16l
C51K 4711220178 Other a1k
Hammer 4711241242 Other Hammer bax
Henry CS1000 10.136.81.20 Other
Rong C51000 aT11.86213 Other
rong cs1000 2 4T11.86.222 Other
SMDL 10.138.57.136 Session Manager SMD1
Select i All, Hone 4 4 Page[ 2 Jof2 b

In the example screen above we have a number of SIP Entities.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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An example AAM SIP entity is below:

File

Edit

View  Higtory

Bookmatks

Firefox
Tools  Help

| IP Enlity Details

B3]

sl =lolx]

€ @ hips/A0IBERI3/IMER)

¢ |[B8- Goode

Home =

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Pali
Dial Patterns

Regular Expressions

Defaults

« Home / Elements / Routing / SIP Entities

SIP Entity Details

General

* Name:
* FQDN or 1P Address:
Type:

Notes:

Adaptation:
Location:
Time Zone:

* SIP Timer B/F (in seconds):

Credential name:

Call Detail Recording:

Loop Detection

Loop Detection Mode:

SIP Link Monitoring

SIP Link Monitoring:

commit|_cance

AAM235
10.138.57.238
Modular Messaging |

ARMDZd

buvw 7|
America/Teronto
4

=

Supports Call Admission Control: [~
shared Banduidth Manager: [
Primary Session Manager Bandwidth Assaciation: |
Backup Session Manager Bandwidth Association: IE|
Entity Links
Override Port & Transport with DNS SRV: [
_add| Remove
1Item
[T |sIPEntity 1 |Protocol |Port SIP Entity 2 Port Connection Policy Deny New Service
r smoiz]  (Tor ] *lseso aamzas x| *[s0e0 wusted 7]

Selact 1 All, Nane

SIP Responses to an OPTIONS Request
Add| Remaove

0 Items

I~ |Response Code & Reason Phrase

Mark
Entity
Up/Dovm

Notes

| el

Help 7

Filter: Enable

Il

Filter: Enable

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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5. Set up Entities Links.

Below is a screen that shows the entity links. These links are between multiple
Session Managers, and those that are-between Session Managers and “other SIP
Entities.” .

) Entity Links - Mozi =f =10l

Ele Edt View Hgoy Bookmaks Iooks Hep

e (B3

€ @ hitps/71013857134/5MGR/ ¢ |[B- sooge Pl A W

Home | Routing *

¥ Routing 4 Home / Elemené / Routing / Entity links
Help ?
Entity Links
Locations
Adaptations Lgdf eci| pelee| ouplese|  More Adions -
SIP Entities
Entity Links 29 Iterns Filtar: Enable
Time Ranges T [Name SIP Entity 1 Protocol |Port  |SIP Entity 2 m':':: e |Port E"";"':;:_i"" n;::v'it"‘ Notas
Routing Policies [T sMD1 AamM2ss soed Tcp M1 TCP  sms0 AAM23E O sos0 wuseed o
Disl Pattemns [T SMD1 AAM241 Sm60 TCP SMD1 TCP SO0 AAMZ241 C S060 wusted o
gtk e [T SMD1 AAMZS3 5060 TCP SHD1 Tep 5060 AAM253 =l 5080 trusted n
Bl [T SMD1 AAMClusterl 5060 TCP  SMD? TCP 5080 AAMCluster! C 5080 trusted o
[T SMD1 AéMCluster? 5060 TCP SMD1 Tep 5060 AAMCluster2 o s080 trusted n
[T sMD1 cMD1 s060 TCR SMD1 TCR 080 CMD1 o 5060 wustad o
[T SMD1 CPMG162 5060 TCP SMD1 TGP S080 CPMG1E2 o 5060 tustad o SMD1_CPMG162_5060_TCR
[T sMDi Csik 5060 TCR SMD1 Tce  smen csik [nl s060  wusted n
[T 3MD1 Hammer 5060 TCP SHD 1 TCR 50860 Hammer C s080 trusted o
[T 3MD1 Hammer 5060 UDF SHD 1 UDP 5080 Hammer o s080 trusted n
[T SMD1 Henry CS1000 5060 TCP smD1 TGP 508D Henry_CS1000 [uf s060  wusted o
[T =MDl Henry CS1000 5050 UDP SMD1 UDP  SDED  Henry_CS1000 C s080 trusted o
[T =MD1 rong es1000 Z 5060 TCP SMD1 Tep S060 reng_cs1000_2 = s080 trusted n
[T SMD1 Rong CS1000 5060 TGP SMD1 Tcp S060 Reng_CS1000 C s080 trusted o
Select : All, None 44 Page[ 2 |of2 b b

Below our example screen shows an administered link between 2 SIP Entities.

) Enlity Links - Moz =l =lolx]|

Fle Edt Vew Hstoy Bookmaks JTook Help
3 Eniiy Lirks [

& @ Hips /1013857 138/5MGR/ c| @' Google

Home | Routing *

Regular Expressions

¥ Routing « Home / Elements / Routing / Entity Links
ke somme] e
SIP Entities
1Item Filter: Enable
; y s Cannection Deny New
[ |Name SIP Entity 1 Protocol | Port SIP Entity 2 Cvenge |Port B eny e Notes
Dial Patterns Select : All, None

Commit | cancel
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6. Setup Time Ranges.

©) Time Ranges - Mozilla Firefox = =10x|
o Edt Vin Hstoy Bockmaks Iools Help 4
| Tine Renges =]

€ | @ hips /71013857 134/5MGR/ c||B- Googe + A W

10, 2014 5:35 P
I Log off Admin

nts / Routing / Time Ranges
Help 7

edit| pelote| Duplicate| _Mors Adiens «

01 Jnene I S TR e v E——

| Rousngraicie:  [EEWINEI) ® ™ 3 ] 1 ] ® a0 259 Time Range 2477
[ TR-BuwW E 4 |4 E 00:00 2:59

Select : All, None

Time ranges indicate when a particular rank or cost of a routing policy is to be used
when determining the least-cost route. They do not indicate when routing policies
are available to be considered for routing.

You must specify as many time ranges as necessary to cover all hours and days
in a week for each administered routing policy.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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7. Create Routing Policies

©) Routing Policies - Mozilla Firefox ol (o]
e Edl Miew Histow Bockmarks Iools Help 7
|{ Routing Poicies [+]

€ @ hips /10,1357 34/5MGR/ B ¢ | |8 Goode + A W

Help | Abaut

[ ooman:
Items O Filter: Enable
AT |Name Disabled Retries Destination Notes
| routngpoicies | SRS n . P poe—
[ AMMClusterz o o AAMClusterz AAMCluster2
[T asmD19s =l a AAM193 ARMD193
[ asMDige o a AAM19E AAMD196
[ asmpies [y a AAM199 AAMD199
[T asmpzoz [ o AAM202 AAMD202
M asawpeos o ] AAM205 AAMD20S
[ asmpzos = a AAM208 AAMD208
[ aampzi1 o o AAMR1L ABMD21L B
[ asmpzes o o AAM2ZE AAMD2ZE
[ asmpzes [ o AAM2ZD AAMD2Z3
[ sawmDesz o a AAM232 AAMD232

hitps:£/10.138 57 134/NRP/faces /pages/network RoutingPolicy. shiml ?client TZ=2408client TZM ame=America/New_'rorkd

Routing Policies form your “enterprise wide dial plan”. This can include
“Origination of the caller’, “dialed digits” and “SIP domain” of called party and
actual time of the call.

Here you can use a regular expression can be used Optionally, instead of “dialed
digits” of the called party and the “SIP domain” of the called party a “regular
expression” can be defined.

Depending on one or multiple of the inputs mentioned above a destination where
the call should be routed is determined.

Optionally, the destination can be qualified by “deny” which means that the call will
not be routed.

Session Manager uses the data configured in the Routing Policy to find the best
match against the number (or address) of the called party.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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8. Create Dial Patterns

) Dial Patterns - Mozilla Firefox o -lolx|
File Edt Yiew Histoy Bookmarks Ioois Hefo
|{ Dial Patters [EY

€ @ hips A013BETIEHER! ¢||B- Googe Ple A w

2014 5:35 M

10,
Help | Abol d | Log off Admin

ts / Routing f Dial Patterns

4 ltems O Filter: Enable
[T |patten  |Min [Max |Emergency call Emergency Type Emergency Priority SIP Domain Notes
[ owmgrace: AR s s n comvaynem  cghanes 1
e - ;s o comnm Gotshanss 2w
7 230 4 4 n ca.avayacom Gallpilat 2021 (GPMG162)
M 25 4 4 o ca.avayacom Gallpilat 2021 (GPMG162)
30 4 + o CM Phones Juu
I 478 7 7 n CM Sets for CP MW test
a7 7 7 [m] caavayaEem Callpilst CPMG162
r so 4 4 =] com Hammer box
M s02z 4 4 o CM Phenes
M sso 4 4 [m] ca.avayacom AAMDLIE i
rose1 4 4 =] caavayacem AAMDLSE
M esz PR o ca.avayacom AAMD193
M oeas 4 4 n ca.avayacom AAMDZOZ
T e84 4 4 a suaya.com AAMD205 =l
685 4 + o ca.avaps.cam AAMDZ0E

Assign the appropriate “Routing Destination” and “Time Of Day”

A dial pattern specifies which routing policy is used to route a call based on the
digits dialed by a user that match that specific pattern. The originating location of
the call and the domain in the request-URI are also used as criteria to determine
how the call gets routed.

Session Manager will try and match the request-URI of a request to a row in the
dial pattern table. If no match is found, Session Manager modifies the domain in
the request URI to remove one level of sub-domain. For example, if us.acme.com
was tried, then Session Manager drops “us.” And tries acme.com.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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Below is an example Dial Pattern, used to route to our Aura Messaging Server
system aamd202.ca.avaya.com.

) Dial Pattern Details - Mozilla Firefox o -lolx|
Fie Edi Yew Hsloy Boskmeks Took Help

Dl Patirn Detalk [
€ @ hips A013BETIEHER! ¢||B- Googe Sl % A w

x

Home | Routing

~ Routing

cations
Adaptations
SIP Entities

Entity Links

Time Ranges

Routing Policies
Dial Patterns
Regular Expressions

Defaults

4 Home / Elements / Routing / Dial Patterns

Dial Pattern Details

General

* patterm:

* Minz

* Max:

Emergency Call:
Emergency Priority:
Emergency Type:
SIP Domain:

Notes:

Originating Locations and Routing Policies
_2dd| Remove

1rem

T |originating Lecation Name

T b buw
Select 1 All, one

Denied Originating Locations

_#dd| Remove

0 Iterms

I |onginating Location

ca,avays.com 7]

ARMDZO2

Originating Lecation Notes | Routing Policy Name | Rank

AAMD202

Commit | Sancel

Gommit | cancel

Routing POWCY | Routing Policy Destination | Routing Palicy Notes

r AAM202

Nates

Help 7

Filter Enable

AAMDZ0Z

Filter: Enable

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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9. Create Default Patterns.

©) Personal Seltings - Mozilla Firefox =l =1o]x]

File Edit View History Eookmarks Tools Help

|7 Personal Setings |T|

€& | & hiips/110.138.57.134/5MGR/ ¢||H- Googe Pl ¥ f W

Home | Routing ®

~ Routing Home / Elements f Routing / Defaults

Personal settings for user *Admin® Restore Defaults | Revert | Apply
Locations

Adaptations Adaptations
SIP Entities * Matching Pattern Min Length: [1

Help ?

Entity Links * Matching Pattern Max Length: [36

Time Ranges
5 — Dial Patterns

Routing Paolicies

* Dial Pattern Min Length: 1
Dial Patterns

* pial Pattern Max Length: 36
Regular Expressions

Defaults Entity Links
* Listen Port: (5061

Default Transport Protocol for Entity links: [TLs 7]

Domain Management
Suffix:

SIP Entities
Type: [Session Mansger x|

Time Zone |America/Fortaleza =l
Default Transport Protocol for Ports: | TLS =]

Overvide Port & Transport with DNS SRV [~

Time Ranges
*Time Range Start Time [00:00

* Time Range End Time [73:59

Application Settings

Show waming message: [w

=]

The Defaults screen (above) is where you set your personal settings for all the
NRP menus. You can then save these settings as your personal default.

BUTTONS AND USAGE:

e RESTORE DEFAULTS — Restores vendor defaults.
o REVERT — Reverts to settings before the last applied settings.

e APPLY — Saves and applies the modified personal settings

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




AVAYA SIP Integration

6.0 CONFIGURING THE AURA MESSAGING SERVER

Configuring the Message When you first login to the AVAYA Aura Server you will see the System Management
Application Servers and Interface screen shown below.

Message Storage Server

) aom226-byw - Mozilla Fuetox

= =l0jx]
Fle Edt Vew Hgloy Rockmadk: Jook Hep
A\ ssn22Btvw [+
(' & L AV apa Com

8- ¥ A W

Avaya Aura® Messaging
System Management Interface (SMI1)

AVAYA

Halp L

This Sarver aam226 -bvw

=

System Management Interface
£ 7001-2016 Avaya Inc. All Rights Reserved.
Copyright
Excapt whare expressly statos ctharwise, the Product & protacted by copynght and othar laws respacting praprctary nghes

Unauthorzed reproduction, ransler, and or use can be & oiemral, & well 35 2 dial, offenss under the sppicatle law

Thind-party Componomts

Certan software programs of porsons theresf ncuded m the Product may cortan software Sstributed under thied party agreenents ("Thed Paty Compunents”
Lerms hat expand o Bk sghls 1o use cotan portons of the Product Thind Party Tems Tormation ienlfying Thitd Pty

A8 FJvalatie o0 Avaya's web ate 36 MIp uopet asaracon

whach may contar
Comporsnls 2 he Thisd Party Teers Tiat ool 10 then
et

Irafemarks

Araya, the Avaya Logo, and Avaya Auwra are regatered trademarks of Avaya Inc. Lnux® 1 the regatered trademark of Lnus Torvalds n the U5, and other countres. Al non-dvaya
tradenaks are the property of ther respective owners

L

£ J0012008 Avayps Dac, AN Righes Resarved
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e  Chose the Administration pull-down and then chose Messaging.

AVAyA Avaya Aura® Messaging
System Management Interface (SMI)

Administration

Licensing This Sarver: samibi-bvw

M i

Server (Maintenance)

System Management Interface
@ 2001-2016 Avaya Inc. All Rights Reserved.

Copyright
Except where expressly stated otherwise, the Product is protected by copyright and other laws respecting proprietary rights.

Unauthornzed reproduction, transfer, and or use can be a cnminal, as well as a owil, offense under the applicable law.

Third-party Components
Cartan software programs or portions thereof included in the Product may contain software distnbuted under third party agreements ("Third Party
Components”), which may contain terms that expand or limit rights to use cerain portions of the Product (“Third Party Terms”). Information identifying
Thard Party Components and the Third Party Terms that apply to them are available on Avaya's web site at: http/fsupport avava.com/Copynght

Trademarks

Avaya, the Avaya Logo, and Avaya Aura are registered trademarks of Avaya Inc. Linux® is the registered trademark of Linus Torvalds in the U.S. and
other countnes. All non-Avaya trademarks are the property of therr respective owners.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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The Messaging Administration screen below will be displayed.

¢ In the left panel scroll down until you see “Telephony Domains” then click
onit.

Avaya Aura® Messaging
System Management Interface (SMI)

AVAYA

Administration / Messaging 5 This Server: aam226-bvw

essaging System [Storage) - .

User Management Messaging Admitistration

Administr:

Class of Service
Sites o

Topol P - i i
5::;;:";55“““0“ The web Interface allows you to maintain, troubleshoot, and cor}ﬁ'gure your Messaging System. Select a link from the left-side menu to

Sy (7 e display thg,c’orrespondmg page.

Enhanced List Management *

System Mailboxes

System Administration

Sending Restrictions

User Activity Log Configuration
Reports (Storage)

Users

Info Mailboxes

Remote Users

Uninitizlized Mailboxes

1,

Login Failures
Locked Out Users
Sites
Darmant Mailbaxes
Full Mailboxes
web Access
eerver Information
System Status
Alarm Summary
Veice Channels (Application)
Cache Statistics [&pplication)
Outbound Fax [Storage)

"
E
%‘.
F

o
[}

Server Role / AxC Addrass
f5erver Settings (Storage)

External Hosts

Trusted Servers

Networked Servers

Regquest Remote Update
5erver Settings (Application)

Dizl Rules

Cluster

System Parameters
Languages

Log Configuration
General Options

Mail Options

IMAP/SMTP Status O
elephony Settings
Telephony Integration

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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Starting from AAM 6.3 there is the ability to incorporate multiple SIP domains.
So in short you can instantiate multiple PBX end points. This allows for greater
consolidation of PBX infrastructure over multiple sites and too simplifies
routing back-out from AAM.

For this example we’ll install/setup one domain end point. Often this will be
your Session Manager IP address.

o Enter first your “Messaging SIP Domain” and “Far-End SIP Domain”.

e Then your Gateway “IP” address of Session Manger. This then directs all
calls to his end-point.

e Then “Save”.

Avaya Aura® Messaging
System Management Interface (SMI)

Administration

Help Log Off

Administration / Messaging

This Server: aam226-bvw

B

User Management

Class of Service

Sites

Topolagy

Storage Destinations

System Policies

Enhanced List Management

System Mailboxes

System Administration

Sending Restrictions

User Activity Log Configuration
Reports [Storage)

Users

Info Mailboxes

Remote Users

Uninitizlized Mailboxes

Login Failuras

Locked Qut Users

Sites

Daormant Mailboxes

Full Mailbaxes

Web Access

System Status

Alarm Summary

Voice Channels (Application)

Cache Statistics [Application)

Outbound Fax [Storage)

Server Role [ AxC Address

External Hosts

Trusted Servers

Networked Servers

Request Remote Update

Dial Rules

Cluster

System Parameters

Languages

Log Configuration
IMAR/SMTP Settings (Storage)

General Options -

m

Telephony Domain Administration

The Telephony Domain Administration page is used for administration of the telephony domain parameters used by the messaging system.

Far-end Domains 1L -

Telephony Profile Gateway ID Messaging SIP Domain Far-end SIP Domain
Name
default 1 co.avaya.com | |co.avaya.:om
Far-end Connections 1 =
Gateway [D P Transport Port Monitor interval

1 10.138.57.136 TCP 5060 o

Telephony Topology Reports  None -

£ 2001-2016 Avaya Inc, All Rights Reserved,

See the following page for definition explanations.

Note: Telephony Domains page is hidden for Application only server.
This configuration step is supposed to be skipped for Application only
server, and must be done on Storage only server or in case of Single
server configuration.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




AVAYA SIP Integration

Far-end Domains

Name

Description

Far-end Domains

The number of far-end SIP domains.

SMI displays the number of rows that are equal to the number of far-end SIP domains that vyou select from the
drop-down list. You can add a maximum of 500 SIP domains.

Delete

The check box to delete a far-end domain row,
Select the check baox for the far-end domain row to delete.

Telephony Profile
MName

The name for the telephony profile that represents a gateway [0 and SIP domain of the application server,
The name can contain aphanumeric characters along with a dash (<), plus sign (+), underscore (), and period

0

Gateway ID The 1T of the far-end connection gateway.
Messaging SIP The name of the Messaging SIF domain.
Domain

Far-end SIP The name of the far-end connection SIP domain.
Domain

Far-end Connections

Name

Description

Far-end
Connections

The number of connections to the far-end SIP proxy servers,

SMI displays the number of rows that are equal to the number of far-end SIP domains that you select from the
drop-down list. You can add a maximum of 15 far-end connections.

Delete The check box to delete a far-end connection row.
Select the check box for the far-end connection row to delete.
Gateway ID The ID of the far-end connection gateway.
P The IP address of the far-end connection.
Transport The tr T < -
ansport method that the telephony server uses for SIP signaling. The transport method of the application
server and the telephory server must match. The types of transport methods are:
* TCP: Mot encrypted. Use port 5080, This is the default value,
* TLS: Encrypted, Use port S061.
Port The port number of the far-end connection.

The default value is 5060,

Monitor Interval

The option to administer monitoring of a far-end connection in minutes.
The default value is 0 minutes. If you set the value to 0, Messaging does not monitor the far-end connection.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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Now proceed to “Telephony Integration”. You may see the screen flicker to what
looks to contain settings and then back to “NONE” — this is normal.

Move the drop down menu from NONE to SIP.

EPREIES
Eds Edt ‘isw Higtoy Bookmak: Jook Hsp

IAumzi‘Bbw& ]+|

{- & hi sarmlie - Avapacom’ fenag/meghied ¥ b . b 3 c El' 1caghe e * '"‘ | ™

AVAyA Avaya Aura® Messaging

System Management Interface (SMI)

Administration

Adeninistration S Massaging This Servar: aamz2e-bew
Cormant Mailbowes =l Telephony Integration
Full Mailboxas
The Telephony Integration page is used for administration of the switch link parameters of the messaging system.
Sy It Statad
AT BASIC CONFIGURATION
Voice Channals (Apphication)
Cache Statistics (Application]

Switch Integration Typ

Ciwthound Fax (Storsqe)

IP Address Version

External Hosts sava | nelp | Show Advanced Options
Trusted Sarvars

Hetworked Servers
Regquase Ramets Updats
Garver Setings (Application)

Cluster

Syrtaem Parsmatars
Linguages

Log Configuration
Ganersl Cptions
Mail Dptiens
IMARTSMTP Status

Telephony Integration —

Talaphany Demaing
Syitasm Oparations
Timeouts
Mizcellanecus
Core Files

Messaging DB Audits (Storage)
Srart Mascagion =l

© 200L-2016 Avaps Inc. All Rights Reserved, .
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Validate the TCP and TLS ports read correctly. The AAM s/w default may show 0
for TLS. If so replace it with 5061 and hit save.

Once saved, perform a Stop Messaging and Start Messaging to solidify the
telephony configuration.

Note: You may want to initially setup your system with TCP then after
‘proof of concept’ voice mail connectivity is working move over to
TLS if desired. Troubleshooting a PBX with TLS enabled is
challenging should issues arise.

AVAyA Avaya Aura® Messaging

System Management Interface (SMI)

Help Log OFF Administration

Administration / Messaging This Server: aam226-bvw
Vaice Channels (Application) +  Telephony Integration

Cache Statistics (Applicatien)

Outbound Fax (Storage) The Telephony Integration page is used for administration of the switch link parameters of the messaging system.
Server Role / AxC Address
BASIC CONFIGURATION
External Hosts
Trusted Servers Switch Integration Type SIP
Networked Servers
Request Remote Update
SIP SPECIFIC CONFIGURATION
Dial Rules
Cluster Far-end Domains | *
Systsm Paramaters
Languages
Log Configuration
General Options
Mail Options
IMAP/SMTP Status

SIP Domain 1 Telepheny Profile Name |default Gatevay ID |1 Messaging [co.avaya.com Far-end |co.avaya.com

Far-end Connections | 1

S — Connection 1 Gateway ID |1 1P (10.138.57.136 TCP | Port 5060 Monitor interval |0
Telephony Integration A .
Telephony Domains T Messaging IPv4 Address IP|192.168.21.120 TCP Port 5060 TLS Port 5061 A/

Advanced (Application)
System Operations
Timeouts Messaging Ports  Call Answer Ports 100 Maximum 100 Transfer Ports |20
Miscellznzous
Core Files
Meszaging DB Audits (Storage)

Stop Messaging
Services Restart (Storage)
Change LDAP Password (Storage]

Logs

Administration History

Switch Trunks  Total 120 Maximum |120

Administratar

Alarm

Software Management

Maintenance

IMAR/SMTR Massaging

ELA Delivery Failuras

User Activity

System Log Filter

Caollect System Log Files

Call Recerds e

© 2001-2016 Avaya Inc. All Rights Reserved,

Note: Configure settings on this page for both Application and
Storage servers.

See the following page for definition explanations.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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BASIC CONFIGURATION

Name

Description

Switch Integration Type |Messaging uses SIF integration.

The SIF SPECIFIC COMFIGURATION section is available only for SIF integration.

IP Address Version The wersion of the IP address,

SIP SPECIFIC CONFIGURATION

SMI displays this section only if you select SIP from the Switch Integration Type drop-down list. You have read-only access
to these fields on the Telephony Integration page. You can administer these fields on the Telephone Domains page.

Name Description
Far-end The number of far-end SIP domains.
Domains SMI displays the number of rows that are equal to the number of far-end SIP domains that you select
from the drop-down list. You can add a maximum of 500 SIP domains.
SIP Domain The domain names of the application server and the far-end connection, for example sip.example.com.
* Telephony Profile Name: The name for the telephony profie that represents a gateway ID and
SIP domain of the application server.
* Gateway ID: The ID of the far-end connection gateway.
* Messaging: The name of the Messaging SIP domain.
* Far-end: The name of the far-end connection SIP domain.
Far-end The number of connections to the far-end SIP proxy servers.
Connections SMI displays the number of rows that are equal to the number of far-end SIP domains that you select
from the drop-down list. You can add a maximum of 15 far-end connections.

Connection

The connection details of a far-end connection, including:

Gateway ID: The ID of the far-end connection gateway,
IP: The IP address of the connecton.

* TCP or TLS: The fransport method that the telephony server Lses for SIF signaling, The transport
method of the application server and the telephory server must match, The types of fransport
methods are:

o TCP: Mot encrypted.
o TLS: Encrypted,

* Port:
o TCP: 5060
o TLS: 5061
« Monitor interval

Messaging
Address

The IP address of the near-end application server,
This address is always a read-only field,
* IP: The IP address of the server.

e TCP: Use port 5050,
* TLS: Use port 5051,

Messaging
Ports

The maximum number of active calls to or from a user,

o Call Answer Ports: The range of these ports is from 2 to 100,
* Maximum: The maximum number of ports that Messaging uses,
* Transfer Ports: The maximum number of transfer ports that Messaging uses,

Switch Trunks

The number of rurk. members for Messaging on the telephory server,

* Total: The total number of trunks administered. Messaging requires at least one more port than
the number of ports that you administer in Call Answer Ports

* Maximum: The telephory server supports a maximum of 120 trunk members, The runk
members, in addiion to the call answer ports, are for features such as the transfer feature, which
require more switch trunks,

The number in the Switch Trunks field must match the number of runk members on the telephony
server If that server specifies the maximum number of trunks,

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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There are Advanced Options configuration to which may need to be tweaked.
For a Session Manager installation no value needs to be changed. Some values
tweaks are needed for CS1K and other 3 PBX support (consult other CN
documentation where applicable).

Avaya Aura® Messaging
System Management Interface (SMI)

dministration / Messaging

Full Mailboxes
Web Access

g
i
Ed
2

System Status
Alarm Summary

Voice Channels (Application)
Cache Statistics [Application)
Outbound Fax [Storage)

v
i
H
3

Server Role / AxC Address
|Server Serings (Storage)

External Hosts

Trusted Servers

Networked Servers

Request Remote Update

,
i
g
3
£
3
3
]
£

Dial Rules

Cluster

System Parameters
Languages

Log Configuration
IMAP/SMTP Settings (Storage)
General Options

Mail Options
IMAP/SMTP Status
elephony Sertings
Telephany Intzgration
Telephany Domains
Advanced (Application)
System Operations

Timeouts
Miscellaneous
Core Files

i
3

Messaging DB Audits (Storage)
Start Messaging

Stop Messaging

Services Restart (Starage)
Change LDAP Password (Storage)

i

Administration Histary

Administrator

Alarm

Software Management

Mzintznance

IMAP/SMTP Messaging

ELA Delivery Failures

User Activity

System Log Filter

Collact System Log Files

Call Records

Audit/Ports Usage

Diagnostics Results (Application)
|Server Reparts

System Evaluation

TMAP Traffic [Staranel

n

e Hide Advanced Options
ADVANCED OPTIONS
Quality Of Service

UDP Port Range

G.729 Codec Support

Media Encryption

Enforce SIPS URI for SRTP

Include "AAM” in From/P-AI Header
SIP INFO for DTMF

Media Encryption During CapNea
Supported Header includes "replaces”
Telephone Event Payload Type
Monitor Far-end OPTIONS messages
Inactive Link Actiens

Minimum Session Refresh Interval
SIP REFER Delay

Enable Basic Transfer

Cross-Switch Transfer

Connection Audits

Customize Blocked Caller-ID
Blocked Caller-ID

Blocked Caller-1D Matches

Call Control PHE 46 Audio PHE 46

Start 8000 End (10000

[ enable 6.729

srtp-aescm128-hmacs0

srtp-sescm128-hmac3z
srtp-sescm256-hmacdd
srtp-sescm256-hmac32  ~

ves w
Ignore w

Enabled

o -

127 -

no = Proactive Interval 0

Alarm Only

Ensbled
Incoming Enabled v Outgoing Enabled
Username |anonymous@ananymous.invalid

From Header w

: None

» MWI Enabled =

Display Name |anonymaus

m

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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ADVANCED OPTIONS

When the ADYAMCED OFTIONS section is hidden, SMI displays the Show Advanced Options button. If you click Show
Advanced Options, the button changes to Hide Advanced Options and SMI displays the ADYAMCED OFTIONS fields,

Name Description

Quality Of Service The QoS field to administer the behavior of:

» Call Control PHB: The quality of service level for call control messages.
+ Audio PHB: The quality for audio streams,

Use this field if your IP network infrastruciure supports QoS. You can keep the
default values in QoS or enter new wvalues, The values you enter must match the
number in the network region of the telephony server that the Messaging signaling
group Uses, The range for both these fields is from O to 63,

UDP Port Range The range of port numbers used by UDF for RTR
The default range is from 8000 to 10000,

» Yol can change the Start value,
* Messaging Uses the number of avalable trunks to calculate the End walue,

Ensure that the range of ports that you alocate to UDP does not conflict with the
ports used for other purposes.

G.729 Codec Support The option to enable support for the G.729 codec for media
transmission.

« If you select this check box, Messaging supports the G.
729 codec with the G.711 p-law and G.711 A-law codecs.

+ If you clear this check box, Messaging only supports the
G.711 p-law and G.711 A-law codecs.

€) Note:

Messaging supports the G.711 and G.729 codecs only
for media transmission. Messaging supports the GSM
codec and the G.711 codec for storage encoding.

Media Encryption The type of SRTP media encryption that the telephony
server uses.

This field is optional.

€) Note:

The storage server must be online for the media
encryption-related changes to take effect. If you have
a single-server installation, Messaging must be
running.

Enforce SIPS URI for SRTP The option to specify whether a SIPS URI or secure URI is
required for SRTP.

If you set the value to yes, then any incoming call that
contains SRTP without a SIPS URI fails.

SIP INFO for DTMF The SIP INFO messages for the out-of-band DTMF.
The options are:

+ Ignore: Ignore all SIP INFO DTMF digits in the signaling
stream. This is the default value.

+ Accept: Accept all incoming SIP INFO messages for the
two formats and interpret the messages received in the
RTP stream as RFC 2833-compliant digits. The system
sends outbound DTMF as SIP INFO messages with
application type DTMF relay with a specified duration of
250 milliseconds.

(Continued onto next page)
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Description

Include “AAM” in From/P-Al Header

The option to add "AAM" in the From SIP header and P-
Asserted |dentity SIP header.

Media Encryption During CapNeg

The SRTP media encryption that the telephony server uses
when capability negotiation (CapMNeg) is present in SDP.

The options are:
* Enabled: Set the default value.

+ Disabled: Change the value in the Media Encryption
field to Nene. Messaging automatically changes the
value, and you cannot change the value. Select Disabled
only for a specific telephony integration.

For more information about administering the media
encryption during CapNeg, see the configuration notes.

Supported Header includes “replaces”

The supported header that must include the replaced value
so that endpoints reflect the capabilities in SIP headers and
Messaging effectively communicates with a specific
telephony integration.

The options are:
* no: The default value.

= yes: Only for a specific telephony integration. For more
information about administering the header with the
replaces value, see the configuration notes.

Telephone Event Payload Type

The RTP payload type for RFC2388 DTMF events.

The dynamic payload type range is 96 to 127. The default
value is 127. For example, when Messaging starts a call for
a Reach Me operation, Messaging specifies the 127 RTP
payload type for RFC2388 DTMF events. This field is
inactive if you set the SIP INFO for DTMF field to Accept.

Monitor Far-end OPTIONS messages

The option to enable Messaging to proactively monitor the
SIP OPTIONS messages that the far-end connection
sends.

If Messaging does not receive a SIP OPTIONS message
from the far-end within the time specified in the Proactive
Interval field, Messaging considers the far-end as
nonfunctional or unreachable. The options are:

no: Disables monitoring of the OPTIONS messages. This
is the default value.

yes: Enables monitoring of the OPTIONS messages.

Proactive Interval: The interval, in seconds, for which
the far-end is configured for sending the OPTIONS
message.

(Continued on next page)
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Description

Inactive Link Actions

The option to generate an alarm or disconnect all incoming
connections.

The options are:

= Alarm Only: Messaging generates an alarm when an
expected OPTIONS message does not arrive within the
interval configured in Proactive Interval + 30% of the
interval period. For example, if you configure the interval
as 10 seconds, Messaging generates an alarm after 10 +
3 (30% of 10) = 13 seconds. On the next successful
receipt of SIP OPTIONS or the next incoming call,
Messaging clears the alarm.

Close Connections: Messaging generates an alarm,
closes all incoming connections, and drops all active
calls.

This option is only available if you set the value of Monitor
Far-end OPTIONS messages to yes.

Minimum Session Refresh Interval

The minimum session refresh interval in seconds.

Usually, the refresh interval value is set to match the
interval value administered for the switch.

SIP REFER Delay

The delay of the transfer operation in milliseconds when a
Messaging outbound call is answered and the SIP REFER
request sent.

The value range is 0 to 5000 milliseconds.

Enable Basic Transfer

The option to enable and disable the Basic Transfer
feature.

If you select this check box, Messaging performs a blind
transfer operation and does not directly call the destination
endpoint. The gateway of the Messaging network
establishes the call and transfers the two endpoints.
Because the gateway establishes the call, the caller ID
might change.

 Note:

If you enable the Basic Transfer feature, Messaging
does not support:

+ P-Asserted ldentity
+ Multiple SIP domains
= SIP UUI

Cross-Switch Transfer

The option to enable and disable call transfers between
different gateways.

Cross-switch transfer is enabled by default.

(Continued on next page)
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Description

Connection Audits

The option to enable the audit of the incoming, the
outgoing, and the MW! SIP connections.

By default, Messaging disconnects the connections that are
idle for 30 minutes.

Customize Blocked Caller-ID

The option to customize the appearance of the blocked
caller ID with a customized caller ID.

This check box is clear by default.
@) important:

To determine how the system displays the customized
caller 1D, check with your service provider. You can
understand how the network of the service provider
processes a blocked caller ID.

Blocked Caller-ID

The option to administer values to at least one of the
following fields to customize the caller ID appearance:

» Username
- Display Name

These fields are available if you select the Customize
Blocked Caller-1D check box.

* The user name and the display name:
anonymous(@anonymous.invalid

= Only the user name: anonymousi@anonymous.invalid

The user name with the SIP domain: anonymous-sip.com

Blocked Caller-ID Matches

The option to administer the SIP headers that Messaging
examines to determine whether the caller ID of the
incoming call is blocked. The options are:

» From Header: To administer Messaging to examine the
From SIP header.

* P-Al Header: To administer Messaging to examine the P-
Asserted |dentity SIP header.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1




) Session Manager - Mozilla Firefox

File  Edit “iew Higtory  Bookmarks

AVAYA SIP Integration 54

7.0 SESSION MANGER CONFIG & AAM CLUSTERING

Read over this section before making any formal changes to your switch. You will
want to understand the underlying philosophy. The screen shot below is largely
the end result.

It's quite easy to create a round-robin, local, cluster topology within SMGR. In
short a 3 server Messaging Application cluster setup (to which all point to a
standalone 4t server MSS) can be comprised under Local Host Name
Resolution.

You'll want to create a top level host name for the cluster, in the example below,
it's clusterl.ca.avaya.com to which will point to your 3 AAM Application Servers.
The Priority and Weight is simply a load balancing exercise. With all set to 100,
SM will round-robin to each server. Consult further with Session Manager
documentation on how to manipulate the Priority and Weight settings should a
non-round robin duty cycle be desired.

See the following screen shots on the proceeding pages on how this setup was
configured more specifically.

Toolz  Help

| i Session Manager

P (=5

(' B hitpe/10.138.57.134/5MGR

L& | |E" Google

Home Session Manager

¥ Session Manager
Dashboard

Session Manager

Administration

Communication Profile
Editor
¥ Network Configuration
Failover Groups
Local Host Name
Resolution
Remote Access
SIP Firewall
¥ Device and Location
Configuration
b Application
Configuration
} System Status
F System Tools

b Performance

Help | Ab:

x
4 Home f El ts f Session M. f Metwork Configuration f Local Host Name Resolution
Help ?
Local Host Name Resolution
This page allows vou to add, edit, or remove local host name entries,
Host name entries on this page will override information provided by
DHE.
Local Host Mame Entries
Newl Editl DE|EtEI More Actions ~
& [termns Filter: Enakble
[T |Host Name (FQDN) IP Address Port Priority Weight Transport
|_ clusterl.ca.avava.com 10,138.57.244 5060 100 100 TCP
I_ clusterl,ca.avaya.com 10.128.57.247 5060 100 100 TCP
I_ clusterl.ca.avaya.com 10.128,57.250 S0eD 100 100 TCR
I_ cluster2,ca,avaya.com 10.12857.214 5060 100 100 TCP
I_ cluster2.ca.avaya.com 10.12857.217 S0eD 100 100 TCR
I_ cluster2,ca,avaya.com 10.128.57.220 5060 100 100 TCP
Select 1 All, Hone
Background Job Status
Wisw Failuresl Stop Job
0 Items ' Show|all 7| Filter: Enable
Start Time Status Percent Completed Total Entries to Process Failed Entries Last Updated Job Mame

Mo jobs have been queued since System Manager was last started.
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IMPORTANT:

In AAM-7.0.0 the MWI functionality is
moved from the Application Server to the
Message Store Server so that MWI
could be managed from the MSS. It
allows to invoke polling for MWI after a
call server restart. New design requires
additional settings:

. Entity link for the storage
server. The app server entity
links remain in place for
inbound and outbound SIP
calls.

. If the customers CM dial plan
and AAM Site dial plan differ
(CM is 10 digits and AAM is 7
digits), then the ASM must be
configured with adaptation
rules to strip or add digits in
and out of AAM. But this
adaptation will not only be
applied to the app servers, but
to the store as well.

Aura” System Manager 7.0

AVAYA SIP Integration

Messaging is used as the Type.

With AAM-7.0.0 you also need to add the MSS address to AAM's SIP entity to
support MWI natifications.

) SIP Entitios - Mozilla Fuelox »

Flo Edt Yew Hgloy Bockmads Jook Heb
SIP Eriies Ll
€ & 1013857134 8- ;) % K W

« Mome [ Hements [ Routing / S1P Entities

Melp ?
SIP Entities
2] _l l More Actions 0|
28 Items Fiker: Enable
r FQON or 1P Address Type Notes
G 10.129.57.239 Messaging AAMO24
r 10.138.57.241 Massaging ILO CMM Fadersl
r —Leueaaal Messaping Aanoz9
0 ster] o avayacom Massaging AAM233 (
r Messaging AAM223 (
r 10.130.57.139 M Mot
r 47.11.245.161 Other COMG Nade161
0 47.11.220.178 Other csix
r 47.11.241.242 Other Mammer bow
O 10.138.81.20
r 471166219 Other
0 470166222 Other
r ssp1 10.138.57.136 Sessien Manager SMD1
Select 1 All, None A Page 2 |of2 00

Home | Routing *

Domains
s Adaptation Details
Adaptations

General

Entity Links

Time Ranges

Routing Policies

Dial Patterns

Regular Expressions

4 Home / Elements / Routing / Adaptations

Digit Conversion for Incoming Calls to SM

Add Remove
lltem &

[ |matching Pattern
B i

Select : All, None

Digit Conversion for Outgoing Calls from SM

Add Remove
1ltem &

[ | Matching Pattern
B =[ea7

Select : All, Nane

Min

Help ?
* Adaptation Name: Adaptert
* Module Name: | DigitConversionAdapter ||
Module Parameter Type: |Name-Value Parameter [~
Add | | Remove
Name Value
Egress URT Parameters:
Notes:
Filter: Enable
Max Phone Context Delete Digits Insert Digits Address to modify Adaptation Data Notes
=7 *[o 847 both [=]
Filter: Enable
Max Phone Context Delete Digits Insert Digits Address to medify Adaptation Data Notes
=[10 *[3 both =]
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Under the Routing Polices for this setup, all 5 digit calls starting with 699 will get
routed to this far-end entity (comprising of 3 Application Servers).

Routing Policy Details - Mozilla Firefox =] 18|
Fie Edit Miew History Bookmarks Tools Help
| i} Routing Palicy Details | + |
€& @ hilps//10.136.57.134/5MGR/ < | |E|v Google ,| 3 & W
Log off admin
Home Routing *
Souna NP Te——
| oomams | e
Routing Policy Details Commit | Cancel
o] conc
Adaptati
General
* Name: AAMClusterl
Disabled: [
* ies:
—
Selectl
Mame FQDN or IP Address Type Notes
ABMCluster clusterl.ca,avaya.cam m“”'a'. ABMZS3 [250-247-244)
essaging
Time of Day
Add| Remove | Wiew GapsiOwerlaps
1Itern O Filter: Enable
[~ |Ranking Name Mon Tue wed  |Thu Fri Sat Sun Start Time End Time Notes
| 24/7 W ~ ™ = = = = on0:00 23:59 Time Range 24/7
select : All, Hone
Dial Patterns
Addl Remouve |
1 Itemn Filter: Enable
|_ Pattem Min Max Emergency Call SIP Domain Originating Location MNotes
 e9s s ] I caavaya.com buw Clusterl
Select : All, Hone
Regular Expressions
AddI Remouve I
O Iterns Filter: Enable -
T |pattem Rank Order Deny Motes

Cormnrmit Cancell
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8.0 MESSAGING PATCHING

To download patch you should use appropriate SMI page: Server Maintenance->
Miscellaneous -> Download Files.

Then patches must be unpacked and activated on Server Maintenance -> Server
Upgrades -> Manage Updates

Please install in following order:

e CM 7.0 Kernel Service Pack 4 (combined with VMWT) KERNEL-2.6.32-
642.3.1.el6.AV4

e CM 7.0 Security Service Pack 5
e CM 7.0.1.2 Service Pack
¢ AAM SP0004 (SPORev04)

This screen shots are current at the time of AAM 7.0.0 GA.

AVAYA

Help Log Off

Administration

Administration / Server [Maintenance)

LN Manage Updates

Current Alarms

]

The Manage Updates SMI page allows you to manage the updates for this server

Agent Status

—— This server is currently running relesse: RO17x.00.0.441.0

Incoming Traps

FP Traps The server mode is currently: dormant

FP Trap Test

FP Filters Update ID Status Type

System Logs 00.0.441.0-23523 activated cold

Fing KERNEL-2.6.32-642.3.1.el6.AV4  activated  cold

Traceroute

Metstat PLAT-rhel&.5-0050 activated cold
perver | MSG-00.0.441.0-017_0004 activated  cold

Status Summary

FIEE=E SEIE | View | | Unpack | | Activate | | Deactivate | | Remowe | | Commit | | Help |

Shutdawn Server
Server Date/Time

Software Version

[Server Configuration

MNetwork Configuration

Static Routes

Displzy Configuration
Time Zone Configuration

MNTP Configuration

[Sarver Upgrades

Manage Updates

]
o

ata Backup/Restore
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9.0 MULTIPLE SITES & AUTO ATTENDANT DN

AAM 7.0 introduces up to 500 multiple sites. As such if one dials the voice mail
DN (Internal messaging Access Number or External Messaging Access
Number) to a site, AAM will answer “integrated” assuming the calling ID (phone
extension) has a matching mailbox within the site as defined by the mail DN called.

If you dial an alternative site, voice mail DN not native to your mailbox, AAM will
answer non-integrated and prompt to enter both your mailbox number and
password.

By design AAM 7.0 if prompted for mailbox and password, AAM will allow you to
login to different sites mailboxes assuming you enter the matching voice mail box
number and password. The only difference or distinction between multiple sites is
its perspective on integrated versus non-integrated call recognition.

In reference to Auto Attendant, AA will only transfer to calls it sees as defined in
its site with a matching mailbox number. It's not possible for AAM to transfer to
one of the other 499 possible sites. If you dial (for example) 6931 and there is a
defined MB of 3074 under said site, AAM will allow the transfer.

Below is an example of a two site configuration.

7} aam235-bvyw - Mozilla Firefox | -0l x|
Fle Edit “iew Higtory Bookmarks Toole Help

‘ :: Fiouting Palicy Details x | A\ aam235bvw = | + |
6  hitps://A10.138.57.235/cgi-bin/meg/msgR edirfmsg/mango/admin/ieportlocalusers L& ||E’ Google y. | & ‘ﬁ‘ 1™

Avaya Aura® Messaging
System Management Interface {SMI)

Administration

This Server: aam235-bww

User Management
Class of Service Help
Sites Reports

Topolagy

Storage Destinations
System Policies
Enhanced List Management Users (Local) Display: |25 | itemns
Systern Mailbones
Syetemn Administration Showing 1 to 25 of 5001 21 (31 (4] |56 [ [8] [9] |10 =] ==

User Activity Log Configuration — —
2eports (Storage) N‘;lsme Naasme WExtension Language Storage In Al Class of Service Actions

Filter

Info Mailbores

IChUUse ane j IChUUSE ane j IChUUSE One j IChUUSE One j

Remote Users | IChUUSE One j
Uninitialized Mailbones Reset
Login Failures - .
Lol Gaislseis Test one Sanity 3074, 3074 Site Default Avaya fes Standard
Sites Test Twao Sanity 5 3075 Site Default Avaya Yes Standard
Darmant Mailboies Test  Loadd [ Defadlt 80000 §0000 Site Default Avaya Yes Standard
Full Mailboxes
[Server Inform ation Test Loadl Default ao0001 ao001 Site Default Avaya fes Standard
System Status . —
Test Loadz Default gooonz gooonz Site Default Avava Tes Standard
Alarm Summary
Woice Channels (Application) Test Load3 Default &0003 0003 Site Default Avaya Tes Standard
©ache Statistics (Application) Test  Loads | Default 80004 G004 Site Default Avaya es Standard
Duthbound Fax (Storage)
er ngs Test Loads Default 50005 50005 Site Default Avaya es Standard
shigHe Md“ Test  Loads | Default 80006 80006 Site Default Avaya Yes Standard
age)
Test Load? Default 0007 0007 Site Default Avaya es Standard
Trusted Saruers Test  Loadd | Default 80008 AO00S Site Default Avaya Yes Standard
Metworked Servers
Test Load9 Default o009 o009 Site Default Avava Tes Standard
Test Loadio| Default &o010 0010 Site Default Avaya Tes Standard
Cluster Test Load1l| Default g0011 g0011 Site Default Avaya Yes Standard
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°) aam235-byw - Mozilla Firefox 5 R = [

File  Edit View History Bookmarks Took Help

Routing Policy Details * I A\ aamZ35-bvm + |

€ @ hips /410138 57.235/cqi-bin/msg/msgRedi?msg/mango/ admin/Sites c

[ - Googe Sle & ow

Avaya Aura® Messaging
System Management Interface {SMI)

This Server: aam233-bvw

User Management
Class of Service Sites Hele
Sites

Tapolagy
Starage Destinations Site: Default j‘
System Policies
Enhanced List Management Add New... Delete —
System Mailbanes

Systern Administeation

User Activity Log Configuration

Main Properties

Users Name: [Default
Info Mailbores -
Remote Users 1D 1
Uninitialized Mailbores
Lgfim Foillros Telephony Profile Mame: default =
;‘.’““d Cut sers Internal Massaging access  External Messaging acoess oo oo additianal additianal

fizzs number number lis (B LemEeE Language Language
Darmant Mailbanes
et (05 22 69300 [e9300 [English (United States) =] [none 2] [hane =]

r Inform ation
System Status Site External (Public Network) Dial Plan
Alarm Summary Describe the public telephony network dial plan applicable to this site.
P P ¥ P PR

Woice Channels (Application)
Cache Statistics (Application) Country code:
Qutbaund F; k3 . "

G 2 (e International prefix:
Server Role f AxC Address Natianal prefix:

Setti 2]
Enternal Hosts International dialing (to this country): IDD not prepend Mational Prefix j
Trusted Servers
e Samam National destination cade:
ReGue sUR=mase) UP"‘E Dialing within national destination: [0 not prepend Mational Frefix or National Destination code 7]
pplicarion]
Dial Rules Subscriber number length {within this
Cluster - site's national destination code): |
©2001-2013 Auvaya Inc, All Rights Reserved. E

“) aamZ35-bww - Mozilla Firefox = =131x]

File  Edit ‘“iew Higtory Bookmarks Tools  Help

Fiouting Policy Details x | A\ aamZ35tew x | + |

(' @ hitps:£/10.138.57 235/ caibin/msa/msgRedir?msg/mangosadmin/Sites c | ‘B“ Google . | ‘ ﬂ' [™

Avaya Aura® Messaging
System Management Interface {&GMI)

Administration / Messaging This Server: aam235-bvw

User Managameant Auto Attendant
Class of Seruice
Sites futo Attendant; ® enabled 7 disabled
Topalogy . . .
Storage Dastinations PFilot Nurnber Default Language Additional Language  Additional Language

System Policies

Enhanced List Management
System Mailboxes

System Administration

User Activity Leg Configuration

[e9302 [English (United states) =] [none =] [Mone =] Delete

Add

additional sites included in the directary: Available Selected
Uears Sanity = =
Info Mailboxes —

Remate Users E]
Uninitialized Mailboxes

Lagin Failures

Locked Qut Users [
sites

Darmant Mailboxes

Full Mailbones

rer Information E E
s SRS Keypad entry: enhanced =
Alsrm Summary BASIC: Enter extension anly
\ém:he Csha".ne.‘s (?:phlc_am_”) EMHAMCED: Enter extension or spell name
ache Statistics (Application - &

Outbsund Fau (Storage) Speech recognition: enabled

i € disabled
Server Role / AxC Address

g gel The maximumn number of speech 1 —

External Hasts recognition results:
Trusted Servers

Metworked Servers
Request Remote Lpdate

5 Save Cancel
Dizl Rules

Cluster |
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Avaya Aura® Messaging
System Management Interface {(SMI)

Administra
Administration / Messaging This Server: aam235-bww

User Management
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System Mailboxes

System Administration
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Add Mew... Delete =
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Info Mailbones —
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Login Failures Telephony Profile Name: default >
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Crormant Mailboses
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E
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10.0

CONSIDERATIONS / ALTERNATIVES

AAM 7.0 supports TTY/TDD however you must ENSURE your PBX
network is supported only for G711. AAM may present both G711 and
G729 codec to the network but the PBX should only accept G711 as the
true codec for TTY/TDD support.

Multiple Network Regions — If multiple network regions exist where call
flow on the switch can travel to/from the network region used by AVAYA
Aura Messaging, additional settings are necessary to ensure the codec
defined for use with AVAYA Aura Messaging is among each of those
network regions. In this case, it is recommended that AVAYA Aura
Messaging be assigned its own network region. That network region
number should then be placed in the “Far-end Network Region” field of the
SIP Signaling Group used by AVAYA Aura Messaging as follows:

1. Edit page 1 of the AVAYA Aura Messaging ip-network-region
form to use the proper codec set.

2. Go to page 3 of the form and enter the AVAYA Aura
Messaging codec set number next to ALL network regions
that may carry calls to / from AVAYA Aura Messaging.

If using the ONE-STEP Recording feature, the Recording Delay Timer
setting in Feature-Related System Parameters must be set to 2000
msecs. If not, the originator may hear a call answer greeting when using
this feature.

Note: Customers using One-Step record may experience a slight delay
of 2-4 seconds before recording begins.

When using SRTP — If an AVAYA Aura Messaging is connected to a
single SESSION MANAGER that is networked to more than one AVAYA
CM for voice messaging, all the PBXs communicating with that SESSION
MANAGER should be enabled for SRTP or loss of connectivity may occur.

If you are using Outlook and attempt to Play a message on a phone
that requires an outside trunk and the call get rejected/fails, check to see
if service provide is blocking calls with names.

If the Pilot number is not available to the VXIBrowser change the
“voice mail handle” field to match the “voice mail number.” Additionally,
in Session Manager if you are using a “Regular Expression” that matches
the alphanumeric “voice mail handle” delete/change it. For new systems,
simply do not add it.

In a network consisting of an AVAYA CM and CS1000 with a Session
Manager, if a call originates from a station on CM to a station on the
CS1000, and subsequently gets transferred to another station on the
same CS1000 (for example in a zero out scenario) the caller may
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experience no talk path. The workaround for this issue is to disable a
feature in the CM SIP trunk-group called Network Call Redirection (NCR).

e CallerApps: When configuring the CM dial plan for Aura Messaging
CallerApps utility, ensure when using a short dial plan, remove the AAR
routing to the CallerApp, as this will embed the correct hunt group number
in the SIP INVITE. The ‘hunt number’ is used by AAM to determine the
correct site, and more importantly, have the CallerApps utility respond with
the correct language prompts. If the correct hunt number is not found in
the SIP INVITE and if AAM is further unable to determine the proper
corresponding site, it may respond with default language voice prompts.

The above information is provided by AVAYA Inc. as a guideline. See disclaimer on page 1
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Note

11.0 ADDENDUM FOR AUDIOCODES GATEWAY

INTEGRATIONS

This section contains information regarding Issues and Solutions found with
AudioCodes Gateways integrations. Audio Codes integration via their Mediant
1000 SIP Gateway supports a large number of T1l PRI/CAS/FXO type
configurations with 3 party PBXs.

For AAM: Ensure your Audio Codes firmware is a minimum 6.40A.XXX.XXX
to which is supported and known working.

Issue: FIND ME: On a Find Me call when the called party answers
they hear four DTMF digits (A, B, C, D) are played followed by about 1
second of silence, followed by the normal prompt with the first little bit
missing).

SOLUTION: In the AudioCodes ini file Add the
RxDTMFHangOverTime parameter with a value of 100 instead of the
default value of 1000ms.

Issue: DTMF: User presses the # key in a recording which is translated
to a slight “bleep” when the recording is listened to.

SOLUTION: You can reduce the length of the DTMF chirp using a
procedure for changing the recognition of DTMF in the AudioCodes.
Please contact Integrations Support for this information.

Issue: FAC -  Transfer to Voice Mail is a feature that is currently NOT
SUPPORTED when using AudioCodes Gateways. A solution is currently
under investigation.

Issue: Transfer/FINDME Fails - Calls originating through one Mediant
Gateway to AAM, that have a new independent call established from the
AAM through Mediant B will ring the end user but when call is answered
user hears a tone and call is disconnected and a SIP 481 error is
generated in the logs. Call is split and cannot be bridged as GWs do not
know each has a leg of the same call.

SOLUTION: Use one Gateway. Multiple gateways are currently not
supported. Investigations are underway to see if with AAM 6.3 and
the feature “Multiple SIP Domains” may resolve this past known
l[imitation.

Issue: Beep tone - A beep tone is heard when on a transfer just
before the Personal Greeting is played. On a RNA no tone is heard.

SOLUTION: This occurs because AAM sends a SDP with (audio)
“a=inactive.” This then causes the Mediant gateway to play a
HELP_TONE because it assumes that MoH (Music on Hold) will have
to be played locally since there is no audio stream expected
(a=inactive). The only way around this is to remove the tone from
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the CPT file in the Gateway. A CPT with this tone removed is available
from Integrations Support.

6. Issue: E1 calls fail on upper half of span — If calls on E1 channels above
16 (the D-Channel for an E-1) have no talk path (dead air) it may be a
setting in the AudioCodes Gateway causing it.

SOLUTION: In  the AudioCodes ini file, check the
ISDNGeneralCCBehavior parameter to see if it is set to 32. If so
change it to 0, which is the default value. Then reload/burn the INI
and calls should complete properly.
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120 CHANGE HISTORY
. Issue
Version Reason for Change
Date

A 4/7/11 Initial GA Release

B 4/8/11 Corrected several typos. Removed any reference
to TLS/SRTP not being supported.

C 5/9/12 Clarification under Section 8 regarding CODECSs.

D 8/7/12 Clarlflc.atlon on Page 7 addressed regarding load
balancing.

E 10/25/12 | Update Audio Codes Firmware Support

= 10/26/12 Undo CPN mandating to Y on Station Form to
Blank.

G 03/17/14 | AAM 6.3 Updates & updated content.

H 04/30/14 | Minor Updates, SIP Timer and support versioning

I 05/08/14 | Clarifications to SIP shuffling config.

J 07/02/14 | Added a note regarding CallerApp and AAR.

K 09/29/14 | Changes to Proxy Route Section -Clarifications

L 05/11/15 | Minor change in CM (Send Calling Number Y)

M 21/12/16 | Updates for AAM-7.0.
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