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PSN # PSN020442u Avaya Proprietary – Use pursuant to the terms of your signed agreement or company policy. 

Original publication date: 19-Nov-19. This is Issue #01, published date: 

19-Nov-19. 

Severity/risk level High Urgency Immediately 

Name of problem PSN020442u - Avaya Breeze® 3.6 and previous releases will result in CPU reservations that are greater than 

necessary. 

Products affected 

Avaya Breeze® 3.6  and earlier releases 

 

Problem description 

Deployments of Avaya Breeze® 3.6 and previous releases will result in CPU reservations that are greater than necessary.  When 

utilizing Solution Deployment Manager (SDM) or SDM Client to deploy one or multiple Avaya Breeze® instances, the deployment of 

Avaya Breeze® may be blocked by SDM due to inadequate CPU resources on the VMware ESXi™ host.  The error indication 

provided by SDM is “Host resource verification failed. Please refer to capacity details table”. 

 

This issue should not be present in AVP deployments. If a similar issue is encountered on an AVP deployment, please contact Avaya 

Services and reference this PSN. 

 

This PSN is not applicable to Avaya Breeze® releases after 3.6.x. 

  

Resolution 

If possible, deploy Avaya Breeze® instances before deploying other VMs to the same host.   After the deployment of each Avaya 

Breeze®, refer to the detailed instructions below to set the CPU reservation for the Avaya Breeze® VM.  Repeat for each additional 

deployment of Avaya Breeze®. 

 

Breeze Profile 

(footprint) 

CPU Reservations (MHz) at 

deployment 

CPU Reservations (MHz) after 

remediation 

Profile1 

Profile2 

Profile 2b 

8760 4380 

Profile 3 13140 6570 

Profile 4 17520 8760 

Profile 5 26280 13140 

 

Prerequisite: 

Obtain credentials to administer CPU reservations (either directly on the VMware ESXi™ host or via VMware vCenter®). 

 

Detailed instructions when using SDM for deployment of Avaya Breeze®: 

1)  Deploy the Avaya Breeze® using SDM.  Refer to above recommendations for the sequence of work, so that SDM is able to 

deploy the Avaya Breeze®.   For the comprehensive deployment procedure, refer to the document Deploying Avaya Breeze® 

platform available at support.avaya.com.  Within the document, see Chapter 5 and the section titled “Deploying Avaya Breeze 

platform OVA with Solution Deployment Manager”.   

2) After SDM has completed the deployment of the Avaya Breeze®, use the VMware vSphere Web Client to access the VMware 

ESXi™ host (directly or via VMware vCenter®).  

3) Change the CPU reservation for the Avaya Breeze® VM according to the table above.  Detailed procedure: 

a) Locate the Avaya Breeze® VM in the VMware Host Client inventory  

b) Right-click on the desired Avaya Breeze(tm® VM and select Edit Resource Settings …  from the pop-up menu.  

c) Enter the new Reservation value from the table above. 

d) Click OK 

e) Optional:  Access the Avaya Breeze® CLI and execute  hardware_info.  Confirm that the CPU Reservation is the desired 

value. 
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Workaround or alternative remediation 

 

When utilizing SDM, If it is not possible to deploy the Avaya Breeze® instance before deploying other VMs to the same host, then 

you may temporarily increase the CPU resources available on the host by temporarily reducing the CPU reservations of other VMs on 

the same host. 

 

CRITICAL: Any reservations modified on non-Breeze VMs MUST be returned to their original values to avoid the potential for 

resource starvation that will be service impacting. 

 

Remarks 

Issue 1 – original publication November 19, 2019. 

Patch Notes 
The information in this section concerns the patch, if any, recommended in the Resolution above. 

Backup before applying the patch 

n/a 

Download 

n/a  

Patch install instructions Service-interrupting? 

n/a Yes 

Verification 

n/a 

Failure 

n/a 

Patch uninstall instructions 

n/a. 

Security Notes 
The information in this section concerns the security risk, if any, represented by the topic of this PSN. 

Security risks 

n/a 

Avaya Security Vulnerability Classification 

Not Susceptible 

Mitigation 

n/a 
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If you require further information or assistance please contact your Authorized Service Provider, or visit 

support.avaya.com.  There you can access more product information, chat with an Agent, or open an online 

Service Request. Support is provided per your warranty or service contract terms unless otherwise specified in the 

Avaya support Terms of Use. 

 

Disclaimer: ALL INFORMATION IS BELIEVED TO BE CORRECT AT THE TIME OF PUBLICATION AND IS PROVIDED “AS IS”. 

AVAYA INC., ON BEHALF OF ITSELF AND ITS SUBSIDIARIES AND AFFILIATES (HEREINAFTER COLLECTIVELY REFERRED TO 

AS “AVAYA”), DISCLAIMS ALL WARRANTIES, EITHER EXPRESS OR IMPLIED, INCLUDING THE WARRANTIES OF 

MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND FURTHERMORE, AVAYA MAKES NO REPRESENTATIONS 

OR WARRANTIES THAT THE STEPS RECOMMENDED WILL ELIMINATE SECURITY OR VIRUS THREATS TO CUSTOMERS’ 

SYSTEMS. IN NO EVENT SHALL AVAYA BE LIABLE FOR ANY DAMAGES WHATSOEVER ARISING OUT OF OR IN CONNECTION 

WITH THE INFORMATION OR RECOMMENDED ACTIONS PROVIDED HEREIN, INCLUDING DIRECT, INDIRECT, CONSEQUENTIAL 

DAMAGES, LOSS OF BUSINESS PROFITS OR SPECIAL DAMAGES, EVEN IF AVAYA HAS BEEN ADVISED OF THE POSSIBILITY OF 

SUCH DAMAGES. 

THE INFORMATION PROVIDED HERE DOES NOT AFFECT THE SUPPORT AGREEMENTS IN PLACE FOR AVAYA PRODUCTS. 

SUPPORT FOR AVAYA PRODUCTS CONTINUES TO BE EXECUTED AS PER EXISTING AGREEMENTS WITH AVAYA.  

All trademarks identified by ® or TM are registered trademarks or trademarks, respectively, of Avaya Inc. 

All other trademarks are the property of their respective owners. 
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