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Document changes

	Date
	Description

	
	

	Feb 14th 2020
Feb 6th 2020
	Initial Avaya IX™ Workspaces on Elite 3.7.0.0 Solution Release Notes
Updated: ACM Patch 3 released

	
	


Introduction
This document provides information to supplement Avaya IX™ Workspaces on Elite 3.7.0.0 Solution software and documentation. 
For updated documentation, product support notices, and service pack information, go to the Avaya Support site at http://support.avaya.com. 
Supported Web Browsers
	Avaya IX™ 
Workspaces 

on Elite


	Microsoft Internet Explorer
	Microsoft Edge
	Google Chrome
	Mozilla Firefox
	Apple Safari

	
	11*

 
	44 (non-chromium) and 80 (Chromium)
	72 – 79
	Not Supported
	12, 13


Browser Limitations

* IE 11 Limitations

We strongly recommend you use Workspaces with a Chrome browser as it is the most performant. If you must use IE, then due to the inherent limitations of the browser, your Agents cannot get the same experience as Chrome Agents and must be more restricted. Here is a list of limitations: 

1. IE 11 is only supported on Windows 10

2. It is not supported to run Workspaces in IE 11 if you have Plugins, extensions installed on IE

3. IE is not perform-ant enough to handle multiple Workcards, IE Agents must be configured in ACM with a multiplicity factor of 1

4. The Agent's PC should have minimum hardware spec described in the Workspaces on Elite solution description
· Min 3.20 GHz or higher Intel Core processor

· Min  8 GB of RAM

· Intel HD Integrated Graphics

· Super VGA monitor (15 inches or larger)

· Minimum screen resolution  of 1024 x 768 

· Min  300 GB available hard disk spac

5. As IE 11 browser leaks memory, IE Agents must log out and restart their IE browser regularly, otherwise their browser will become unresponsive after period of time. Length of time depends on hardware and amount of activity

6. IE Agents must manually click to view the Workspaces Welcome widget, Screen-pop widgets. This is due to these widgets loading 3rd party websites set by the administrator, due to IE performacne many modern 3rd party websites regularly cause IE 11 to freeze for long periods, which will effect Workspaces and Agent's ability to work. E.g. An Agent could miss an alerting Workcard as the 3rd party webpage is being loaded by IE and IE is frozen

7. IE Agents must manually click to activate Customer Journey widget. This is due to the complexity of the CJ widget which uses charts to visualize the data, so Customer Journeys with a large amount of data will effect the performance IE

8. Agents should not have other IE tabs open at the same time as Workspaces as again due to IE performance it can freeze on other websites and effect Workspaces

9. Note that when using IE11 to access workspaces over https, if you are experiencing display issues, please refer to https://confluence.forge.avaya.com/display/UNIDESK/IE11+-+Certificates+issue

10. If ‘Enable protected mode’ option is checked in IE11 security settings, a browser will not have a reference to the opened screenpops. An opened screenpop will not close when an agent completes an interaction and the buttons to view and close an opened screenpop will not show
Virtualization Support
Avaya Breeze™ is supported only on virtualized platforms. Avaya IX™ Workspaces on Elite 3.7.0.0 Snap-ins can only be deployed on Avaya Breeze Clusters and Nodes. Customers deploying Avaya IX™ Workspaces on Elite are responsible for providing supported virtualized s/w, licenses and host platforms per Avaya recommendations. Please refer to the official Avaya IX™ Workspaces on Elite Deployment Guide and the Avaya Breeze Platform Documentation for additional information.
The table below lists the supported versions of VMWARE with Avaya IX™ Workspaces on Elite 3.7  and Breeze 3.7.0.0
	VMWare Version
	Avaya IX™ Workspaces on Elite

	VMware ESXi 6.0
	Yes

	VMware ESXi 6.5
	Yes

	VMware ESXi 6.7**
	Yes

	Citrix/Xenapp 7.6
	Yes


All versions of the Intel E5-26xx Series of processors and all of the variants in the footprint spreadsheet are fully supported by ESXi 6.7. Customers not using this processor family need to validate compatibility via VMWare’s website (https://www.vmware.com/resources/compatibility/search.php?deviceCategory=cpu) before undertaking any upgrade to ESXi 6.7. 
The following image lists the level of support for VMWARE features with an Workspaces on Elite 3.7 deployment. Complete details can be found in the Avaya IX™ Workspaces on Elite 3.7 Deployment Guide.
Installation
Product compatibility

For a complete and updated list of supported Avaya Workspaces on Elite 3.7 components, refer to the detailed interoperability matrix available on support.avaya.com - https://support.avaya.com/CompatibilityMatrix/Index.aspx 
Avaya Aura® Lineup summary
	Avaya Aura® Version
	Workspaces on Elite 3.7

	6.3.x
	Yes

	7.x.x
	Yes - 7.0, 7.0.1, 7.1, 7.1.1, 7.1.2, 7.1.3

	8.0.1
	Yes

	8.1
	Yes


Note 1: Please refer to support.avaya.com for latest released version of software.
Note 2: For Communication Manager 6.3.x support please reference PCN1798S.

Platform details
This section provides information on the System Manager and Breeze platform required for deployment of the Avaya IX™ Workspaces Solution software.

	Product
	File name
	Location
	PLDS Download ID

	System Manager 8.1
8.1.1 Patch

8.1.1 Hotfix
8.1.1 Hotfix
	SMGR-8.1.0.0.733078-e65-47.ova

datamigration-8.1.0.0.7-20.bin

System_Manager_R8.1.1.0_S3_811010503.bin

System_Manager_R8.1.1.0_HF_811010782.bin

System_Manager_R8.1.1.0_HF_811011026.bin
	https://support.avaya.com

	SMGR81GA001

SMGR81GA011
SMGR8110GA1
SMGR8110GA5
TBD

	Avaya Breeze™ OVA
	Breeze-3.7.0.0.370008.ova
	https://support.avaya.com
	AB000000175

	Avaya Breeze™ ISO
	Avaya Breeze™ 3.7.0.0 ISO installer

aus-installer-3.7.0.0.370008.iso
	https://support.avaya.com
	AB000000178

	Avaya Breeze™ AWS OVA
	Avaya Breeze™ 3.7.0.0 KVM ONLY OVA

Avaya Breeze™ 3.7.0.0 AWS ONLY OVA
	https://support.avaya.com

	AB000000177
AB000000176


Please refer to official Avaya System Manager and Avaya Breeze™ documentation and corresponding release notes for correct installation procedures. There are upgrade procedures later in this document that summarizes the upgrade procedures from a Workspaces on Elite Solution perspective.
Solution Software details
The following tables provide details of the software required for deploying the Avaya IX™ Workspaces on Elite Solution. All the software required is available via PLDS at the Avaya Support website http://support.avaya.com
Breeze Element Manager Services
	Cluster
	Service
	Version

	Cluster 1, 2, 3
	CallEventControl

Eventing Connector
	3.7.0.0.370008
3.7.0.0.370008

	Cluster 1 or 2 
	AuthorizationService
	3.7.0.0.370008


Workspaces on Elite 3.7 upgrade ZIP file
**For fresh installs or manual upgrades, this file should be unzipped and snapins loaded and installed as per the normal manual installation prodedure.
Avaya IX Workspaces 3.7.0.0
	Download 
	Filename
	Notes: MD5 Checksums and Zip Contents

	AOC00000098
	WSfE3701.zip
	MD5 Checksum=dbab2ccda74290a73774c3c39204e226

	ZIP Folder Structure:

	BreezePlatform
	
	aus-installer-3.7.0.0.370008.iso

	
	
	callEventControl-svar-3.7.0.0.370008.svar

	
	
	EventingConnector-svar-3.7.0.0.370008.svar

	
	
	signature.dsa

	
	
	SolutionUpgrade-3.6.0.1.2.svar

	
	
	upgradeSolution

	
	
	upgradeSolutionWrapper

	
	
	

	Common
	
	OceanaMonitorService-3.7.0.1.84122401.svar

	
	
	

	Core
	
	CallServerConnector-3.7.0.1.84122401.svar

	
	
	UCAStoreService-3.7.0.1.84122401.svar

	
	
	UCMService-3.7.0.1.84122401.svar

	
	
	

	Logging
	
	CentralizedLoggingService-svar-3.7.0.0.370008.svar

	
	
	

	PacketMetric
	
	MetricbeatService-svar-3.7.0.0.370008.svar

	
	
	PacketbeatService-svar-3.7.0.0.370008.svar

	
	
	

	Provisioning
	
	OceanaConfiguration-3.7.0.1.84122401.svar

	
	
	

	UAC
	
	AuthorizationService-svar-3.7.0.0.370008.svar

	
	
	UnifiedAgentController-3.7.0.1. 84122401.svar


Avaya Contact Center Control Manager 9.0
	Download ID
	File
	Notes

	ACCM000070
	ACM_9.0.0.0_398_20191210_1239.iso
	MD5 Checksum= 1fdf319fb1e4805de821f0d8df7bd348  

	ACCM000071
	Avaya_ACM_9.0.0.0.1.25_Patch.zip
	MD5 Checksum= 79cb87d07a3a1d0776fa784240ed0036  

	ACCM000073
	Avaya_ACM_9.0.0.0.3.5_Patch.zip
	MD5 Checksum= 8fafc6cbe448fab9fa58e56d69f023b4  


Additional Devconnect Software
The following tables provide details of the additional software required for deploying Avaya IX™ Workspaces Solution. All the software required is available via Devconnect at the website http://www.devconnectprogram.com.

Backing up and upgrading the software

Refer to “Avaya IX™ Workspaces on Elite Deployment Guide” for information on backing up and upgrading software details.

Installing the release
Refer to Avaya Support website http://support.avaya.com and http://www.devconnectprogram.com for software download details.
For detailed  information on deployment and upgrade, please refer to:

Avaya IX™ Workspaces on Elite Deployment Guide
For information about Avaya Aura® System Manager: Release 8.1.0.0 refer to:

Avaya Sytem Manger Release 8.1.x.x – AOK ID  https://downloads.avaya.com/css/P8/documents/101057859
For information about Avaya Breeze™ Platform documentation refer to:

Avaya Breeze 3.7.0.0 Release Notes – AOK ID  https://support.avaya.com/css/P8/documents/101062822
For additional information about Avaya Control Manager 9.0 refer to:

“Avaya Control Manager 9.0 Release Notes” - AOK ID  https://downloads.avaya.com/css/P8/documents/101062997
“Avaya Control Manager 9.0 Port matrix” - AOK ID  https://downloads.avaya.com/css/P8/documents/101062965

Issues Addressed in Recommended Hotfixes

Hotfixes are available for download from the Meridian PEP Library (MPL). Please download from this location or contact Avaya Support for assistance. 
Note: For patching/hotfixing a live system please refer to the individual Readme files and the Avaya IX™ Workspaces on Elite Deployment Guide
Recommended hotfixes address the following issues:

	
File Name
	MPL Patch Name

	
	


Upgrading the software

For procedures to upgrade Workspaces on Elite 3.6.1.x to Workspaces on Elite 3.7.0.0,  please refer to the following guide:

“Avaya IX™ Workspaces on Elite Deployment Guide” available on http://support.avaya.com 
Also refer to the next section, “Functionality not supported” for additional steps regarding upgrade instructions.
Functionality not supported
High Availability for UnifiedAgentController on a 3 Node Cluster

If you install the UnifiedAgentController svar on a 3 Node Cluster, High Availability will not be supported in the instance where 2 Nodes fail in the Cluster at the same time. The reason for this is because Gigaspaces cannot failover a Procesing Unit when this occurs.

Defects Resolved in Workspaces on Elite 3.7
	Unified Agent / Workspaces

Key

Description
UNIDESK-17986

Time-in-state measures start ticking with 6-10 seconds delay

UNIDESK-18475

Can't navigate through the transfer menu by keyboard if 'Enter extension' input field is not present

UNIDESK-18596

For producer "Agent", Calculated measure name is appended with scrambled string in Real Time Report

UNIDESK-18600

Chat suggested content - phrase sent multiple times when the agent clicks on it

UNIDESK-18621

Workspaces Real Time reports should handle empty or UNKNOWN Service Display Name value on filters

UNIDESK-18622

No ACW Interaction Card displayed if Customer drops call during Agent initiated conference

UNIDESK-18760

If user exceeds the number of allowed outgoing mailboxes no ad hoc emails can be sent and no error on OCP admin stopping user from administering this

UNIDESK-18767

GC pause uca-space-pu, connection issues from various pu’s and also read timeout from UAC

UNIDESK-18884

Massive RONA failure happened in case UAC node outage due net disc or poweroff

Unified Collaboration Administration

	Fixed Defect
	Description

	WAVE-1524
	Transfer To service list is empty intermittently

	Unified Collaboration Model

	Fixed Defect
	Description

	WAVE-4996:
	Call hung at client on alerting stage

	WAVE-4729
	Agent ready, but stuck until phone is dialled

	WAVE-4046
	Contacts Waiting measure does not increment even though a contact is waiting

	WAVE-5139
	Transfer to user feature agent can transfer active card to the offline channel

	WAVE-3664
	UNKNOWN Contacts remaining after CSC-AES link down / link up

	WAVE-1740
	Workspace – Consult transferred call presents as CONFERENCE after it goes RONA


Avaya Control Manager  
	Fixed Defect
	Description

	(Refer to Avaya Control Manager 9.0 Release notes https://downloads.avaya.com/css/P8/documents/101062997 )

	ACM-33788
	Analytics stream server not being updated on Analytics server when doing toggle

	ACM-33791
	Blackduck : Replace the 9.0 License pdf file and disable sphere search document functionality

	ACM-33830
	ACM 9.0.0.0 – SIP Template cannot be saved if domain name contains dot character

	ACM-33829
	Partition – ACM Group Tab - Unable to un-assign the ACM group from the agent

	ACM-33889
	Localization- Language files deliver in GA patch - patch_export.bat changes


Known Defects in Workspaces on Elite 3.71
Unified Agent / Workspaces

	Key
	Brief Description of how issue will affect the customer

	WORKSPACES-3251
	Agent state appears Ready in Workspaces but state seems to be NOT_READY pending in CSC

	WORKSPACES-3268
	Observe button disappears when clientSessionId is changed

	WORKSPACES-3204
	Workspaces client/sdk using deprecated endpoint for saving user preferences

	WORKSPACES-2455
	7.1 – Workspaces – Previous chat lines will be lost after transferring to service a web chat contact then refreshing browser.

	UNIDESK-18968
	Transfer to User. Searching. Can't find Agent with any special character in the last name

	UNIDESK-18925
	Workspaces - Audio notifications changes applied after refresh or logout-login

	UNIDESK-18923
	i18n | AOCW | Workspaces | Supervisor | Default, Description

	UNIDESK-18922
	Workspaces - Address Book not updated after removing/adding an agent from team and refreshing the page

	UNIDESK-18795
	i18n | AOCW | Workspaces | Admin-settings | Custom Card Confirmation | unlocalized | ESO | ITA | CHS | FRA | KOR | RUS | JPN | PTB | DEU | CHT

	UNIDESK-18604
	Workspaces applies settings updates only after the second page refresh

	UNIDESK-18270
	i18n | AOCW | Workspaces | Supervisor | Default, Status1, Priority1 | Externalization | ESO | ITA | CHS | FRA | KOR | RUS 7 | JPN | PTB | DEU | CHT

	UNIDESK-18175
	Activate Page Not displaying the Agent Information

	UNIDESK-17718
	Slow widget server results in inability to activate properly


Unified Collaboration Administration
	TITLE
	Brief Description of how issue will affect the customer

	UNIDESK-17294
	Chrome browsers crashing running real time dashboards after running traffic when supervisor has a large number of agents assigned to reporting group

	UNIDESK-18211
	Analtyics 4.0 Supervisor Workspaces Sessions - experiences Chrome Browswer "Aw Snap"

	WORKSPACES-1424
	Call card not update with agent extension when receives a transfer

	WORKSPACES-1945
	Wrong capabilities when retrieving the consulting call

	WORKSPACES-2019
	Agent2 unable to do consult transfer on call which already consulted from agent1 to agent2, station and workspaces workcard sync issue

	WORKSPACES-2337
	When adf-elite-connector pod is deleted and re-deployed again, already logged in workspaces agent got stuck

	WORKSPACES-2350
	Manual or Auto In not available when Environment set to Elite

	WORKSPACES-2828
	Workcard does not remain when agent in ACW (intermittent)

	WORKSPACES-3252
	Elite admin virtual service overwriting adp admin service rule


Unified Collaboration Model

	TITLE
	Brief Description of how issue will affect the customer

	WAVE-5655
	Defer button is missing intermittently for email contacts

	WAVE-4043
	Contacts waiting is not shown on routing service report for deferred email

	WAVE-4039
	ACM – The updated user profile template does not take effect on agent

	WAVE-5247
	No popup error if Agent tries to initiate X2U after the RP is deleted


Avaya Control Manager (Refer to the Avaya Control Manager 9.0 Release Notes for full listing)
	TITLE
	Brief Description of how issue will affect the customer

	ACM-17298 - Windows Security message box is getting displayed after ACM timeout on Work Assignment attribute/properties page.
	If the ACM session expires while the user is in the Work Assignment portal the user will be presented with a windows username/password dialog.

Workaround:

The user needs to enter their ACM login credentials to continue.

	ACM-17635 – Cannot edit or delete a screenpop with a non-English name
	ACM allows for the creation of Screenpops whose names contain non latin characters, however these screenpops cannot be edited or deleted at this time.

Workaround: Avoid using non latin characters in screenpop names

	ACM-19831 - ACM 8.0.1 - HA - Database connection string in ACM-APP2 (Secondary) in Datacenter 2 is not updated when Datacenter 1 is down
	Workaround:

Stop the HA service on the secondary application server (ACM-APP-2). In this

scenario there is no need to have HA service running since only one DC is

functional.

2. Verify that the HA service on the ACM-APP-2 server is set to Manual and not

Automatic or Automatic (Delayed Start). This is to ensure that the service

does not start automatically during the procedure.

3. On the ACM-APP-2 server, update the C:\Windows

\System32\Nav360Config.xml file so that the connection string points to

the secondary database, ACM-SQL-2.

4. Verify that the C:\Windows\Syswow64\Nav360Config.xml file is also

updated from the change you made in the C:\Windows

\System32\Nav360Config.xml file.

If you have created a hard link between the NAV360Config.xml and it is still

in place, the file must get updated when you saved the file in C:\Windows

\System32. For more information, see Creating a hard link between the

NAV360Config.xml files.

5. Stop the Audit Log and License Tracker services on the ACM-APP-2 server

6. Start the Audit Log and License Tracker services on the ACM-APP-2 server


Workarounds and Considerations
Breeze Clusters and Nodes used by Workspaces on Elite 
The Breeze Clusters and Nodes used by Workspaces on Elite are for the exclusive use of Workspaces on Elite . Do not install third-party or custom Service Archives (SVARs) on the Workspaces on Elite  Breeze Nodes. Do not add additional Breeze Nodes to the specified Workspaces on Elite  Breeze Clusters.
**Workspaces Widget Framework Administration – Upgrade Tasks & Experience

	 
	Greenfield Site
	3.6 – 3.7 Upgrade (No previously saved layout)
	3.6 – 3.7 Upgrade 
(Previously saved layout)

	Upgrade Process
	Default Layout will be used.
	Default Layout will be used.
	Administrator Login is required as part of upgrade to migrate saved layout.

	New Core Widgets
	Will be displayed on default layout.
	Will be displayed on default layout.
	Administrator will be notified on login if migration is required.

Will need to be added manually by an Administrator to the layout.


ACM Licensing
ACM licensing has been moved to WebLm server. Please refer to ACM install document for more information.
Upgrading Avaya Breeze Platform consideration

If upgrading/patching the Avaya Breeze platform, please ensure that the Common Cluster is upgraded first (including any UCA database restores if required) before upgrading any other cluster. This will ensure dependent clusters synchronize as part of the upgrade. 
It is recommended to always take a backup of ALL databases (ACM, Common Cluster -UCA,UCM) prior to any upgrade procedure.

LDAP Username configuration in Avaya Control Manager

The Breeze Authorization Service requires that users authenticate with a username in the format username@domain.com . When adding agents through Control Manager, the LDAP username field on the UI is used to populate the agents logon ID, so the value in the field must follow the above format. 

Active Directory Sync to Avaya Control Manager does not create users when Active Directory contains more than 1500 users
When using the AD Sync functionality in Avaya Control Manager to import users from Active Directory, it has been observed that the synchronizer fails to create any agents when more than 1500 users exist within Active Directory. This is caused by the fact that Active Directory returns 0 users when requested to return more than 1500 users. The limit is defined within active directory under the “MaxValRange” property and can be modified using the Microsoft NTDSUTIL. Refer to the Microsoft documentation of NTDSUTIL for full details.
HTTPS Configuration

For instructions on how to enable HTTPS, please refer to Administering Avaya Breeze documentation.
*** Ingress Vector to Adjunct route behavior for an outstanding Adjunct Route when CSC application fails
In the Ingress Vector to Adjunct Route when a Route Request is sent to CSC the vector enters a wait. When CSC-AES connection is disconnected for whatever reason e.g. Breeze node hosting Primary CSC PU is powered down and AES detects that CSC has disconnected the wait in the vector is NOT aborted and the call doesn't proceed to the Elite fallback mechanism. There is some variance to this behavior depending on AES version used:

· AES 6.3.3 - AES never cancels a CM Route Request as a result of Router Application (CSC) going away with an active Route Request.

· AES 7.0.1 SP2 - AES cancels a CM Route Request as a result of Router Application (CSC) going away with an active Route Request however there's a risk of TServer (AES component) crash

· AES 7.1.1 Superpatch 1 (not available yet) - AES cancels a CM Route Request as a result of Router Application (CSC) going away with an active Route Request
*** Handle browser close when cable unplugged

UAC is unable to detect unplugged cable immediately due to a 3rd party limitation. Atmopshere websocket is not designed to detect an unplugged network cable immediately.
*** High Availability for UnifiedAgentController in a 3 Node Cluster
The fact that Gigspaces does not support 2 Nodes simultaneously experiencing an outage in a 3 Node Cluster, the best approach to recover is to power down the third node that didn’t fail. Then start all three Nodes up at the same time to recover the Cluster.

General Items

Languages supported 
Note that Avaya IX™ Workspaces on Elite 3.7 is fully localized to support Traditional Chinese and the G14 Languages - German, French, Italian, Korean, Japanese, Russian, Brazilian Portuguese, LA Spanish and Simplified Chinese.

Documentation errata

N/A
Contacting support

Contact Support Checklist

If you are having trouble with Avaya IX™ Workspaces on Elite 3.7 Solution, you should:

1. Retry the action. Carefully follow the instructions in written or online documentation.

2. Check the documentation that came with your hardware for maintenance or hardware-related problems.

3. Note the sequence of events that led to the problem and the exact messages displayed. Have the Avaya documentation available.

If you continue to have a problem, contact Avaya Technical Support:

1. Log in to the Avaya Technical Support Web site https://support.avaya.com.
2. Contact Avaya Technical Support at one of the telephone numbers in the Support Directory listings on the Avaya support Web site.

Avaya Global Services Escalation Management provides the means to escalate urgent service issues. For more information, see the Escalation Contacts listings on the Avaya Web site.

Contact Support Tasks

You may be asked to email one or more files to Technical Support for analysis of your application and its environment.

Appendix

Appendix A: Solution Reference Information


Solution Information

Avaya IX™ Workspaces product page on 

https://sales.avaya.com/en/pss/avaya-workspaces
Product Compatibility Matrix to determine products release levels compatible with Avaya IX™ Workspaces is available at https://support.avaya.com/CompatibilityMatrix/Index.aspx
Technical Documentation can be found at 

https://support.avaya.com/documents/
DevConnect information can be found at 

http://www.devconnectprogram.com/site/global/products_resources/avaya_contact_center_control_manager/overview/index.gsp

Avaya Product Lifecycle Policy

https://support.avaya.com/css/P8/documents/100081098
APS Application Support Team engagement process

This is currently work in progress
Appendix B: UAC Internal Error Codes


	Error Code
	UAC String
	User String
	Source
	Meaning

	1000000
	Interaction not found
	Interaction not found. Unable to complete requested action.
	Interaction
	 

	1000001
	Unable to determine information regarding this consult interaction
	Unable to retrieve information regarding this consultation.
	Interaction
	 

	1000002
	Error encountered when attempting to update Interaction
	An error has occurred while attempting to update the interaction.
	Interaction
	 

	1000003
	Error encountered when attempting to set disposition code
	An error has occurred while attempting to set a disposition code
	Interaction
	 

	1000007
	ACWInteraction not found in common model, completing interaction
	This interaction card will be removed from Workspaces, as it is no longer available in the contact center.
	Interaction
	 

	1000009
	An error occurred while deferring with draft
	An error occurred while saving draft. Cannot defer interaction
	Interaction
	 

	1000010
	Interaction not found in common model, completing interaction
	This interaction card will be removed from Workspaces, as it is no longer available in the contact center.
	Interaction
	 

	1000011
	Interaction cannot be transferred to a User that is unavailable
	The transfer is impossible because the agent is offline
	Interaction
	 

	2000000
	Could not get profileId, cannot create any MonitorResourceSessionCommands
	Could not find profile in administration service. Unable to activate any channels.
	Admin
	 

	2000001
	UcaRemoteAccessException thrown when attempting to read from UCA space
	Unable to access administration service. Please contact administrator.
	Admin
	 

	2000002
	URISyntaxException thrown when attempting to build URI
	Server error. Please contact administrator.
	Admin
	 

	2000005
	UcaRemoteAccessException thrown when attempting to delete preferences from UCA space
	Error occurred while trying to delete preferences from administration service.
	Admin
	 

	2000006
	Could not retrieve User from UCA
	Could not retrieve user from administration service.
	Admin
	 

	2000007
	User List returned from UCA is null or empty
	No team returned from administration service for this user.
	Admin
	 

	2000009
	Could not get monitorDetails
	Could not retrieve channels to activate from administration service.
	Admin
	 

	2000010
	Connection to UCA lost, server must be restarted
	Connection to administration service lost. Server must be restarted.
Please contact your supervisor or administrator.
	Admin
	 

	2000011
	Video channel not configured on resource
	Video channel is not configured on this resource.
Please check resource configuration settings.
	Admin
	An account has been configured with Voice and Video, but the resource has only been configured for Voice.

	2000012
	Customer details not found or customer management service could not service the request
	Unable to retrieve customer details from the Customer Management snap-in. The details either could not be found or the Customer Management service could not service the request. If this issue persists, please contact your system administrator.
	Admin
	A workcard in workspaces has been answered and UAC has tried to get the customer details from the Customer Management snap-in and it has failed.

	2000013
	Customer history not found or customer management service could not service the request
	Unable to retrieve customer history from the Customer Management snap-in. The history either could not be found or the Customer Management service could not service the request. If this issue persists, please contact your system administrator.
	Admin
	A workcard in workspaces has been answered and UAC has tried to get the multimedia customer history from the Customer Management snap-in and it has failed.

	2000014
	Work Code list returned from UCA is null or empty
	Unable to retrieve a list of work codes. Please contact your systems administrator to ensure the work codes are configured correctly.
	Admin
	 

	2000015
	Could not find any user profile account, cannot create any Activate User commands
	Your session failed to activate, as you have not been assigned any channels. Please contact your Administrator.
	Admin
	A User was configured in ACM to be an Elite User, but they don't have any Profile Accounts associated with them. So, there's no default Resource assigned to the User, so the User cannot activate correctly in Workspaces as Workspaces will expect at least one resource to be acquired when activating. Hence, this critical error code when there's no resources to acquire.

	2000016
	The Customer Management Service has failed to service a request for Customer Information as it has timed out
	The Customer Management Service has failed to service a request for Customer Information as it has timed out. Please try again. If this issue persists, please contact your system administrator.
	Admin
	When a Rest Request sent to the Customer Management Serivce times out, this Error Notification is sent to Workspaces.

	2000017
	Could not find any Voice Resource for the User in UCA
	Unable to retrieve Voice resource. Please contact your System Administrator.
	Admin
	When a User is Configured with a Voice Resource that has been removed from the selected list to the available list in the provider extensions in ACM, the Resource becomes unassigned from the User if it is their default resource. The Error Code catches this misconfigured resource to the User.

	3000000
	Failed send message request to OCP
	Failed to send request to omni channel provider.
Ensure provider is active before trying again.
	Provider
	 

	3000005
	Request to startInteraction on resource failed
	Failed to start interaction.
	Provider
	 

	3000006
	Resource has transitioned to an UNKNOWN state, requests for this resource cannot be serviced
	Channel has transitioned to an unknown state and cannot service requests.
	Provider
	 

	3000007
	Resource request failed
	Channel request failed.
	Provider
	 

	3000008
	Resource in use by another user
	Channel is already in use by another user.
	Provider
	 

	3000010
	Error handling MonitorResourceSessionCommand, unable to find provider
	Server error. Provider not found.
	Provider
	 

	3000011
	Resource already acquired
	Channel already acquired.
	Provider
	 

	3000012
	Unable to locate UCM Su Provider
	Unable to locate provider.
	Provider
	 

	3000013
	Problem making a call from resource
	Unable to make call. Please retry or contact administrator if issue persists.
	Provider
	 

	3000015
	Resource already not ready
	Channel is already in a not ready state.
	Provider
	 

	3000017
	Resource already ready
	Channel is already in a ready state.
	Provider
	 

	3000023
	Problem acquiring the resource
	Failed to acquire channel.
	Provider
	 

	3000034
	UCM user not found
	User not found.
	Provider
	 

	3000044
	Could not set the workcode
	Failed to set the workcode
	Provider
	 

	3000045
	UCM connection error
	An error occurred while trying to connect to UCM.
	Provider
	 

	3000049
	Request to observe an interaction on the resource has failed
	Failed to observe interaction on channel.
	Provider
	 

	3000052
	Unable to locate UCM Resource
	Unable to locate resource in UCM
	Provider
	 

	3000053
	Resource already ACW
	Channel is already in a state of ACW
	Provider
	 

	4000000
	Resource not found
	Channel not found in administration service.
	User
	 

	4000001
	UserSession not found
	User not authenticated.
	User
	 

	4000003
	Client session not found
	User not authenticated.
	User
	 

	4000004
	Unable to retrieve UserControl for resource session
	Unable to update channel state, ensure user is logged in.
	User
	 

	4000006
	Unable to retrieve userHandle for resourceSession
	Unable to retrieve user handle.
	User
	 

	4000007
	Unable to retrieve ResourceSessionDetails for resourceSession
	Unable to retrieve channel details, cannot update state.
	User
	 

	4000009
	Matching ResourceSession not found
	Matching User session not found.
	User
	 

	4000010
	Matching ResourceSession is disconnected
	Matching User session is disconnected.
	User
	 

	4000012
	Interaction request failed
	Interaction request failed.
	User
	 

	4000013
	User request failed
	User request failed.
	User
	 

	4000014
	Resource is in use by another User
	<stationAcquiredBy> is currently activated on station <acquiredStation>. Please ensure the station you have entered is correct. Your supervisors have been informed of this activation request and will take the appropriate action.
	User
	Note: This has been updated to use message Placeholders that contains additional information to be displayed in the Error Code message displayed to the User. This is mainly for localisation so they can display subject context such as Agent Username, Station Extension etc.

	4000015
	Your state has been changed by your supervisor
	Your state has been changed by your supervisor
	User
	 

	4000016
	Conversation not found
	Conversation could not be found.
	User
	 

	4000017
	User message invoked
	**Supervisor's broadcast message will display on Agent's screen**
	User
	 

	4000018
	A request for this user is already in progress
	A request for this user is already in progress.
	User
	 

	4000019
	Request Timed out
	The request sent has timed out. Please try again. If this issue persists, please contact your system administrator.
	User
	 

	4000020
	A Notification may have been dropped, please refresh your browser to resync
	The UAC service has been restarted and some notifications may have been missed. Please refresh (F5) your browser to resync.
	User
	 

	4000021
	An Admin Listener has reconnected, please refresh your browser to resync
	Connection to administration service has been temporarily lost. Please refresh (F5) your browser to resync.
	User
	Sent when NotPU reconnects to UCA, user preferences may be out of date in the client.

	4000022
	Could not create user session
	Unable to create a session for this user. Please contact your system administrator.
	User
	 

	4000023
	Team not found
	Could not find team members. If this issue persists, please contact your system administrator.
	User
	 

	4000024
	Team not monitored, monitor team before attempting to monitor a team member
	Your team is not currently being monitored. Please monitor team before attempting to monitor a team member. Navigate to your team viewer, or refresh your browser to begin monitoring your team again.
	User
	 

	4000025
	Team member not found
	Team member could not be found. Please try again. If this issue persists, please contact your system administrator.
	User
	 

	4000026
	Deferred interaction request failed
	 
	User
	 

	4000027
	Token will expire soon
	Your session token will expire soon. Please log back in to Workspaces in order to continue working on your current interaction(s).
	User
	It means that the Expiration Date on the Token is almost reached

	4000028
	Token has expired
	Your session token has expired. Please log back in to Workspaces in order to continue working on your current interaction(s).
	User
	The Expiration Date on the Token has been passed

	4000029
	User is not logged out
	Unable to deactivate this Agent as they are not in a Logged Out state.
	User
	This means the Supervisor tried to deactivate a User via the Supervisor Dashboard, but the User was already logged out

	4000030
	Resource is acquired by an Agent and is being requested by another Agent
	An attempt has been made by <stationRequestedBy> to activate on station <acquiredStation> but <stationAcquiredBy> is activated on this station. You can see more details on these agents in the Supervisor Dashboard and take the appropriate action from there.
	User
	When a resource has already been acquired by another Agent, this error code is sent to the Agent that requests this resource that is already acquired.

	4000031
	Agent has disconnected while in an Active User State
	<agentDisplayName> has disconnected from the contact center in a <userSessionState> state.
	User
	When a User becomes disconnected by is still in an active User State (READY, ACW etc), this error code is sent to the Supervisor. Note: that Supervisor can turn this notification from being displayed during their Session.

	4000032
	The Agent has become disconnected and has been automatically moved to a NOT_READY state
key = "userHandle"
	<userHandle> has disconnected from the contact center and has been moved into a Not Ready state.
	User
	User becomes disconnected. After a certain amount of time(time is set in ACM) User moves automatically to a NOT_READY state and this error code is sent to his Supervisor.

	4000033
	Resource is in use by another User
	Another User has already acquired the Resource you wish to use
	User
	 

	4000034
	User session was not created
	Unable to activate because user session was not created. Please contact your system administrator.
	User
	 

	4000035
	Client session was not created
	Unable to activate because client session was not created. Please contact your system administrator.
	User
	 

	4000036
	Steps to Activate were not created
	Steps to Activate were not configured. Please contact your system administrator.
	User
	 

	4000037
	User control was not acquired
	Unable to retrieve user controls. Please contact your system administrator to ensure the user controls are configured correctly.
	User
	 

	4000038
	Activate has timed out
	Activate has timed out. If this issue persists, please contact your system administrator.
	User
	 

	4000039
	Client has timed out the Activate
	Activate has failed as it has timed out.
	User
	 

	4000040
	Failed to Acquire Provider Resource before the client timed out during an Activate
	Failed to acquire provider resource as client has timed out during the Activate.
	User
	 

	4000041
	User command failed before the client timed out during an Activate
	Failed to execute the command as client has timed out during the Activate.
	User
	 

	4000042
	Activate Failed as client has timed out
	Activate has failed as it has timed out. If this issue persists, please contact your system administrator.
	User
	 

	4000043
	Command has failed as it has timed out
	Failed to execute the command.
	User
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