AVAYA

Administering an IP Office Enterprise
Branch

Release 12.0
Issue 4
July 2024



©2014-2024, Avaya LLC
All Rights Reserved.

Notice

While reasonable efforts have been made to ensure that the
information in this document is complete and accurate at the time

of printing, Avaya assumes no liability for any errors. Avaya reserves
the right to make changes and corrections to the information in this
document without the obligation to notify any person or organization
of such changes.

Documentation disclaimer

“Documentation” means information published in varying media
which may include product information, subscription or service
descriptions, operating instructions and performance specifications
that are generally made available to users of products.
Documentation does not include marketing materials. Avaya shall
not be responsible for any modifications, additions, or deletions

to the original published version of Documentation unless such
modifications, additions, or deletions were performed by or on the
express behalf of Avaya. End user agrees to indemnify and hold
harmless Avaya, Avaya's agents, servants and employees against
all claims, lawsuits, demands and judgments arising out of, or in
connection with, subsequent modifications, additions or deletions to
this documentation, to the extent made by End user.

Link disclaimer

Avaya is not responsible for the contents or reliability of any linked
websites referenced within this site or Documentation provided by
Avaya. Avaya is not responsible for the accuracy of any information,
statement or content provided on these sites and does not
necessarily endorse the products, services, or information described
or offered within them. Avaya does not guarantee that these links will
work all the time and has no control over the availability of the linked
pages.

Warranty

Avaya provides a limited warranty on Avaya hardware and software.
Please refer to your agreement with Avaya to establish the terms of
the limited warranty. In addition, Avaya’s standard warranty language
as well as information regarding support for this product while under
warranty is available to Avaya customers and other parties through
the Avaya Support website: https://support.avaya.com/helpcenter/
getGenericDetails?detailld=C20091120112456651010 under the link
“Warranty & Product Lifecycle” or such successor site as designated
by Avaya. Please note that if the product(s) was purchased from an
authorized Avaya channel partner outside of the United States and
Canada, the warranty is provided by said Avaya Channel Partner and
not by Avaya.

“Hosted Service” means an Avaya hosted service subscription that
You acquire from either Avaya or an authorized Avaya Channel
Partner (as applicable) and which is described further in Hosted SAS
or other service description documentation regarding the applicable
hosted service. If You purchase a Hosted Service subscription,

the foregoing limited warranty may not apply but You may be

entitled to support services in connection with the Hosted Service

as described further in your service description documents for the
applicable Hosted Service. Contact Avaya or Avaya Channel Partner
(as applicable) for more information.

Hosted Service

THE FOLLOWING APPLIES ONLY IF YOU PURCHASE AN

AVAYA HOSTED SERVICE SUBSCRIPTION FROM AVAYA OR

AN AVAYA CHANNEL PARTNER (AS APPLICABLE), THE TERMS
OF USE FOR HOSTED SERVICES ARE AVAILABLE ON THE
AVAYA WEBSITE, HTTPS://SUPPORT.AVAYA.COM/LICENSEINFO
UNDER THE LINK “Avaya Terms of Use for Hosted Services”

OR SUCH SUCCESSOR SITE AS DESIGNATED BY AVAYA, AND
ARE APPLICABLE TO ANYONE WHO ACCESSES OR USES THE
HOSTED SERVICE. BY ACCESSING OR USING THE HOSTED
SERVICE, OR AUTHORIZING OTHERS TO DO SO, YOU, ON
BEHALF OF YOURSELF AND THE ENTITY FOR WHOM YOU ARE
DOING SO (HEREINAFTER REFERRED TO INTERCHANGEABLY
AS “YOU” AND “END USER”), AGREE TO THE TERMS OF USE.
IF YOU ARE ACCEPTING THE TERMS OF USE ON BEHALF A
COMPANY OR OTHER LEGAL ENTITY, YOU REPRESENT THAT
YOU HAVE THE AUTHORITY TO BIND SUCH ENTITY TO THESE

TERMS OF USE. IF YOU DO NOT HAVE SUCH AUTHORITY,

OR IF YOU DO NOT WISH TO ACCEPT THESE TERMS OF

USE, YOU MUST NOT ACCESS OR USE THE HOSTED SERVICE
OR AUTHORIZE ANYONE TO ACCESS OR USE THE HOSTED
SERVICE.

Licenses

The Global Software License Terms (“Software License Terms”)

are available on the following website https://www.avaya.com/en/
legal-license-terms/ or any successor site as designated by Avaya.
These Software License Terms are applicable to anyone who
installs, downloads, and/or uses Software and/or Documentation. By
installing, downloading or using the Software, or authorizing others to
do so, the end user agrees that the Software License Terms create
a binding contract between them and Avaya. In case the end user is
accepting these Software License Terms on behalf of a company or
other legal entity, the end user represents that it has the authority to
bind such entity to these Software License Terms.

Copyright

Except where expressly stated otherwise, no use should be made
of materials on this site, the Documentation, Software, Hosted
Service, or hardware provided by Avaya. All content on this site, the
documentation, Hosted Service, and the product provided by Avaya
including the selection, arrangement and design of the content is
owned either by Avaya or its licensors and is protected by copyright
and other intellectual property laws including the sui generis rights
relating to the protection of databases. You may not modify, copy,
reproduce, republish, upload, post, transmit or distribute in any way
any content, in whole or in part, including any code and software
unless expressly authorized by Avaya. Unauthorized reproduction,
transmission, dissemination, storage, or use without the express
written consent of Avaya can be a criminal, as well as a civil offense
under the applicable law.

Virtualization

The following applies if the product is deployed on a virtual machine.
Each product has its own ordering code and license types. Unless
otherwise stated, each Instance of a product must be separately
licensed and ordered. For example, if the end user customer or
Avaya Channel Partner would like to install two Instances of the
same type of products, then two products of that type must be
ordered.

Third Party Components

The following applies only if the H.264 (AVC) codec is distributed
with the product. THIS PRODUCT IS LICENSED UNDER THE AVC
PATENT PORTFOLIO LICENSE FOR THE PERSONAL USE OF A
CONSUMER OR OTHER USES IN WHICH IT DOES NOT RECEIVE
REMUNERATION TO (i) ENCODE VIDEO IN COMPLIANCE WITH
THE AVC STANDARD (“AVC VIDEO”) AND/OR (ii) DECODE AVC
VIDEO THAT WAS ENCODED BY A CONSUMER ENGAGED IN A
PERSONAL ACTIVITY AND/OR WAS OBTAINED FROM A VIDEO
PROVIDER LICENSED TO PROVIDE AVC VIDEO. NO LICENSE

IS GRANTED OR SHALL BE IMPLIED FOR ANY OTHER USE.
ADDITIONAL INFORMATION MAY BE OBTAINED FROM MPEG LA,
L.L.C. SEE HTTP://WWW.MPEGLA.COM.

Service Provider

WITH RESPECT TO CODECS, IF THE AVAYA CHANNEL
PARTNER IS HOSTING ANY PRODUCTS THAT USE OR

EMBED THE H.264 CODEC OR H.265 CODEC, THE AVAYA
CHANNEL PARTNER ACKNOWLEDGES AND AGREES THE
AVAYA CHANNEL PARTNER IS RESPONSIBLE FOR ANY AND
ALL RELATED FEES AND/OR ROYALTIES. THE H.264 (AVC)
CODEC IS LICENSED UNDER THE AVC PATENT PORTFOLIO
LICENSE FOR THE PERSONAL USE OF A CONSUMER

OR OTHER USES IN WHICH IT DOES NOT RECEIVE
REMUNERATION TO: (i) ENCODE VIDEO IN COMPLIANCE WITH
THE AVC STANDARD (“AVC VIDEO”) AND/OR (ii) DECODE AVC
VIDEO THAT WAS ENCODED BY A CONSUMER ENGAGED IN A
PERSONAL ACTIVITY AND/OR WAS OBTAINED FROM A VIDEO
PROVIDER LICENSED TO PROVIDE AVC VIDEO. NO LICENSE

IS GRANTED OR SHALL BE IMPLIED FOR ANY OTHER USE.
ADDITIONAL INFORMATION FOR H.264 (AVC) AND H.265 (HEVC)
CODECS MAY BE OBTAINED FROM MPEG LA, L.L.C. SEE HTTP://
WWW.MPEGLA.COM.
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Compliance with Laws

You acknowledge and agree that it is Your responsibility to comply
with any applicable laws and regulations, including, but not limited
to laws and regulations related to call recording, data privacy,
intellectual property, trade secret, fraud, and music performance
rights, in the country or territory where the Avaya product is used.

Preventing Toll Fraud

“Toll Fraud” is the unauthorized use of your telecommunications
system by an unauthorized party (for example, a person who is not a
corporate employee, agent, subcontractor, or is not working on your
company's behalf). Be aware that there can be a risk of Toll Fraud
associated with your system and that, if Toll Fraud occurs, it can
result in substantial additional charges for your telecommunications
services.

Avaya Toll Fraud intervention

If You suspect that You are being victimized by Toll Fraud and You
need technical assistance or support, please contact your Avaya
Sales Representative.

Security Vulnerabilities

Information about Avaya’s security support policies can be
found in the Security Policies and Support section of https://
support.avaya.com/security.

Suspected Avaya product security vulnerabilities are handled
per the Avaya Product Security Support Flow (https://
support.avaya.com/css/P8/documents/100161515).

Trademarks

The trademarks, logos and service marks (“Marks”) displayed in this
site, the Documentation, Hosted Service(s), and product(s) provided
by Avaya are the registered or unregistered Marks of Avaya, its
affiliates, its licensors, its suppliers, or other third parties. Users

are not permitted to use such Marks without prior written consent
from Avaya or such third party which may own the Mark. Nothing
contained in this site, the Documentation, Hosted Service(s) and
product(s) should be construed as granting, by implication, estoppel,
or otherwise, any license or right in and to the Marks without the
express written permission of Avaya or the applicable third party.

Avaya is a registered trademark of Avaya LLC.
All non-Avaya trademarks are the property of their respective owners.

Linux® is the registered trademark of Linus Torvalds in the U.S. and
other countries.

Downloading Documentation

For the most current versions of Documentation, see the Avaya
Support website: https://support.avaya.com, or such successor site
as designated by Avaya.

Contact Avaya Support

See the Avaya Support website: https://support.avaya.com for
Product or Cloud Service notices and articles, or to report a

problem with your Avaya Product or Cloud Service. For a list of
support telephone numbers and contact addresses, go to the Avaya
Support website: https://support.avaya.com (or such successor site
as designated by Avaya), scroll to the bottom of the page, and select
Contact Avaya Support.
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Chapter 1: IP Office Element Manager

IP Office Element Manager

You can configure and manage IP Office and IP Office Application Servers from System Manager.
You can backup, restore and download the IP Office device configurations.

In System Manager, use inventory management through SNMPv1, to discover IP Office devices.
The discovered IP Office devices appear in Manage Inventory > Discovery in Inventory.

With System Manager, you can support the following IP Office configurations:
« |P Office application
« |P Office Application Server

However, client computers need JRE for System Manager to support the IP Office application.
See JRE requirement for client computers on page 10.

Use the administrative capabilities of IP Office in System Manager to:
 Edit and view system configuration data in System Configuration.
 Edit and view security configuration data in Security Configuration.

» Perform the backup and restore tasks of IP Office, IP Office Application Server device
configuration that includes system configuration data and user data.

» Synchronize the IP Office, IP Office Application Server devices through the Inventory tab.

© Note:

When you use System Manager to gain access to an IP Office device, System Manager locks
the device you have selected. You cannot go to that IP Office device externally. To unlock the
device, edit the security settings in System Manager. Edit the security settings only in critical
scenarios.

To create and apply system configuration and endpoint templates for IP Office devices, use IP
Office Endpoint and IP Office System Configuration pages. Use the IP Office Endpoint and IP
Office System Configuration menus in template management to:

» Create, edit, view, duplicate, and delete the Endpoint Templates for IP Office, IP Office
Application Server devices.

 Create, edit, view, duplicate, and delete the System Configuration Templates for IP Office, IP
Office Application Server devices.

» Upload and convert audio files from a .WAV to a .C11 format.

» Apply IP Office System Configuration templates to IP Office, IP Office Application Server
devices.
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IP Office Element Manager

Related links
JRE requirement for client computers on page 10

JRE requirement for client computers

When launching IP Office Manager, client computers need Java Runtime Environment (JRE). JRE
is required to open IP Office Manager through the Java Applet.

As an System Manager administrator, you must install JRE 1.7+ on your client machine to manage
IP Office users, system configuration, and security configuration.

If JRE 1.7+ is not installed, the system displays the following message:
Failed to launch IP Office Manager.

IP Office Manager requires Java Runtime Environment to launch, System
has detected that there is no Java Runtime Environment present or
version present is below recommended Java Runtime Environment version
1.7+. Download and install latest Java Runtime Environment version for
Windows operating system from the Oracle site http://www.oracle.com/technetwork/
java/javase/downloads/index.html.

You can download the latest version of JRE from http://www.oracle.com/technetwork/javal/javase/
downloads/index.html.

© Note:

* Upgrade JRE to JRE 1.7.0_51+ and upgrade JDK plugin in the browser to JDK 7.0.510+.
Because JRE 1.7 introduced security settings changes, you must clear the browser
cache and temporary internet files of Java from Java Control Panel. To delete the cache
of applications and applets, when you delete the temporary internet files from Java
Control Panel, click Installed Applications and Applets.

» The Java version on the client computer must correspond to the supported browser type.
For example, a 32-bit browser requires a 32-bit Java version, and a 64-bit requires a
64-bit Java version.
Related links
IP Office Element Manager on page 9

Unlocking an IP Office device
Procedure

1. On the IP Office Manager interface, in Security Settings pane, click Security > Services.
2. In the Services pane, click Configuration.
3. In the Service: Configuration pane, in the Service Details section, do the following:

a. In Name, type a name for the service.

b. In Host System, type a name for the host system.
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Starting the IP Office Element Manager

c. In Service Port, type a value for the service port.
d. In Service Security Level, select the service security level.
e. In Service Access Source, click Unrestricted.

4. Save and exit IP Office Manager.

This procedure unlocks the IP Office device for external access. However, remains
unlocked until the device receives a request through System Manager.

Next steps
You can lock the IP Office device:
» Using System Manager.
* When you perform any operation on the device through System Manager.

Starting the IP Office Element Manager

The IP Office application is a prerequisite for successful completion of administrative tasks on
the Security Configuration and System Configuration pages in IP Office, IP Office Endpoint
and IP Office System Configuration pages in Templates, and the IP Office Endpoint Profile
section in User Management.

When you newly install System Manager , set up System Manager to start the IP Office
application, and to upgrade the IP Office application to the latest version available in PLDS.

Setting up System Manager to start IP Office element
manager
About this task

If you have already downloaded the AdminLite-xXX.exe file by using Solution Deployment
Manager in System Manager, do not perform the procedure.

Procedure

1. Download the IP Office element manager AdminLite-XXX.exe file from http:/
plds.avaya.com.

XXXin AdminLite-XXX.exe specifies the version string. For example,
B5800AdminLite-6.2 (38) .exe.

Using IP Office element manager, (AdminLite-XXX.exe), you can manage |IP Office and
B5800 devices.
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IP Office Element Manager

2. Transfer the downloaded AdminLite-XXX.exe or B5800AdminLite-XXX.exe file to
the System Manager server using SFTP or SCP to the $SABG_HOME/tools directory.

3. Change this file into an executable file using the command: chmod +x <file name>.

4. To create a soft link by using the name ManagersSFX. exe for the uploaded file, perform
the following:

a. To navigate to the tools folder, type cd $ABG HOME/tools.
b. To create the link, type 1n -sf target linkname.

For example, if the file that you uploaded to the $ABG HOME/tools location
is B5800ManagerLite.exe, thenrunthe 1n -sf B5800ManagerLite.exe
ManagerSFX.exe command.

5. Update the abg b5800 mgr version parameter with the IP Office element
manager version that you downloaded from PLDS in the $ABG_HOME/tools/
ManagerSFXVersion.properties file.

6. If you have an IP Office administration suite already installed on your computer using
the IP Office Administration Applications DVD, update the abg_b5800_mgr_version
parameter with the manager version of your computer in the $ABG_HOME/tools/
ManagerSFXVersion.properties file on System Manager.

0 Important:

You must update the abg b5800 mgr version parameter when you download

a new version of IP Office element manager from PLDS, and transfer to System
Manager. If you fail to update, an attempt to start the IP Office element manager
through System Manager fails, and the system displays an error message to update
the parameter.

7. To set the environment variable to match the version of the AdminLite-XXX. exe file,
on the administration computer that is used to start IP Office, refer to the “Setting up the
environment variable in Windows 7 to match the version of AdminLite” section in Deploying
Avaya IP Office™ Platform as an Enterprise Branch with Avaya Aura® Session Manager.

Default login password for day one configuration of an IP
Office device

For day one configuration for an IP Office device in Manage Elements in System Manager, use
the default service login and password to gain access to an IP Office device through System
Manager. On the Attributes tab of the New IP Office page, the following are the default values:

+ Service Login: SMGRB5800Admin
» Service Password: SMGRB5800Admin
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Default login password for day one configuration of an IP Office device

© Note:

For IP Office 9.1 and later, the default values set in Service Login and Service Password
are BranchAdmin.

To navigate to the New IP Office page in Manage Elements from the web console, click
Inventory > Manage Elements > New.

You can use the service password only once. After you commit the service login and password,
the system changes this default password internally and generates a random password. The
system does not display the new password. To reset the login password, connect to the IP Office
device locally by using IP Office Manager.

© Important:

After you change the password, the system schedules a default Sync system configuration
and a system configuration backup job everyday.
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Chapter 2: IP Office system configuration

System Configuration

Use the System Configuration pages to view and edit system configuration of IP Office and
IP Office Application Server devices through System Manager. Client computers need JRE
for System Manager to support the IP Office applications, see JRE requirement for client

computers on page 10.
To view or edit system configuration values, start the IP Office element manager in the offline

mode through System Manager. System Manager uses web services to obtain the latest system
configuration and passes the configuration to the IP Office element manager.

After you save the IP Office element manager configuration, System Manager retrieves the
modified system configuration file and pushes the file to the IP Office configuration.

Downloading the IP Office system configuration
About this task

Use the procedure to copy the configuration of an IP Office device to the local machine.
Procedure

1. On the System Manager web console, click Elements > IP Office.

2. In the left navigation pane, click IP Office > System Configuration.

3. On the IP Office System Configuration page, select the device whose security
configuration you want to download.

4. Click Download.
5. Do one of the following:
* For Firefox, click Save File and click OK.

The system saves the saves the configuration file with the device name to the default
location.

* For Internet Explorer, provide the file name and location, and click Save.

The system saves the configuration file to the default location.
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Chapter 3: IP Office security configuration

Security Configuration

Use the Security Configuration pages to view and edit the security configuration values of IP
Office or Application Server devices through System Manager. However, Client computers need
JRE for System Manager to support the IP Office application. For more information, see JRE
requirement for client computers on page 10.

To view or edit security configuration values, you must launch the IP Office Manager in the online
mode through System Manager. System Manager uses web services to obtain the latest security
configuration from an IP Office or Application Server device and passes the configuration to the IP
Office element manager.

After you save the modifications on the IP Office element manager, System Manager retrieves
the modified security configuration file and pushes the file to the IP Office or Application Server
device. After the security configuration files are successfully uploaded to the device, System
Manager deletes the local copy of these security configuration files.

Viewing a security configuration

About this task

From IP Office version 11.0 onwards, security configuration is supported through system
configuration.

Procedure
1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click IP Office > Security Configuration.
3. On the IP Office Security Configuration page, select the IP Office you want to view.
4. Click View.
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IP Office security configuration

Browser

IP Office version

Procedure

Mozilla Firefox (all
supported versions)

11.0 onwards

IP Office Web Manager application launches.

In the right pane of the IP Office Web Manager
Web Manager window, you can view the details
of the selected IP Office security configuration.

All the fields are read-only.

Related links

IP Office security configuration field descriptions on page 17

Editing a security configuration

About this task

From IP Office version 11.0 onwards, Security Configuration is supported through System

Configuration.

You can use different browsers to edit the Security Configuration through System Configuration for
IP Office version 11.0 onwards.

Procedure

1. On the System Manager web console, click Elements > IP Office.

2. In the left navigation pane, click IP Office > Security Configuration.

3. On the IP Office Security Configuration page, select the device whose security
configuration you want to edit.

4. Click Edit.

Browser

IP Office
version

Procedure

Mozilla Firefox (all
supported versions).
and Internet Explorer
11.x

11.0 onwards

IP Office Web Manager application launches.

a. On the IP Office Web Manager window, edit the
required fields on the right pane.

b. Click Update.

The system directs you to the IP Office System
Configuration landing page.
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IP Office security configuration field descriptio

ns

Internet Explorer 11.x Below 11.0

IP Office Manager application launches.

a. On the IP Office Manager window, edit the
required fields on the right pane.

b. Click File > Save Security Settings and Exit
to save the modifications and exit the IP Office
Manager application.

The system directs you to the IP Office Security
Configuration landing page.

After you save the configuration, System Manager retrieves the edited security
configuration file from the IP Office Manager application and pushes the file to the IP

Office device.
Related links

IP Office security configuration field descriptions on page 17

IP Office security configuration field descriptions

Device list

Name

Description

Device Name

The name of the IP Office device.

IP Address

The IP address associated with the IP Office
device.

System Type

The type of system associated with the IP Office
device. The valid options are:

« |P Office: for IP Office core unit
« IP Office Select: for IP Office Select core unit

Last Operation on Device

The last operation that you performed on the
device.

Status

The status of the operation that is currently running
or was last run.

System Configuration Template

The current IP Office System Configuration
template that exists on the IP Office device.

Last Modified Time of System Configuration

The date and time of the last system configuration
operation.

Last BackupTime

The date and time when you last performed the
backup activity on the IP Office device.
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IP Office security configuration

Buttons
Name Description
View Click to view the IP Office security configuration
field descriptions.
Edit Click to edit the IP Office security configuration field
descriptions.
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Chapter 4: Backup and restore of the IP
Office devices

IP Office device configuration backup

Use the Backup feature on the IP Office Backup page to back up the IP Office device
configuration. The IP Office device configuration contains the system configuration data and the
user data. You can create a backup locally or on a remote server.

Use the IP Office Backup page to create a local backup in the local storage attached to the IP
Office device. The IP Office device stores only one copy of the backup file in the local storage. If
you are backing up on a remote server, you can create five backup files for every device.

You can perform the backup task immediately or at a scheduled time. Use the Scheduler service
in System Manager to set the time. You can view the logs of the backup task on the Log
Harvesting pages in System Manager.

IP Office device configuration restoration

Use the Restore feature on the IP Office Restore page to restore the IP Office device
configuration. The IP Office device configuration contains the system configuration data and the
user data. You can perform the restore operation from a local storage or a remote server.

You can perform the restore task immediately or at a scheduled time. Use the Scheduler service
in System Manager to set the time. You can view the logs of the restore tasks on the Log
Harvesting pages in System Manager.

Configuring the http or https protocol for a remote server
About this task
Use this procedure to configure the remote server for using the HTTP or HTTPS protocol.

Procedure
1. On the remote server, install and activate the HTTPS and PHP packages.
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Backup and restore of the IP Office devices

2. On the System Manager server, do the following:

a. Navigate to the SABG HOME/httpfiles/ location.

b. Copy the files with the . php extension to the backup location on the remote server.
3. On the remote server, grant full access permissions to the files that you copied in Step 2.

4. Start a browser and test the accessibility of the remote server in the network.

Creating a backup of the IP Office device configuration
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation page, click Backup.

3. On the IP Office Backup page, select the IP Office device from the Device List for which
you want to create a backup.

4. In the Backup Options field, click Backup On Device or Backup On Remote Server.
5. Click Backup.
The system displays the IP Office device that you selected in the Device List.

6. Do one of the following:

Choice Option Sub Steps

Backup On a. Click Now to perform the backup task immediately.

device b. Click Schedule to perform the backup task at a specified time.
Backup On a. In the Select Remote Server field, select a remote server where you
Remote Server want to save the backup. Alternatively, click Add Server to add a

remote server.

b. In the Backup Label field, type a name for the backup.

c. Click Now or Schedule.

7. To view the status of the backup task for the selected device, click Status.

Related links
IP_Office Backup field descriptions on page 22
IP_Office Restore field descriptions on page 24
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Restoring the IP Office device configuration

Restoring the IP Office device configuration
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click Restore.

3. On the IP Office Restore page, select the IP Office device or devices from the Device List
whose backed up configuration you want to restore.

4. In the Restore Options field, click Restore Backup Stored On Devices or Restore
Backup Stored On Remote Server.

5. Click Restore.

6. In the Restore Options field, do one of the following:

Choice Option Choice Description

For Restore Backup Stored on « System Configuration

Device(s), select one of the following :
» User

» System Configuration and User

» Restore Backup Stored on Devices

For Restore Backup Stored on Remote a. In the Select Remote Server field, select a
Server, do the following: remote server. Alternatively, click Add Server to
add a remote server.

b. Click Get Restore Point.

c. Select Restore Point from the list.

7. Click Now to perform the restore activity immediately.

8. (Optional) Click Schedule to perform the restore activity at a specified time.
Result
You can view the status of the restore job in the Scheduler service.

Related links
IP_Office Backup field descriptions on page 22
IP_Office Restore field descriptions on page 24
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Backup and restore of the IP Office devices

IP Office Backup field descriptions

Backup Options

Name

Description

Backup Options

The options are:
« Backup On Device

» Backup On Remote Server

° Note:

The Backup On Remote Server option is
available for IP Office Manager Release 9.1
and later.

Backup On Device field descriptions

Name

Description

Device Name

The name of the IP Office device.

IP Address

The IP address associated with the IP Office
device.

System Type

The type of system associated with the IP Office
device. The options are:

 |IP Office: For the IP Office core unit
* B5800 device: For the B5800 device

Last Operation on Device

The name of the last operation performed on the IP
Office device.

Status

The status of the operation.

System Configuration Template

The current IP Office System Configuration
template that exists on the IP Office device.

Last Modified Time of System Configuration

The last time that the system configuration was
modified.

Last Backup Time

The last time that a backup was taken.

Button descriptions

Name Description
Backup Displays the IP Office Backup page.
Status Displays the status of the last operation.
Stop Stops the operation.
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Backup On Device button descriptions

IP Office Backup field descriptions

Button Description

Now Performs the backup operation, as applicable,
immediately.

Schedule Displays the IP Office Job Scheduler page to
schedule a backup.

Cancel Cancels the backup job and returns to the IP Office
Backup page.

Backup On Remote Server field descriptions

Name

Description

Select Remote Server

The Remote Server location to store the backup.
The options are:

« Select: To select a remote server.

« Add Server: To add a remote server.

Add Server

The configuration for a remote server:

» Backup Label: The name of the backup

* New Server Name: The name of the new server
* New Server IP: The IP address of the new server
* Port: The port number of the new server

» Backup Path: The backup path of the new server

» Selected Protocol: The protocol of the new
server

« User Name: The name of the user

» Password: The password of the user

Selected Protocol

The protocol of the new server. The options are:
* http
* https

Backup On Remote Server button descriptions

Button Description
Save Saves the remote server and backup configuration.
Edit Modifies the remote server and backup
configuration.
Delete Deletes the remote server and backup
configuration.
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Backup and restore of the IP Office devices

IP Office Restore field descriptions

Restore Options

Name Description

Restore Options The options are:

» Restore Backup Stored on Devices

» Restore Backup Stored on Remote Server

Restore field descriptions

Name Description

Device Name The name of the IP Office device.

IP Address The IP address associated with the IP Office
device.

Last Operation on Device The name of the last operation performed on the IP
Office device.

Status The status of the operation.

System Configuration Template The current IP Office System Configuration
template that exists on the IP Office device.

Last Modified Time of System Configuration The date and time of the last system configuration
operation.

Last Backup Time The date when you last performed the Backup

operation on the device.

Restore Backup Stored On Devices field descriptions

Name Description

System Type The type of system associated with the IP Office
device. The option:

+ |P Office and B5800 device
Restore Backup Stored On Devices The options are:

+ System Configuration: For restoring the system
configuration

» User: For restoring the user

» System Configuration and User: For restoring
the system configuration and the user

* Restore Backup Stored on Devices: For
restoring the backup stored on the devices
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IP Office Restore field descriptions

Button descriptions

Name Description
Restore Opens the IP Office Restore page.
Status Displays the status of the operation that is currently

running or was last run.

Stop Stops the operation that is currently running.

Restore Backup Stored on Remote Server field descriptions

Name Description

System Type The type of system associated with the IP Office
device. The option is:

+ IP Office: only for IP Office Manager version 9.1

Remote Server The Remote Server location where the last backup
was stored. Do one of the following:

« Select: Select a remote server.

* Add Server: Add a remote server.

Add Server The configuration for a remote server:

* New Server Name: The name of the new server
* New Server IP: The IP address of the new server
» Port: The port number of the new server

» Backup Path: The backup path of the new server

» Selected Protocol: The protocol of the new
server

* User Name: The name of the user

» Password: The password of the user

Selected Protocol The protocol of the new server. The options are:
* http
* https

Restore Point(s) The restore point from where you want to restore

the last backup

Restore Backup Stored on Remote Server Button descriptions

Name Description
Get Restore Point Creates a Restore Point from where you can
restore the last backup.
Save Saves the new remote server configuration.
Edit Edits the new remote server configuration.
Delete Deletes the new remote server configuration.
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Chapter 5: IP Office Application Server

IP Office Application Server device configuration backup

You can backup the following IP Office Application Server device configuration data:
* Voicemail configuration
* Messages
* Recordings

» one-X portal configuration

The IP Office Application Server device can store five copies of the backup file in the remote
storage.

You can perform the backup task immediately or at a scheduled time. Use the Scheduler service
in System Manager to set the time. You can view the logs of the backup tasks on the Log
Harvesting pages in System Manager.

© Note:

For additional steps, see Deploying Avaya Aura® System Manager.

Application Server device configuration restoration

You can restore the following Application Server device configuration from previous backups:
 Voicemail configuration
* Messages
* Recordings

» one-X Portal configuration

You can perform the restore task immediately or at a scheduled time. Use the Scheduler service
in System Manager to set the time. You can view the logs of the restore tasks on the Log
Harvesting pages in System Manager.

° Note:

For additional steps, see Deploying Avaya Aura® System Manager.
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Creating a backup of the IP Office Application Server device configuration

Creating a backup of the IP Office Application Server

device configuration
Procedure

1.
2.
3.

On the System Manager web console, click Elements > IP Office.
In the left navigation pane, click UCM and Application Server > Backup.

In the device list, select the Application Server device for which you want to create a
backup.

. Click Backup.

The system displays the IP Office Application Server device that you selected in Device
List.

. Select a remote server from the Remote Server field. Alternatively, click Add Server to

add a remote server.

. Configure the settings for Backup Configuration using the following parameters:

* In the Select Voicemail Pro Sets field, choose voicemail pro sets.
* In the Select One-x Portal Sets field, choose one-x portal sets.
* In the Select Contact Recorder Sets field, choose contact recorder sets.
* In the Backup Label field, type the backup file name.
Do one of the following:
* Click Now to perform the backup task immediately.

* Click Schedule to perform the backup task at a specified time.

. To view the status of the backup task for the selected device, click Status.

Restoring the IP Office Application Server device

configuration
Procedure

July 2024

1.
2.
3.

On the System Manager web console, click Elements > IP Office.
In the left navigation page, click UCM and Application Server > Restore.

Select the IP Office Application Server device whose backed— up configuration you want
to restore.

. Click Restore.

The system displays the IP Office Application Server device that you selected in Device
List.
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IP Office Application Server

5. Do the following:

a. In the Remote Server field, click a Remote Server . Alternatively, click Add Server to
add a remote server.

The system activates the Get Restore Point button.
b. Click Get Restore Point.
The system displays the Restore Points list with the restore point that you added:

Field name Field description

Restore Point Displays the name of the restore point.

IP Address Displays the IP address associated with the restore
point.

Version Displays the version of the restore point.

Set Displays the set of the restore point.

Time Stamp Displays the time stamp associated with the restore
point.

6. Do one of the following:
* Click Now to perform the restore task immediately.
* Click Schedule to perform the restore task at a specified time.

To view the status of the restoration task for the selected device, click Status.

IP Office Application Server Backup field descriptions

Remote Server

Name Description

Select Remote Server The Remote server location to store the backup.

Backup On Remote Server

Name Description

Select Remote Server The Remote Server location to store the backup. The options are:
+ Select: To select a remote server.

« Add Server: To add a remote server.

Table continues...
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IP Office Application Server Backup field descriptions

Name

Description

Add Server

The configuration parameters for adding a remote server. The parameters are:
« Backup Label: The name of the backup

* New Server Name: The name of the new server

* New Server IP: The IP address of the new server

» Port: The port number of the new server

» Backup Path: The backup path of the new server

+ Selected Protocol: The protocol of the new server

+ User Name: The name of the user

» Password: The password of the user

Selected Protocol The protocol P of the new server. The options are:

* http
* https
* scp
o sftp
- ftp

Backup Configuration

Name Description

Select Voicemail Pro Sets The Voicemail pro sets.
Select one-X Portal Sets The one-X Portal sets.
Select Contact Recorder Sets The contact recorder sets.
Backup Label The name of the backup file.
Buttons

Button Description

Backup Opens the backup page.

Status Displays the status of the last operation.

Save Saves the remote server and backup configuration.

Edit Modifies the remote server and backup configuration.

Delete Deletes the remote server and backup configuration.

Now Performs the backup job, as applicable, immediately.

Schedule Schedules the backup at a later time and opens backup page.
Cancel Cancels the backup job and opens the backup page.

Stop Stops the backup job.
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IP Office Application Server

IP Office Application Server Restore field descriptions

Remote Server

Name Description

Select Remote Server The list of available remote servers
New Server Name The name of the new server

New Server IP The IP address of the new server
Port The port address

Backup Path The path of the latest backup
Selected Protocol The protocol for the new server
User Name The user name for the new server
Password The password for the new server
Button Description

Restore Opens the restore page. Use this page to

restore the backed up system configuration and
the messages, the recording and the one-X
configuration to a IP Office Application Server

device.

Status Displays the status of the operation that is currently
running or was last run.

Save Saves the remote server and backup configuration.

Now Performs the restore operation immediately.

Schedule Displays the IP Office Job Scheduler page. Use
this page to schedule a restore operation.

Cancel Cancels the restore job, as applicable, and directs
you to the restore page.

Get Restore Point Creates a restore point on the selected remote
server.

Restore Backup stored on Remote Server

Name Description

Remote Server The Remote Server location where the last backup
was stored. Do one of the following:

« Select: Select a remote server.

« Add Server: Add a remote server.

Table continues. ..
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Transferring custom prompt files to an IP Office Application Server device

Name

Description

Add Server The configuration for a remote server

* New Server Name: Name of the new server

* New Server IP: IP address of the new server

* Port: Port number of the new server

» Backup Path: Backup path of the new server
+ Selected Protocol: Protocol of the new server
» User Name: Name of the user

« Password: Password of the user

Selected Protocol Protocol of the new server. Select a protocol from

the following:

* http: for the http protocol

« https: for the https protocol
+ scp: for the scp protocol

« sftp: for the sftp protocol

« ftp: for the ftp protocol

Restore Point(s) The restore point from where you want to restore

the last backup

Transferring custom prompt files to an IP Office

Application Server device
Procedure

1.

2
3.
4

July 2024

On the System Manager web console, click Elements > IP Office.

. In the left navigation pane, click UCM and Application Server > File Transfer.

In Select File Type, click Custom Prompts.

. In Select Files to Upload, click the audio file that you want to upload.

+ List Audio Files displays the list of audio files that you have uploaded by using Manage
Custom Prompts in the Application Server system configuration templates.

* In the Enter Destination Folder Location to Push Files field, the system displays the
default location where you want to transfer the file.

In Devices List, select the IP Office Application Server device to which you want to upload
the audio file.

. Click Commit.
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IP Office Application Server

July 2024

7. On the File Transfer page, perform one of the following:
* Click Now to upload the audio file to the IP Office Application Server.

* Click Schedule to upload the audio file at the scheduled time.

° Note:

After you schedule a file transfer do not delete the file till the transfer is complete. The
file transfer operation fails if you delete the file you want to transfer.

Using the file transfer capability you cannot upload PLDS license files. See Deploying
Avaya IP Office™ Platform as an Enterprise Branch with Avaya Aura® Session
Manager to view details on uploading a PLDS license file to the IP Office device, if
applicable.

8. To check the status of the file transfer, click Services > Scheduler.
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Chapter 6: Voice Mail Pro Call Flow and

System Configuration

Viewing the Voice Mail Pro call flow
Procedure

1.
2.
3.

On the System Manager web console, click Elements > IP Office.
In the left navigation pane, click VMPro > Call Flow.

On the VMPro Call Flow page, select the Voice Mail Pro device whose call flow you want
to view.

. Click View.

The system starts the Voicemail Pro Client application in Offline and Read only mode.

. To exit Voicemail Pro Client, click File > Exit.

The system displays the VMPro Call Flow page.

Editing the Voice Mail Pro call flow

Procedure

July 2024

1.
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On the System Manager web console, click Elements > IP Office.

In the left navigation pane, click Applications.

In the left navigation pane, click VMPro > Call Flow.

On the VMPro Call Flow page, select the IP Office device whose call flow you want to edit.
Click Edit.

The system starts the Voicemail Pro Client application in Offline and Editable mode.

Do one of the following:

* To exit Voicemail Pro Client without saving, click File > Exit.

+ To return to the Voicemail Pro Client page after saving, click File > Save and Make
Live.

The system displays the VMPro Call Flow page.
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Voice Mail Pro Call Flow and System Configuration

Downloading the Voice Mail Pro call flow
Procedure

1. On the System Manager web console, click Elements > IP Office.

In the left navigation pane, click Applications.

In the left navigation pane, click VMPro > Call Flow.

On the VMPro Call Flow page, select the IP Office device whose call flow you want to edit.

Click Download.

o o b w N

Do one of the following:
* For Firefox, click Save File and click OK.

The system saves the configuration file with the device name to the default location.
* For Internet Explorer, provide the file name and location, and click Save.

The system saves the configuration file to the default location.

Viewing the status of a Voice Mail Pro call flow
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click Applications.

3. In the left navigation pane, click VMPro > Call Flow.

4

. On the VMPro Call Flow page, select the Voice Mail Pro device whose call flow status you
want to know.

5. Click Status.

The system refreshes the VMPro Call Flow page and displays the status of the VMPro call
flow in the Status column.

Saving Voice Mail Pro call flow as a template
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click VMPro > Call Flow.

3. On the VMPro Call Flow page, select the Voice Mail Pro device whose call flow you want
to save as a template.
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4. Click Save As Template.

VMPro Call Flow field descriptions

a. Type the name for the Voice Mail Pro call flow template.

b. Select the version.

c. Click Commit.

5. On the System Manager web console, click Services > Templates.

6. In the left navigation pane, click VMPro Callflow Template.

The VMPro Call Flow Templates page displays the VMPro call flow that you saved as a

template.

VMPro Call Flow field descriptions

Device List

Name

Description

Device Name

The name of the IP Office device.

IP Address

The IP Address of the IP Office device.

Device Version

The version name of the IP Office device.

Last Operation on Device

The name of last operation performed on the IP
Office device.

Status

The status of the IP Office device.

VMPro Call Flow Template

The name of the VMPro Call Flow Template applied
to the IP Office device.

Last Modified Time of System Configuration

The time when the system configuration was last
modified.

Last Backup Time

The time of the last back up.

Button Description

View Click to view the Voice Mail Pro call flow field
descriptions.

Download Click to download the Voice Mail Pro call flow field

descriptions.

Save As Template

Saves the Voice Mail Pro call flow field descriptions
as a template.

Edit Click to edit the Voice Mail Pro call flow field
descriptions.
Status Displays the status of the operation that is currently
running on or was last run.
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Voice Mail Pro Call Flow and System Configuration

Viewing the Voice Mail Pro system configuration
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click VMPro > System Configuration.

3. On the VMPro System Configuration page, select the IP Office device whose system
configuration you want to view.

4. Click View.

In the right pane, in the Voicemail Pro - System Preferences window, you can view the
details of the selected Voice Mail Pro system configuration.

The system starts Voice Mail Pro in Read Only mode.
Next steps
For Voice Mail Pro system preferences, see Administering IP Office Voicemail Pro.

Editing the Voice Mail Pro system configuration
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click VMPro > System Configuration.

3. On the VMPro System Configuration page, select the Voice Mail Pro device whose
system configuration you want to edit.

4. Click Edit.
The system displays Voicemail Pro - System Preferences page.
5. In the right pane, on the Voicemail Pro - System Preferences page, edit the required fields.
6. Do one of the following:
* To save the modifications, click Update .
» To save the modification and exit, click Save and EXxit.
Next steps
For Voice Mail Pro system preferences, see Administering IP Office Voicemail Pro.
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Saving Voice Mail Pro system configuration as a template

Saving Voice Mail Pro system configuration as a template
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click VMPro > System Configuration.

3. On the VMPro System Configuration page, select the Voice Mail Pro device whose system
configuration you want to save a template.

4. Click Save As Template.
a. Type a name for the Voice Mail Pro system configuration template.
b. Select the version.
c. Click Commit.
5. On the System Manager web console, click Services > Templates.
6. In the left navigation pane, click VMPro System Configuration Template.

The VMPro System Configuration Templates page displays the VMPro system
configuration that you saved as a template.

VMPro system configuration field descriptions

Button Description

View Displays the Voice Mail Pro System Configuration
page in read only format.

Edit Displays the Voice Mail Pro System Configuration
page where you can modify details.

Save As Template Saves the Voice Mail Pro system configuration data
as template.
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Chapter 7: IP Office Application Server
security configuration

Viewing IP Office Application Server security configuration
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click UCM and Application Server > Security Configuration.
3. Select the IP Office Application Server device you want to view.
4. Click View.
The system starts the IP Office Application Server Manager application.

5. In the right pane of the IP Office Application Server Manager window, you can view the
details of the selected IP Office Application Server Security Configuration. All the fields are
read-only.

6. Click File > Exit to exit the IP Office Application Server Manager application.

Editing IP Office Application Server security configuration
Procedure

1. On the System Manager web console, click Elements > IP Office.
2. In the left navigation pane, click UCM and Application Server > Security Configuration.
3. Select the device you want to edit.
4. Click Edit.
The system starts the IP Office Application Server Manager application.

5. The system starts the IP Office Application Server Manager window, edit the required fields
on the right pane.

6. Click File > Save Security Settings and Exit to save the modifications and exit the IP
Office Application Server Manager application.

The system directs you to the IP Office Security Configuration landing page.
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IP Office Application Server security configuration field descriptions

After you save the configuration, System Manager retrieves the edited security
configuration file from the IP Office Application Server Manager application and pushes
the file to the IP Office Application Server device.

IP Office Application Server security configuration field

descriptions
Device list
Name Description

Device Name

The name of the IP Office Application Server
device.

IP Address

The IP address of the IP Office Application Server
device.

System Type

The type of system associated with the IP Office
Application Server device.

Last Operation on Device

The last operation that you performed on the
device.

Status

The status of the operation that is currently running
or was last run.

System Configuration Template

The current system configuration template that
exists on the IP Office Application Server device.

Last Modified Time of System Configuration

The date and time of the last system configuration
operation.

Last Backup Time

The date and time when you last performed the
backup activity on the IP Office Application Server
device.

Buttons
Name Description
View Click to view the IP Office Application Server
security configuration field descriptions.
Edit Click to edit the IP Office Application Server security
configuration field descriptions.
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Chapter 8: IP Office Application Server

system configuration

Viewing a IP Office Application Server system

configuration
Procedure

1.

On the System Manager web console, click Elements > IP Office.

2. In the left navigation pane, click UCM and Application Server > System Configuration.
3.
4

. Click View. In the right pane you can view the details of the selected device. All the fields

On the System Configuration page, select the device you want to view.

are view only. The system starts the IP Office Application Server Manager application.

Click File > Exit to exit the IP Office Application Server Manager application.

Editing a IP Office Application Server system

configuration
Procedure

1.

2L S
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On the System Manager web console, click Elements > IP Office.

In the left navigation pane, click UCM and Application Server > System Configuration.
Select the IP Office Application Server device you want to edit.

Click Edit. The system starts the IP Office Application Server Manager application.

Edit the required fields on the right pane.

Click File > Save Configuration and Exit to save the modifications and exit the IP Office
Application Server Manager application.

The system displays selected IP Office Application Server device in the device list. Perform
one of the following:

* Click Commit to apply the changes immediately.

* Click Schedule to apply the changes at a specified time.
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IP Office Application Server system configuration field descriptions

IP Office Application Server system configuration field
descriptions

Name Description

Device Name The name of the IP Office Application Server
device.

IP Address The IP address associated with the IP Office
Application Server device.

System Type The type of system associated with the IP Office
Application Server device.

Last Operation on Device The operation that has been performed last on the
device.

Status The status of the operation that is currently running

or was last run.

System Configuration Template The current IP Office Application Server System
Configuration template that exists on the IP Office
Application Server device.

Last Modified Time of System Configuration The date and time you last modified the system
configuration.
Last Backup Time The date and time when you last performed a
backup.
Button
Name Description
View Click to view the IP Office Application Server

system configuration field descriptions.

Edit Click to edit the IP Office Application Server system
configuration field descriptions.

Download Click to download the IP Office Application Server
system configuration field descriptions.
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Part 2: Adding IP Office to System
Manager
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Chapter 9: IP Office configuration

Add IP Office field descriptions

General

Name Description

Name The name of the IP Office device. The name must only contain lowercase
and uppercase alphabets, numbers from 0 to 9, commas, hyphens, and
underscores.

Description The description of the IP Office device.

Node The IP address can be in the IPv4 or IPv6 format. The host name or the
IP address of the IP Office device.

Device Type The type of the IP Office device. The options are IP Office and B5800.

Device Version

The version of the IP Office device.

Service Login

The login name to access the IP Office device. The default is
BranchAdmin.

Service Password

The password to access the IP Office device.

Confirm Service Password

The service password that you retype for confirmation.

For IP Office releases earlier than 9.1, the default service login for IP Office is SMGRB5800Admin.
After you upgrade IP Office from Release 9.0 to 9.1 or later, you can use the same login name,
SMGRB5800Admin. The account remains active.

However, the system creates a new account, BranchAdmin. The configuration of the BranchAdmin
account is the same as the SMGRB5800Admin account. The new account also becomes active.

In IP Office Release 9.1 or later, if you reset the security setting, the system deletes the
SMGRB5800Admin account and adds the BranchAdmin account that remains disabled. You must
activate the account by accessing the IP Office security setting offline.

Also, if you add the new IP Office Release 9.1 or later in System Manager by running Initial
Configuration Utility (ICU) on IP Office, the default account, BranchAdmin, will be available. The

account becomes active.

SNMP
Name Description
Version The SNMP protocol type. The options are None and V1.
Table continues. ..
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IP Office configuration

Name

Description

Read Community

The read community of the device.

Write Community

The write community of the device.

Retries

The number of times that an application polls a device without receiving a
response before timing out.

Timeout (ms)

The number of milliseconds that an application polls a device without
receiving a response before timing out.

Button Description

Commit Adds the IP Office device to the inventory.

Clear Clears your entries and reset the page.

Cancel Cancels the add operation, and returns to the previous page.

IP Office configuration

IP Office elements are GR-unaware. During failover, split network, or failback, perform the
procedures from this section to ensure data integrity and proper administration of IP Office from
System Manager. As the System Manager certificates contain an entry of the secondary System
Manager in the SAN field, the same trust continues to work between the secondary System
Manager and the IP Office element.

© Important:

» The System Manager lock is maintained on the IP Office device to ensure that changes
are not provisioned on the device outside System Manager. You can only make
configuration changes on IP Office after removing the System Manager lock. For more
information, see Deploying Avaya IP Office™ Platform as an Enterprise Branch with
Avaya Aura® Session Manager.

« If IP Office has been added to any System Manager previously, then before reusing
it, you must erase the IP Office security settings using the File > Advanced > Erase
Security Settings page on the IP Office Manager window.

IP Office configuration when the primary System Manager

is nonfunctional

If the primary System Manager server is nonfunctional, the secondary System Manager server
can administer and manage the IP Office device without any additional steps on the secondary

System Manager.
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IP Office configuration in the Active-Active scenario

IP Office configuration in the Active-Active scenario

If the primary System Manager server is nonfunctional, the secondary System Manager server
can administer and manage the IP Office device without any additional steps on the secondary
System Manager.

If the IP Office element can communicate with both System Manager servers, you can administer
IP Office from both System Manager servers. The data from the two servers conflict. During
recovery, you must select the database of only one System Manager, and the changes in the
other database are lost.

Manage the IP Office elements from only one System Manager even in the Active-Active scenario
so that you can select this database for recovery when the communication between the two
System Manager servers is reestablished. For more information about managing IP Office from
System Manager, see Deploying Avaya IP Office™ Platform as an Enterprise Branch with Avaya
Aura® Session Manager.

© Note:

For configuring the trap destination, SCEP details, and WebLM server in a single step, run the
Initial Installation Utility of Native B5800 Manager.

You can also use the installation utility to change the configuration on IP Office for the System
Manager failover scenarios. As the System Manager certificates contain an entry of the secondary
System Manager in the SAN field, the same trust continues to work between the secondary
System Manager and IP Office.
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Part 3: Using templates
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Chapter 10: Managing IP Office Endpoint

template

Adding an IP Office endpoint template

Procedure

1.

On the System Manager web console, click Services > Templates.

2. In the navigation pane, click IP Office Endpoint.
3. Click New.

4.

5. Click Details.

Enter the required information in the Name, System Type, Set Type, and Version fields.

The system launches the IP Office Manager application.

On the IP Office Manager window, in the right pane, specify the required details, such as
voice mail, telephony, and button programming in the respective tabs.

Click File > Save Template and Exit to save the template configuration and exit the IP
Office application.

The system directs you to the landing page of IP Office Endpoint.

You can view the newly created template in the list of templates under IP Office endpoint
templates.

When you upgrade System Manager, Default Centralized ATA Template, Default
Centralized SIP Template are now available to create centralized users.

Related links
IP Office endpoint template field descriptions on page 50

Viewing an IP Office endpoint template
Procedure

July 2024

1.
2.

On the System Manager web console, click Services > Templates.

In the navigation pane, click IP Office Endpoint.
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Managing IP Office Endpoint template

3. Select a type of system from the list of IP Office supported templates.

. Click Show List.

5. Under IP Office Endpoint Templates, select the template you want to view from the list of

templates.
Click View.

This action launches the IP Office Manager application.

. On the IP Office Manager window, click the tabs on the right pane to view the template

details.

. Click File > Exit to exit the IP Office Manager application.

The system displays the IP Office Endpoint landing page.

Related links

IP_Office endpoint template field descriptions on page 50

Editing an IP Office endpoint template

Procedure

1.

n
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On the System Manager web console, click Services > Templates.

In the navigation pane, click IP Office Endpoint.

Select a type of system from the list of IP Office supported templates.

Click Show List.

From the list of IP Office Endpoint Templates, select the template you want to edit.
Click Edit.

This system launches the IP Office application.

On the IP Office Manager window, in the right pane, edit the required details.

. Click File > Save Template and EXxit to save the modifications to the template and exit the

IP Office Manager application.

The system displays the IP Office Endpoint landing page.

Related links
IP_Office endpoint template field descriptions on page 50
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Duplicating an IP Office endpoint template

Duplicating an IP Office endpoint template

Procedure

1.

On the System Manager web console, click Services > Templates.

2. In the navigation pane, click IP Office Endpoint.
3. Select a system type from the list of IP Office supported templates.
4. Click Show List.
5. From the list of IP Office endpoint templates, select the template you want to duplicate.
6. Click Duplicate.
7. Type a template name in the New Template Name field.
8. Click Commit.
If you want to make changes to the new endpoint template, click Details.
Related links

IP Office endpoint template field descriptions on page 50

Deleting an IP Office endpoint template

Procedure

1.

July 2024
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On the System Manager web console, click Services > Templates.
In the navigation pane, click IP Office Endpoint.
Select a type of system from the list of IP Office supported templates.
Click Show List.
From the IP Office Endpoint Templates list, select the template you want to delete.
Click Delete.
The system displays the template instance you selected for deletion.
Perform one of the following:
* Click Delete to delete the template.

* Click Cancel to cancel the delete operation and return to the IP Office Endpoint
landing page.
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Managing IP Office Endpoint template

Upgrading IP Office endpoint templates

Procedure

1.

© N o o bk~ 0N

10.

On the System Manager web console, click Services > Templates.

In the navigation pane, click IP Office Endpoint.

Select the IP Office device type.

Click Show List.

Select the template you want to upgrade.

Click Upgrade.

In the Supported IP Office Versions field, enter the target version for upgrade.
In Template Name, type the name of the template.

Template name must be a unique name.

Click Upgrade.

System Manager upgrades the selected template, and the IP Office Manager starts with
the upgraded template. The original template you selected is retained.

After the IP Office Manager starts, the new, upgraded template, save and exit.

The system displays the upgraded template in the IP Office Endpoint List page.

IP Office endpoint template field descriptions

Name Description
Name The name of the IP Office endpoint template.
System Type The type of system associated with the IP Office device. The valid options
are:
« |P Office: for IP Office core unit
» B5800: for B5800 core unit
Version The version of the IP Office endpoint template.
Table continues...
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IP Office endpoint template field descriptions

Name Description
Set Type The set type associated with the IP Office endpoint template. This is a
drop-down field listing the following set types:
+ ANALOG
+ SIP
* IPDECT
 DIGITAL
« H323
» SIP DECT
Only IP Office devices support the SIP DECT set type.
Last Modified Time The date and time when you last modified the template.
Button Description
Details Click to open the IP Office application to add or edit the template details.
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Chapter 11: Managing IP Office System

Configuration template

Adding an IP Office System Configuration template

Procedure

1.

o

On the System Manager web console, click Services > Templates.

2. In the navigation pane, click IP Office System Configuration.
3. Click New.

4.

5. Click Details.

Complete the Name, System Type, and Version fields.

The system launches the IP Office application.

On the Offline Configuration Creation window, click OK.

7. In the right pane, complete the system configuration template by filling the required fields,

and click OK.

. Click File > Save Template and Exit to save the template specifications and exit the IP

Office application.

The system directs you to the IP Office System Configuration landing page where you can

view the newly created system template in the IP Office System Configuration list.

Viewing an IP Office System Configuration template
Procedure

July 2024

1.
2.
3. On the IP Office Branch Gateway Template page, from the IP Office supported templates

4.

On the System Manager web console, click Services > Templates.

In the navigation pane, click IP Office System Configuration.

list, select an IP Office system type.
Click Show List.
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Editing an IP Office system configuration template

. Select the system configuration template you want to view from the IP Office System

Configuration list.

. Click View.

The system launches the IP Office Manager application.

. On the IP Office Manager window, in the right pane, you can view the system configuration

template details. All the fields are read-only.

. Click File > Exit to exit IP Office Manager.

The system directs you to the IP Office System Configuration landing page.

Editing an IP Office system configuration template
Procedure

1.

o & 0N

On the System Manager web console, click Services > Templates.

In the navigation pane, click IP Office System Configuration.

On the IP Office System Configuration Templates page, select an IP Office system type.
Click Show List.

Select the system configuration template you want to edit from the IP Office System
Configuration list.

Click Edit.

The system launches the IP Office Manager application.

. On the IP Office Manager window, edit the required configuration parameters, and click

OK.

. Click File > Save Template and Exit to save the modifications to the system configuration

template and exit the IP Office Manager application.

The system displays the IP Office System Configuration landing page.

Deleting an IP Office system configuration template
Procedure

1.
2.
3.
4.
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On the System Manager web console, click Services > Templates.
In the navigation pane, click IP Office System Configuration.

On the IP Office Template page, select an IP Office system type.
Click Show List.
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Managing IP Office System Configuration template

5. Select the system configuration template you want to delete from the IP Office System
Configuration list.

6. Click Delete.
The system displays the system template instance you selected for deletion.
7. Do one of the following:
* Click Delete to delete the template.

* Click Cancel to cancel the delete operation, and return to the IP Office System
Configuration landing page.

Applying an IP Office system configuration template on an
IP Office device
Procedure
1. On the System Manager web console, click Services > Templates.
In the navigation pane, click IP Office System Configuration.
On the IP Office Template page, select an IP Office system type.
Click Show List.

From the IP Office System Configuration List, select the system template you want to apply
to an IP Office device.

6. Click Apply.

You will be directed to a new page where you can select a device to apply the template.

a & DN

7. From the list of IP Office devices, select the IP Office device on which you want to apply
the selected IP Office system configuration template.

0 Important:

When you apply a template on a device, the data of the template that you wish to apply
may override the existing system configuration data on the device.

8. Do one of the following:
* Click Now to perform apply the template immediately.
* Click Schedule to apply the template at a specified time in Scheduler.

* Click Cancel to cancel this task and return to the IP Office System Configuration landing
page.
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IP Office System Configuration template field descriptions

IP Office System Configuration template field descriptions

Name

Description

Name

The name of the IP Office System Configuration template.

System Type

The type of system associated with the template. The options are:
« IP Office: for IP Office core unit
» B5800: for B5800 core unit

Version The version number of the template.

Last Modified Time The date and time when the IP Office System Configuration template was
last modified.

Button Description

Details Displays the IP Office application where you can add or edit the template

details.

Manage audio files

Audio files in WAV and .C11 formats are used in auto attendant configuration in the Auto
Attendant feature in IP Office. In System Manager, you can manage .WAV and .C11 audio
files from the Manage Audio page in IP Office System Configuration in Template Management.
The .C11 audio file is for use in IP Office IP500V2 or the B5800 Core Unit.

To push an auto attendant file to an IP Office System Configuration template through System
Manager, you must first upload the .WAV audio files using the Upload button in the Manage Audio
page. When you upload the .WAV audio files, the corresponding .C11 audio files are automatically
created. If you need to convert any .WAV audio file which does not have a corresponding .C11
audio file, or if the corresponding .C11 audio file is deleted, click the Convert button in the

Manage Audio page.

Use the Manage Audio page in IP Office System Configuration to:
» Upload .WAV and .C11 audio files.
» Convert WAV to .C11 audio file format.
 Delete .WAV and .C11 audio files.

Uploading an audio file

Procedure

1. On the System Manager web console, click Services > Templates.
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Managing IP Office System Configuration template

2.
3.
4.

In the navigation pane, click IP Office System Configuration.
Click More Options > Manage Audio.

On the Manage Audio page, enter the complete path of the audio file in the Select an
Audio File text box. You can also click Browse to locate and select the audio file you want
to upload.

The system displays the audio file you selected for uploading in a table.

° Note:

System Manager filters uploaded files based on mime type or bytes in the file. If a file
type does not match, System Manager shows up an error message.

If you want to remove the audio file from your selection, click the Remove link in the
Action column.

. Click Upload.

You can view the newly uploaded audio files listed in the List of Audio Files table.

Converting a .WAV audio file to a .C11 audio file

Procedure

1.

On the System Manager web console, click Services > Templates.

2. In the navigation pane, click IP Office System Configuration.
3.
4. On the Manage Audio page, select the .WAV audio file from the List of Audio Files that

Click More Options > Manage Audio.

you want to convert to .C11 format.

5. On the Convert Audio page, the system lists the file you selected for conversion.

6. If you want to change the recording label of the WAV file, edit the label text in the

July 2024

corresponding text box under the Recording Label column.

. Click Commit to confirm the convert action.

The system displays the newly converted audio file under the corresponding audio name
column in the List of Audio Files table.
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Deleting an audio file

Deleting an audio file

About this task

Use the Delete button to delete audio files from the list of audio files. You can choose to either
delete the .WAV audio format, or the .C11 audio file format, or delete both the audio file formats in
a single step.

Procedure

1.

2
3.
4

On the System Manager web console, click Services > Templates.

. In the navigation pane, click IP Office System Configuration.

Click More Options > Manage Audio.

. On the Manage Audio page, select the audio file you want to delete from the list of audio

files.

5. Click Delete.

6. On the Delete Audio File Confirmation page, you can view the audio files you selected

in Step 4 for deletion. From the Select the type of deletion field perform one of the
following:

+ Select the type of audio file extension you want to delete.
+ Select Both if you want to delete both the file extension types.

Sample scenario: Suppose you have ABC.wav and ABC.c11 audio files in the List of
Audio Files. If you want to delete only the ABC.wav audio file, then select Wave from
Select the type of deletion. If you want to delete both the audio files in a single step, then
select Both from the Select the type of deletion field.

7. Click Delete.
8. Click Done to return to the IP Office System Configuration landing page.

Manage Audio field descriptions

Name Description

wav Audio File Name The file name of the WAV type of audio file.

Last uploaded time of wav The time when you last uploaded the .WAV audio file in the system.

Recording Label The recording label of the .wav file.

C11 Audio File Name The file name of the .C11 type of audio file.

Last converted time of wav | The time when you last converted a .wav file to a .C11 audio file.

to C11

Select an Audio File Displays the complete path of the audio file.

Table continues...
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Managing IP Office System Configuration template

Name

Description

Select the type of deletion
on the Delete Audio File
Confirmation page

Provides the option to select the type of deletion of audio files. The valid

options are:

» Wave: Select to delete only the .WAV type of file for the selected audio

file.

+ C11: Select to delete only the .C11 type of file for the selected audio

file.

» Both: Select to delete both, WAV and .C11, types of files for the
selected audio file.

Button Description

Delete Click to delete the selected audio file.

Convert Click to convert an audio file of type .WAV to .C11.

Done Click to exits the Manage Audio page and return to the IP Office
Template List page.

Browse Click to locate and select an audio file.

Upload Click to upload an audio file to System Manager.

Delete on the Delete Audio
File Confirmation page

Click to confirm the delete action for the selected audio file.

Cancel on the Delete Audio
File Confirmation page

Click to cancel the delete operation and return to the Manage Audio
page.
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Chapter 12: Managing Application Server
system configuration templates

Adding an Application Server Configuration template
Procedure

1. In System Manager, click Services > Templates.

In the navigation pane, click UCM and Application Server Configuration.
In the Templates List section, click New.

Complete the Name, System Type, and Version fields.

Click Details. The system starts IP Office Manager.

On the Offline Configuration Creation window, click OK.

N o g~ e N

In the right pane, complete the system configuration template by filling the required fields,
and click OK.

8. Click File > Save Template and Exit to save the template specifications and exit IP Office
Manager.

Related links
IP Office Application Server Templates field descriptions on page 62

Viewing an Application Server Configuration template
Procedure

1. In System Manager, click Services > Templates.
2. In the navigation pane, click UCM and Application Server Configuration.

3. On the templates page, in the Supported System Types section select IP Office
Application Server.

4. Click Show List.
5. Select the system configuration template you want to view.

6. Click View. The system starts IP Office Manager.
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Managing Application Server system configuration templates

7. In IP Office Manager, you can view the system configuration template details. All the fields
are read-only.

8. Click File > Exit to exit IP Office Manager.
9. Select the device to apply the template.

Related links
IP_Office Application Server Templates field descriptions on page 62

Editing an Application Server Configuration template
Procedure

1. In System Manager, click Services > Templates.
2. In the navigation pane, click UCM and Application Server Configuration.

3. On the templates page, in the Supported System Types section select IP Office
Application Server.

Click Show List.
Select the system configuration template you want to edit.
Click Edit. The system launches the IP Office Manager application.

In IP Office Manager, edit the required configuration parameters, and click OK.

© N o 0 &

Click File > Save Template and Exit to save the modifications to the system configuration
template and exit the IP Office Manager application.

Related links
IP_Office Application Server Templates field descriptions on page 62

Deleting an Application Server Configuration template
Procedure

1. In System Manager, click Services > Templates.
2. In the navigation pane, click UCM and Application Server Configuration.

3. On the templates page, in the Supported System Types section select IP Office
Application Server.

4. Click Show List.
5. Select the template you want to delete.
6. Click Delete.
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7.

Applying an Application Server Configuration template

Do one of the following:
* Click Delete to confirm the action.

 Click Cancel to cancel the action.

Related links
IP_Office Application Server Templates field descriptions on page 62

Applying an Application Server Configuration template
About this task
© Important:

When you apply a template on a device, the data of the template that you apply may override
the existing system configuration data on the device.

Procedure

1.
2.

© N o o &

In System Manager, click Services > Templates.
In the navigation pane, click UCM and Application Server Configuration.

On the templates page, in the Supported System Types section select IP Office
Application Server.

Click Show List.

Select the system template you want to apply to a device.
Click Apply.

Select the server to which you want to apply the template.
Do one of the following:

* Click Now to perform the action immediately.

* Click Schedule to perform the action at a specified time.

 Click Cancel to cancel the action.

Related links
IP_Office Application Server Templates field descriptions on page 62
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Managing Application Server system configuration templates

IP Office Application Server Templates field descriptions

Name

Description

Name

The name of the system configuration template of IP Office Application
Server.

System Type

The type of system associated with the template. The options are:
* Unified Communications Module

» Application Server

Version

The version number of the template.

Last Modified Time

The date and time when the IP Office Application Server System
Configuration template was last modified.

Button Description
Details Displays the application where you can add or edit the template details.
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Chapter 13: Managing VMPro system

configuration templates

Adding a VMPro System Configuration template

Procedure

1.

On the System Manager web console, click Services > Templates.

2. In the left navigation pane, click VMPro System Configuration Template.
3. Click New.

4.

5. Click Details.

Complete the Name and Version fields.

The system launches the VMPro application.

In the right pane, complete the system configuration template by filling the required fields,
and click Update.

. Click Save and Exit to save the template specifications and exit the VMPro application.

The system displays the VMPro System Configuration page where you can view the newly
created system configuration template.

Related links
VMPro System Configuration Templates field descriptions on page 66

Viewing a VMPro System Configuration template
Procedure

July 2024

1.
2.
3.

On the System Manager web console, click Services > Templates.
In the left navigation pane, click VMPro System Configuration Template.

On the VMPro Template page, from the VMPro supported templates list, select a VMPro
system type.

. Click Show List.
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Managing VMPro system configuration templates

5. Select the system configuration template you want to view from the VMPro System
Configuration list.

6. Click View.
The system launches the VMPro application.

7. On the VMPro window, in the right pane, you can view the system configuration template
details. All the fields are read-only.

Related links
VMPro System Configuration Templates field descriptions on page 66

Editing a VMPro System Configuration template

Procedure

On the System Manager web console, click Services > Templates.

In the left navigation pane, click VMPro System Configuration Template.

On the VMPro System Configuration Templates page, select a VoicemailPro system type.
Click Show List.

Select the system configuration template you want to edit from the VMPro System
Configuration list.

6. Click Edit.
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The system launches the VMPro application.

7. To edit the configuration parameters on the Voicemail Pro-System Preferences window,
click Update.

8. Click OK.

9. Click File > Save and Exit to save the modifications to the system configuration template
and exit the VMPro application.

The system displays the VMPro System Configuration Template page.

Related links
VMPro System Configuration Templates field descriptions on page 66

Deleting a VMPro System Configuration template

Procedure
1. On the System Manager web console, click Services > Templates.

2. In the left navigation pane, click VMPro System Configuration Template.
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Applying a VMPro System Configuration template on a device

3. On the VMPro System Configuration Templates page, select a VMPro system type.

. Click Show List.

5. Select the system configuration template you want to delete from the VMPro System

Configuration Template list.
Click Delete.
The system displays the system template instance you selected for deletion.
Do one of the following:
* Click Delete to delete the template.

* Click Cancel to cancel the delete operation, and return to the VMPro System
Configuration Template landing page.

Related links
VMPro System Configuration Templates field descriptions on page 66

Applying a VMPro System Configuration template on a

device

Procedure

July 2024

1.

On the System Manager web console, click Services > Templates.

2. In the left navigation pane, click VMPro System Configuration Templates.

3. On the VMPro System Configuration Template page, select a Voicemail Pro system type.
4.
5

. From the VMPro System Configuration Templates List, select the system template you

Click Show List.

want to apply to a VMPro device.
Click Apply.

The system displays the VMPro System Configuration page where you can select a device
to apply the template.

From the list of VMPro devices, select the VMPro device on which you want to apply the
VMPro system configuration template.

0 Important:

When you apply a template on a device, the data of the template that you apply might
override the existing system configuration data on the device.

Do one of the following:
* Click Now to perform apply the template immediately.

* Click Schedule to apply the template at a specified time in Scheduler.
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Managing VMPro system configuration templates

* Click Cancel to cancel this task and return to the VMPro System Configuration Template
landing page.

Related links
VMPro System Configuration Templates field descriptions on page 66

Duplicating a VMPro System Configuration template

Procedure

1. On the System Manager web console, click Services > Templates.

2. In the left navigation pane, click VMPro System Configuration Template.

3. On the VMPro System Configuration Templates page, select a VoicemailPro system type.
4. Click Show List.
5

. From the VMPro System Configuration list, select the system configuration template that
you want to duplicate.

6. Click Duplicate.

The system launches the VMPro application.
7. In the New Template Name field, type the name of the new template.
8. Click Commit.

The system displays the new template on the VMPro System Configuration Templates
page.
Related links
VMPro System Configuration Templates field descriptions on page 66

VMPro System Configuration Templates field descriptions

Name Description

Name The name of the Voicemail Pro template.

Version The version number of the template.

Last Modified Time The date and time when the IP Office Voicemail Pro template was last
modified.

Button Description

Details Displays the IP Office Voicemail Pro application where you can add or
edit the template details.
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Chapter 14: Managing VMPro call flow

templates

Adding a VMPro Call Flow template

Procedure

1.

7.

On the System Manager web console, click Services > Templates.

2. In the left navigation pane, click VMPro Call Flow Template.
3. Click New.

4.

5. Click Details.

Complete the Name and Version fields.

The system launches the VMPro application.

In the right pane, complete the call flow template by filling the required fields, and click
Update.

Click Save and Exit to save the template specifications and exit the VMPro application.

Result

The system displays the VMPro Call Flow page where you can view the newly created call flow

template.
Related links

VMPro Call Flow Templates field descriptions on page 70

Viewing a VMPro Call Flow template

Procedure
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1.
2.
3.

On the System Manager web console, click Services > Templates.

In the left navigation pane, click VMPro Call Flow Template.

On the VMPro Template page, from the VMPro supported templates list, select the VMPro

system type.

. Click Show List.
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Managing VMPro call flow templates

5. Select the system configuration template you want to view from the VMPro call flow list.
6. Click View.
Result

The system launches the VMPro application. On the VMPro window, in the right pane, you can
view the call flow template details. All the fields are read-only.

Related links
VMPro Call Flow Templates field descriptions on page 70

Editing a VMPro Call Flow template

Procedure

1. On the System Manager web console, click Services > Templates.

2. In the left navigation pane, click VMPro Call Flow Template.

3. On the VMPro Call Flow Templates page, select a VoicemailPro system type.
4. Click Show List.

5. Select the call flow template you want to edit from the VMPro Call Flow list.
6. Click Edit.

The system launches the VMPro application.

7. To edit the call flow parameters on the Voicemail Pro-System Preferences window, click
Update.

8. Click OK.

9. Click File > Save and Exit to save the modifications to the call flow template and exit the
VMPro application.

Result
The system displays the VMPro Call Flow Templates page.

Related links
VMPro Call Flow Templates field descriptions on page 70

Deleting a VMPro Call Flow template

Procedure
1. On the System Manager web console, click Services > Templates.

2. In the left navigation pane, click VMPro Call Flow Template.

July 2024 Administering an IP Office Enterprise Branch 68

Comments on this document?



https://onecare.avaya.com/customercare/en/documentation/feedback?formId=1399859460448&p1=S3&p2=AdministeringanIPOfficeEnterpriseBranch&p3=4

2B

Applying a VMPro Call Flow template on a device

On the VMPro Call Flow Templates page, select a VMPro system type.
Click Show List.
Select the call flow template you want to delete from the VMPro Call Flow Templates list.
Click Delete.
The system displays the VMPro call flow template that you selected for deletion.
Do one of the following:
* Click Delete to delete the template.

* Click Cancel to cancel the delete operation, and return to the VMPro Call Flow
Templates page.

Related links
VMPro Call Flow Templates field descriptions on page 70

Applying a VMPro Call Flow template on a device

Procedure

1.
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On the System Manager web console, click Services > Templates.

In the left navigation pane, click VMPro Call Flow Templates.

On the VMPro Call Flow Templates page, select the Voicemail Pro system type.
Click Show List.

From the VMPro Call Flow Templates List, select the system template you want to apply to
a VMPro device.

Click Apply.

The system displays the VMPro Call Flow page where you can select a device to apply the
template.

From the list of VMPro devices, select the VMPro device on which you want to apply the
VMPro call flow template.

0 Important:

When you apply a template on a device, the data of the template that you apply might
override the call flow data on the device.

Do one of the following:
+ Click Now to apply the template immediately.
* Click Schedule to apply the template at a specified time in Scheduler.

* Click Cancel to cancel the task and return to the VMPro Call Flow Templates page.
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Managing VMPro call flow templates

Related links

VMPro Call Flow Templates field descriptions on page 70

Duplicating a VMPro Call Flow template

Procedure

1. On the System Manager web console, click Services > Templates.

Click Show List.

2B T

Click Duplicate.

In the left navigation pane, click VMPro Call Flow Template.

On the VMPro Call Flow Templates page, select a VoicemailPro system type.

From the VMPro Call Flow list, select the call flow template that you want to duplicate.

The system launches the VMPro application.

7. In the New Template Name field, type the name of the new template.

8. Click Commit.
Result

The system displays the new template on the VMPro Call Flow Templates page.

Related links

VMPro Call Flow Templates field descriptions on page 70

VMPro Call Flow Templates field descriptions

Name Description
Name The name of the Voicemail Pro template.
Version The version number of the template.

Last modified time

The last time that the IP Office Voicemail Pro template was modified.

Button Description
Details Displays the template details of the IP Office Voicemail Pro application.
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Part 4: Additional information
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Chapter 15: IP Office file transfer

Transferring audio files to an IP Office device
Procedure
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1.

On the System Manager web console, click Elements > IP Office.

2. Click File Transfer.
3.
4

. In Select Files to Upload, click the audio file that you want to upload.

In Select File Type, click Audio.

List Audio Files displays the list of audio files that you have uploaded using Manage
Audio in IP Office System Configuration Templates.

In the IP Office Destination Folder Location field, the system displays the default
location where you want to transfer the file.

5. In Devices List, select the IP Office device where you want to upload the audio file.

. Click Commit.

7. On the IP Office File Transfer page, perform one of the following actions:

* Click Now to upload the audio file to the IP Office device.

* Click Schedule to upload the audio file at the scheduled time.

° Note:

Using the file transfer capability you cannot upload PLDS license files. See Deploying

Avaya IP Office™ Platform as an Enterprise Branch with Avaya Aura® Session
Manager to view details on uploading a PLDS license file to the IP Office device, if
applicable.

After you schedule a file transfer do not delete the file till the transfer is complete. The

file transfer operation fails if you delete the file you want to transfer.

. To check the status of the file transfer, click Services > Scheduler.
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Transferring files to an IP Office device

Transferring files to an IP Office device
Procedure

1.

o &> 0N

On the System Manager web console, click Elements > IP Office.
Click File Transfer.

In Select File Type, click Other.

In Select Files to Upload, select the file you want to upload.

In the IP Office Destination Folder Location field, enter the location of the IP Office
device where you want to transfer the file.

6. From Select IP Office(s), select the IP Office device where you want to upload the file.
7. Click Commit.

. On the IP Office File Transfer page, perform one of the following actions:

* Click Now to upload the greeting file to the IP Office device.
* Click Schedule to upload the greeting file at the scheduled time.

° Note:

After you schedule a file transfer do not delete the file till the transfer is complete. The
file transfer operation fails if you delete the file you want to transfer.

Using the file transfer capability you cannot upload PLDS license files. See Deploying
Avaya IP Office™ Platform as an Enterprise Branch with Avaya Aura® Session
Manager to view details on uploading a PLDS license file to the IP Office device, if
applicable.

. To check the status of the file transfer, click Services > Scheduler.

Uploading files to the System Manager repository

About this task

If you select Other as the file type, you can upload files up to 300MB in the System Manager
repository.

Procedure

1.
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On the System Manager web console, click Elements > IP Office.

Click IP Office > File Transfer.

In Select Files to Upload, select the file that you want to upload to System Manager.
Browse to the file in your local computer, and select the file you want to upload.

Click Save.

Administering an IP Office Enterprise Branch 73
Comments on this document?



https://documentation.avaya.com/bundle/IPOfficeBranchDeployAura/page/OverviewOfIPOfficeInAnAvayaAuraBranchEnvironment.html
https://documentation.avaya.com/bundle/IPOfficeBranchDeployAura/page/OverviewOfIPOfficeInAnAvayaAuraBranchEnvironment.html
https://documentation.avaya.com/bundle/IPOfficeBranchDeployAura/page/OverviewOfIPOfficeInAnAvayaAuraBranchEnvironment.html
https://onecare.avaya.com/customercare/en/documentation/feedback?formId=1399859460448&p1=S3&p2=AdministeringanIPOfficeEnterpriseBranch&p3=4

IP Office file transfer

The system displays the uploaded file in the List Uploaded Files table. You cannot upload a

file greater than 30MB.

° Note:

The current versions of Firefox, Google Chrome, Safari, Opera and Android support
file size validation, but Internet Explorer 9.0 does not support file size validation.
Internet Explorer 10.0 is likely to support file size validation.

Deleting an uploaded file

Procedure

1. On the System Manager web console, click Elements > IP Office.

Click IP Office > File Transfer.
In Select File Type, click Other.

o & DN

Click Delete.

In List Uploaded Files, select the files that you want to delete.

IP Office file transfer field descriptions

Select File Type

Name

Description

File Type

Select the type of file you want to upload to the IP
Office device. The values are:

» Audio: Uploads the audio files to the IP Office
device.

+ Other: Transfers other files such as phone
settings, firmware files, and other IP Office files.

Select Files to Upload (Audio Files)

Name

Description

wav Audio File Name

The file name of the . wav type of audio file.

Last uploaded time of wav

The time when you last uploaded the .wav audio
file in the system.

Recording Label

The recording label of the .wav file.

c11 Audio File Name

The file name of the .C11 type of audio file.

Table continues...
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IP Office file transfer field descriptions

Name Description

Last converted time of wav to c11 The time when you last converted a . wav file to
a .C11 audio file.

Select Files to Upload (Other files)

Name Description

File Name The name of the file that you want to upload to the
IP Office device.

Enter IP Office Destination Folder Location to Push Files

Name Description

IP Office Destination Folder Location The IP Office location of the auto attendant
file. The default value for audio is
SYSTEM\DYNAMIC\LVMAIL\AAG\.

For other files, provide the location of the IP
Office device. The default location for other files is

SYSTEM\PRIMARY\.
Select IP Office(s)

Name Description

Device Name The name of the IP Office device where you want to
upload the file.

IP Address The IP address of the IP Office device where you
want to upload the file.

System Type The type of the system associated with the IP Office
device.

Last Operation on Device The last operation that you performed on the IP
Office device.

Status The status of the file transfer.

System Configuration Template The current IP Office System Configuration

template that exists on the IP Office device.

Last Modified Time of System Configuration The last time you modified the System
Configuration template.

Last Backup Time The last time you performed the backup operation
for this system configuration.

Button Description
Commit Uploads the audio file or other file to the IP Office
device.
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Chapter 16: Manual failback

Failback policy

The failback policy feature is used to determine how the Centralized SIP phones failback to
normal operation after connectivity to Avaya Aura® Session Manager is restored. You must use
two different parameters to configure this feature. One parameter is the global failback policy
parameter that is configured through Avaya Aura® System Manager for the Session Manager and
impacts all Session Manager SIP phones in the enterprise. The other parameter is the IP Office
failback policy parameter that is configured on each IP Office and impacts the operation of that IP
Office. The settings for these two parameters must match.

The global failback policy parameter configured in System Manager can be set to Auto (the
default) or Manual. The setting is applied to all phones in all branches in the network. It cannot
be set per-branch. When set to Auto, the centralized SIP phones will automatically failback to
normal (sunny-day) operation when connectivity to Session Manager is restored. In addition, for
networks that include two Session Managers for redundancy, when connection to the primary
Session Manager is lost, failback from the secondary Session Manager to the primary Session
Manager will occur automatically when the primary Session Manager comes back into service.

When the global failback policy is set to Manual, the failback to normal operation must be
initiated manually when connectivity to Session Manager is restored. For networks that include
two Session Managers for redundancy, when connection to the primary Session Manager is lost,
failback from the secondary Session Manager to the primary Session Manager must also be
performed manually when the primary Session Manager comes back into service.

The option to set the global failback policy to Manual is provided because there may be occasions
when you do not want the SIP phones to automatically failback to normal operation when
connectivity to Session Manager is restored. For example, if the network is experiencing constant
fluctuations causing frequent switching between the Sunny day and Rainy day mode with service
interruptions during the transitions, you might want to first verify the network is stable before
failback to normal operation occurs. When you set the global failback policy to Manual, you can
manually initiate the failback after you determine that the network is stable.

Initiating failback

Before you begin
You must configure the failback settings in the IP Office manager.
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Procedure

IP Office failback field descriptions

1. On the System Manager web console, click Elements > IP Office.

2. Click Initiate Failback.

3. On the IP Office Manual Failback page, select the devices for which you want to initiate

manual failback.

System Manager lists only those devices that have manual failback settings.

4. Perform one of the following actions:

» Click Now to initiate manual failback.

* Click Schedule to initiate manual failback at the scheduled time.

IP Office failback field descriptions

Name

Description

Device Name

The name of the IP Office device with manual
failback configuration.

IP Address

The IP address of the IP Office device with manual
failback configuration.

System Type

The type of system associated with the IP Office
device.

Last Operation on Device

The latest operation you performed on the IP Office
device.

Status

The status of the operation that you performed last
on the IP Office device.

System Configuration Template

The current IP Office System Configuration
template that exists on the IP Office device.

Last Modified Time of System Configuration

The last time you modified the System
Configuration template.

Last Backup Time

The last time you performed the backup operation
for this system configuration.

Button Description
Now Click to initiate failback for the devices you have
selected.
Schedule Click to schedule failback for the devices you have
selected.
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Chapter 17: Upgrading IP Office

Overview of managing software

Use Manage Software from Services > Solution Deployment Manager to:

» Analyze the current software and get recommendations on the available version for the
device

Download the compatible software and upgrade the devices

Collect the inventory and the components of a device in System Manager using Get
inventory

Upgrade IP Office and Application Server devices

Install software patches for IP Office and Application Server devices

Get inventory

Before you begin

Enable SNMP so that the devices are discovered for upgrades. Set the corresponding SNMPv1
communities for the devices in System Manager through Inventory > Manage Elements.

© Important:

Configure SNMP parameters on the device before you configure the same device in System
Manager. You must use the same SNMP credentials for the device in System Manager.

Procedure

1. On the System Manager web console, click Services > Solution Deployment Manager.
In the navigation pane, click Upgrade Release Selection.
In the Upgrade to release field, select SMGR 6.3.8, and click Commit.

In the navigation pane, click Manage Software.

o > oD

On the Manage Software page, Click IP Office > Get Inventory to obtain the inventory for
the IP Office devices.
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Analyzing the software

6. Perform one of the following actions:
* Click Now to collect the inventory or the components of the device.

* Click Schedule to get the inventory at a later time.

Analyzing the software

Before you begin

Get the inventory

Configure user settings

Ensure that the inventory is populated.
About this task

Using the analyze feature, you can identify if a new software is available for the inventory, and if
you have permissions to download the software.

Procedure
1. On the System Manager web console, click Services > Solution Deployment Manager.
2. In the navigation pane, click Manage Software.

3. On the Manage Software page, click IP Office > Analyze > Now to analyze if any new IP
Office software is available.

Click Analyze > Schedule to perform the operation at a later time.

Downloading the software
About this task

You can download the software releases that you are entitled from Avaya PLDS, or from an
alternate source to System Manager.

Before you begin
Refresh the elements in the inventory.
Analyze the software.
Create a software library.
Procedure
1. On the System Manager web console, click Services > Solution Deployment Manager.

2. In the navigation pane, click Manage Software.
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Upgrading IP Office

3. On the Manage Software page, click IP Office, select a device, and click Download.

The system displays the File Download Manager page where the required download files
are listed.

4. To change the display settings, click one of the following:

» Tree View: To view the list of elements in the tree format. The system displays each
element with the list of components associated with the element that you selected.

* List View: To view the list of elements in the list format. Every element is displayed
individually.

5. In Select Software/Hardware Types, select the software or firmware that you want to
download.

6. Click Show Files.
7. In Select Files Download Details, do the following:
a. In Source, click the source from which you want to download the files.
The options are Avaya PLDS/Alternate Source and My Computer.
b. Select the files that you want to download.
c. Click Download.

Result
In File Download Status, the system displays the file that you selected for download.

Upgrading an IP Office device

Before you begin
* Obtain the inventory.
* Analyze the software.
» Download the software.
About this task
Use the procedure to upgrade IP Office and Application Server devices and their components.
Procedure
1. On the System Manager web console, click Services > Solution Deployment Manager.
2. In the navigation pane, click Manage Software.
3. On the Manage Software page, perform one of the following:
» To update IP Office, click IP Office.
» To upgrade Application Server, click IP Office > UCM or IP Office Application Server.
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July 2024

Upgrading an IP Office device

. Select the device that you want to upgrade, and click Upgrade.

° Note:

The Upgrade button is available only if the analyze operation is complete.

. On the Download Manager page, in the Release column, select a version.

You can configure a specific version other than the recommended version by selecting an
option of your choice from the field.

. In the Library field, select the software library.

0 Important:

The system lists only those software libraries with the HTTP protocol.

. Click one of the following:

* Now: To upgrade the device immediately.
» Schedule: To upgrade the device at a specified time.

Status on the IP Office page displays the status of the upgrade. Click the status of the IP
Office device to view the logs and the description of the upgrade operation.

° Note:

When you upgrade B5800 Branch Gateway to IP Office, the Status in the Operation
Status table displays Processing. After the upgrade is successful, the system
continues to display Processing in the Status column.

On the IP Office page, in the second table, the system displays the Status as IDLE for
the device that you upgraded. The Current Version displays the new version of the IP
Office device. This information indicates that the upgrade was successful.
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Chapter 18: Additional Help and
Documentation

The following pages provide sources for additional help.

Related links
Additional Manuals and User Guides on page 82
Getting Help on page 82
Finding an Avaya Business Partner on page 83
Additional IP Office resources on page 83

Training on page 84

Additional Manuals and User Guides

The Avaya Documentation Center website contains user guides and manuals for Avaya products
including IP Office.

« For a listing of the current IP Office manuals and user guides, look at the Avaya IP Office™
Platform Manuals and User Guides document.

* The Avaya IP Office Knowledgebase and Avaya Support websites also provide access to the
IP Office technical manuals and users guides.

- Note that where possible these sites redirect users to the version of the document hosted
by the Avaya Documentation Center.

For other types of documents and other resources, visit the various Avaya websites (see
Additional IP Office resources on page 83).

Related links
Additional Help and Documentation on page 82

Getting Help

Avaya sells IP Office through accredited business partners. Those business partners provide
direct support to their customers and can escalate issues to Avaya when necessary.
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Finding an Avaya Business Partner

If your IP Office system currently does not have an Avaya business partner providing support and
maintenance for it, you can use the Avaya Partner Locator tool to find a business partner. See
Finding an Avaya Business Partner on page 83.

Related links
Additional Help and Documentation on page 82

Finding an Avaya Business Partner

If your IP Office system currently does not have an Avaya business partner providing support and
maintenance for it, you can use the Avaya Partner Locator tool to find a business partner.

Procedure

1. Using a browser, go to the Avaya Website at https://www.avaya.com

2. Select Partners and then Find a Partner.
3. Enter your location information.
4. For IP Office business partners, using the Filter, select Small/Medium Business.

Related links
Additional Help and Documentation on page 82

Additional IP Office resources

In addition to the documentation website (see Additional Manuals and User Guides on page 82),
there are a range of website that provide information about Avaya products and services including
IP Office.

« Avaya Website (https://www.avaya.com)

This is the official Avaya website. The front page also provides access to individual Avaya
websites for different regions and countries.

» Avaya Sales & Partner Portal (https://sales.avaya.com)

This is the official website for all Avaya business partners. The site requires registration for
a user name and password. Once accessed, you can customize the portal to show specific
products and information type that you want to see.

» Avaya IP Office Knowledgebase (https://ipofficekb.avaya.com)

This site provides access to an online, regularly updated version of IP Office user guides and
technical manual.

« Avaya Support (https://support.avaya.com)
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Additional Help and Documentation

This site provide access to Avaya product software, documentation and other services for
Avaya product installers and maintainers.

- Avaya Support Forums (https://support.avaya.com/forums/index.php)

This site provides forums for discussing product issues.

* International Avaya User Group (https://www.iuag.org)

This is the organization for Avaya customers. It provides discussion groups and forums.

+ Avaya DevConnect (https://www.devconnectprogram.com/)

This site provides details on APIs and SDKs for Avaya products, including IP Office. The site
also provides application notes for third-party non-Avaya products that interoperate with IP
Office using those APIs and SDKs.

» Avaya Learning (https://www.avaya-learning.com/)

This site provides access to training courses and accreditation programs for Avaya products.

Related links
Additional Help and Documentation on page 82

Training

Avaya training and credentials ensure our Business Partners have the capabilities and skills to
successfully sell, implement, and support Avaya solutions and exceed customer expectations. The
following credentials are available:

» Avaya Certified Sales Specialist (APSS)
» Avaya Implementation Professional Specialist (AIPS)
* Avaya Certified Support Specialist (ACSS)
Credential maps are available on the Avaya Learning website.

Related links
Additional Help and Documentation on page 82

July 2024 Administering an IP Office Enterprise Branch 84

Comments on this document?



https://support.avaya.com/forums/index.php
https://support.avaya.com/forums/index.php
https://www.iuag.org
https://www.iuag.org
https://www.devconnectprogram.com/
https://www.devconnectprogram.com/
https://www.avaya-learning.com/lms/#/training/catalog/search/IP%20OFFICE
https://www.avaya-learning.com/
https://www.avaya-learning.com/lms/#/training/catalog/search/IP%20OFFICE
https://onecare.avaya.com/customercare/en/documentation/feedback?formId=1399859460448&p1=S3&p2=AdministeringanIPOfficeEnterpriseBranch&p3=4

Index

A (o0 10 | £=1= T 83
Creating a backup of the IP Office device configuration ...... 20
about audio fileS ......c.coeiiiiieei e 55  creating a backupApplication Serverdevice configuration ... 27
about IP Office element manager ...........ccoccoevvvviiiiciiecnnnne 9 custom prompt files
Add IP Office BrANSTEL <. 31
field description .........c..cooiiiiiiiiii e 43
Adding a VMPro Call Flow template ..........cccccceevieeinienennne. 67 D
Adding a VMPro System Configuration template ................ 63
Adding an Application Server Configuration template ......... 59 yefault login password for day one configuration of an IP
adding IP Office endpoint template ................ccooooooovcvcvcenen 47 OFfICE BVICE .vvvvvvvveeeeeeveeesssssssssssssssss s 12
adding IP Office system configuration templates ................. 52 Deleting a VMPro Call Flow template ...........ccoooovevereveeeen. 68
Admini.strator ........................................................................ Q Deleting a VMPro System Configuration template ______________ M
analyzing Deleting an Application Server System Configuration
SOTEWATIE ... 79 EEMPIALE ... eee e 60
APlS ..................................................................................... & delet|ng an aUdIO f||e |n IP Offlce SyStem Conf|gurat|on
Application Notes ... 83 EEMPIALE vvoveeeee e es e eereeeees 57
Application Sgrver .......................................................... @, ﬂ deleting IP Office endpoint templates __________________________________ @
transfer files ..., & deleting IP Office system configuration templates _______________ 573
(U] oo =T [N PP 78 deleting uploaded audio file ...........ccccovoveeeeeeeieceee e 74
Application Server Backup field descriptions ..................... 28 deleting uploaded greeting file ........o..vvoevereverereeerrerrsren. 74
Application Server Restore field descriptions ..................... 30 Jevice CONMIGUIALION .......veeeveeereeeeeeeeeee e 26, 27
Application Server security configuration field descriptions .39 geyice configurationApplication Server ............co......... 27
Application Server System Configuration template downloading T
field desCriptions ..o 62 SOFEWAIE .ottt 79
Application Serverbackup .................................................... 27 Downloading IP Office System Configuration ______________________ 14
Applying a VMPro call flow template on a device ................ 69 downloading the voice mail Call fIOW ...........oveevvererererrrreene. 34
Applying a VMPro System Configuration template on a Duplicating a VMPro call flow template ..............cccccocovee... 70
[0 123/ (o @ Duplicating a VMPro System Configuration template __________ @
Applying an Application Server Configuration template ....... 61 duplicating IP Office endpoint templates ..............ooervvererven. 49
Applying an IP Office system configuration template on T
an IP Office device .........cooovviiiiiieeeeiieeeee, 54
audio files E
ErANSTEN ..o 72 editing a Security GONfIQUIAHON ..o 16
Editing a VMPro call flow template .........cccccccveviviininennenn. 68
B Editing a VMPro System Configuration template ................. 64
) Editing an Application Server Configuration template ......... 60
B5800 endpoint templates Editing an Application Server security configuration ............ 38
dupllcate ....................................................................... ﬁ Edltlng an Application Server system configuration ............. @
Backup SRR T E, E edltlng IP Office endpoint templates .................................... @
bac!(up field descrlptlons ..................................................... 22 edltlng IP Office system configuration templates ................. 53
business partner [0 7= (o ] LN 83 edltlng the voice mail pro Call FOW oo 33
editing the voice mail pro system configuration ................... 36
C
collecting iINVENtOry ..........oooiiiiiie e 78 F
configuring http or https protocol for remote server ............. 19 failback PONICY ettt 76
configuring IP Office in Active-Active scenario .................... 45 feld descriptions T
conf!gur?ng IP Office when primary nonfunctional ................ 44 Application Server System Configuration template ...... 62
configuringfor GR IP Office System Configuration template ...................... 55
IP OFfICE oo 44 File transfer field desCription ........ocveveeeeeeeeeee e 74
converting .wav audio files ..., D6 FOPUMS ©.ovveeveoeeeeeee e e e ee e s e es e s es e eeee e e 83
converting .wav to .c11 audio file format .............c.ccccceeee. 56 T
converting to .c11 audio files .........ccceeviieiiie e, 56
July 2024 Administering an IP Office Enterprise Branch 85

Comments on this document?



https://onecare.avaya.com/customercare/en/documentation/feedback?formId=1399859460448&p1=S3&p2=AdministeringanIPOfficeEnterpriseBranch&p3=4

G IP Office Restore field descriptions .........ccccooecieiiiiiiciennenn. 24
IP Office security configuration field description .................. 17
GetiNVENTONY ....ooiiiic e 78 IP Office security configuration field descriptions ................ 17
greeting files IP Office System Configuration
L(F= 1 E) (=T SO 72 manage audio files .........oooviiiiiiiii 55
IP Office system configuration template
H upload audio files ........cceeeiiiiiii e 55
IP Office System Configuration template
HEID e 82 field descriptions ... 55
http or https protocol IP Office System Configuration template field descriptions . 55
CONFIQUIE .t 19 IP Office system configuration templates
= Lo [o I 52
convert .Wav to .CT1 ... 56
| CONVEIt 10 .CTT e 56
o . [0 [ 1=] (T 53
'“'“alts fg'f'fpa‘;k de1ete AUAIO IS wovvvvoeoooeeooeoeoeoeoeoeoeoeee 57
APOMCE .o s I oo 53
Initiate failback ..........coooiiiiie e 76 view 52
Initiating failback .............ccccviiiiiii 76 0 T -
inventory
COIBCHON v er e eneans 78 J
IP OffiCE ..o 19, 22
Add AEVICE oo 43 JRErequirement ... 10
deleting files ..c.ooooeieiiee e 74
initiate failback ... % M
OVEIVIEBW ..ot e et e et e et e e et e e e et e e e e e e e e eeaaeees 9
security configuration ...........c.cooeeiiiiie i 15 manage audio field description ............ccooccviiiiiiiiiiiiee s 57
Start ..o 11 managing software
system configuration ...........ccccooeciiiie i 14 Application Server .........ccccveeiiiiiiee e 78
transferring files .........oooveiiiiiii e 72 IP OffiCE ..ot 78
(] oo = To [T PSR 78,80  MaANUALS ... 82
IP Office Application Server system configuration field
AESCrIPLIONS ...vvviiiiiieiiiiiieiee e 41 Q
IP Office backup
field descriptions ... 22 Quick Reference GUIAES ..........ovoveeveeeeeeeeeeeeeeseeeeeeeeeeeseon. 82
IP Office configuring for GR .........ccccceeiiiiiiiieieeece 44, 45
IP Office device
transfer files ..., 73 R
(U] ] (o T3 QSR UPRUPTPR 10
IP Office device configuration Reseller. ................................................................................ 82
ReStOration ...........eeeeeiiiiiiiieeeee e 19
LTS (0] (= 2N 21
IP Office device configuration backup ................oooovvvvvvvv... 19 Eestore ..... A|t ...... s ...................................................... %
IP Office device configuration restoration ...............cccccc....... 19 Res ore an . pplica .|on grver """""""""""""""""""""""" -
IP Office endpoint template esto_redewce .conflgu!'atlon TR 27
VIBW ettt et ee e e e e e e eeeeeeeeeeeee e s e e e sssssbsrrsneneneeeeeeens 47 restoring IP Office device configuration ......................ccoc.... AL
IP Office endpoint template field description ........................ 50
IP Office endpoint templates S
F= Lo [o I RN 47
QIO oo 49 SAIES ..o 83
B v 48 Saving Voice Mail Pro call flow as a template .................... 34
field description ...........cooeiiiiiiiiii e E Saving Voice Mail Pro system configuration as a template . 37
FIMOVE oo @ SIS e a e &
UPGFAAE ..., 50  security configuration ..o 15
IP Office failback field descriptions ............cccccveveeeeveveenenn. 77 1Yo L1 16
IP Office field desCriptions .........cccceeeveeeeeeeeeeeeereenn 17,74 VIBW ettt ettt e e et e e e e e e e e e e e e e 15
IP Office GR cONfIQUration ..........cceveveueveeeeeeeeeeeeeeeeeeeeeeneenns 44  Setting up System Manager to start IP Office ...................... 1"
IP Office GR configuration in Active-Active scenario ........... 45  setting up System Manager to start IP Office element
IP Office GR configuration when primary nonfunctional ...... 44 MANAJEN ..o "
July 2024 Administering an IP Office Enterprise Branch 86

Comments on this document?



https://onecare.avaya.com/customercare/en/documentation/feedback?formId=1399859460448&p1=S3&p2=AdministeringanIPOfficeEnterpriseBranch&p3=4

software

AOWNIOAA ..o
software upgrade

analyze SOftWare ..........cccoveeeiiiiiiiiii e
starting IP Office element manager ...........ccccceevviieeniieennen.
starting the IP Office element manager ...........cccocceeviieennen.
SUPPOM ettt
System AdmINIStrator ..........cccoooieviiiiiie
system configuration ...
System Manager

UPIload fil€S ..oooeeeiiiiiee e
system template

manage audio field description ..........ccccccvieeiiiinnnen.
T
Technical Bulletins ...
EraiNING ..eeeeeee e 83,
transfer custom prompt files ........ccccceeeeiiiiii i,
transfer files

Application Server .........coccceeeieiiiiee e,
Transferring audio field description ............ccccooviiiiiiinnnnenn.
transferring audio files ...........ooooveiiiiiini
transferring files to IP Office device ........cccoocvevieeeienennnen.
transferring greeting files ..o
transferring greeting files to IP Office .........cccccevviiiiiennnnns,
Transferring greetings field description ..........cccocvvvieniennn.
U
Unlocking IP Office deviCe ........cccovviiiiiiiiiiiiieiee e
upgrade

IP OffiCE weeviiieeeee e

IP Office Application Server .........ccccceviieiiiieeiniincne,
upgrading IP Office endpoint templates ............cccccceeevnnnen.
uploading an audio file in IP Office system configuration

teMPIate ..o

uploading files to the System Manager repository ...............
USEI GUIAES .ot
\'
Viewing a VMPro call flow template ...........ccococeevieieninnnns
Viewing a VMPro System Configuration template ...............
Viewing an Application Server Configuration template ........
viewing an Application Server security configuration ...........
Viewing an Application Server system configuration ...........
viewing an IP Office endpoint template ............cccceevceeennenn,
viewing IP Office system configuration templates ................
viewing security configuration .............ccccooiiiiiiiiiinii e
Viewing the status of a Voice Mail Pro call flow ...................
viewing the voice mail pro call flow ..........ccccevviiiniiiiniene
viewing the voice mail pro system configuration ..................
VMPro Call Flow Templates field descriptions .....................
VMPro system configuration Templates

field descriptions .........cccueeiiiiiiiiie e
July 2024

67

63

59

38

40

47

52

15

34

33

36

70

66

Voice Mail Pro call flow field descriptions
voice mail pro system configuration field descriptions

w

websites

Administering an IP Office Enterprise Branch

Comments on this document?

37

83

87


https://onecare.avaya.com/customercare/en/documentation/feedback?formId=1399859460448&p1=S3&p2=AdministeringanIPOfficeEnterpriseBranch&p3=4

	Contents
	Part 1: Administering IP Office Enterprise Branch servers
	Chapter 1: IP Office Element Manager
	IP Office Element Manager
	JRE requirement for client computers

	Unlocking an IP Office device
	Starting the IP Office Element Manager
	Setting up System Manager to start IP Office element manager
	Default login password for day one configuration of an IP Office device

	Chapter 2: IP Office system configuration
	System Configuration
	Downloading the IP Office system configuration

	Chapter 3: IP Office security configuration
	Security Configuration
	Viewing a security configuration
	Editing a security configuration
	IP Office security configuration field descriptions

	Chapter 4: Backup and restore of the IP Office devices
	IP Office device configuration backup
	IP Office device configuration restoration
	Configuring the http or https protocol for a remote server
	Creating a backup of the IP Office device configuration
	Restoring the IP Office device configuration
	IP Office Backup field descriptions
	IP Office Restore field descriptions

	Chapter 5: IP Office Application Server
	IP Office Application Server device configuration backup
	Application Server device configuration restoration
	Creating a backup of the IP Office Application Server device configuration
	Restoring the IP Office Application Server device configuration
	IP Office Application Server Backup field descriptions
	IP Office Application Server Restore field descriptions
	Transferring custom prompt files to an IP Office Application Server device

	Chapter 6: Voice Mail Pro Call Flow and System Configuration
	Viewing the Voice Mail Pro call flow
	Editing the Voice Mail Pro call flow
	Downloading the Voice Mail Pro call flow
	Viewing the status of a Voice Mail Pro call flow
	Saving Voice Mail Pro call flow as a template
	VMPro Call Flow field descriptions
	Viewing the Voice Mail Pro system configuration
	Editing the Voice Mail Pro system configuration
	Saving Voice Mail Pro system configuration as a template
	VMPro system configuration field descriptions

	Chapter 7: IP Office Application Server security configuration
	Viewing IP Office Application Server security configuration
	Editing IP Office Application Server security configuration
	IP Office Application Server security configuration field descriptions

	Chapter 8: IP Office Application Server system configuration
	Viewing a IP Office Application Server system configuration
	Editing a IP Office Application Server system configuration
	IP Office Application Server system configuration field descriptions


	Part 2: Adding IP Office to System Manager
	Chapter 9: IP Office configuration
	Add IP Office field descriptions
	IP Office configuration
	IP Office configuration when the primary System Manager is nonfunctional
	IP Office configuration in the Active-Active scenario


	Part 3: Using templates
	Chapter 10: Managing IP Office Endpoint template
	Adding an IP Office endpoint template
	Viewing an IP Office endpoint template
	Editing an IP Office endpoint template
	Duplicating an IP Office endpoint template
	Deleting an IP Office endpoint template
	Upgrading IP Office endpoint templates
	IP Office endpoint template field descriptions

	Chapter 11: Managing IP Office System Configuration template
	Adding an IP Office System Configuration template
	Viewing an IP Office System Configuration template
	Editing an IP Office system configuration template
	Deleting an IP Office system configuration template
	Applying an IP Office system configuration template on an IP Office device
	IP Office System Configuration template field descriptions
	Manage audio files
	Uploading an audio file
	Converting a .WAV audio file to a .C11 audio file
	Deleting an audio file
	Manage Audio field descriptions

	Chapter 12: Managing Application Server system configuration templates
	Adding an Application Server Configuration template
	Viewing an Application Server Configuration template
	Editing an Application Server Configuration template
	Deleting an Application Server Configuration template
	Applying an Application Server Configuration template
	IP Office Application Server Templates field descriptions

	Chapter 13: Managing VMPro system configuration templates
	Adding a VMPro System Configuration template
	Viewing a VMPro System Configuration template
	Editing a VMPro System Configuration template
	Deleting a VMPro System Configuration template
	Applying a VMPro System Configuration template on a device
	Duplicating a VMPro System Configuration template
	VMPro System Configuration Templates field descriptions

	Chapter 14: Managing VMPro call flow templates
	Adding a VMPro Call Flow template
	Viewing a VMPro Call Flow template
	Editing a VMPro Call Flow template
	Deleting a VMPro Call Flow template
	Applying a VMPro Call Flow template on a device
	Duplicating a VMPro Call Flow template
	VMPro Call Flow Templates field descriptions


	Part 4: Additional information
	Chapter 15: IP Office file transfer
	Transferring audio files to an IP Office device
	Transferring files to an IP Office device
	Uploading files to the System Manager repository
	Deleting an uploaded file
	IP Office file transfer field descriptions

	Chapter 16: Manual failback
	Failback policy
	Initiating failback
	IP Office failback field descriptions

	Chapter 17: Upgrading IP Office
	Overview of managing software
	Get inventory
	Analyzing the software
	Downloading the software
	Upgrading an IP Office device

	Chapter 18: Additional Help and Documentation
	Additional Manuals and User Guides
	Getting Help
	Finding an Avaya Business Partner
	Additional IP Office resources
	Training


	Index

