AVAYA

DevConnect Program

Application Notes for Tetherfi Multimedia Agent Client
R5.1 with Avaya Proactive Outreach Manager R4.0.2 — Issue
1.0

Abstract

These Application Notes describe the configuration steps required for Tetherfi Multimedia
Agent Client 5.1 to interoperate with Avaya Proactive Outreach Manager 4.0.2. Tetherfi
Multimedia Agent Client is a web-based CTI solution which integrates with Avaya Proactive
Outreach Manager using the Agent Desktop API.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program.

PG; Reviewed: Avaya DevConnect Application Notes 1 of 59
SPOC 1/15/2025 ©2025 Avaya LLC. All Rights Reserved. TMAC_POM402



1. Introduction

These Application Notes describe the configuration steps required for Tetherfi Multimedia Agent
Client 5.1 to interoperate with the Avaya solution consisting of Avaya Proactive Outreach
Manager R4.0.2, Avaya Aura® Communication Manager R10.1, Avaya Aura® Session Manager
R10.1 and Avaya Aura® Application Enablement Services R10.1 using the Agent Desktop API
on Avaya Proactive Outreach Manager (POM). Tetherfi Multimedia Agent Client (TMAC) is a
web-based CTI solution. This thin client provides a single unified CTI desktop capable of
servicing Voice, SMS, Email, Chat, Video and Social Media Channels.

TMAC is an Agent/User desktop application that allows users to control telephony functions via
their desktop PC instead of physical hard phone or softphone. It empowers agents/users to
interact with customers across multiple channels. TMAC connects to POM using the Agent
Desktop API to provide Computer Telephony Integration (CTI) call control and monitoring
functionality. Contact Center agents log into this desktop to handle all interactions across
channels for outbound calls.

Note: Tetherfi Multimedia Agent Client may also be referred to as ‘TMAC’, or ‘Agent Desktop’
throughout these Application Notes.

Note: A connection to Avaya Aura® Application Enablement Services is required in order for
this solution to work. The details of this connection are contained in the Application Notes for
Tetherfi Multimedia Agent Client with Avaya Aura® Communication Manager and Avaya
Aura® Application Enablement Services, please refer to these Application Notes for any
information on the connection to Avaya Aura® Application Enablement Services.

2. General Test Approach and Test Results

The general test approach was to validate the ability of TMAC to connect to POM and handle
and control various Communication Manager endpoints in a variety of outbound call scenarios.
Two agents were logged into TMAC, each agent was assigned to a specific Avaya endpoint, a
SIP and H.323 endpoint was used during compliance testing. Outbound POM calls were made
from these endpoints using TMAC to control the calls. Two outbound campaigns were run, a
progressive campaign where outbound calls are made to customers on behalf of the agent and the
agent is connected automatically, and a preview campaign where the call is presented to the
agent allowing the outbound call to be initiated by the agent. All calls are handled by the agent
desktop. Serviceability testing was carried out to observe the response of the agent desktop when
various LAN failures were simulated.

For compliance testing, POM was configured as “CCElite” to allow communications with
Communication Manager and Application Enablement Services. POM was installed on Avaya
Experience Portal. Calls to and from Experience Portal were routed via a SIP trunk to Avaya
Aura® Session Manager.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
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Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Avaya systems
and Tetherfi Multimedia Agent Client did not include use of any specific encryption features as
requested by Tetherfi.

2.1. Interoperability Compliance Testing
Interoperability compliance testing consisted of using TMAC to verify successful handling and
control of a variety of endpoints as follows:
e Agent Log In/Log Out using Agent Desktop.
e Set Status for ACD Agents using Agent Desktop.
e Outbound calls using POM and controlling the call using Agent Desktop.
Scheduling Callback using Agent Desktop.
Adding and removing contacts from Do Not Call (DNC) lists.
Call features such as hold, consult, transfer and conference using Agent Desktop.
Serviceability testing by simulating LAN failures.

2.2. Test Results

All test cases were executed successfully, with the following observations:

1. Calls must be transferred or conferenced within 40secs (approx.) or the
transfer/conference consultation will fail. This is when transferring or conferencing with
another agent 1D, the transfer/conference will work fine when done to another extension.

2. There are some discrepancies with the precise information shown on the Agent State
compared to that shown on the POM Dashboard, however they would always be referring
to the same state, for example the POM dashboard may show ‘idle’ and TMAC shows
‘ready’.

3. A connection to Avaya Aura® Application Enablement Services is required for this
solution to work. The details of this connection are contained in the Application Notes for
Tetherfi Multimedia Agent Client with Avaya Aura® Communication Manager and
Avaya Aura® Application Enablement Services.
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2.3. Support

Technical support on Tetherfi can be obtained through the following:
e Phone: +65-6715 7048 (Singapore), +1-415 9157048 (US)
e Email: support@tetherfi.com
e Web: https://www.tetherfi.com
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3. Reference Configuration

Figure 1 below shows Communication Manager serving both SIP and H.323 endpoints with
Avaya Proactive Outreach Manager providing an Agent Desktop API to which the Tetherfi
Multimedia Agent Client application connects to. Session Manager is used to route the outbound
calls to the PSTN via Session Border Controller.

Controller used to simulate a

SIP trunk PSTN Connection

Session Border
Controller

J Avaya Session Border

I
[}

[}
SIP
1
[}

]

Session Manager
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Figure 1: Connection of Tetherfi Multimedia Agent Client with Avaya Proactive Outreach
Manager R4.0.2 and Avaya Aura® Communication Manager R10.1
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment/Software Firmware/Version
Avaya Experience Portal 8.1.2.0.0402
Avaya Proactive Outreach Manager 4.00.02.02.23116
System Manager 10.1.3.0 Feature Pack 3
Avaya Aura® System Manager Build No. —10.1.0.0.537353

Software Update Revision No: 10.1.3.0.0715713

Session Manager R10.1

Avaya Aura® Session Manager Build No. — 10.1.3.0.1013007

R10.1.3.0 - FP3
Avaya Aura® Communication Manager | R020x.01.0.974.0
Update ID 01.0.974.0-27893

Avaya Aura® Application Enablement 10.1.3

Services R10.1.3.0.0.11-0
Avaya Aura® Media Server 10.1.0.101
Avaya G450 Media Gateway 42.7.0/2

Avaya J100 Series (H323) Deskphone 6.8.5.3.2

Avaya J100 Series (SIP) Deskphone 4.0.14.0.7

Avaya 9404 Digital Deskphone 17.0

Avaya Session Border Controller

(To facilitate simulated PSTN) 101

Tetherfi Equipment/Software Firmware/Version

Tetherfi Multimedia Agent Client Server | 5.1.11.3009

Tetherfi Agent Desktop Ul 5.2.7.3004
Tetherfi CTI Server 6.0.5.19
Tetherfi SMS API Server 5.1.3.1514

Windows 10 PC running a Web Browser | Windows 10/Chrome 119.0.6045.160

All equipment are virtual servers running on VMware.
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5. Configure Avaya Aura® Communication Manager

The configuration and verification operations illustrated in this section are performed using the
Communication Manager System Access Terminal (SAT). The information provided in this
section describes the configuration of Communication Manager for this solution. For all other
provisioning information such as initial installation and configuration, please refer to the product
documentation as referenced in Section 10.

Note: Some screens in this section have been abridged and highlighted for brevity and clarity in
presentation. The general installation of the Avaya Media Servers and Media Gateways are
presumed to have been previously completed and is not discussed here.

5.1. Configuration of the Hunt Group and Agent

For calls to be routed to agents, Hunt Groups (skills), must be configured and then assigned to
Agents.

5.1.1. Hunt Group

A hunt group is setup for outbound calls. The outbound hunt group is referenced in Section 6.3
as a Skill in POM. Enter the add hunt-group n command where n in the example below is 10.
On Page 1 of the hunt-group form, assign a Group Name and Group Extension valid under

the provisioned dial plan. Group Type should be set to ead-mia. ACD, Queue and Vector set
toy.

add hunt-group 10 Page 1 of 4
HUNT GROUP

Group Number: 10 ACD? y
Group Name: Outbound Queue? y
Group Extension: 3801 Vector? y

Group Type: ead-mia

TN: 1

COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display:

Queue Limit: unlimited

Calls Warning Threshold: Port:
Time Warning Threshold: Port:
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On Page 2, set the Skill field to y as shown below.

add hunt-group 10 Page 2 of 4
HUNT GROUP

Skill? y Expected Call Handling Time (sec): 180
AAS? n
Measured: none
Supervisor Extension:

Controlling Adjunct: none

Multiple Call Handling: none

Timed ACW Interval (sec): After Xfer or Held Call Drops? n

5.1.2. Administer Agent Logins

Enter the add agent-loginlD n command, where n is an available extension number. Enter a
descriptive name for the agent in the Name field. . The Auto Answer field is set to station.
Configure a password as required.

add agent-loginID 3411 Page 1 of 2
AGENT LOGINID

Login ID: 3411 AAS? n
Name: Agentl AUDIX? n
TN: 1 Check skill TNs to match agent TN? n
COR: 1
Coverage Path: LWC Reception: spe
Security Code: LWC Log External Calls? n
Attribute: AUDIX Name for Messaging:

LoginID for ISDN/SIP Display? n
Password:
Password (enter again) :
Auto Answer: station

AUX Agent Remains in LOA Queue: system MIA Across Skills: system
AUX Agent Considered Idle (MIA): system ACW Agent Considered Idle: system
Work Mode on Login: system Aux Work Reason Code Type: system

Logout Reason Code Type: system

Maximum time agent in ACW before logout (sec): system
Forced Agent Logout Time: 3
WARNING: Agent must log in again before changes take effect

On Page 2, assign the skills to the agent by entering the relevant hunt group numbers created in
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Section 5.1.1 for SN and entering a skill level of 1 for SL.. In this case, an agent able to handle
outbound calls is created.

change agent-loginID 3411 Page 2 of 2
AGENT LOGINID
Direct Agent Skill: 10 Service Objective? n
Call Handling Preference: skill-level Local Call Preference? n
SN RL SL SN RL SL
1: 10 1 l6:
2: 17:
3: 18:
4: 19:
5: 20:
6:
7

Repeat this task accordingly for any additional inbound or outbound agents required.
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5.2. Configuration of Call Routing

The configuration operations described in this section can be summarized as follows:
e Verify System Parameters Customer Options.
e System Features and Access Codes.
e Administer Dial Plan.
e Administer Route Selection for outgoing calls.

Note: The configuration of the simulated PSTN is outside the scope of these Application Notes.

5.2.1. Verify System Parameters Customer Options

The license file installed on the system controls these attributes. If a required feature is not
enabled or there is insufficient capacity, contact an authorized Avaya sales representative. Use
the display system-parameters customer-options command to determine these values. On
Page 2, verify that the Maximum Administered SIP Trunks have sufficient capacity. Each call
uses a minimum of one SIP trunk.

display system-parameters customer-options Page 2 of 12
OPTIONAL FEATURES

IP PORT CAPACITIES USED

Maximum Administered H.323 Trunks: 12000 15

Maximum Concurrently Registered IP Stations: 2400 2

Maximum Administered Remote Office Trunks: 12000 0

Max Concurrently Registered Remote Office Stations: 2400 0

Maximum Concurrently Registered IP eCons: 128 0

Max Concur Reg Unauthenticated H.323 Stations: 100 0

Maximum Video Capable Stations: 36000 0

Maximum Video Capable IP Softphones: 150 3

Maximum Administered SIP Trunks: 12000 65

Max Administered Ad-hoc Video Conferencing Ports: 12000 0

Max Number of DS1 Boards with Echo Cancellation: 688 0
On Page 4, ensure that ARS is setto y.

display system-parameters customer-options Page 4 of 12

OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? y Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01?2 y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASAT Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? y DCS with Rerouting? vy
Async. Transfer Mode (ATM) PNC? n
Attendant Vectoring? y
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On Page 6, ensure that Uniform Dialing Plan is set to y.

display system-parameters customer-options Page 6 of 12
OPTIONAL FEATURES

Multinational Locations? n Station and Trunk MSP? y
Multiple Level Precedence & Preemption? vy Station as Virtual Extension? y
Multiple Locations? n
System Management Data Transfer? n
Personal Station Access (PSA)? y Tenant Partitioning? y
PNC Duplication? n Terminal Trans. Init. (TTI)? y
Port Network Support? y Time of Day Routing? y
Posted Messages? y TN2501 VAL Maximum Capacity? y
Uniform Dialing Plan? y
Private Networking? y Usage Allocation Enhancements? vy
Processor and System MSP? y
Processor Ethernet? y Wideband Switching? y
Wireless? n

Remote Office? y
Restrict Call Forward Off Net? y
Secondary Data Module? y

5.2.2. System Features and Access Codes

For the testing, Trunk-to Trunk Transfer was set to all on Page 1 of the system-parameters
features page. This is a system wide setting that allows calls to be routed from one trunk to
another and is usually turned off to help prevent toll fraud. An alternative to enabling this
feature on a system wide basis is to control it using COR (Class of Restriction). See Section 10
for supporting documentation.

display system-parameters features Page 1 of 19
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? y

Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20

AAR/ARS Dial Tone Required? y

Music (or Silence) on Transferred Trunk Calls? all
DID/Tie/ISDN/SIP Intercept Treatment: attendant
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n
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Use the display feature-access-codes command to verify that a FAC (feature access code) has
been defined for both AAR and ARS. Note that 8 is used for AAR and 9 for ARS routing.

display feature-access-codes Page 1 of 10
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code:
Answer Back Access Code:
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: 8
Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:

Automatic Callback Activation: *25 Deactivation: #25

5.2.3. Administer Dial Plan

It was decided for compliance testing that all calls to the “PSTN” were calls that began with
3539184xxxx and these were to be sent across the SIP trunk via the Session Border Controller to
another Communication Manager, thus simulating a PSTN call. To achieve this, automatic route
selection (ARS) will be used to route the calls. The dial plan and ARS routing analysis need to
be changed to allow this routing.

Type change dialplan analysis to make changes to the dial plan. Note that 3539184 is of call
type udp which means any numbers beginning with 3539184 are a part of the uniform dial plan.
The total length is 11 meaning that 3539184xxxx will be sent across the trunk.

change dialplan analysis Page 1 of 12

DIAL PLAN ANALYSIS TABLE

Location: all Percent Full: 3
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
1 4 udp # 3 fac
2 4 udp
3539184 11 udp
4 4 ext
5 4 udp
58 5 ext
5999 4 ext
6 4 udp
6666 4 ext
7 4 udp
781 5 ext
8 1 fac
9 1 fac
R 3 fac
*8 4 dac
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5.2.4. Administer Route Selection for Outgoing Calls

Use the change uniform-dialplan command to configure the routing of the dialed digits. In the
example below calls to 3539184 will use ARS. No further digits are deleted or inserted. Calls are
sent to ars for further processing.

change uniform-dialplan 3 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: 0

Matching Insert Node
Pattern Len Del Digits Net Conv Num
3539184 11 0 ars n
4 4 0 aar n
5 ars n
n
n
n
n
n

Use the change ars analysis command to further configure the routing of the dialed digits. Calls
to the ‘Simulated PSTN’ are achieved by dialing 3539184xxxx and are matched with the ARS
entry shown below. Calls are sent to Route Pattern 22, which contains the outbound SIP Trunk
Group.

change aar analysis 3 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 3
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
3 4 4 1 aar n
3539184 11 11 22 lpvt n
65 4 4 1 aar n
7 7 7 254 aar n
8 7 7 254 aar n
9 7 7 254 aar n
n
n
n
n
n
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Use the change route-pattern n command to add the SIP trunk group to the route pattern that
ARS selects. In this configuration, Route Pattern Number 22 is used to route calls to trunk group
(Grp No) 22. The Numbering Format was set to pub-unk. The configuration of this outgoing
trunk is outside the scope of these Application Notes.

change route-pattern 22 Page 1 of 3
Pattern Number: 1 Pattern Name: TO SIP PSTN
SCCAN? n Secure SIP? n Used for SIP stations? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 22 n user
2: n user
33 n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM Sub Numbering LAR
01 2M4W Request Dgts Format
l: yvyyyyn n unre pub-unk none
2: Yy yyyyn n rest none
3: yyyyyn n rest none
4: y yyyyn n rest none
5: yyyyyn n rest none
6: Yy yyyyn n rest none
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5.3. Configure Avaya SIP Endpoints for Third Party Call Control

Each Avaya SIP endpoint or station that needs to be monitored and used for 3" party call control
will need to have “Type of 3PCC Enabled” is set to “Avaya”. Changes to SIP phones on
Communication Manager must be carried out by System Manager. Access the System Manager
using a web browser by entering http://<FQDN >/network-login, where <FQDN> is the fully
qualified domain name of System Manager, or the IP address of System Manager can be used as
an alternative to the FQDN. Log in using the appropriate credentials.

Note: The following shows changes a SIP extension and assumes that the SIP extension has been
programmed correctly and is fully functioning.

I System Manager X + v —

I C A Notsecure | https://10.10.40.10/network-login e w 0O &

Recommended access to System Manager is via FQDN.

Go to central login for Single Sign-On

rd

If IP address access Is your only option, then note that authentication will fail
In the following cases:

* First time login with "admin" account
* Expired/Reset passwords Log On Cancel

Use the "Change Password" hyperlink on this page to change the password
manually, and then login.

Also note that single sign-on between servers in the same security domain is

getstiproiieciiheaccasing ks tEacdiess, OSupported Browsers: Firefox (minimum version 93.0), Chrome (minimum

version 91.0) or Edge (minimum version 93.0).
This system is restricted solely to authorized users for legitimate business
purposes only. The actual or attempted unauthorized access, use, or
modification of this system is strictly prohibited.

Unauthorized users are subject to company disciplinary procedures and or
criminal and civil penalties under state, federal, or other applicable domestic
and foreign laws.
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From the home page, click on Users = User Management > Manage Users, as shown below.

AVAYA & Users v  #Elements v & Services v | Widgets v

Aura® System Manager 10.1

Administrators
Home Routing

Directory Synchronization

Disk Space Utilizatio

&0
Groups & Roles
45
30 User Management 3 Manage Users
154

User Provisioning Rule Public Contacts

Ty > . A Shared Addres

System Presence ACLs

Communication Profile Password Po
Alarms

Home® / UsersR Manage Users Help ?
Manage Users Search Q
Public Cc # Duplicate B Delete More Actions v
-] First Name 2 Surname 2 Display Name 2 Login Name 2 SIP Handle
3101@ .sil6.
Agent One Workspaces Agent One Workspaces L01@greaneyp.sil6.ava 3101
ya.com
Ascom DECT_3181 DECT_3181, Ascom SiBl@greansypsilbava 5 g
Communication Profile ya.com
Ascom DECT 3182 DECT 3182, Ascom 3182@greaneyp silb.ava 500
ya.com
L admin admin Default Administrator admin
1179 H323 H323, 1179 3001@greaneyp.sil6.ava
ya.com
M 3115¢ yp.sil6.
Vantage01 K175 K175, Vantage01 bgreaneyp.stio.ava 3115
ya.com
I@greaneyp.sil6.av.
Paul Greaney Paul Greaney paulhgreaneyp.silo.avay
a.com
AAFD siP SIP, AAFD 311l1@greaneyp.silé.ava 3111
ya.com
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Click on the CM Endpoint Profile tab in the left window. Click on Endpoint Editor to make
changes to the SIP station.

Home@ / UsersQ / Manage Users

Communication Profile Password

PROFILE SET : Primary v
Communication Address
PROFILES

Session Manager Profile @D

CM Endpoint Profile [ @)

Identity Communication Profile Membership

User Profile | Edit | 3101@greaneyp.sil6.avaya.com

Help ?

B Commit & Continue m ® Cancel

Contacts
# System: * Profile Type: ‘ s ‘
Use Existing Endpoints: [ | * Extension: ‘ 3101 ] ‘
Template : ‘ a = Set Type: ‘ ‘
Security Code ‘ ‘ Port: ‘ 5000003 Q ‘

Voice Mail Number : ‘ 6667

‘ Preferred Handle : ‘ ‘

Calculate Route Pattern: ‘_l

Sip Trunk:

‘ aar ‘

In the General Options tab ensure that Type of 3PCC Enabled is set to Avaya as is shown

below.
System cm101x Extension 3101
Template Select v Set Type 9641SIPCC .
Port 5000003 Security Code
Name Agent One Workspaces

Multibyte Language

SIP URI

Primary Session Manager
’7 IPv4:

General Options (G) Feature Options (F)

Button Assignment (B) Profile Settings (P)
*  Class of Restriction (COR) 1
*  Emergency Location Ext 3101
*  Tenant Number 1
*  SIP Trunk Q aar
Coverage Path 1
Lock Message O

Not Applicable

Site Data (S) Abbreviated Call Dialing (A)

Group Membership (M)

*

*

Class Of Service (COS)
Message Lamp Ext.

Type of 3PCC Enabled
Coverage Path 2
Localized Display Name

Enable Reachability for
Station Domain Control

Enhanced Call Fwd (E)

3101

Avaya V¥

Agent One Workspaces

system W

10.10.40.12

IPv6:
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The buttons were set as shown below but these are not critical to the overall operation of TMAC.
Click on Done at the bottom of the screen (not shown).

General Options (G)

*

Feature Options (F) Site Data (S)

Button Assignment (B) Profile Settings (P)
Feature Buttons Button Modules

—Button Configurations

_ Endpoint -
Configurations Button
Feature
Favorite Bution n -
Label
1 —
2 | g
3 ]
to-in
7. au
T e
50 L] AT
a in Grp
6 L1
Reason
70 [ ] Code
after-call
8 ‘ | |after-call  ~ | Grp

Group Membership (M)

Phone View

Abbreviated Call Dialing (A) Enhanced Call Fwd (E)

Argument-1

I
L ]
I

I
I
I
L 1

Hunt
o | |

Grp

Argument-2 Argument-3

Click on Commit once this is done to save the changes.

PROFILE SET : Primary

Communication Address

PROFILES

Session Manager Profile

CM Endpoint Profile

Communication Profile Password

v

a

O

User Profile | Edit | 3101@greaneyp.silé.avaya.com

Identity Communication Profile Membership Contacts

* System:

Use Existing Endpoints : M

Template : ‘

Security Code : ‘

Voice Mail Number : ‘ 6667

Calculate Route Pattern: 0

B Commit & Continue () Cancel

* Profile Type : | ] |

+ Extension | 3101 = |

+ Set Type: | |
Port: | S000003 Q

Preferred Handle : | |

Sip Trunk: | ar |
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6. Configure Avaya Proactive Outreach Manager

This section describes the steps necessary to configure both POM and Experience Portal to allow
TMAC to connect using the agent desktop API. Note that POM is installed on Experience Portal
and that is why this section covers the administration of both Experience Portal and POM.

Note: It is assumed that both POM and Experience Portal are already installed with the
connections made to both Session Manager and Application Enablement Services. The setup and
configuration of these connections are therefore outside the scope of these Application Notes.

Experience Portal is configured via the Experience Portal Manager (EPM) web interface. To
access the web interface, enter https://[EP-IPAddress]/VoicePortal as the URL in an internet
browser, where EP-IPAddress is the IP address of the EPM. Log in using the Administrator user
role. The screen shown below is displayed.

© Not secure hitps://10.10.40.25/VoicePortal /faces/topFrame.jsf t) -

User Name:

Change Password

a Inc. All Rights Reserved.

Note: The following sections are aimed to display the configuration on POM that was used
during compliance testing and to help the reader understand the setup of POM that was used.
They do not server as a setup and configuration guide for POM or Experience Portal.
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6.1. Add a User on Avaya Aura® Experience Portal

A user is created on Experience Portal to allow the TMAC server to connect to POM. Navigate
to User Management - Users in the left window. Click on Add in the main window.

Avaya Experience Portal 8.1.2 (ExperiencePortal)

Expand All | Collapse all

¥ User Management
Roles

ogin optons
¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution
¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
¥ System Management
Application Server
EPM Manager
MPP Manager

u are here: Home > User Management = Users
Users

This page displays the list of EPM user accounts. Depending on your user rcle, you can add, modify, an
configure security options far all user logins. Configure the parameters under LDAP Settings to enable
your corporate directary.

nmm Assigned Roles/Features Last Login |Failed Attempts,

Administration, Auditor, Feb 15,
) Maintenance, Operations, 2024
gpadmin Yes EP (Password) o, o Manager, User Manager, 3:43:30 PM
Web Services GMT

Administration, POM Campaign
Manager, POM Contact

:ﬁ;‘::eaggfu'sde Attributes Unmask, A;g2239,

v System Configuration [J pom Yes EP (Password) Malntsg;q;itggﬁrstlgga POM 4:08:00 PM
Applications G
EEIE: o Supervisor, User Manager, Wweb ST
MPP Servers Services
SNMP Jan 30,
Speech Servers ) ) 2024
VOIP Connections [J webservices Yes EP (Password) Web Services 4:38:17 PM
Zones. GMT

¥ Security
Certificates
(i | peece Jveto]

¥ Reports
Standard
Custom
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This user must have Web Services ticked as shown below. Enter a suitable password and click
on Save.

Use this page to modify a EPM user account. You can change the user role and password.

Name: Webservices

Enable: @ ves O nNo

(J Administration (J Auditor (J pom Campaign Manager
() pOM Contact Attributes Unmask ) Maintenance ] Operations
Roles:
O POM Administration O Privacy Manager O Reporting
) POM Supervisor U User Manager Web Services

Created: 10/13/23 1:50 PM

Password: [ l

Verify Password: [ l

Enforce Password Longevity: O

(save [ oy | cancer | vete
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6.2. Display Configuration of POM Server

Navigate to Proactive Outreach - Manager in the left window and selecting Configurations
in the main window shows the setup for the Proactive Outreach Manager. Global
Configurations is selected below to display various settings that were used for compliance
testing.

Expand All | Collapse all

* User Management
Roles
Users
Login Options
¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution
¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
¥ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup
¥ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
WoIP Connections
Zones
¥ Security
Certificates
Licensing
¥ Reports
Standard
Custom
Scheduled
* Multi-Media Configuration
Email

Dashboard

https://10.10.40.25/pom/globalconfiguration

Avaya Experience Portal 8.1.2 (ExperiencePortal)

% Home

?.Help © Logoff

% Home Campaigns v Contacts ~ Agents v Supervisor ~

Servers

Global Configurations (@)

. . . . . Trusted Certificates
This page displays configuration parameters. Depending on your user role, yo

view ar modify these configuration parameters. Zone Configuration

¢ Licenses S
Call Settings Campaign Settings Callback SEttfﬂgE_ C
Call settings Purge Schedules '
Country Specific Phone
Maximum call time(min) * .
Settings

‘ 60 CC Elite Configurations

Valid values are from 5 through 120. Context Store

. . Configurations
Maximum call in-progress time(min) * 9

External Selection

‘ 5 Configurations

Valid values are from 1 through 15. Holiday Configurations

) Override PAI with Sender's Address SFTP Configurations

Select to override the PIM Agent Interface of a call with the sender’s address configured
in the campaign strategy.

Campaign Settings

Weekend days *

‘ | Sunday % | Select ~
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Information on various settings is shown including that of the Callback Settings shown below.

Global Configurations @

. . c s
This page displays configuration parameters. Depending on your user role, you can view or modify these

configuration parameters.

< Call Settings Campaign Settings Callback Settings Pacing Settings Contact Settings >
Callback Settings -

[ Enable time restriction

Default end time offset{min) *

E | |

Valid values are from 5 through 1440.

Retry time{min) *

: |

Valid values are from 5 through 360.

Pre interval time(min) *

2 |

Valid values are from 5 through 30.

Maximum in queue time{min) *

E |

Valid values are from 5 through 60,

Maximum preview time(sec) *

B |

Valid values are from 0 through 300.

[7) Convert Agent callback to Strict Agent callback -

The Do Not Call (DNC) Settings are shown below where the Enable DNC check for preview
dial and redial was checked to allow the DNC to operate for both preview and progressive
campaigns.

DNC Settings

DMNC update batch size *

50

Walid values are from 10 through 2000.

Apply DNC for callback

Select to restrict callbacks that are scheduled on DNC restricted addresses.
Enable DNC check for preview dial and redial
Select to perform Do Mot Call check on contacts before preview dial and redial.

() Record successful DNC import

Select to save logs of successfully imported and updated DNC records in the POM
database.
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The following Agent Settings were set for compliance testing.

PG; Reviewed:
SPOC 1/15/2025

Agent Settings

Maximum job waiting duration{min) *

| 20

Walid values are from 10 through 0.

Minimum job attachment period{min) *

| 15

Walid values are from 1 through 480

Nailing retry intervalisec) *

|20

Walid values are from 10 through 1800.

Mailup call CLID: *

| 98765

The sender's address to be displayed in the nail up call of an agent.

Maximum record waiting duration for attribute dialing{min) *

| 10

Walid values are from 10 through 0.
AMI for external consult calls

(@ Nailup call CLID

(") Agent Extension

-

Pt

(_) Use campaign ANI

-

(") Free form Text

The AMI to be used for external consult calls.

98675
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The Advanced Settings displays the various port connections including that of the Agent
manager base port that is used by TMAC.

Advanced Settings

IMS listen port *

51617

Valid values are from 1024 through 65535.

Pacer base port *

9995

Valid values are from 1024 through 65535.

Agent Initiated Pacer base port *

10005

Valid values are from 1024 through 65535.

Router base port *

7779

Valid values are from 1024 through 65535.

Agent manager base port *

9970

Valid values are from 1024 through 65535.

Maximum concurrent jobs *

|ﬁﬂ
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6.3. Display the Configuration of the CTI Connection

Select Configuration - CC Elite Configurations from the main window. Aural0.1 was the
CTI group already set up for compliance testing, clicking on this will open the connection to
show the details.

# Home Campaigns ¥ Contacts Agents v Supervisor ¥ Configurations v

Servers
CC Elite Configurations

Trusted Certificates

This page allows editing of CTI server setup details, CMS server setup details and skillsin POMd  z54a Configuration

Licenses
13:539:27 PM
— CTI Configuration Global Configurations —
Purge Schedules
Country Spedfic Phone Settings ___ ryrreey
Aura8l 10.10.40.37 pomout 10.10.40.38 ‘\j
Aural0.1 10.10.40.13 pomaut 10.10.40.16 Context Store Configurations o

External Selection Configurations

Add CTI Detail m Holiday Configurations

SFTP Configurations

— CMS Configuration —

Server IP Port CMS Secure Connection Server Rolet Agent Thrashing Interval (seconds) m
Add CMS Configuration m

Information such as the IP Address of Communication Manager and the Application Enablement
Services are stored here as well as the Communication Manager user that was created for POM.

* CTI group name Aural0.1
* CM IP address 10.10.40.13
* CM login [pomout

* CM password ssssssee

* AES IP address [10.10.40.16

AES Secure Connection

CTI group role
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From the CC Elite Configurations page, the outbound skill must be added. Again, this was
already in place but can be added by clicking on Add Skill, as shown below.

CC Elite Configurations

Refresh
This page allows editing of CTI server setup details, CMS server setup details and skills in POM database associated with CC Elite skills.

Last poll: 02/15/2024 04:01:10 PM
— CTI Configuration —

CTI Group Name CM IP Address m AES IP Address AES Secure Connection CTI Group Role m

Auragl 10.10.40.37 pomout 10.10.40.38 false Select
Aural0.l 10.10.40.13 pomout 10.10.40.16 true Active '['

Add CTI Detail m

— CMS Configuration —

Server IP Port CMS Secure Connection Server Rolet Agent Thrashing Interval (seconds) m
Add CMS Configuration m

Skillset name [ All v| |

Skillset type [All ~| skills Al ~

[ show | Refresh sills
CC Elite Skill Number| Skill Type | Parameter to Monitor for Blending m Agent Acquire Threshold

4

The skillset number must match that of the hunt group created in Section 5.1.1, hunt group 10
was used for outbound calls.

Create POM Skills
This page allows creation of skills in POM database and associating it with CC Elite skill. For skill type "Outbound", "CC Elite Skill Number", "POM Skill Name" & "Skill Type" are mandatory.

CC Elite Skill Agent Acqg
I S N e T

Select on ,,f:) EWT
Expected Wait Time(High)
Expected Wait T 11e\l~‘|edium)
Expected Wait Time(Low) i

i0 lOutbound| | Qutbound ¥ Select only for Inbound v 1]
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6.4. Display the POM Campaigns
Navigate to Campaigns - Campaign Manager from the main window, as shown.

Avaya Experience Portal 8.1.2 (ExperiencePortal)
Expand All | Collapse All

% Home

?.Help @ Logoff

f Home Contacts v Agents Supervisor v Configurations v

¥ User Management

Uers _
. " . 'd
Users Home (@ Last Poll : 2/19/2024 12:32:35 PM £

Login Options

. g:;tﬂ’;irz't‘;’r‘““ri"ﬂ Proactive OutiIIC A IPAIGNALLHbAITeS in for interactive outbound Voice, SMS and E-mail notifications. With
Active Calls Proactive Out  Completion Codes design and deploy Campaigns that deliver the right information and
Port Distribution - - -

- service over tl ‘esource at the right time.

~ System Maintenance Campaign Strategies 9

Audit Log Viewer
Trace Viewer Rules
Log Viewer

Alarm Manager

System Management Callback Manager
Application Server

EPM Manager Filter Templates
MPP Manager Proactive Outreach
Software Upgrade SIP Codes
System Backup

System Configuration

Applications
EPM Servers
MPP Servers
SNMP

Speech Servers
VoIP Connections
Zones

4

Manager

4

Note: It is assumed that the POM campaigns are already set up and running prior to the
connection from TMAC. The setup and configuration of the POM Campaign including the
Strategies and Contact Lists are outside the scope of these Application Notes. However, an
example of the Preview Strategy and Contact List are included in the Appendix of these
Application Notes, Section 11.

The following campaigns were setup for compliance testing.

e Preview — this is an outbound campaign that allows the agent to make the outbound call
by presenting the call information to the agent desktop and allowing the agent click on
“preview dial” (see Section 11.3).

e Progressive — this is an outbound campaign that makes the call first and then presents the
call information to the agent desktop this forces the call to the agent.

# Home Campaigns ~ Contacts ~ Agents ~ Supervisor v Configurations ~
Campaign Manager @)
This page displays Campaigns and actions associated with Campaigns depending on your user rale
New Campaign C, Search Campaign Y v
MName Contact List - Filter Template Type Campaign Strategy Last Executed Waiti...
Preview OnetoPSTH - None Finite Preview 2/15/2024 11:58:54 AM v]
Prev: CnetoPSTN - None Finite Preview 2/15/2024 11:56:01 AM 0
Progressive OnetoPSTN - None Finite Progressive 2/15/2024 10:54:11 AM o
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Each campaign can be started by clicking on the play icon highlighted below. The example
below shows the Progressive campaign being started.

Campaign Manager @

New Campaign

Name
Preview
Preview2

+  Proaressive
Edit

Run Now

Schedule

Campaign Summary
Rule Association
Holiday Association
Campaign Linking
Save As

Export Files

Delete

Contact List - Filter Template

OnetoPSTN - None

OnetoPSTN - None

OnetoPSTN - None

Ty...

Finite
Finite

Finite

This page displays Campaigns and actions associated with Campaigns depending on your user role.

Q, Search Campaign OV
Campaign Stra... Last Executed Wait...
Preview 2/15/2024 11:58:54... 0
Preview 2/15/2024 11:56:01... 0
Progressive 2/15/2024 10:54:11... 0

Shcw:‘ 10 ‘
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7. Configure Tetherfi Multimedia Agent Client

This section provides the procedures for configuring Multimedia Agent Client. The following
connections to POM must be configured on Multimedia Agent Client, as well as the
Users/Agents on OCM. A connection to Avaya Aura® Application Enablement Services is
required for this solution to work. The details of this connection are contained in the Application
Notes for Tetherfi Multimedia Agent Client with Avaya Aura® Communication Manager and
Avaya Aura® Application Enablement Services.

7.1. Configure Tetherfi CTI Server to Connect to POM API
Open the TetherfiCTIServer.exe.config file located as shown below.

I 4 = | CTIServerPOM - ®
Home  Share  View (7]
- . » ThisPC » Local Disk (C:) » Tetherfi » TetherfiHome » CTIServerPOM v @ Search CTIServerPOM Fe
Name Date mccl‘i'fiec\ Type Size File version Product version ™
st Cuick access
| | pomSimulationEventjson f202414:18 JSOM File GEKE
[ Deskt
eskto
P | | TetherfiCTIServer.exe.config 24 08:54 CONFIG File S KB
; Downloads =| configProvider 20 2 Text Document 1 KB
| Documents %] TPOMWrapper.dil 19 Application extens... I79KE  6.0.6.15
=/ Pictures || Log4Met.config CONFIG File TKB
bkp | RestSharp.dll Application extens... 165 KB 105.2.3.0 105.2.3
CTIServer 2| Avaya.POM.Agent.ObjectModel.dll 1 Application extens... 29KB 3.1.1.0 311
CTiServerPOM /%] ConfigurationProvider.dll 1 Application extens... 15KB  1.3.83 1.3.08.05
2] logdnet 1 XML Document 1,512 KB
TetherfiHome .
1% Matrix.dll 12 Application extens... 873kKB  2.1.0.2 2.1.0.2
[ This PC 2| Mewtonsoft.Json.dll 1 Application extens... G696 KB  13.0.3.27908 13.0.3+0a2e297c(
J 3D Objects =] Mewtonsoft.)son 1 AML Document 697 KB
I Desktop %] Mortel. CCT.dll 1 Application extens... 284KB  9.1.0.0 9.1.0.0
%) Documents J Mertel CCTWCF.I 1 Application extens.., 36KB  9.0.03 9.0.0.3
" %] POMDesktopAPLdll 1 Application extens... 142KE  3.1.1.0 311
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The highlighted sections below are relevant to the connection to POM API from Tetherfi CTI
Server, which enables reading/sending events between the two, to manage POM outbound calls
on TMAC/Agent Desktop.

I TetherfiCTIServer.exe.config Ei|

53
54
55
56
57
58 |
59
60
61
62
63

O =1 o N

[ T T« AR B

w0

<I-—- POM Conilahratlon ParaMerers ——>
<add key="POMServerIP" value="10.10.40.25" />

<!--POM RAuxilary server ip means secondary-—>
<add key="POMAUXServerIP" value="" />
<add key="EnablePOMHA" valus="" /3|

<l-- POM Auxzilary server ip means secondary -->
<add key="POMAUXServerPort" value="" />

<add key="POMServerPort" value="8971" />

<add key="POMAgentPassword" value=
"IRzTBbUyNOEszYRJIspTGvQud3eRziunA3LSYCWORVEKDWX1IwX2vYbGPZ436dboNNTcXXRJrKZE]
lyCpiW3abyMg==" />

<add key="POMLocale" value="en-us" />

<add key="POMTimeZone" value="GMT + 5.30" />

<add key="POMZoneName" value="Default" />

<add key="POMOrgName" value="Default" />

<add key="EnablePOMIntegration" value="true" />

<add key="EnablePOMSecurelIntegration" value="true" />
<!--default POMvVersion is v2 to use v* type v* in POMVersion-->

<add key="POMVersion" value="wv4" />

- - LI HILIIULES ==
<add key="CampaignstatusPollInterval" value="" />

<!--RestClient integration parameters-->
<add key="InterpretersSecurityProtocolType" value="tls" />
<add key="InterpreterCertificateFolder" value="C:\Certs\CTI\" />

Note the POMServerRestUserName and Password must match that configured in Section 6.1.

[ TetherfiCTIServer.exe.config m|

o

o))

0 — o U

Y O

(=< Ts - JECAN IS I B I R [ S G IS ey W Ao 0
D ~J O U W N =

"IRZTbUYNOEsSzYRJISpTGvQud3eRzZiunA3LSYCWORVSKDWX1wX2vYbGPZ436dboNNTcxXRrKZE ~

SlyCpiW3abyMg==" />

<add key="POMLocale" value="en-UsS" />

<add key="POMTimeZone" value="GMT + 5.30" />

<add key="POMZoneName" value="Default" />

<add key="POMOrgName" value="Default" />

<add key="EnablePOMIntegration" value="true" />

<add key="EnablePOMSecureIntegration" value="true" />
<!--default POMVersion is v2 to use v* type v* in POMVersion-->
<add key="POMVersion" value="v4" />

<!--in minutes-->

<add key="CampaignStatusPollInterval" value="" />

<!--RestClient integration parameters-->

<add key="InterpreterSecurityProtocolType" value="tls" />

<add key="InterpreterCertificateFolder" value="C:\Certs\CTI\" />
<add key="EnableRESTAPIIntegrationWithPOM" wvalue="true" />

<add key="EnableRESTAPISecureIntegration" value="true" />

<add key="POMServerRESTURL" value="https://10.10.40.25" />

1 <add key="POMServerRESTUserName" value="WebServices" />
82 <add key="POMServerRESTPassword" value="Avayal23$" />
83 <add key="POMServerCustomRESTURL" value="https://10.10.40.25" />
84 <add key="POMCallbackDashboardURL" value=
"http://localhost:17000/TetherfiPOMCallbackDashboard" />
5
& ZaAdA loir—lBnahlaAASCTntarwratbrdianil sroliia—N0 /N he
PG; Reviewed: Avaya DevConnect Application Notes

SPOC 1/15/2025

31 of 59

©2025 Avaya LLC. All Rights Reserved. TMAC_POM402



7.2. Configure the Users/Agents on Tetherfi Operations Control
Manager

Open the Tetherfi Operations Control Manager (OCM) by opening a browser session to the
<server IP address>:1616/ocm/ui, as shown.

+f OCM | Login x + v -

€ > C A Notsecure | 10.10.40.120:1616/0cm/ui e 2 % 0O

-
tetherfi

ProdQAT.. ¥
0 C 2 Username
Tetherfi Operations Contrc
an operational administrat
administrators and busines

control and manage admin
across all Tetherfi solution ¢

Copyright Tetherfi © 2023 - v 5.1.0 (©17/11/2023, 10:39:09 Operations Control Manager @
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Once logged in, click on Admin.

& - C A Notsecure | 10.10.40.120:1616/ocm/ui/Login/Homelanding o =2 % O &

4' * ",\ e E o prodqatetherfi\admin...

Welco

0 C Continue to

Tetherfi Operations Contr
an operational administral
administrators and busine
control and manage admi
across all Tetherfi solution
the ability for technical & n

administrators to manage
operations like managing E
agents/users, user registratio
skills administration, access mi
from a single place using this wé

interface.
Copyright Tetherfi © 2023 - v 5.1.0 @ 17/11/2023, 10:40:15 Operations Control Manager @
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Select User Onboarding as highlighted below.

t‘\ e E e prodqatetherfi\admin...

ail Fax IVR SM SMS Search Module v

4 Bulk Upload Module <f» CEP Event Mapping &3 CM Data Sync

5 Dynamic Report Designer [E. Export Scheduler @ W Master Access Matrix

& Logfile Downloader [ Module Exit Node Mapping 1 OCM Configuration

= Query Browser & Report Downloads . Report Scheduler

%% Role Based Access Management Room Code S+ Student

2% TMC Access Management A& TP Redemption A Upload VDN .
S+ User Onboarding &+ VIP Code l2m VIP WakeUp Call Management

i, Wing Code ¥y WorkFlow Designer '

agents/users, user regi
skills administration, access m
from a single place using this weB
interface.

Copyright Tetherfi © 2023 - v 5.1.0 (©17/11/2023, 10:40:33 Operations Control Manager @

The following users were created for DevConnect testing. However, to create a new user, click
on + Add New User Onboarding Record.

e E e prodgatetherfi\admin...
2 User Onboarding Q C

+ Add New User Onboarding Record Invite User ~ Select Action... v Search... Q. [« Export to Excel

Drag a column header and drop it here to group by that column

Profi... i LanID 3 First... Last... i  Agent.. i PBXID : Profile Superv

> S m Administr... FirstName LastName 50001 50001 Supervisor NA

> /S m devconne...  dev connect1 3411 3411 Supervisor NA

> s m devconne...  dev connect2 3412 3412 Supervisor NA
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The following screen shows the information for the existing user devconnectl which is
associated with Communication Manager Elite agent 3411, as per Section 5.1.2. The same
screen would be present for a new user where the information added should resemble something
like shown below. The Lan ID may be used to match up with a local LDAP server and this is
then associated with both the Agent ID and PBX ID which should be that of the Communication
Manager Elite agent. Click on Next to continue.

User Onboarding X
5:05' Personal Info
T Lan devconnect1 First dev
ID* Name*
laa  Profile Picture
Last connect1 Agent 3411
Name* ID*
& Secondary Profil... PEX 3411 - Org. Tet... X v
ID* Unit*
©° Channel Count Profile* Supe . Superviso pp v
Is
9, =~ Features Active*
«<{  Role Mapping
T Access Rale
2 Miscellaneous
Step 1 of 8 m
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Clicking Next until the Channel Count tab appears, where the types of channels are associated
with the agent. For compliance testing, only VVoice was used and so this was ticked, and two
channels were associated to this agent. Click on Next again to move on.

User Onboarding

$§ Personal Info

/2l Profile Picture

(<18 Secondary Profil...

:@3 Channel Count
9, Features
«;  Role Mapping
T Access Role

Miscellaneous

A

Voice

2

Audio Chat

Fax

Email Channel

Step4 of 8

Text Chat

v 0 .
Video Chat

= 0 .
SMS

= 0 -

Previous m

The Features are added here. These are the features that were ticked for compliance testing.

User Onboarding X
I8 Personal Info
Allow Supervisor to CapturePicture Allow Supervisor to interaction notification
™) Profils Picture Enter Feature Value
Allow Supervisor to logout Allow Supervisor to send notification
g Secondary Profil... Enter Feature Value Enter Feature Value
™ Channel Count Auto Answer All ACD Calls Go ACW After Each ACD Calls
Enter Feature Value Enter Feature Value
o
@ Features Go ACW After Any Calls Text Chat Auto Answer
Enter Feature Value Enter Feature Value
=, Role Mapping
Text Chat Auto ACW Enabled TRS POPUP PROGRAM GAMIFICATION TRACK
¥ Access Role Enter Feature Value
2 Miscellaneous .
Step5of 8 Previous m
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Click on Next to fill in any other information that may need to be added. Once everything is
configured as required, click on Save at the bottom of the screen.

User Onboarding b

CRM Name Selact - Text Template Selact -

Profile Picture

Secondary Profil ..

Channel Count

Features

Role Mapping

Access Role

T
( | Miscell
@ iseeflaneous Step 8 of 8 Previous

Modify Reason™

v Save | © Cancl
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8. Verification Steps

This section verifies the configuration of Avaya Proactive Outreach Manager and Tentherfi
Multimedia Agent Client.

8.1. Verify Avaya Proactive Outreach Manager is Running

The status of the POM server can be checked from an SSH session to the POM server using
something like PUTTY. Open a connection to Experience Portal/POM server and then ensure that
the user “root” is used by typing su — root (not shown). Type POM status and verify that all
POM services are RUNNING, as shown below.
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( pid 4404

( pid 4468 )
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8.2. Verify Avaya Proactive Outreach Manager Campaign

Log into POM as per Section 6. Navigate to Proactive Outreach - Dashboard in the left
column as shown below. Information on any campaign that is running and the agents that are
logged in are shown in the main window. The example below shows that a campaign called
Preview2 has a Status shown as Running and two agents, 3411 and 3412, logged in with 3411
Busy on a Preview call.

Avaya Experience Portal 8.1.2 (ExperiencePortal)

# Home  ?.Help @ Logoff
@ Proactive Outreach Dashboard

8 Active campaigns Staffed agents  Imports License summary Inbound skills

paigns (1) ) Staffed agents (2)
Campaign Na... Job Status Percent Com... Filtered Cont... Agent ID Agent Name Agent State Call State
m 0.0 1 13411 Workspaces Agt 1 m _
— workspacesAgt 2 ([iiceen (R

System Backup

~ System Configuration
Applications

EPM Servers

MPP Servers

shme

Speech Servers

VolP Connections

Zones

~ Security
Certificates
Licensing

Scheduled
~ Multi-Media Configuration
Email
HTML
sMs
- ve Outreach
Manager
Monitor
Dashboard

11 1 Show | 10 1-2 Show | 10
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8.3. Verify Tetherfi Multimedia Agent Client

Open a browser session to http://<serverlP:1616/agent-desktop/login and enter the appropriate
credentials. The example below shows that devconnectl will be logging into extension 3001.

<« 6] A Notsecure  10.10.40.121:1616/agent-desktop/login o T +4

Welcome to 7
Agent Desktop! tetherfi

ProdQATetherfi A

devconnectl X
......... L8
3001 X

@@ Login to PBX?

B Login to Webphone?

LOGIN

B =
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Once logged in, the agent can be made Available, as shown.

dev connectl —
ojojziofopzis|7 =2 = @
__'__'__®De1ault V:E‘-'__@
Available
r = wallboard @ POM Pending Callbacks A | o 1 List o
. @ 1-Break I
) Skill Name st A [CIQ 4 ?*"' © 2-Outbound
. WorkSpaces 2 0 0 NA ®  3-Logout
Qutbound 1 1 0 NA @ 4-Meeting/Training
=] ' © Preview
MainQutbound 1 0 0 NA
— : © Ide
~
S rt
uppo 1 0 0 NA_ @ Wrapup O
=] . @ ConferenceOwner !
=] = AllInteractions | © ConferencePassive  |:onference L
CR le?.dl%'%nﬂ AT Transfer  lonference
L 00:00:26 9 6
@ Mini Dashboard =
Autodialer Agent-Outbound -
E ® Labels 71
@ @ =: Aux Status H El = Interaction Details H El
Channel Direction User Cr(:)untedJ' |
24/10/
24,
\ L9 N, 9353... o
24/1i
. N, 9353... i
0 Labels Al
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A Preview call is then presented to the agent. The POM Call widget is called upon and the
telephony functions can be seen on the main window. At this point, the agent can dial out to the
suggested number, 35391847002.

dev connectl —
Y, 935391847002 U ofof:lofof:l2]+4 @PWW ~vS B A+ =6
oice Cal 23 A~ a iz A
R. Voice Call o m POM Call L |
e 24/10/2024 20241024141727320
( 93 902‘17‘27 PM xl’BCIOl\lOD[’) &

o i @ 00:00:18 @ In £ Default
. @ooono0 i = Defoult Y, Outbound Call - Preview © 2401072024 02:17:27 PM
o » x» x x»

) 00 0000 O
- - - -
B A S S S =] Completion Code: *
2 Customer Details oA
8 - - Campaign Name Is Not Configured
Mobile: Name: NRIC:
Account
Number:
2= Customer Journey O R

z4/1

@ Voice with dev connectl (de' Default

120 @ Voice with dev connect2 (de’ Default
302
PM | )
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Once the outbound call has been established the agent can hold, transfer and conference the call
with another agent or another extension. The telephony functions are shown on the main POM
Call Widget.

dev connectl —
Y, 935391847002 . 00:00:1 8 @ e S B A+ =6
s Y, Voice Call L I PN @ romcanl L I PN
e 24/10/2024 20241024141727320
93 t‘:/j‘(:]2'17”"27 PM x03001|100‘0 &

o : 28 @ 000056 & = Default
t. @o000017 @i 5= Refquit % Outbound Call - Preview © 24/10/2024 02:47:27 PM
a = xm = =»

e ©0000 O
o - o o
E L a w e g==8 fF] Completion Code: *
2 Customer Details 2 A
=] - - Campaign Name Is Not Configured
Mobile: Name: NRIC:
Account
Number:
= Customer Journey H-

24/1

@ Voice with dev connect1 (de' Defoult

o ® Voice with dev connect2 (de' Defoult
302
PM | )
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8.4. Verify Tetherfi Services are Running

From the TMAC server, check on the Tetherfi_* services that are running. Note the following
were running for compliance testing, for the connection to POM.

i Services - X
File Action View Help
e |E Bz HE »anp
., Services (Local) . Services (Local)
Tetherfi_CT1Server Mame - Description Status Startup Type Log On As ~
. Q;Task Scheduler Enables a us... Running  Automatic Local Syste...
%ﬂi:;:?::jce {,‘?;TCP;’IP NetBIOS Helper Provides su... Running  Manual (Trig... Local Service
1 TeamViewer 12 TeamViewer... Running  Automatic Local Syste...
Tt Telephon Provides Tel... Manual Metwork 5.
etherfi_CTlServer Running  Automatic Local Syste...
\‘,'\')_:Tetherfi_CTISeNerPOM Running  Automatic Local Syste...
~£'2;Tetherfl_POMCaIIbackDash..‘ Manual Local Syste...
»Sé;TetherFi_SMSAPI Running  Automatic Local Syste...
\Q:Tetherfi_TMACDataSeNer Running  Automatic Local Syste...
\‘,‘é;Tetherfi_TMACSer\rer Running  Automatic (D... Local Syste...
T Tnemes Provides une munning - Automanc Tocal Systen
Q;T\me Broker Coordinates... Running  Manual (Trig...  Local Service
\‘,‘é;Touch Keyboard and Hand... Enables Tou.. Running  Manual (Trig...  Local Syste..
€% Update Orchestrator Service  Manages W...  Running  Automatic (D.. Local Syste..,
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9. Conclusion

These Application Notes describe the compliance testing of Tetherfi Multimedia Agent Client to
interoperate with Avaya Proactive Outreach Manager, Avaya Aura® Communication Manager
and Avaya Aura® Application Enablement Services using the Agent Desktop Application
Programming Interface on Proactive Outreach Manager. All test cases were executed
successfully with observations noted in Section 2.2.

10. Additional References
This section references the product documentations that are relevant to these Application Notes.

Product documentation for Avaya products may be found at https://support.avaya.com.

[1] Administering Avaya Aura® Communication Manager, Release 10.1.x, Issue 5, March
2023.

[2] Administering Avaya Aura® Application Enablement Services, Release 10.1.x, Issue 6,
Feb 2023.

[3] Avaya Aura® Communication Manager Feature Description and Implementation,
Release 10.1.x, Issue 8, March 2023.

[4] Administering Avaya Aura® Session Manager, Release 10.1.x Issue 5, Feb 2023.

[5] Application Notes for Tetherfi Multimedia Agent Client with Avaya Aura®
Communication Manager and Avaya Aura® Application Enablement Services

Product documentation for Multimedia Agent Client can be found by contacting Tetherfi as per
Section 2.3.
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11. Avaya Proactive Outreach Manager Outbound Campaign
and Components

This section contains information on the Contact List, Completion data, Outbound Strategy and
Outbound Campaign. The Application Notes assume that these components are already in place
and a campaign is fully operational, however, it is useful to see the setup of the Preview
Campaign including the Preview Strategy and Contact List assigned to it.

POM is configured via the Experience Portal Manager (EPM) web interface. To access the web
interface, enter https://[IP-Address]/ as the URL in an internet browser, where IP-Address is the
IP address of the EPM. Log in using the Administrator user role. The screen shown below is
displayed.

User Name:

Change Password

a Inc. All Rights Reserved.
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Navigate to Protective Outreach - Manager in the left panel shown below (bottom of

screenshot).

Expand All | Collapse All

* User Management
Roles
Users
Login Options
+ Real-time Monitoring
System Monitor
Active Calls
Port Distribution
* System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
* System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup
+ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections

Avaya Experience Portal 8.1.2 (ExperiencePortal)

Avaya Experience Portal Manager

Avaya Experience Portal Manager (EPM) is the consolidateq
Experience Portal. Through the EPM interface you can conf
Experience Portal component, and generate reports relateg

Installed Components

Media Processing Platform
Media Processing Platform (MPP) is an Avaya media process
(or CCXML) application on an application server. It then cor

Email Service
Email Service is an Experience Portal feature which provide

HTML Service
HTML Service is an Experience Portal feature which support]
based services for mobile devices.

Zones
v Security Proactive Outreach Manager
Certificates Avaya Proactive Outreach Manager (POM) provides a soluti
Licensing capability to communicate through different channels of int
¥ Reports voice.
Standard
Custom
Scheduled SMS Service
v Multi-Media Configuration SMS Service is an Experience Portal feature which provides
Email
HTML
SMS
¥ Proactive Outreach Legal Notice
Manager
Monitor IAVAYA GLOBAL SOFTWARE LICENSE TERMS
Dashboard 4
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11.1. Preview Campaign Strategy

The following section shows the configuration of the Preview Campaign Strategy. Before the

strategy can be created a Completion Code must be created.

11.1.1. Completion Codes

Navigate to Campaigns > Completion Codes as shown below.

Campaign Manager
Campaign Attributes

deploy Campaigns
ploy paig Campaign Strategies

Campaign Restrictions
Rule Editor
Callback Manager

Filter Templates

-

Proactive Qutreach

W ETET-

R

# POM Home Campaigns Contacts - Agents Supervisor v Configurations -

Proactive Clutreach_nr interactive outbound Voice, SMS and E-mail notifications. With Proa

ation and service over the right media from the right resource at the ri

There are three Completion Codes already present on this POM and each of these can be

assigned to the Campaign Strategy. If a new code was to be added, click on Add shown below.

Completion Codes

Depending on your user role, this page allows you to create, modify, delete custom Completion Codes,

l,_"l lLI Advanced

Show

¥ || Page:

72 Callback
73 Wrong v E’
74 Sale v v ' 5 |

[ i [l hid witivte [l beiete Il elo

. - - Answer
Completion | Completion | Right party - o
Code ID? Code e Machine by Description
Agent
’ " 5]
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The example below shows the Sale Completion Code which is assigned to the Preview Strategy
that is to be displayed below.

Edit Completion Code

This page allows you to modify Completion Codes.

MName Sale
Description
e
Right party connect L
Success Ld
Closure Ld

Answer Machine by Agent

[Save il Concel [ ilo|

11.1.2. Campaign Strategy
Navigate to Campaigns - Campaign Strategies as shown below.

W_ Contacts v Agents v Supervisor v Configurations v

Home (?)  Campaign Manager LastPoll: 2/19/2024 123235 PM (3 &

Campaign Attributes

Proactive Out n for interactive outbound Voice, SMS and E-mail notifications. With

Proactive Out  Completion Codes design and deploy Campaigns that deliver the right information and
service over tl_'esource at the right time.
Rules

Callback Manager

Filter Templates
SIP Codes ’

Proactive Outreach

Manager

R
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The Campaign Strategies are shown where a new strategy can be added by clicking on Add or
existing strategies can be viewed by clicking on the Name of the strategy displayed.

Campaign Strategies

|

-'

Refresh

This page allows the user to manage Campaign Strategies, depending on the user role.

] E] Advanced

Show

Preview

| Page:
mmm

Progressive Completed u;_?,

1/1

Completed &_% B

| e

£ 3
P2

] o I

Clicking on the Preview strategy from the screen above will show the Campaign Strategy
called Preview that was created for compliance testing.

A Mot secure | hips://10.10.40.30/VP_POM/faces/admin/ContactStrategy.xhtml

HIDE TOOL BOX

Selected Node: Task
<! Restrictions

&5 Address

&5 sender's Address

% Result Processors

ﬂ SAVE DRAFT

Campaign Strategy: Preview
v /A, Campaign Strategy
v @Handler (initial)
¥ . Preview
&2 Address
v s Result Processors
veaResult (Call Answered)
i Agent

e 0

Property Value
Name Preview
Description

Sender’s Display Name DevConnect

Sender's Address sip:9875@devconnect.local

Timeout (sec)

Guard Times Disable
Min Contact Time

Max Contact Time

Re-check Interval (min)

On Media Server Failure retry
Priority 5
Allocation Type Dynamic
T
Enhanced CCA OFF
Background AMD

Action on AMD None
Silence Call Detection (SCD) OFF
e

Driver Application PomDriverApp
Nailer Application Nailer

Nuisance Call Application AvayaPOMAnnouncement

On Hold Application AvayaPOMAnnouncement
| RELGENEEE
Call Pacing Type Preview
Timed Preview No
Preview Time (Sec)
Can Cancel Preview Disable
[« ] [+ "W Min. Agents 1
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Scrolling down from the screen on the previous page shows the Default Completion code and
here the Completion Code created in Section 11.1.1 can be added. The Applications located on
Experience Portal are also added here under APPLICATIONS.

— capoometers
v A, Campaign Strategy Enhanced CCA OFF
v @ Handler (initial) Bacaroundaie
v s Preview Action on AMD None
52 Address Silence Call Detection (SCD) OFF
v & Result Processors Q _
v G Result (Call Answered) @ Driver Application PomDriverApp
- Nailer Application Mailer
g Agent
Nuisance Call Application AvayaPOMAnnouncement
On Hold Application AvayaPOMAnnouncement
e
Call Pacing Type Preview
Timed Preview No
Preview Time (Sec)
Can Cancel Preview Disable
Min. Agents 1
Max. Agenis 3
Agent Outbound Skill Outbound -
ACW Time (Sec) 10 )
# of ACW extensions 0
Default Completion code Sale
PG; Reviewed: Avaya DevConnect Application Notes 52 of 59

SPOC 1/15/2025

©2025 Avaya LLC. All Rights Reserved.

TMAC_POMA402




11.2. Contact List

To add or view the Contact Lists, navigate to Contacts - Contact Lists as shown below. There
is a Contact List already configured for the Preview Campaign called OnetoPSTN. Details of
this Contact List can be viewed by clicking on the Contact List Name. A new Contact List can be
added by clicking on New Contact List and uploading the contacts from a file.

ft Home Campaigns v - Agents v Supervisor v Configurations v
Contact Lists @ [ IConmestis
This page displays all the Conta Contact Attributes r role, you can add, change, delete and empty Contact
List. You can see Contactsina C  DNC Lists e enabled, you can associate Contact List with
organization. DNC Groups

. File Splitters . —~
New Contact List arch Contact Lists NV
Export Contacts
Contact List Na... Zone ... Total ... Availa... Exclude... Last Updated
: OnetoPSTN Default 1 1 0 3/2/2023 2:56:1...

The Contact List consists of a number of modules or sections which are arranged in the form of
tabs across the top. These being Details, Data Source, Attributes, Contacts and Excluded
Contacts. The Contacts tab was selected and the contact list can be amended or viewed by
right-clicking on the three dots to the left of the System Contact ID and selecting Edit.

Contact List / OnetoPSTN (@
Details Data Source Attributes Contacts Excluded Contacts
Q, Search Contact ‘ Y o3
System Con... 1D First Name Last Name Phone 1 Phone 1 Co...
. 1 1 Paul Greaney 935391847001 1
Edit
Delete
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The Contact List shown has one entry in it calling to 935391847001.

Contact List / Contacts / 1 @

Cancel Save

s

OnetoPSTN
Predefined Attributes ~
(s} First Name Last Name
1 Paul Greaney
E-Mail Country Predefined Zipcode Predefined
paul@gmail.com Ireland HI1 XXXX
Zipcode Time Zone Predefined Zipcode State Predefined Address Line 5 Predefined
Galway
Address Line 4 Predefined Title Predefined
Oranmore Mr.
Phone Attributes v
Phone 1 Phone 1 Country Code Time Zone
‘ 935391847001 1 Europe/Dublin ‘
Phone 1 State Phone 1 Wireless Phone 2
‘ 935391847001 ‘
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11.3. Preview Campaign
Navigate to Campaigns - Campaign Manager as shown below.

Avaya Experience Portal 8.1.2 (ExperiencePortal)
Expand All | Collapse All

ff Home ?.Help © Logoff

# Home Contacts v Agents v Supervisor v Configurations v

¥ User Management

Uers _ ¥,
. B . I
Users Home @ LastPoll : 2/19/2024 123235 PM /3 &)

Login Options

. g:;tﬂ';in’;‘t‘;'r‘““’i"ﬂ Proactive Outi P IACRIGILES in for interactive outhound Vaice, SMS and E-mail notifications. With
Active Calls Proactive Out  Completion Codes design and deploy Campaigns that deliver the right information and
Port Distribution - . .

- service aver tl ‘esource at the right time.

~ System Maintenance Campaign Strategies 9

Audit Log Viewer
Trace Viewer Rules
Log Viewer

Alarm Manager

System Management Callback Manager
Application Server

4

EPM Manager Filter Templates
MPP Manager Proactive Outreach
Software Upgrade SIP Codes

Manager

System Backup
System Configuration
Applications

EPM Servers

MPP Servers

SNMP

Speech Servers

VoIP Connections
Zones

4

There are three outbound campaigns already configured for the compliance testing, this was a
progressive campaign and a two preview campaigns. A new campaign can be added by clicking
on the New Campaign button or an existing campaign can be viewed by clicking on the Name.

Campaign Manager (%)

This page displays Campaigns and actions associzted with Campaigns depending on your user role.

i ~ =
New Campaign O, Search Campaign Y O

Name Contact List - Filter Template Type Campaign Strategy Last Executed Waiti...
Preview OnetoPSTN - None Finite Preview 2/15/2024 11:58:54 AM 0
Preview?2 OnetoPSTN - None Finite Preview 2/15/2024 11:56:01 AM 0
Progressive CnetoPSTN - None Finite Progressive 2/15/2024 10:54:11 AM 0
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Clicking on the Preview Campaign (from the previous page), opens the campaign as shown.
The campaign can be viewed by scrolling down through the various configurations or by
selecting the various tabs at the top of the screen shown below.

Campaign Manager / Preview @

Details Campaign Contacts Completion Codes Completion Processing Media Add

Details
Campaign Information

Name *

Preview ‘

Campaign Name

Description

Campaign Description
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The Campaign Strategy that was shown in Section 11.1.2 is entered at the top of the screen
below. The Skill Configuration is set here, as well as the DNC Configuration. Scrolling down
or clicking on the tabs at the top of the screen will show further configuration of this campaign.

Campaign Manager / Preview (@

Details Campaign Contacts Completion Codes Completion Processing Media Additional Parameter

Campaign Strategy Configuration -

Select Campaign Strategy *

Preview \/‘ ‘ Refresh ‘ View Strategy

Select a Campaign Strategy from the list to be used in the Campaign

Campaign Type Configuration
Campaign Type *

@ Finite () Infinite

ANI Configuration

Sender's Display Name Sender's Address

Provide Sender's Display Name which will be used for this campaign Provide Sender's Address which will be used for this campaign

Skill Configuration

Select Sk

Qutbound ~

Select a skill from the list to assign to this campaign

DNC Configuration

(3 Apply DNC Group
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The Contact List displayed in Section 11.2 is associated with this campaign.

Campaign Manager / Preview (@)

Details Campaign Contacts Completion Codes Completion Processing Media Add

-

Contacts

Contact List Configuration

Contact List and Filter Template Association *
Contact List * Filter Template Dialing Allocation Percentage
g o . @ ¢ T
+ Add New
() Apply same filter No Dialing Allocation

View Contacts

(I Pause Dialing During Contact Selection

Contact Assignment to Agent

() Attributes

() AgentID

Dialing Order Configuration

There are many other configurations that may be required for various campaigns to operate, the
screen shots displayed here are to serve as to display the setup used for compliance testing. This
was for the preview campaign that was used, and the contact list and strategy associated with that
outbound preview campaign.
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Avaya and the Avaya Logo are trademarks of Avaya LLC. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya LLC. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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