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System planning forms for
Avaya Modular Messaging
 Release 2
You can use this editable file to enter planning information required for an S3400-family system installation or upgrade of an Avaya-provided Messaging Application Server (MAS) and Message Storage Server (MSS). See Appendix A in Avaya™ Modular Messaging Release 2 Installation  (11-300122) for detailed instructions.

	Note:
	These planning forms support Release 2 of the Avaya Modular Messaging software. They are to be used only with installation guide listed above, published November 2004. 

Use each set of planning forms only with the same issue of document that they support. Fields are added or changed between software releases. The planning forms that support the November 2004 issue of the installation guide are different from planning forms that supported earlier issues. 

For systems that will be maintained by Avaya, check with your regional representative for procedures for submitting and reviewing the planning forms. In North America, the Solution Support Organization (SSO) Tier III group should review the planning forms for thoroughness. Send the completed set of forms by email to mmtac@avaya.com and the email should be titled MM Planning Forms for Tier III Review. An SSO Tier III engineer will review the form, note any changes, and return it to the field contact.

If the Modular Messaging system will be networked to any legacy messaging systems through the Avaya Message Networking system, complete the corresponding Message Networking Planning Form available on the documentation CD for that product. See the Avaya Support Web site at www.avaya.com/support for the latest version of the planning forms.


Disclaimer:  Avaya is not responsible for any modifications, additions or deletions to the original published version of this documentation unless such modifications, additions or deletions were performed by Avaya.  Customer and/or End User agree to indemnify and hold harmless Avaya, Avaya's agents, servants, and employees against all claims, lawsuits, demands, and judgments arising out of, or in connection with, subsequent modifications, additions or deletions, to this documentation to the extent made by the Customer or End User. 

Caution! Keep a copy of the completed planning forms handy during initial administration and system configuration. Save the planning forms in a safe place when installation is complete in case changes or updates are made to the system. Always file records of passwords and account names securely.
Overview

A new Avaya S3400-family message server system installation requires careful network planning. Server names, IP addresses, domain names, accounts, extensions, and passwords must be administered correctly on each of the servers in the system. Some information must be provided by the customer in advance, or the installation cannot proceed. 

This appendix provides an overview of system planning and a set of forms for you to fill out prior to installation with the help of the local LAN, switch, and messaging administrators.

Caution! New systems must be licensed using Remote Access Feature Activation (RFA). Authorized personnel must be trained in RFA and registered for Avaya Modular Messaging before they can request a license. See Getting Started with RFA for Modular Messaging on the http://rfa.avaya.com Web site for complete licensing steps and contact information for RFA assistance.

Terminology

The following terminology applies to the LAN administration process. 

Alias – An alternate name for a computer host name or NetBIOS name. 
Corporate LAN interface – Each S3400-family server has two network IP interfaces. One is connected to the LAN infrastructure constructed and maintained by the enterprise that purchased the system. The LAN is the corporate IP LAN and the Ethernet interface connected to it is the corporate IP interface. This LAN gives the S3400-family system access to other machines and users.

Default IP gateway – The IP gateway to use if no other specified gateway is available. Each S3400-family server has at most one default gateway connected to the corporate IP interface. There is no IP gateway on the private LAN.

Domain name – A unique designator used to identify a group of related computers on the internet (such as avaya.com). Domain names are hierarchical, and the labels go from more specific on the left to more general on the right. There can be any number of levels in the hierarchy. 

Domain Name Service (DNS) – An Internet protocol service most often used to resolve symbolic names to IP addresses. The DNS service is constructed on hierarchical domains with different sets of servers serving each hierarchical layer.

DNS server – A machine that has the DNS service active. Such a machine can resolve symbolic names for the DNS domain it serves to an IP address. 

Fully Qualified Domain Name (FQDN) – A domain name that identifies an individual computer and the network on which it resides (such as mymas1.loc.avaya.com). The leftmost label is the host name of the computer.

Host name – The unique name of the machine. In Microsoft Windows terminology, this is often called the NetBIOS machine name. This name might or might not match one of the network interface names. This is often the short name of the public IP interface.

Initialization and Administration System (INADS) – The Avaya remote service support program for monitoring alarms and maintaining installed systems. 

IP address – A value used to identify a computer connected to a network. If a machine has multiple network interfaces, it will have multiple IP addresses, one for each connection to a different network. IP addresses are usually specified as four numbers separated by a period (for example, 10.9.55.183).

IP gateway – An IP address where IP packets are routed if the specified IP address is not on the network directly connected to an interface on the machine. An IP gateway is usually an interface on a router.

NetBIOS domain – A Microsoft Windows domain that is not fully qualified (has no periods), such as privdom.

NetBIOS name – The Microsoft Windows term for a host name, also called a NetBIOS machine name.

Point-to-Point Protocol (PPP) – An Internet standard protocol used for serial line connections, such as dial-up modems.

Private FQDN – An FQDN containing the host name and the private domain name (such as mymas1.privdom.com).

Private LAN interface – The second network IP interface in each S3400-family server is connected to an Ethernet switch provided by Avaya as part of the product. The LAN is the private IP LAN and the Ethernet interface connected to it is the private IP interface. It is used only to send information among S3400-family servers.

Public (corporate) FQDN – An FQDN containing the host name and public domain name (such as mymas1.loc.avaya.com).

Subnet mask – A value used to tell which bits of an associated IP address are the network portion and which bits identify the specific host on the network. Each network interface has an IP address and an associated subnet mask.

Voice Mail Domain (VMD) – A group of one or more messaging application servers. Messaging (or voice) servers in a VMD share configuration properties of the VMD and subscribers to the VMD.

Windows domain – A grouping of network objects, such as users, groups, and computers. All objects in a domain are stored in Active Directory. Active Directory can reside on one or more domain controllers within a domain. 

Guidelines for completing the planning forms

Use the following guidelines to complete the planning forms for each S3400-family message server system that you must install. 
Caution! Keep a copy of the completed planning forms handy during initial administration and system configuration. Save the planning forms in a safe place when installation is complete in case changes or updates are made to the system. Be sure to file records of passwords and account names securely.
Completing the new system planning form

Complete the S3400-family system planning form for the MSS and for every MAS that you install. See the sample completed form in this document for example values. 

	Note:  
	Some MAS-like servers might be customer provided (for example, to host the Tracing Server or provide storage space for offline access to subscriber messages). These servers must meet the requirements defined in the Avaya Modular Messaging Concepts and Planning Guide (PDF 2 MB). Indicate on the planning form if a server is customer-provided equipment (CPE).

Do not change any values that are already filled in on the form unless it causes a conflict with the corporate network. Work with the LAN administrator to identify and correct any potential addressing problems or conflicts. 

It is crucial to coordinate the IP addresses that will be used on the S3400-family servers with those on the corporate LAN. If you specify an Ethernet address for an Avaya server that conflicts with another Ethernet endpoint, the resulting traffic problems on the local area network can be extremely difficult to diagnose and solve.


To complete the S3400-family system planning form:
1. Item 1: Choose unique NetBIOS machine (host) names for the MSS and all MAS machines (for example, mymss, mymas1, and mymas2). You must keep track of what machine you are administering. In this guide, mymss is the MSS, mymas1 is MAS#1, and mymas2 is a subsequent MAS. The optional supplementary server is mymas6.  
	Note: 
	The first MAS will be promoted to a domain controller, after which its name cannot change. Use its final name now. 

Machine (host) names shorter than 10 characters long are recommended for ease in entering information online. The complete machine name plus domain name must be 64 or fewer characters long (for example, mymas1.loc.avaya.com). The host and domain names can be any term, as long as they are unique and comply with local conventions. All domain names (FQDN, Windows domain, and VMD) should be unique to avoid confusion.

Up to 5 Avaya MASs can have Avaya Messaging Application Server (MAS) software loaded on them. If an additional supplementary server is used to provide Tracing Server service, by convention it is always set up as MAS#6, even though technically it is not an MAS. The supplementary server machine can be provided by Avaya Inc. or by the customer.


2. Item 2: For MAS#1, select a fully qualified domain name (FQDN) for the private Windows domain that will be set up on MAS#1 (for example, privdom.com or privdom.local). This is a new Windows domain and MAS#1 will be the domain controller. Coordinate this name with the LAN administrator (see Step 6). 

3. Item 3: For MAS#1, enter the Windows NetBIOS domain name. This is everything up to the first period of the previously specified FQDN for the private Windows domain (for example, privdom). 

4. Item 4: For MAS#1, choose a simple term for the voice mail domain (VMD) that the Modular Messaging software will create. This name can be similar to the Windows domain name, but it should be unique (for example, vmdom).
5. Item 5: Enter the private FQDN for the MSS and each MAS. This name is used only on the private network. It is a combination of Items 1 and 2 (for example, mymas1.privdom.com or mymas1.privdom.local). 

6. Items 6 through 14: Enter the corporate FQDN, LAN addresses, domain names, default gateway (if any), and WINS server information (if needed). These values must be supplied by the corporate IP or LAN administrator. Enter any aliases for the Modular Messaging computers if required for the corporate interface (for example, enter the host name of the computer, such as mymas1). 

	Note: 
	Avaya strongly recommends that only static IP addresses be assigned to the Ethernet interfaces and machines in an S3400-family system. IP addresses should be configured on the corporate DNS servers (if used) by LAN personnel in keeping with local policy and practices. Customers must also register the corporate FQDNs for the MSS and each MAS on any relevant corporate DNS servers.

The corporate IP administrator must supply the IP address for any required DNS servers or WINS servers on the corporate LAN. The corporate LAN administrator must supply the domain search order and any domain names in the required order. All Modular Messaging servers (whether provided by the customer or Avaya Inc.) must be in the same Windows domain and on the same LAN segment. 


7. Items 15 through 17: The machine names for the private LAN, their associated IP addresses, and subnet masks are already specified. Change these values only if absolutely necessary. 

8. Item 18: If the Offline Access feature will be used in a multiple-MAS system, specify a shared location to be used for the offline message store (for example, \\mymas2\Offlinestore). The remote store is used to synchronize messages in a multiple-MAS configuration.  

Completing the remaining planning forms for new systems 

Complete the remaining planning forms as follows: 

1. For the S3400-family password table, record the customer-approved passwords for all required services and trusted servers on the MSS and MAS machines. 

2. For the MAS logon accounts form, record all customer-provided account names and passwords required for this site.

3. For the MAS features list, have the customer specify the messaging services that they want to install on each MAS. 

4. Complete the Required switch and messaging information with help from the relevant messaging or switch administrator.

5. Complete the required Support information with help from the customer and the organization responsible for providing ongoing support of the system. This information varies, depending on whether INADS or SNMP alarming is to be used at this site.
Completing the planning forms for software upgrades

If you are upgrading a Modular Messaging Release 1 system to Release 2 software, you must complete the Planning form for Modular Messaging R1.0 or R1.1 upgrade. 
For Release 1.0 upgrades only, also submit a License activation request for Modular Messaging R2 system. 
The following planning form shows a completed example for a two-MAS system. These sample values are used in this guide for illustration purposes.


Example: Completed S3400-family system planning form 
	#


	Item
	MSS
	MAS #1
	MAS #2

	1
	Host name (machine or NetBIOS name)
	mymss
	mymas1
	mymas2

	2
	Private fully qualified Windows domain 
	—Use MAS#1 value—
	privdom.com
	—Use MAS#1 value—

	3
	Windows NetBIOS domain name 
	—Use MAS#1 value—
	privdom
	—Use MAS#1 value—

	4
	Voice mail domain
	—NOT USED—
	vmdom
	—Use MAS#1 value—

	5
	FQDN for private LAN interface
	mymss.privdom.com
	mymas1.privdom.com
	mymas2.privdom.com

	6
	Corporate domain name
	loc.avaya.com
	loc.avaya.com
	loc.avaya.com

	7
	FQDN for corporate LAN interface
	mymss.loc.avaya.com
	mymas1.loc.avaya.com
	mymas2.loc.avaya.com

	8
	IP address for corporate LAN interface
	10.9.83.214
	10.9.83.72
	10.9.83.73

	9
	Subnet mask for corporate LAN interface
	255.255.255.0
	255.255.255.0
	255.255.255.0

	10
	Aliases for corporate LAN interface (if required) 
	mymss 
	mymas1 
	mymas2 

	11
	Corporate default gateway IP address
	10.9.83.254
	10.9.83.254
	10.9.83.254

	12
	Corporate DNS servers IP addresses 
	10.9.1.39

10.9.1.2


	10.9.1.39

10.9.1.2
	10.9.1.39

10.9.1.2

	13
	Search order of DNS domains
	loc.avaya.com avaya.com


	loc.avaya.com avaya.com
	loc.avaya.com avaya.com

	14
	WINS servers IP addresses 
(if WINS is required) 
	—NOT USED—
	10.152.6.24
10.9.6.8
	10.152.6.24
10.9.6.8

	15
	Private system name
	mss1
	mas1
	mas2

	16
	IP address for private LAN interface
	192.168.1.1
	192.168.1.250
	192.168.1.249

	17
	Subnet mask for private LAN interface
	255.255.255.0
	255.255.255.0
	255.255.255.0

	18
	Offline message store 
	—NOT USED—
	\\mymas2\OfflineStore 
	\\mymas2\OfflineStore 

	19
	Customer name: Name 

Organization: Avaya, Inc. 

Contact information: (telephone number, email, alternative contact information) 



S3400-family system planning form (see page A-8 in the Installation guide)
	#


	Item
	MSS
	MAS #1

	1
	Host name (machine or NetBIOS name)
	
	

	2
	Private fully qualified Windows domain 
	—Use MAS#1 value—
	

	3
	Windows NetBIOS domain name 
	—Use MAS#1 value—
	

	4
	Voice mail domain
	—NOT USED—
	

	5
	FQDN for private LAN interface
	
	

	6
	Corporate domain name
	
	

	7
	FQDN for corporate LAN interface
	
	

	8
	IP address for corporate LAN interface
	
	

	9
	Subnet mask for corporate LAN interface
	
	

	10
	Aliases for corporate LAN interface 
(if required) 
	
	

	11
	Corporate default gateway IP address
	
	

	12
	Corporate DNS servers IP addresses 
	
	

	13
	Search order of DNS domains
	
	

	14
	WINS servers IP addresses 
(if WINS is required) 
	
	

	15
	Private system name
	mss1
	mas1

	16
	IP address for private LAN interface
	192.168.1.1
	192.168.1.250

	17
	Subnet mask for private LAN interface
	255.255.255.0
	255.255.255.0

	18
	Offline message store 
	—NOT USED—
	

	19
	Customer name: 

Organization: 

Contact information:
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S3400-family system planning form (continued)
	#


	Item
	MAS #2
	MAS #3

	1
	Host name (machine or NetBIOS name)
	
	

	2
	Private fully qualified Windows domain 
	—Use MAS#1 value—
	—Use MAS#1 value—

	3
	Windows NetBIOS domain name 
	—Use MAS#1 value—
	—Use MAS#1 value—

	4
	Voice mail domain
	—Use MAS#1 value—
	—Use MAS#1 value—

	5
	FQDN for private LAN interface
	
	

	6
	Corporate domain name
	
	

	7
	FQDN for corporate LAN interface
	
	

	8
	IP address for corporate LAN interface
	
	

	9
	Subnet mask for corporate LAN interface
	
	

	10
	Aliases for corporate LAN interface 
(if required) 
	
	

	11
	Corporate default gateway IP address
	
	

	12
	Corporate DNS servers IP addresses 
	
	

	13
	Search order of DNS domains
	
	

	14
	WINS servers IP addresses 
(if WINS is required) 
	
	

	15
	Private system name
	mas2
	mas3

	16
	IP address for private LAN interface
	192.168.1.249
	192.168.1.248

	17
	Subnet mask for private LAN interface
	255.255.255.0
	255.255.255.0

	18
	Offline message store 
	
	

	19
	Customer name: 

Organization: 

Contact information:
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S3400-family system planning form (continued)
	#


	Item
	MAS #4
	MAS #5
	MAS #6 (supplementary Tracing Server only)

	1
	Host name (machine or NetBIOS name)
	
	
	

	2
	Private fully qualified Windows domain 
	—Use MAS#1 value—
	—Use MAS#1 value—
	—Use MAS#1 value—

	3
	Windows NetBIOS domain name 
	—Use MAS#1 value—
	—Use MAS#1 value—
	—Use MAS#1 value—

	4
	Voice mail domain
	—Use MAS#1 value—
	—Use MAS#1 value—
	—Use MAS#1 value—

	5
	FQDN for private LAN interface
	
	
	

	6
	Corporate domain name
	
	
	

	7
	FQDN for corporate LAN interface
	
	
	

	8
	IP address for corporate LAN interface
	
	
	

	9
	Subnet mask for corporate LAN interface
	
	
	

	10
	Aliases for corporate LAN interface 
(if required)
	
	
	

	11
	Corporate default gateway IP address
	
	
	

	12
	Corporate DNS servers IP addresses 
	
	
	

	13
	Search order of DNS domains
	
	
	

	14
	WINS servers IP addresses 
(if WINS is required) 
	
	
	

	15
	Private system name
	mas4
	mas5
	mas6

	16
	IP address for private LAN interface
	192.168.1.247
	192.168.1.246
	192.168.1.245

	17
	Subnet mask for private LAN interface
	255.255.255.0
	255.255.255.0
	255.255.255.0

	18
	Offline message store 
	
	
	

	19
	Customer name: 

Organization: 

Contact information: 
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Account and password tables (see page A-11 in the Installation guide) 
Fill out the following tables with the customer to assign the passwords, account names, and login names at this site.

	Note: 
	Account logon names and passwords should be site-specific for security reasons.


S3400-family password table

	#


	Trusted server on MSS
	MSS calls this:
	MAS calls this:
	Password

	P1
	MAS #1 host name 
(NetBIOS name)
	Trusted server 
mas#1name
	LDAP
	

	P2
	MAS #2 through MAS #5 
(if present)
	Trusted server 
mas#name
	LDAP
	—Use MAS #1 password—

	P3
	Message Waiting Indicator (MWI) Server
	Trusted server 
VVSTS 
	IMAPI
	

	P4
	Supplementary Server for dedicated Tracing Server 
(if used)
	Trusted server 
mas#6name 
	—
	

	P5
	IMAP trusted server
	IMAP4 TUI 
	IMAP4
	


Caution! Avaya strongly recommends that passwords be at least 8 characters long (up to 10 characters) and not composed of easily guessed words or numeric combinations, including sequential or repeated numbers. For best security, use a combination of alphanumeric characters (case is not important for trusted-server passwords). Be sure to file records of passwords securely.

MAS logon accounts form (see page A-12 in the Installation guide)
	#


	Account 
	Logon name 
(customer specified)
	Password
	Used for

	A1
	Domain administrator account for
MAS#1 (required)
	customer specified 
(for example, dom-admin)


	
	Domain controller administration and system backups

	A2
	Local administrator account for 
MAS #2 (if present)
	customer specified 
(for example, mas2-admin)


	
	Local administration for this MAS

	A3
	Local administrator account for 
MAS #3 (if present)
	customer specified 
(for example, mas3-admin)


	
	Local administration for this MAS

	A4
	Local administrator account for 
MAS #4 (if present)
	customer specified 
(for example, mas4-admin)

	
	Local administration for this MAS

	A5
	Local administrator account for 
MAS #5 (if present)
	customer specified 
(for example, mas5-admin)

	
	Local administration for this MAS

	A6
	Local administrator account for 
MAS #6 (if present)
	customer specified 
(for example, mas6-admin)


	
	Local administration for this machine (used for Tracing Server only) 

	A7
	Modular Messaging (MM) service account
	customer specified 
(for example, mmacct) 


	
	MAS messaging services (MM) administration 

	A8
	Technical support account for any MAS 
	customer specified 
(for example, craft)


	
	Support group remote access account for MM

	A9
	Customer account 
for any MAS
	customer specified 
(for example, custacct)


	
	Customer administration account for MM

	A10
	Safe mode login 
for any MAS
	N/A 
	
	Used for system state restoration 


Caution! Avaya strongly recommends that passwords and account names on the MAS be at least 8 characters long and not composed of easily guessed words or numeric combinations, including sequential or repeated numbers. For best security, use a combination of upper case, lower case, and alphanumeric characters. Account names: You can use special characters including underscore (_), period (.), and dash (-), but not the symbols " / \ [ ] : ; | = , + * ? < > or space (the MSS configuration does not support spaces).
Passwords: At least one of the first 7 characters should be a symbol, such as a pound sign (#) or a punctuation mark, but not a percent symbol (%). 
	Note: 
	Do not use the examples shown above as the actual account names. They are provided for example purposes only. Make sure that you are satisfied with the Modular Messaging account names and passwords that you choose. They are not easy to change later.


MAS services and features
Working with the customer, fill out the following table to specify the Modular Messaging services and optional features to install on each MAS. Guidelines include: 

 If only one MAS is installed, all required services are installed on that machine. Check the features to install in the MAS#1 column. 

 If more than one MAS is installed:
· Install the Call Me Server and MWI Server software on the same MAS. These services must be co-resident with the Mailbox Monitor Server. They should be installed on the MAS with the fewest ports if possible, or on the MAS with the second fewest ports if the Tracing Server is installed (the Tracing Server places the greatest demand on an MAS). 
· Install the Tracing Server on an MAS that is not hosting the Call Me or MWI software. Always put the Tracing Server service on the MAS with the fewest ports, or on its own machine. The customer might provide the server for this solution instead of Avaya Inc. 
	Note: 
	See the Avaya Modular Messaging Concepts and Planning Guide (PDF 2 MB) for the recommended placement of Modular Messaging services based on the number of MASs. The planning guide is available on the documentation CD and the Avaya Support Web site at www.avaya.com/support.


MAS features list (see page A-14 in the Installation guide) 
	Messaging service to install


	* Max. # of sessions:
	 on MAS#1
	 on MAS#2
	on MAS#3
	on MAS#4
	on MAS#5
	** on MAS#6

	Call Me Server

Message Waiting Indicator (MWI) Server 


Both use the Mailbox Monitor Server. All three servers must be on the same MAS if any are installed. 
Install each of these services only once per voice mail domain (VMD). 
	
	
	
	
	
	
	

	Caller Applications Editor 
	N/A
	
	
	
	
	
	

	Fax Sender Server  (Install only once per VMD.) 
	
	
	
	
	
	
	

	Tracing Server  (Install only once per VMD.) 
	N/A
	
	
	
	
	
	

	Text-to-Speech  (If required, note languages to use.)
	N/A
	2
	2
	2
	2
	2
	N/A

	Messaging Application Server

Prompt Files
(One set is required for each MAS that will run the Messaging Application Server software. List the default file set first, and then any additional prompt file sets.)
	N/A
	

	Language Packs
(Specify additional languages to install if needed. List the desired default language first. Install the same set of languages on each MAS.)
	N/A
	


 * Specify the maximum number of concurrent sessions for each feature based on expected usage. 

** MAS#6 is used only as a supplementary server if needed for Tracing Server service. Indicate if this server (if present) is an Avaya-provided machine or customer-provided equipment (CPE).  
Required switch and messaging information (see page A-15 in the Installation guide) 
Caution! Always obtain the latest configuration notes for this PBX from the Avaya Support Web site. 

	Item


	Value
	Notes

	Extension numbers for the port boards on the MAS, and the switch ports to which they connect.

Note:  Distribute the port board extensions over a number of switch boards if possible for greater reliability.
	Use format: 
  cabinet carrier slot port 


	Connects to extension number: 



	DID numbers used for:

•  MM hunt group for messaging services:

•  MSS alarm port number (RMB

•  MAS dial-in number (1 per modem):



	
	Complete dial-in number 



	Extension number range for subscriber mailboxes in customer dial plan
	Starting number 


	Ending number 

	LDAP networking password used for messaging network (optional feature)
	
	—

	Are port groups required? If yes, supply name, use, and number of ports. (For example, MWI outgoing only, 2 ports.)


	Port group 1: 


	Port group 2: 



	Telephone user interface:  MM Aria only (y/n)____   MM Aria and MM AUDIX (y/n)____

	Subscriber mailbox to act as PostMaster:

•  Subscriber’s extension number

•  Password (must be numeric)

•  Class of service (cos) to use
	

	Fax mailbox extension number:

•  Password (must be numeric)

•  Complete company fax printer number

•  Class of service (cos) to use
	

	MM Aria test subscriber name:

•  Extension number to test telephone

•  Password (must be numeric)

•  Class of service (cos) to use 
	

	MM AUDIX test subscriber name:

•  Extension number to test telephone

•  Password (must be numeric)

•  Class of service (cos) to use
	


Support information 
Fill out the appropriate sections below, depending on how alarming will be implemented at this site: either through the Avaya Initialization and Administration System (INADS) or through the corporate Simple Network Management Protocol (SNMP) system. 

	Note:  
	If SNMP alarming is used, it is the responsibility of the customer to provide and provision the SNMP network management system, and to configure it to receive (and optionally acknowledge) the traps generated by the Modular Messaging system. 


General alarming information (see page A-16 in the Installation guide)
Technical support information required for every installation includes:

 Alarming notification used at this site (INADS, SNMP, or none):  _____________________________

 Product ID number for MAS VMD: _______________________________________________________

 Product ID number for MSS: ____________________________________________________________

	Note:  
	Product IDs must be ten numeric digits (0 through 9) long. Avaya provides product IDs for Avaya-serviced machines. Business partners should assign a unique product ID to each machine. 


SNMP alarming information (see page A-16 in the Installation guide)
If SNMP alarming is to be used at this site, supply the following information: 

 Network Management Station IP address or fully qualified domain name for the corporate network management system (NMS) that will monitor the Modular Messaging system for alarm notifications (traps): 
_________________________________________________________________________________

 Context (community) to which the NMS belongs (see the SNMP NMS documentation for details): _________________________________________________________________________________

 Acknowledgement type: choose either Return Trap (to have traps actively acknowledged by the NMS) or Ping Surround (to have the MAS send a ping to the NMS before and after sending a trap. If the pings succeed, the NMS is assumed to have received the trap): 
_________________________________________________________________________________ 

INADS alarming information (see page A-17 in the Installation guide)
If INADS alarming is to be used at this site, supply the following information to allow the MAS modem to initiate outgoing calls: 

 Communications (COM) port that each modem should use to initiate alarm notification calls. This is COM3 for the recommended USB port on the MAS: _____________________

 Complete alarm destination telephone number: ________________________________________________________________________________

 Modem setup (initialization) string required for the modem to make the alarm notification calls. See the documentation included with your modem for details: ________________________________________________________________________________

Login and PPP information (see page A-17 in the Installation guide)
Use the following table to record passwords for required support logins. If the login requires a point-to-point (PPP) remote access connection to the MSS modem, enter the required IP addresses. 

Logins, passwords, and PPP IP addresses

	MSS login


	 Password
	Local IP address for PPP access through MSS modem 
(customer-provided)
	Remote IP address for PPP access through remote modem 
(provided by the customer or remote support organization)

	dadmin
	
	—
	—

	craftppp
	
	
	

	
	
	
	

	
	
	
	


Use the following table only if you install new software on an MSS using the steps in Appendix D, “Reloading the software on an MSS.” 

MSS logins and passwords (see page A-17 in the Installation guide)
	MSS login


	 Password

	root
	

	craft
	

	tsc
	

	craftppp
	


Upgrade planning form (see page A-18 in the Installation guide)
	Note:  
	Use this form only for Release 1.0 or 1.1 upgrades to Modular Messaging Release 2. 

If you are upgrading a Modular Messaging Release 1.0 system, you must also submit a License activation request for Modular Messaging R2 system (see the form in this document). Modular Messaging Release 1.1 systems already have a license installed.


Supply the following information if you will be upgrading a Modular Messaging Release 1.0 or Release 1.1 system to Release 2 software. This form is used only in Chapter 6 of the installation guide. 

To complete the upgrade planning form: 

1. Item I1: List the NetBIOS name of every MAS in the system. 

2. Item I2: For the Windows domain name, enter the NetBIOS name that is already assigned to the Windows domain that this Modular Messaging system is part of (for example, privdom). 

3. Item I3: Enter the name and password for the customer-specified Modular Messaging service account (for example, mmacct).

Planning form for Modular Messaging R1.0 or R1.1 upgrade 
	#


	Required upgrade information 
	Value

	I1
	Name of each MAS present in the system: 

MAS#1 (required): 

MAS#2: 

MAS#3: 

MAS#4: 

MAS#5: 

MAS#6: 

· Specify 2 TTS sessions per MAS for each TTS engine: 

· Fonix DECtalk, US English 

· ScanSoft TTS-3000, International 

	I2
	Windows domain name 
	

	I3
	Modular Messaging service account user name and password 
	

	Comments: 





Obtaining a license for R1.0 upgrades

If you upgrade a Modular Messaging R1.0 system to Modular Messaging Release 2 software, you must obtain a license for the system. 

Caution! The licensing procedure described in this installation guide is subject to change. Verify with your remote support center that the method described in this document is current. It might be replaced with the Remote Feature Activation (RFA) method that is currently used to obtain licenses for new systems. To speed the upgrade process, always try to obtain the license file in advance of the scheduled upgrade date. 
At the time of this printing, you can use the License activation request for Modular Messaging R2 system to complete a licensing activation request for a Modular Messaging R1.0 upgrade. Your choices for providing this information might vary per region. See Sending the license request in Appendix H of the installation guide for details on local license submission procedures. 

To complete the license activation request, provide the required licensing information as described in Obtaining a license for an R1.0 system in Appendix H of the installation guide. 

1. Item M1 - VMD ID: Obtain the VMD ID from the system as described in Using the MmVMDAudit tool in Appendix H. Paste the data obtained from the system into the document where you want to record this information (for example, the editable Word version of the License activation request for Modular Messaging R2 system, or a text-editor program such as Notepad). 
2. Item M2 - TTS sessions and engine: Specify 2 TTS sessions per MAS for each engine: 
Fonix DECtalk, US English and ScanSoft TTS-3000, International. 
3. Item M3 - Number of seats: Specify the actual number of purchased seats.

4. If remote access will be used, complete Items M4 through M7. 

	Note:  
	Remote access might be needed only during the licensing process, and can be removed upon completion. If remote access will be used during an upgrade, verify that it is set up and working (for example, place a test call to the support organization). By convention, the remote support organization dials in to MAS#1. 


5. Required customer and contact information: Specific items vary per region. The license request form lists all commonly requested items.

License activation request for Modular Messaging R2 system (see page A-20 in the Installation guide)
	#


	Required licensing information 
	Value

	Type of license: Upgrade of Avaya Modular Messaging Release 1.0 system to Release 2


Platform: Avaya MSS 

	For all Modular Messaging R1.0 upgrades, specify the following: 

	M1
	VMD ID 
	

	M2
	Total number of Text-to-Speech (TTS) sessions required for the system: 

· For R1.0 upgrades, specify 2 TTS sessions per MAS for each TTS engine type below:

· Fonix DECtalk, US English: 

· ScanSoft TTS-3000, International: 

	M3
	Number of purchased mailboxes
	

	If remote access will be used during the upgrade, specify access information for MAS#1: 

	M4
	Complete dial-in access number for MAS#1 
	

	M5
	Windows domain to log into 
	

	M6
	Modular Messaging service account user name and password 
	

	M7
	Technical support account user name and password 
	

	Customer and contact information (some items vary per region): 

	Direct Operations or Business Partner name
	

	Maestro case number
	

	FL number
	

	Requested completion date
	

	Planned upgrade date and completion time 
	

	Customer name
	

	Requester name
	

	Requester contact information (include all that apply):

Complete telephone number:

Mobile or cell phone number: 

Fax number: 

Email address: 

	Site location (country, town): 

	Alternate contact name and information, if applicable:




	Comments: 






